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Date: 27 August 2014 
 
 
 
Dear Mr Richmond, 

 

Thank you for your Freedom of Information (FoI) request received on 7 
August 2014. You asked:  
 

I am requesting the following information regarding what private and 
confidential information can be demanded  for, by a work program 
provider in a mandation. 
 
1-  Can a jobseeker be mandated to provide their private and confidential 
information on their job applications to work program provider. 
 
2- Can a jobseeker be mandated to apply for job vacancies on a work 
providers computer if they have the means to apply for that vacancy 
elsewhere. 
 
3-  Can a jobseeker be mandated to show their private and confidential 
cover letters they have used for a job application . 
 
4-  Because of security issues now with windows xp not getting security 
updates on their system bacause microsoft has stopped all support for the 
system. Can you be mandated to use a work providers computer using 
the windows xp, knowing that any personal data you put in could be 
comprimised. 
 

It may be helpful if I start by clarifying the remit of the Freedom of Information 
Act. The Act gives any person legal right of access to any and all recorded 
information which is held by a public authority. The Act does not require the 
Department to provide opinions or explanations, generate answers to 
questions, or create or obtain information it does not hold. In cases where a 
person asks a question, rather than requests recorded information, we do our 
utmost to provide the recorded information that best answers the question. 
Once the public authority has provided the recorded information, it has met its 
obligations under the Act; interpretation of the information provided is left to 
the requestor.  
 
It may help if I explain that Work Programme providers and their 
subcontractors are required to comply with the Data Protection Act.  Providers 
are contractually obliged to put into effect and maintain appropriate technical 



[bookmark: 2]and organisational measures to ensure the prevention of unauthorised or 
unlawful processing of personal data and accidental loss or destruction of or 
damage to personal data. 
 
For clarification Work Programme providers and their subcontractors have the 
flexibility to design an innovative and personalised approach to help an 
individual back to work, this may include the creation of a CV or cover letters. 
Under the Work Programme, providers are able to determine which activities 
are mandatory.  Providers can mandate participants to use various jobsearch 
methods irrespective of any other channels the participant may already be 
using, if this will improve the participants chance of finding work.  It is (among 
other things) a condition of the receipt of Jobseekers Allowance that 
participants on welfare to work programmes make the most of the help made 
available by the provider.  
 
Participants who are mandated to undertake an activity by a Work 
Programme provider may incur a loss or reduction of benefit if they fail to 
comply without good reason. 
 
The mandation guidance that DWP give to all Work Programme providers can 
be found through the following link:  
 
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/
264163/wp-pg-chapter-3a-22-october-2012.pdf 
 
Please note we cannot say whether any particular set of circumstances would 
lead to a sanction. Providers are able to raise sanction doubts, for example if 
they do not consider that a person is available for work and actively seeking 
work, but the ultimate decision to enforce a sanction sits with Jobcentre Plus.' 
 
Individuals who feel they have not received adequate support or are otherwise 
dissatisfied with their provider, should first raise their complaint directly with 
the provider through their formal complaints process. If individuals have 
exhausted the provider’s complaint process and are still unhappy they can 
escalate the issue to the Independent Case Examiner (ICE).  The role of ICE 
is to act as an independent referee for people who may feel that Government 
Agencies or Businesses have not treated them fairly or have not dealt with 
complaints in a satisfactory manner.  Further information can be found at 
www.ind-case-exam.org.uk 
 
If you have any queries about this letter please contact us quoting the 
reference number above.   
 
Yours sincerely,  
 
 
DWP Central FoI Team 
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If you are not happy with this response you may request an internal review by e-mailing 
xxxxxxxxxxxxxxxxxxxxxxxxxxxxxx@xxx.xxx.xxx.xx or by writing to: DWP, Central FoI Team,  
Caxton House, Tothill Street, SW1H 9NA. Any review request should be submitted within two 
months of the date of this letter.  
 
If you are not content with the outcome of the internal review you may apply directly to the 
Information Commissioner’s Office for a decision. Generally the Commissioner cannot make a 
decision unless you have exhausted our own complaints procedure. The Information 
Commissioner can be contacted at: The Information Commissioner’s Office, Wycliffe House, 
Water Lane, Wilmslow Cheshire SK9 5AF 
www.ico.org.uk/Global/contact_us  or telephone 0303 123 1113 or 01625 545745 




    

  

  
