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Dear Mr Colbert, 
 
Thank you for your email of 29th June 2020 requesting the following information:  
 
‘I'm writing to you requesting information under the Freedom of Information act (2000) relating to 
the potential involvement of Palantir in the MoD (Jhub) initiative entitled Project OASIS, and of the 
specifics of the programs use and retention of patient data: 
 
1) Which apps in total are being used to consolidate this patient data? as the ones currently listed 
indicate more third party apps were soon to be added, could use please list every app associated 
with this project? 
 
2) Which data sets are the apps combining specifically, could you please list these. 
 
3) Given that Palantir have undertaken previous work for the Ministry of Defence, have the 
company or members of its staff had any involvement in Project OASIS? 
 
4) If yes, can you please specify the nature of this involvement? 
 
5) Will Palantir systems or products be used in conjunction with Project OASIS? Either with or 
without the MoD acting as a data controller? 
 
6) Will Palantir have access to this data via the NHSX COVID-19 response datastore? 
 
7) Will Palantir systems and/or products be used by the upcoming National Cyber Force (NCF) 
when it is set up? If so, can you please specify the nature of Palantir involvement in this?’ 
 
I am treating your correspondence as a request for information under the Freedom of Information 
Act 2000. 
 
A search for the information has now been completed within the Ministry of Defence (MOD), and I 
can confirm that some information in scope of your request is held and detailed below in response 
to each question: 
 
1) The following apps have been approved for the platform: 

• Covid-19 “Ask Zoe” 

• Evergreen-Life 

• Let’s beat Covid 

• Track Together 

• Corona-Help 

• Ink C19 – Agitate 



 
 
2) The attached schema shows which data sets are combined in the apps: 
 
3) Palantir have had no involvement in Project OASIS 
 
4) Not applicable, Palantir have no involvement in Project OASIS 
 
5) The MOD is not the data controller for Project OASIS. The project was established under the 
auspices of the NHS.  MOD personnel offered to build the platform in support of the NHS when the 
calls on their time were numerous. 
 
6) NHS are the data controller and access to the data is controlled by them.   
 
7) In terms of whether Palantir will or will not have any involvement in the upcoming National Cyber 
Force (NCF), tetails of any UK capability in this area would be of considerable interest to any 
hostile power and would assist that power in devising countermeasures or give it reassurance that 
no counter measures were necessary. It would remove uncertainty and assist in the planning or 
execution of any hostile action. This would therefore prejudice the capability effectiveness and 
security of British forces”. 
If you have any queries regarding the content of this letter, please contact this office in the first 
instance. 
 
If you wish to complain about the handling of your request, or the content of this response, you can 
request an independent internal review by contacting the Information Rights Compliance team, 
Ground Floor, MOD Main Building, Whitehall, SW1A 2HB (e-mail CIO-FOI-IR@mod.gov.uk). 
Please note that any request for an internal review should be made within 40 working days of the 
date of this response.  
 
If you remain dissatisfied following an internal review, you may raise your complaint directly to the 
Information Commissioner under the provisions of Section 50 of the Freedom of Information Act. 
Please note that the Information Commissioner will not normally investigate your case until the 
MOD internal review process has been completed. The Information Commissioner can be 
contacted at: Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, 
Cheshire, SK9 5AF. Further details of the role and powers of the Information Commissioner can be 
found on the Commissioner's website at https://ico.org.uk/. 
 
 
Yours sincerely 
 
Strategic Command 
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