ID: 25838
KIRKLEES COUNCIL

REFUSAL NOTICE

SECTION 17 FREEDOM OF INFORMATION ACT 2000

REQUEST FOR INFORMATION RELATING TO INSPECTION REPORTS FOR ROAD
REPAIRS IN KIRKLEES.

1. Request

The request was received on 21/10/2021 and is for:

You have asked me to clarify which works order | require. | would like a detailed works order of the
following defects:

8013534
8013535
8013536
8013538
8013537

And the works order for any other defects that were repaired on the 12th of August 2021 on Kew Hill or
Haigh House Hill.

Lastly can you confirm the following location references in the inspector report.
"s/1 11 and s/l 12 x5" (Pothole 8013534)

"Near SL No. 14" (Pothole 8013535)

"s/1 17 and s/l 18" (Pothole 8013536)

The Council holds the information requested but, for the reasons set out in this notice,
considers that some of the information is exempt from disclosure for the purposes of
the Freedom of Information Act because one of the exemptions with the Freedom of
Information Act 2000 applies.

In coming to its decision, the Council has had regard to the following guidance from the
Information Commissioner’s Office:

e The Guide to Freedom of Information

e Personal information (section 40 and regulation 13) Freedom of Information Act
Environmental Information Regulations

e |CO guidance relating to the General Data Protection Regulation (GDPR)

2. Reasons
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Section 1 of the Freedom of Information Act 2000 (Fol Act) places two duties on public
authorities. Unless exemptions apply, the first duty at Section 1(1)(a) is to confirm or
deny whether the information specified in the request is held. The second duty at
Section 1(1)(b) is to disclose information that has been confirmed as being held.

For information, applications made under the Fol Act are totally independent from any
other process operated by a public authority and any disclosure of recorded information
under this Act is deemed as a disclosure to the world and cannot be a disclosure of
information to any single individual. This means that once information has been
released under the Act it becomes a matter of public record and we have to make that
information available to any member of the public who may wish to view it. This means
that the Council must consider the consequences of disclosure to the world at large,
and not just the impact of providing the material to the applicant and as such must
consider whether the information requested is suitable for disclosure to anyone and
everyone.

Section 40 of the Fol Act relates to personal information.
The full wording of Section 40 is set out at Appendix 1 of this refusal notice.

The Council notes that from 25 May 2018 the data protection legislation in the UK has
changed and the current legislation is the General Data Protection Regulation (GDPR)
and Data Protection Act 2018 (DPA2018), and as such the references to the Data
Protection Act 1998 do not apply.

However, substantially similar provisions are made for the protection of personal data
in the GDPR and the DPA2018.

Appendix 2 sets out the wording of Section 40 as amended by the Data Protection Act
2018.

Personal data of a third party is exempt from disclosure under Section 40(2) of the
Freedom of Information Act 2000 if its disclosure to a member of the public would
contravene any of the Data Protection Principles.

The information which is the subject of this exemption is the names of junior members
of council staff.

The Council considers that disclosure would breach the first Data Protection Principle
which requires personal data to be “processed lawfully, fairly and in a transparent
manner”.
Article 5(1) of the GDPR says:
1. Personal data shall be:
(a) processed lawfully, fairly and in a transparent manner in relation to the data
subject (‘lawfulness, fairness, transparency’)
Recital 39 of the GDPR states, in relation to the data protection principles:

"Any processing of personal data should be lawful and fair.
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2|t should be transparent to natural persons that personal data concerning them are
collected, used, consulted or otherwise processed and to what extent the personal
data are or will be processed.

3The principle of transparency requires that any information and communication
relating to the processing of those personal data be easily accessible and easy to
understand, and that clear and plain language be used.

“That principle concerns, in particular, information to the data subjects on the
identity of the controller and the purposes of the processing and further information
to ensure fair and transparent processing in respect of the natural persons
concerned and their right to obtain confirmation and communication of personal
data concerning them which are being processed.

*Natural persons should be made aware of risks, rules, safeguards and rights in
relation to the processing of personal data and how to exercise their rights in
relation to such processing.

®In particular, the specific purposes for which personal data are processed should
be explicit and legitimate and determined at the time of the collection of the
personal data.

"The personal data should be adequate, relevant and limited to what is necessary
for the purposes for which they are processed.

8This requires, in particular, ensuring that the period for which the personal data are
stored is limited to a strict minimum.

Personal data should be processed only if the purpose of the processing could not
reasonably be fulfilled by other means.

°In order to ensure that the personal data are not kept longer than necessary, time
limits should be established by the controller for erasure or for a periodic review.
""Every reasonable step should be taken to ensure that personal data which are
inaccurate are rectified or deleted.

2Personal data should be processed in a manner that ensures appropriate security
and confidentiality of the personal data, including for preventing unauthorised
access to or use of personal data and the equipment used for the processing.

The ICO’s guidance on Article 5(1) of the GDPR states:

Processing of personal data must always be fair as well as lawful. If any aspect of
your processing is unfair you will be in breach of this principle — even if you can
show that you have a lawful basis for the processing.

In general, fairness means that you should only handle personal data in ways that
people would reasonably expect and not use it in ways that have unjustified
adverse effects on them. You need to stop and think not just about how you can
use personal data, but also about whether you should.

Assessing whether you are processing information fairly depends partly on how you
obtain it. In particular, if anyone is deceived or misled when the personal data is
obtained, then this is unlikely to be fair.

In order to assess whether or not you are processing personal data fairly, you must
consider more generally how it affects the interests of the people concerned — as a
group and individually. If you have obtained and used the information fairly in
relation to most of the people it relates to but unfairly in relation to one individual,
there will still be a breach of this principle.
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Personal data is information which relates to a living individual who can be identified
from the requested information or from a combination of that information and other
information known to the data controller.

As stated above, in this case the personal data which the Council considers exempt is
the names of more junior members of Council staff. The Council considers that whilst
senior managers and decision makers can reasonably expect that their identities are
disclosed into the public domain, more junior members of staff would not.

In terms of more junior members of staff at Kirklees Council, the Council considers that
whilst senior managers and decision makers, and officers in public facing roles can
reasonably expect that their identities are disclose into the public domain, more junior
members of staff would not.

The balance between the legitimate public interest in disclosure and the rights and
freedoms of the individuals concerned in this particular case supports a conclusion that
disclosure would be not be fair or lawful in this case on the basis of the grounds set out
above.

The Council believes that disclosure of the personal information redacted would give
rise to actionable breach of the first data protection principle, which states that personal
information must be processed lawfully, fairly and in a transparent manner. The
conditions for processing personal information are largely based on the “necessity” to
process personal information and the Council does not consider the disclosure of the
requested information to be necessary. Neither does the Council have the consent of
the individuals concerned to release their personal data into the public domain.

This personal data is therefore withheld from disclosure.

. Review

If you are not content with the handling of your request, you have the right to ask for an
internal review. Requests for internal reviews should be submitted within 2 months of
the date of receipt of the response to your original request and should be addressed to
the Monitoring Officer, 1st floor, Civic Centre 3, Market Street, Huddersfield HD1 2EY.
Alternatively, you can send an email to: monitoring.officer@kirklees.gov.uk.

It would assist if any such request for a review were clearly marked as such and
specifically referred to this refusal notice.

If you are not content with the outcome of any review you have the right under section
50 of the 2000 Act to apply to the Information Commissioner for a decision as to
whether your request for information has been dealt with in accordance with the
requirements of the Act. The Information Commissioner’s website is at www.ico.org.uk
and gives more information about the role and duties of the Commissioner.

Signed:

James Dunn
Information Governance Assistant

DATE: 02/11/2021

Page 4 of 7


mailto:xxxxxxxxxx.xxxxxxx@xxxxxxxx.xxx.xx
http://www.ico.org.uk/

ID: 25838
Appendix 1

Freedom of Information Act 2000 - Section 40 (Personal Information)

(1)Any information to which a request for information relates is exempt information if it
constitutes personal data of which the applicant is the data subject.

(2)Any information to which a request for information relates is also exempt information
if—

(a)it constitutes personal data which do not fall within subsection (1), and
(b)either the first or the second condition below is satisfied.
(3) The first condition is—

(a)in a case where the information falls within any of paragraphs (a) to (d) of the definition
of “data” in section 1(1) of the Data Protection Act 1998, that the disclosure of the
information to a member of the public otherwise than under this Act would contravene—

(i)any of the data protection principles, or

(i)section 10 of that Act (right to prevent processing likely to cause damage or distress),
and

(b)in any other case, that the disclosure of the information to a member of the public
otherwise than under this Act would contravene any of the data protection principles if the
exemptions in section 33A(1) of the Data Protection Act 1998 (which relate to manual data
held by public authorities) were disregarded.

(4) The second condition is that by virtue of any provision of Part |V of the Data Protection
Act 1998 the information is exempt from section 7(1)(c) of that Act (data subject’s right of
access to personal data).

(5) The duty to confirm or deny—

(a)does not arise in relation to information which is (or if it were held by the public authority
would be) exempt information by virtue of subsection (1), and

(b)does not arise in relation to other information if or to the extent that either—

(ilthe giving to a member of the public of the confirmation or denial that would have to be
given to comply with section 1(1)(a) would (apart from this Act) contravene any of the data
protection principles or section 10 of the Data Protection Act 1998 or would do so if the
exemptions in section 33A(1) of that Act were disregarded, or

(ii)by virtue of any provision of Part IV of the Data Protection Act 1998 the information is
exempt from section 7(1)(a) of that Act (data subject’s right to be informed whether
personal data being processed).

(6)In determining for the purposes of this section whether anything done before 24th
October 2007 would contravene any of the data protection principles, the exemptions in
Part Il of Schedule 8 to the Data Protection Act 1998 shall be disregarded.

(7)In this section—

e ‘the data protection principles” means the principles set out in Part | of Schedule 1
to the Data Protection Act 1998, as read subject to Part Il of that Schedule and
section 27(1) of that Act;

e ‘“data subject” has the same meaning as in section 1(1) of that Act;
e ‘“personal data” has the same meaning as in section 1(1) of that Act.
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Appendix 2

Freedom of Information Act 2000 — Section 40 exemption for personal data, and
amendments made by the Data Protection Act 2018

40 Personal information

(1) Any information to which a request for information relates is exempt information if it
constitutes personal date of which the applicant is a data subject.
(2) Any information to which a request for information relates is also exempt information if-
(a) It constitutes personal data which does not fall within subsection (1), and
(b) The first, second or third condition below is satisfied.

(3A) The first condition is that the disclosure of the information to a member of the public
otherwise than under this Act-

(a) Would contravene any of the data protection principles, or
(b) Would do so if the exemptions in section 24(1) of the Data Protection Act 2018
(manual unstructured data held by public authorities) were disregarded.

(3B) The second condition is that the disclosure of the information to a member of the
public otherwise than under this Act would contravene Article 21 of the GDPR (general
processing: right to object to processing).

(4A) The third condition is that-

(a) On a request under Article 15(1) of the GDPR (General processing: right of access
by the data subject) for access to the personal data, the information would be
withheld in reliance on provision made by or under section 15, 16 or 26 of, or
Schedule 2, 3 or 4 to, the Data Protection Act 2018, or

(b) On a request under section 45(1)(b) of that Act (law enforcement processing: right
of access by the data subject), the information would be withheld in reliance on
subsection (4) of that section.

(5A) The duty to confirm or deny does not arise in relation to information which is (or if it
were held by the public authority would be) exempt information by virtue of subsection (1).

(5B) The duty to confirm or deny does not arise in relation to other information if or to the
extent that any of the following applies-

(a) Giving a member of the public the confirmation or denial that would have to be
given to comply with section 1(1)(a)-

(i) Would (apart from this Act) contravene any of the data protection principles,
or

(if) Would do so if the exemptions in section 24(1) of the Data Protection Act
2018 (manual unstructured data held by public authorities) were disregarded;

(b) Giving a member of the public the confirmation or denial that would have to be
given to comply with section 1(1)(a) would (apart from this Act) contravene Article
21 of the GDPR (general processing: right to object to processing);

(c) On a request under Article 15(1) of the GDPR (General processing: right of access
by the data subject) for confirmation of whether personal data is being processed,
the information would be withheld in reliance on a provision listed in subsection
(4A)(a);

(d) On a request under section 45(1)(a) of the Data Protection Act 2018 (law
enforcement processing: right of access by the data subject), the information would
be withheld in reliance on subsection (4) of that section.

(6)...
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(7) in this section-
“the data protection principles” means the principles set out in-

(a) Article 5(1) of the GDPR, and
(b) Section 34(1) of the Data Protection Act 2018;

“data subject” has the same meaning as in the Data Protection Act 2018 (see section 3
of that Act);

“the GDPR”, “Personal data”, “processing” and references to a provision of Chapter 2
of Part 2 of the Data Protection Act 2018 have the same meaning as in Parts 5 to 7 of
that Act (see section 3(2), (4), (10, (11) and (14) of that Act).

(8) In determining for the purposes of this section whether the lawfulness principle in
Article 5(1)(a) of the GDPR would be contravened by the disclosure of information, Article
6(1) of the GDPR (lawfulness) is to be read as is the second sub-paragraph (disapplying
the legitimate interests gateway in relation to public authorities) were omitted.
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