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From: Meagan Mirza

Sent: 14 October 2010 13:30

To: ‘Liam Maxwell'

~ €ez Judith Jones

Subject: Email to Clir Liam Maxwell re Crime Mapping 20101014

Hello Liam

I am in London on the 215t but I'm only there for the afternoon and am
travelling back to Wilmslow immediately after the meeting. It might make
sense to meet once I have a better understanding of what the proposals are as,
to date, we've only given a broad view on some of the potential risks of point
data mapping. You will have seen from our poliging consuitation response that
we support the drive for greater transparency i lation to criminal activity
locally as long as appropriate safeguards are putigh place to take account of any
privacy risks to individuals. You are very welcom come to our office in
Wilmslow as I'm not scheduied to be in | until early to mid
November.
Regards
Meagan

Meagan Mirza Group Manager4 rity Group

Information Commissioner’s Office, Wycliffe Water Lane, Wilmslow, Cheshire, SK9 5AF
T. 01625 545 621 F, 01625 52
www.ico.gov.uk

Please consider the envirc

inting this email

From: Liam Maxwell [maiito:liam
Sent: 13 October 2010 16:4
To: Meagan Mirza

Subject: Re: point d

Thanks Meagan, 2z sense to engage with your office.

If you are in Lon At might make a meeting worthwhile for us all.

I am concerned that'g i ercise has become rather dissolute and so we may well be
able to resolve throug mangement.

Liam Maxwell
Phone: 07967077294

Diary: www.tungle.me/liammaxwell

On 13 October 2010 16:13, Meagan Mirza <Meagan. Mirza@ico.gsi.gov.uk> wrote:
Liam

As discussed, please find below the ICO’s view on point data mapping. This
formed part of our response to the recent policing consultation and is also that
which was reflected in what I've outlined to the Home Office.

“We also support the drive to provide greater transparency on criminal activity
in local areas. The consultation document includes a commitment that, from
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January 2011, crime data will be published at a level which allows the public to
see what is happening on their streets and neighbourhoods. Crime mapping
can be an effective means of letting people know what crimes are taking place
in their local area and we have advised the Home Office and local forces on how
such systems can be designed to take account of privacy risks - particularly
when *point data mapping’ risks identifying individuals (especially innocent
victims, witnesses or vulnerable offenders) or risks disclosure of sensitive
personal information about those individuals if, for example, they have been the
victim of a racially motivated crime or a sexual assault. We encourage the use
of privacy friendly options that reduce the risks of identifying such individuals
such as by merging adjoining postcodes in sparsely populated areas and
banding together certain categories of crime. Thg ICO would be concerned if
privacy risks arising from aggregation with oth atasets in the public domain
were not taken fully into account.

We recognise that there are demands fr
openness, with some people arguing fortu
as possible after the event butitis i
carefully, especially as once this in
no longer possible to control whaty

arters for even greater
crime details as soon
t that priva@y risks are managed
s published on the internet, it is
it.”

So far as engaging with us, we woul
in more detail if you wish.

ppy to meet with you to discuss this

Regards
Meagan
Meagan Mirz - Public Security Group

Information Commis
T. 01625 545 621 F. 0
Www.ico.qov,uk

Please consider the environment before printing this email

ycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF

The ICO’s mission is to uphold information rights in the public interest, promoting openness by
public bodies and data privacy for individuals.

If you are not the intended recipient of this email (and any attachment), please inform the sender by
return email and destroy all copies. Unauthorised access, use, disclosure, storage or copying is not
permitted.

Communication by internet email is not secure as messages can be intercepted and read by someone
else. Therefore we strongly advise you not to email any information, which if disclosed to unrelated
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third parties would be likely to cause you distress. If you have an enquiry of this nature please
provide a postal address to allow us to communicate with you in a more secure way. If you want us
to respond by email you must realise that there can be no guarantee of privacy.

Any email including its content may be monitored and used by the Information Commissioner's
Office for reasons of security and for monitoring internal compliance with the office policy on staff
use. Email monitoring or blocking software may also be used. Please be aware that you have a
responsibility to ensure that any email you write or forward is within the bounds of the law.

The Information Commissioner's Office cannot guarantee that this message or any attachment is
virus free or has not been intercepted and amended. You should perform your own virus checks.

Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF
Tel: 0303 123 1113 Fax: 01625 524 510 Web: www.ico.g
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From: David Evans

To: Jonathan Bamford

Cc: Christopher Graham; Steve Wood; Meagan Mirza
Sent: Tue Oct 19 16:57:05 2010

Subject: RE: Windsor & Maidenhead crime mapping discussion at the Local Public Data Panel
Jonathan

This is just a bit of further background for the meeting on Thursday in addition
to what Steve has already provided

Hulya Mustafa is the Deputy Director of the CLG’s transparency unit and I've
had a couple conversations with her about the openess and transparency
agenda in relation to local govt. I've now arranggd to meet one of her team,
Philip Worsfold (whose name is contained in thé@riginal email header) next
Tues (26/10) to discuss using publication schemgg.as a means of getting more

As a secondary point I'd also be interestec ore about these
discussions from a local authority pe

Regards
David

David Evans  Senior P

Information Commissioner’s
T. 01625 545772 F. 01625 5

r Lane, Wilmslow, Cheshire, SKS 5AF.

From: Meagan Mirza
Sent: 19 October 2010

To: Steve Wood

Subject: FW: Wind ime mapping discussion at the Local Public Data Panel
Importance: High

Steve

We've been invite a Local Public Data Panel meeting on Thursday

afternoon {see the detail below). Jonathan will be attending as I'm involved
with the Crime Mapping Steering Group being led by the Home Office. The
Panel itself is independent and was previously the Make Public Data Public Panel
and seems to be very much linked in with the Transparency Board. Nigel
Shadbolt is chairing the Panel. The Panel consists of Chief Execs of Local
Authorities amongst others and advises CLG on transparency issues.

Windsor & Maidenhead are proposing to use point data mapping to report on
low level crime and anti-social behaviour. They are also proposing to report on
outcomes and have developed the software to do this. I understand that this is
essentially what the meeting on Thursday will be about as they are keen to
understand the ICO’s views on data protection concerns (and they’ve also
mentioned witness protection issues in the original email from Julie).

file://C:\PrintAll\temp\[Ref. IRQ0375635].html 28/02/2011




Page 2 of 3

Jonathan asked me to let you know about it. Happy to discuss in more detail if
you wish.

Meagan

Meagan Mirza Group Manager - Public Security Group

Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF
T. 01625 545 621 F. 01625 524510

wWww.ico.qov.uk

Please consider the environment before printing t

From: Jonathan Bamford

Sent: 19 October 2010 08:52

To: Meagan Mirza

Cc: Christopher Graham; Judith Jones;
Subject: Re: Windsor & Maidenhead crime mappil Priblic Data Panel

Meagan

As discussed if a Minister is involved in this
misunderstanding our view on crime mapping.

presented as their is plenty of scope for

| can go to London for the meeting in
information that would be helpful.

et me the finish time and background

Jonathan

From: Meagan Mirza
To: Jonathan Bamford
Cc: Judith Jones
Sent: Tue Oct 19 07
Subject: FW: Windst
Jonathan
Any thoughts
copied to Judit
Clir Maxwell and
Judith - can we hav
Thanks

Meagan

0
& Maidenhead cgime mapping discussion at the Local Public Data Panel

end as I'm at the Home Office at that time. I've
of the background re the telephone call from
tomorrow as I'm off.

today.

this? I can’t

Meagan Mirza Group Manager - Public Security Group

Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SKS 5AF
T. 01625 545 621 F. 01625 524510

wWww.ico.gov.uk

Please consider the environment before printing this email

From: Julie Wyeth [mailto:Julie.Wyeth@communities.gsi.gov.uk]

Sent: 18 October 2010 16:35

To: Meagan Mirza

Cc: Christopher Graham; andrew.stott@cabinet-office.x.gsi.gov.uk; Hulya Mustafa; Philip Worsfold; I
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_nrs@ecs.soton.ac.uk

Subject: Windsor & Maidenhead crime mapping discussion at the Loca! Public Data Panel
Importance: High

Meagan
There is a meeting of the Local Public Data Panel here in Eland House on Thursday 21st October at 13.45 -
our Minister for transparency, Baroness Hanham will be attending and we are keen for yourself or a deputy to
join us for a discussion on mapping crime data.

The specific issue we will be discussing is in relation to work that Windsor and Maidenhead are taking forward
with Home Office on mapping ¢rime data using software they have developed for this. | understand the ICO
is aware of this work but has concerns about data protection issues and potential witness protection issues.

In a meeting with Clir Maxwell from Windsor and Maidenhead he emphasised this was not what they wanted
to do and he was keen to resolve this so we can move on in developing a project which is potentially a very
exciting development.

I understand that although you are in London that day, you have ¢
meeting. Hulya Mustafa has asked me to contact you to see if th
diary commitments that day so you could attend, or whether it wo
ICO for the discussion. The Home Office will be attending the pa
to use the expertise available from the Panel to ensure there is a
keen to help facilitate this.

Grateful if you could let me know what might be possib
information and look forward to hearing from you.
Kind regards

Julie

r commitments which clash with the

s a possibility of being able to juggle
possible to field a deputy from the
peeting as will Clir Maxwell and we hope
rward on this. Our Ministers are also

rovide further background

Julie Wyeth

Communities and Local Government
Floor 3/J3

Eland House

0303 4442542

This email and any files transmitted with

addressed. If you are not the intended reci
distribution or other use of the information cogj

ely for the use of the individual or entity to which they are
s have been transmitted to you in error and any copying,
prehibited.

private anq intend

Nothing in this E-mail messagé a ] r legal commitment on the part of the Government unless confirmed by a
communication signed on b

The Department's comp
of the system and for ot

Comespondents should i om Department for Communities and Local Government may be automatically
logged, monitored and/or ré g
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From: Liam Maxwell [mailto:liam.maxweli@gmail.com]

Sent: 14 January 2011 23:23

To: Meagan Mirza

Subject: Email Clir Maxwell to ICO privacy tariffs for vanguard project 20110114

Hi Meagan
Thanks so much for the meeting on Tuesday, I think we all realised that we were pointing in the
same direction which was great.

1 am just getting some notes together on the meeting but one of the actions we agreed was that you
and I would try to walk through the relative privacy tariffs for the offences in our vanguard projects.
Please note that the crimes and asb we are going to cover are different to the ones identified by the
Home Office NPIA stream of work.

Could you please help me with your views on what the leve
and publishing frequency?
Also I thought Tim's question about scenarios would really he
there are concerns about the publication. I have left that blank
them in there.

If you could come back to me quite soon that wo
back in the real world of our day jobs all week
Liam

Liam Maxwell
Phone: 07967077294

Diary: www.tungle.me/liammaxwell

ould be for the spatial granularity

xplain our reasoning as to why
your comments so please do add

but Nigel and I have been
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From: Liam Maxwell [mailto:liam.maxwell@gmail.com]

Sent: 14 January 2011 23:36

To: Meagan Mirza

Subject: Email Clir Maxwell to ICC guidance document for vanguard projects 20110114

Meagan

here's the technical guidance we mentioned.
Liam

Liam Maxwell

Phone; 07967077294

Diary: www.tungle. me/liammaxwell
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Crime Data - Guidance

This document outlines how one would apply the lessons learned in previous introductions of
transparency to government to the issue of crime data and crime mapping. It contains the
recommended best practice for making public data open and transparent.

It is important to note that this refers to the data — the mapging technology is a relatively trivial
addition of functionality to the standard provision of data. data is correctly presented in a
standard format then the functions required to meet the b ess/political objectives can be

developed.

Aims and overriding principl

The reason for releasing crime data is in line with the fransparen ives in other areas of

i d greater efficiency by
n innovative applications, mashups,
be crime activity in a particular area and
ielp the police communicate what their
ntify key issues and crime trends using the

aliowing inspection by residents, and reu
visualisations and analysis. It is an opp
allow people to compare their area wi
priorities are and enable members of
facts.

Publishing this data will also ¢ _ more involved in the detection and

reduction of crime. Membe . ive police information on crimes that
have been commitied and
trends themselves and pre

Used effectively crime da ies to become safer, have more information on

the issues of crime and antisa jouggs their neighbourhood and increase the interaction
and enhance relalig d the police. This offers a situation where the police
can achieve a of public trust. It will also enable police to introduce
smarter, lean around effective data.

The ability fo progress of a crime committed against them through the
criminal justic we also want. It is something that will help social cohesion,
trust in the crim St and ensure a fair deal for every victim of crime.

Given this it is essentia olice Authorities publish their crime data (and other data too) with
a licence and a format that allows reuse, and on the basis that data should be published unless
there is an overriding reason not to. This means that Police Authorities should be be asking,
what's the most they can publish, not what's the least they have to do.

The focus of the guidance is on how, pragmatically, to make the data available quickly rather
than seeking to achieve full alignment across every entity. This is consistent with the evolving
approach within data.gov.uk. Publishing raw data quickly is an immediate priority, but there are
significant benefits to be gained by Police Authorities publishing structured, regularly updated
data using open standards, and this guidance helps enable this.

There is, however, no reason why, if they have the resources, authorities should not publish in
more ways, or in greater detail than in this guidance. For example, some may start publishing

N Shadbolt and L Maxweill - Southampton University/Royal Borough of Windsor and
711212010




the information as linked data (in which the data is semantically described using URIs), and we
expect to include the successful practices learnt from such experiments in future versions of this
guidance.

Licence, Timing & Contacts
Mandatory:

Data should be published with with a licence that allows open reuse, including
commercially. We recommend the new Open Govg ent Licence
http://www.nationalarchives.gov.uk/docfopen-gove
There should be a nominated contact person, liste
to oversee the publishing of the data, and this persol
answering queries to do with the data, and
only increase the skill levels within the poli
reusers, but also reduce the necessny o
Information requests).

Data should be published at the m
This data is to be published in ind]
that contains links to the individ
Files should be named in a ca
and each file name shouid be u
a-z,0-9, and-.
Authorities may wish fo p
{o date, etc. There is
addition to the indivig
The Prime Minister
public to see what
where possible da

ould also be responsible for
rther information. This will not
prove relationships with

vel it is supplied to the Home Office.
d there should be a single web page

ith the date included in the file name,
ould avoid spaces or characters other than

nger reporting periods e.g. quarterly, year
ot do this, but this should be in

ishing crime data at a level that allows the
eets from January 2011. We recommend that
ril 2040. This will add value tfo the user and
sparency.

commitied to
ppening on th
provided from

or files are changed for other reasons, rather than ‘silently’

ended to publish a revised and differently named version

s), e.g. 02_2011_v2, 02_2011_v1.

as part of a wider open-data initiative, and there should be
e/section on the Police Authority's website (the recommended

URL for th :/iwww.yourforce.police.uk/opendata), as well as listing the

files at data.gov.uk.

N Shadbolt and L Maxwell - Southampton University/Royal Borough of Windsor and

7M12/2010




Scope of Crime Types
Recommended:

For the initial stages of this project we recommend that the following give a range of offences
that affect the most people

» Criminal Damage,
Violent crime (up to and including GBH),
Vehicie Crime,

Burglary,

Robbery,

Public place antisocial behaviour.

File Format

Mandatory:

The files are to be published in CSV file ft Excel files should be converted to
with field names as suggested. A
between separating incidents. Text
ter at the start and end of the value. This
ve As” function selecting CSV as the file

type. There should be no commeni lines.

comma character must separate valu
values that contain a comma must ha

Authorities may wish to pub i mats as well as the CSV files (e.g.
linked data, XML, or PDFs h There is no reason why they should not do this,
but this is not a substitute DFs in particular do not aliow their contents to
be reused. Authorities mu for the content of their files.

Data content
The content of thetiEDIS X i ch that set out below. Any additional fields that an

jeeded is within the file). It should be the URI that represents
f urgency that such URIs are agreed unamblguously In the
case of UK police a . they should be of the form of hitp://ABC.uk (where ABC is the id
for the authority). You should also add the name of the authority in a Body Name field to aid
readability.

N Shadbolt and L Maxwell - Southampton University/Royal Borough of Windsor and
7/12/2010




Data in the following format is already exchanged between police forces and other partnership

and police management information sites.

Crimes

Crime_No URN This is the crime number as issued by the
police force...

Date_From Date Start Date (gystems record a start and end
date. Sometes if the offence is a one time
offence eith nuld be completed. We

 rule that uses start date but
date is the stari date}. The
e UK format

Date_To Date End Date asthea i) reverse

TimezFrom Time ate From in formate.g 11:49

Time _To Time As pét Hime From

input Date Date Formaf#s per Date_From

Offence_Classification From lis Cri Damage, Violent crime {up to and

100+offe in ng GBH), Vehicle Crime, Burglary,
ery. In addition all incidents of public
nti-social behaviour.

Easting & Northing The ocation will be *vague-d up” to a

o lo n roughly equivalentto a
imum 12 homes

Disposal Type utcome st Disposal Type

nsolved, . Charged, summons or caution)
victed etc)

Disposal Date

ormat as per Date_From

Public P13 Antisocial

haviour Incidents

INCIDENT DA

POSTCODE

digit exact code

SUB_CLASSIFICAT

m a list of types

INCIDENT QUALIFIER

EASTING The exact location should be given
NORTHING
INCIDENT_URN Unigue reference number {cf URN for

crime)

N Shadbolt and L Maxwell - Southampton University/Royal Borough of Windsor and
711212010




Crime Types

Each record may need further appending with a new crime groups and sub groups — such a
fiald should be available even if not used (possibly as below shown as a rough % of total crime
in one year for a typical non-metropolitan force)

Violence

1.  Serious Violence (As defined under APACS terms) 0.6%

2 Robbery 0.8%
3 Sexual offences (NOT SHOWABLE
4.  Assault with less serious injury {Defi
5. Common Assaults 7.3%
6
7
B

PUBLIC) 1.5%
under APACS terms) 9.7%

. Pubfic order and Harassment 5.2%
. Other violence 0.9%
urglary

1. House burglary 3.9%

2. Other burglary 6.2%

'/

2, Thefts 17%

N Shadboit and L Maxwell - Southampton University/Royal Borough of Windsor and
7M2/2010
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From: Meagan Mirza

Sent: 26 January 2011 15:17

To: Judith Jones; Jonathan Bamford; Iain Boume; Steve Wood
Subject: Email draft response for Clir Maxwell for comment 20110126
Importance: High

Judith/Jonathan/Iain/Steve - Liam Maxwell has contacted me this afternoon. He
is briefing the PM later this afternoon and I therefore need to get our view to
him asap. I've drafted this based on our discussions this morning. Could you
run your eyes over it and let me have any comments.

Thanks Meagan

Liam

Thanks for sharing your proposals and *guida
said previously we very much welco drive to i
through greater transparency and ing can be an effective means of
letting people know what crimes ace in their local area. However,

as you know, care needs to be tg an potentially have an impact on
the privacy of individuals such as withesses.

ent with us. As we've

As we discussed in our m
advances have meant thg
mapping may have on & ivi aRlvacy has not been properly explored as
yet. 1t is therefore diffic
may impact on an indivi
implications of this on v

/ new area and technological

vet apparent how this type of data could be
exploited and i 1e public perception is or will be once it is seen how

for different crimes to be treated differently and
our starting poin Mconsider the high risk areas (risk of identification of
individuais) to be t es which occur at places owned or occupied by
individuals. The Data Protection Act will come into play when there is a
likelihood that an individual can be identified and this will mean that you will be
required to comply with this legislation when processing personal data.

You have indicated that the privacy tariff for public place anti-social behaviour
is low and we would agree with that and the frequency of data upload in this
respect would also be low risk. However, consideration will need to be given to
the privacy tariff for vehicle crime and criminal damage which is described as
‘low’. That may be the case where, for example, the vehicle crime or criminal
damage has occurred in a public space ie a car park but would be different for
those occurring at an individual’s home. We would suggest that there should be
a filter to distinguish residential as opposed to non-residential and our view
would be that criminal damage occurring at a residence should revert to snap
points. An example which may support our concerns here would be where
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individuals working in animal research have had their homes targeted. This, in
your proposal, would appear on the day it occurred and the exact location
thereby putting that individual at risk of identification and of further attacks.

It would also be helpful to clarify what the ‘violence’ category covers - it says
‘violent crime up to GBH’ but it is not clear whether that covers sexual offences,
rape, grooming etc. You have said that ‘the vanguards will .. not include those
that include a very high privacy tariff — domestic abuse and so on’ and it would
be helpful if you could clarify that.

It is not clear whether the crime number/URN is going to be displayed at this
stage. We will be exploring this in more detail wgh the Home Office in relation
to the national Crime Mapper site but our initialgencern would be that this
would potentially lead to victims being identifie ntil we know more detail on
how this will work in practice it is difficult for us tégprovide a view at this time.

It was also not clear what the status of
mentioned that it had been drafted fo
and Professor Shadbolt and we do |
Neither the Data Protection Act o
relation to legal duties and that
where there is a likelihood that
personal data. It is not clear whet guidance has been approved by the
relevant Police Authority o :
that. '

w— I think you had

Be pilots by yourself
general comments on that.
Rights Act is mentioned in
orporated as, as mentioned above,

Qur consideration of youg
risks of non-compliance
generally have a lower a
this is a rapidly ¢
pragmatically. }
proposals for tg
if required. Ho¥
complaints that
this data.

tection Act and this means that we

s mentioned above, we do appreciate
have tried to deal with this

een the guidance we provided in response to the
he Mapper site and we will consider revising that
ator, we would also need to consider any

from individual/s affected by the disclosure of

Apologies for this slightly rushed email - I note that you are briefing the Prime
Minister later today and I wanted you to get this this afternoon.
Please let me know if you have any questions or wish to discuss in more detail.

Regards,
Meagan

Meagan Mirza Group Manager — Public Security Group

Information Commissioner's Office, Wydliffe House, Water Lane, Wilmslow, Cheshire SK9 5AF.
T. 01625 545621 F. 01625 545510 www.ico.gov.uk

Please conslider the environment before printing this email
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From: Meagan Mirza

Sent: 26 January 2011 16:00

To: 'Liam Maxwell’

Subject: Email ICC to Cllir Maxwell our views on vanguard proposals 20100126

Liam

Thanks for sharing your proposals and ‘guidance’ document with us. As we've
said previously we very much welcome the drive to improve accountability
through greater transparency and the release of crime data can be an effective
means of letting people know what crimes are taking place in their local area.
However, as you know, care needs to be taken gs this can potentially have an
impact on the privacy of individuals such as vict or witnesses and in turn
engages concerns about compliance with the DatgProtection Act and Human
Rights Act.

As we discussed in our meeting, this is a fairly new a@gga. and technological
advances have meant that it is devel apidly and the impact that the
release of crime data may have on
explored as yet. 1t is therefore di
of crime that may impact on an g
the potential implications of this C

consultations with victims gro

specific scenarios for each type
ivacy. Also, we are not experts on
s and it may well be that

ist. Further, it is not yet apparent
ndeed what the public perception
is or will be once it is seeg %n can be used. You may wish to
consider undertaking a “Bssessment given that this is a new
developing area and I ¢ information in relation to that if you
wish.

ifferent crimes to be treated differently and
our starting poi@t i nsider the high risk areas (risk of identification of
which occur at places owned or occupied by

6ih Act will come into play when there is a

be identified and this will mean that you will be
gislation when processing personal data.

individuals. Th
likelihood that &
required to comp

You have indicated that the privacy tariff for public place anti-social behaviour
is low and we would agree with that and the frequency of data upload in this
respect would also be low risk. However, consideration will need to be given to
the privacy tariff for vehicle crime and criminal damage which is described as
‘low’. That may be the case where, for example, the vehicle crime or criminal
damage has occurred in a public space ie a car park but would be different for
those occurring at an individual’s home. We would suggest that there should be
a filter to distinguish residential as opposed to non-residential and our view
would be that criminal damage occurring at a residence should revert to snap
points. Also, the rationale for the frequency of upload for this will need to be
considered as that is currently ‘daily’. An example which may support our
concerns here would be where individuals working in animal research have had
their homes targeted resulting in criminal damage to their property. This, in
your proposal, would appear on the day it occurred and the exact location
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thereby putting that individual at risk of identification and of further attacks.

It would also be helpful to clarify what the ‘viclence’ category covers — it says
‘violent crime up to GBH’ but it is not clear whether that covers sexual offences,
rape, grooming etc. You have said that ‘the vanguards will .. not include those
that include a very high privacy tariff — domestic abuse and so on” and it would
be helpful if you could clarify the extent of these other matters beyond
domestic abuse. Also, it is not clear whether there will be a facility available for
individuals to request that data be removed if there is a concern raised. This
has been incorporated into the national Crime Mapper site and you may want to
consider this.

It is not clear whether the crime number/URN i ing to be displayed at this
stage. We will be exploring this in more detail the Home Office in relation
to the national Crime Mapper site but our |n|t|al cesacern would be that this
would potentially lead to victims being idg

number may have greater currency than]
as this is commonly provided to insur;
Until we know more detail on how t}
provide a view at this time.

iminal justice system
processing claims.
rk in practlce it is difficult for us to

It was also not clear what the st 'guidance is and the role it is meant
to play - I think you had menttoned had been drafted for the purposes of
the vanguards by yourself aas olt and we do have some
general comments on thaiigh parti ombines practical ‘best practice’
luties with | mmentary about the value of crime
mapping. This is poten i ither the Data Protection Act or the

risks of non-com he Data Protection Act. As mentioned above, we
do appreciate this is y developing area and we have tried to deal with
this pragmatically. You will have seen the guidance we provided in response to
the proposals for the national Crime Mapper site and we will consider revising
that if required. However, as a regulator, we would also need to consider any
complaints that we may receive from individual/s affected by the disclosure of
this data.

Apologies for this slightly rushed email - I note that you are briefing the Prime
Minister later today and I wanted you to get this this afternoon.

Please let me know if you have any questions or wish to discuss in more detail.

Regards,
Meagan
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Meagan Mirza Group Manager — Public Security Group

Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire SK9 5AF,
T. 01625 545621 F. 01625 545510 www.ico.gov.uk

Please consider the environment before printing this email
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From: Meagan Mirza

Sent: 25 January 2011 08:47
To: 'Liam Maxwell’

Subject: RE: Guidance

Thanks Liam.
Meagan

Meagan Mirza Group Managerg

Information Commissioner’s Office, Wycliffe House, W¢
T. 01625 545621 F. 01625 545510 www.ic0.qov.U

Please consider the environment b

From: Liam Maxwell [maiito:liam.maxwell@gm
Sent: 14 January 2011 23:36 '
To: Meagan Mirza

Subject: Guidance

Meagan
here's the technical guidance
Liam

Liam Maxwell
Phone: 079670772
Diary: www.tun,
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