
 
 

 

1 
 

SIAS Audit Manual 
 

Chapter 13 - Working Protocols 
 

Document Retention for Standard Audits  
 
 
 

Introduction 
 
1. This working protocol covers the retention of Audit records created and received by 

the Shared Internal Audit Service. It does not cover special  investigation records 
which is detailed in a separate working protocol called Document Retention within 
Chapter 13 of the SIAS Audit Manual. 

 
2. The standard approach is for documents to be retained in electronic format within 

the Shared Drive. These records need careful management and this working 
protocol sets out the responsibilities and activities in regard to their retention.   

 
Data Protection Act 1998 
 
3. Local Authorities have legal obligations under the Data Protection Act 1988 (DPA) 

to protect information held and processed about our clients.  
 
4. The DPA Fifth Principle states “Personal data processed for any purpose or 

purposes shall not be kept for longer than is necessary for that purpose or those 
purposes. To comply with this Principle, data controllers will need to review their 
personal data regularly and to delete the information which is no longer required for 
their purposes” but it also adds that “...It may well be necessary in some cases to 
retain certain information to enable the data controller to defend legal claims, which 
may be made in the future”. 

 
Retention Criteria 
 
5. The following schedule shows minimum retention periods for following Audit 

records:  
 

     Description Retention Period 

1. Audit reports 10 years plus current year 

2.  Correspondence and 
working papers 

3 years plus current year 

3. Annual audit reports 3 years plus current year 

4. Audit plans and 
strategies 

3 years plus current year 

    5. Audit plans and 
strategies 

3 years plus current year 

6. Audit manuals, 
guides and policies 

When superseded 
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Documentation Maintenance 
 
6. Existing case records need to be reviewed in line with these guidelines: 
 

a) Electronic documents should be saved to a separate numbered folder specific 
to that Audit, within the shared drive.   
 

 

b) Each April, the documentation for all audits that have timed out should be 
securely disposed of. 


