
 

Freedom of Information Request 
 
 
Reference Number: EPUT.FOI.18.850 
Date Received:  21 November 2018 
 
 
Information Requested: 
 
1. Do you conduct cyber security awareness training with your office-based employees / 

those with access to a PC on how to spot phishing emails?   
Yes  
 

2. Do you conduct simulated phishing campaigns with your employees to raise awareness 
and measure susceptibility of clicking on a malicious link?  
Yes  
 

3. If yes, were these training measures in place before the WannaCry ransomware attack of 
May 2017?   
Yes, these were in place before the WannaCry attack   

 
4. If no, are you planning to conduct security awareness training before the end of 2018?   

N/A    
 
5. What percentage of your IT / Training budget is allocated to staff training for cyber 

security awareness?   
0-5%  

 
6. What percentage of your budget is currently spent on office refreshment such as tea 

and coffee?   
0%  
 

7. What percentage of your budget is currently spent on office stationary?  
0-5%  


