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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 15 March 2019 19:05
To: Marcia Pepperall (Councillor)
Subject: Parliament versus the People

 

 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

 

On Wednesday the House of Commons stabbed the people of Britain in 

the back. Last night they drove the knife in again. More than two years after 

we decided to leave the European Union, in the largest democratic exercise in 

the nation's history, MPs instructed Theresa May to grovel to Brussels for yet 

more delay after taking No Deal off the table. 

 

We’ve already heard that the EU is preparing a huge addition to the already 

outrageous Brexit bill as the price for an extension – which the government 

wants to last for three months, but European leaders are already gleefully trying 

to drag it out to two years. We don’t owe Brussels a penny, but we’ll be 

handing over tens of billions for another two years if our Europhile MPs 

get their way.  
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

HELP RESCUE THE REFERENDUM | DONATE TO LEAVE.EU  

Our greatest hope at present is a veto from a patriotic European nation, 

breaking the unanimous decision needed by the EU to grant the extension. The 

relationships Nigel Farage has built with Eurosceptics across the continent for 

decades may prove decisive. Many of them are now in power? Save us, 

Salvini… 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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At this time of national crisis and daily betrayal, we’re taking positive steps to 

hold our politicians to account and get the real Brexit this country voted 

for. We’re fighting against the corrupt political class, the pro-EU media 

establishment, and we’re even taking the biased Electoral Commission to court 

next week – to defend our campaign from ludicrous politically-motivated 

allegations.  
  

Parliament is stealing independence from the British people. Help 

us to stem the tide and save our sovereignty.  

 

 

 

 

 

We’re fighting back from within the Conservative Party too. Conservative HQ 

mobilised to crush grassroots democracy by blocking more than thirty No 

Confidence motions that our supporters submitted for Annual General 

Meetings. They even plotted to have the membership of John Strafford, one of 

the most prominent Eurosceptic Conservative activists in the country, lapse 

after 56 years because he was causing too much of a headache in 

Beaconsfield. 

 

But Conservative Party members still have the right to hold their elected 

politicians to account. There’s no need to put up with Brexit saboteurs like 

Dominic Grieve, Sam Gyimah, and Antoinette Sandbach. If local members can 

deliver fifty signatures, they can force a Special General Meeting of the local 

association whether Westminster politicians and their cronies in CCHQ like it or 

not.  
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

We delivered our first petition on February 19 in Totnes, calling for the 

deselection of Sarah Wollaston. The next day she quit the Conservative 

Party and was forced to the extreme fringes of Parliament – her amendment 

DONATE NOW 
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last night was brutally defeated by 334 votes to 85. 

 

We are close to delivering petitions in a dozen more seats, with local 

organisers on the ground making a final push. We’re looking to expand as far 

as possible, and deliver electoral consequences to any Tory MP who betrayed 

the referendum result. If you are a paid-up member of the Conservative Party 

with a Remainer MP, get involved by following this link.  
 

  

LEAVE.EU'S DESELECTION CAMPAIGN | LEARN MORE  

 

We need your support to keep up the fight. Our referendum victory is under 

assault from all sides, and we need the resources to stand up for the votes of 

17.4m people. With a possible two-year delay to Brexit, we might yet see 

another set of European elections, and we need all the firepower we can get to 

put behind the Brexit Party – and send another huge message to corrupt, 

out of touch Westminster politicians, just like we did on June 23, 2016.  

 

You can donate to our campaign online by visiting our website or you can send 

a cheque, payable to Leave.EU, to the following address: 

 

Leave.EU 

2430/2440 

The Quadrant 

Aztec West 

Almondsbury 

Bristol BS32 4AQ 

 

Kind regards,  

The Leave.EU Team 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU
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  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  

 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 

You are receiving this email as you have registered your interest in Leave.EU. 
  

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  
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Lynsey Wilson

From: Philippa Penney
Sent: 20 March 2019 18:08
To: Vanessa Andrews
Cc: Nicholas Brain
Subject: FW: South West Region - European Election Update 1

Importance: High
Sensitivity: Confidential

Ness 
 
As discussed earlier – including contact details in the event of press enquiries or contact from the Brexit 
Party. 
 
With kind regards 
 
Philippa 
 
Philippa Penney, AEA (Cert) 
Electoral Services and Scrutiny Manager 
Legal and Democratic Services 
North Somerset Council 
 
Tel: 01275 884 010 
Post: Room 165, Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  
Web: www.n-somerset.gov.uk 
 
Privacy Note: Any personal information collected by the Electoral Services Office is used solely for the purpose of ensuring the 
delivery of elections and the maintenance of the Register of Electors. For more information, our Privacy Notice can be viewed here: 
https://www.n-somerset.gov.uk/privacy-cookies/how-we-use-your-personal-data/privacy-notice-electoral-services/  
 
If you no longer wish to be contacted by email, please unsubscribe by emailing us at electoral.services@n-somerset.gov.uk 
 

From:   
Sent: Wednesday, March 20, 2019 3:38 PM 
To:  
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Subject: South West Region ‐ European Election Update 1 
 

Good afternoon colleagues, 
 
It’s been a while since I’ve had to contact you all, but it’s lovely to see so many familiar names!  I 
hope you are all well?  For those who are new to regional elections and referendums, a warm 
welcome!  Most of you will be aware that Paul Morris has now retired, so I’d like to introduce to 
you, Graham Farrant, Chief Executive of the new Bournemouth, Christchurch & Poole Council 
(BCP Council), and the new Regional Returning Officer for the South West.   
If you wish to contact Graham directly his telephone number is 01202 451130 and 
email:  xxxxxx.xxxxxxx@xxxxxxxxxxx.xxx.xx  
 
In previous years I have sent regular email updates to you in the run up to a regional 
election/referendum, however I appreciate this is a slightly different scenario in that we are unsure 
whether a European election is indeed on the cards.  You will know from the national debate that 
this continues to be unresolved to date. 
 
As previously, if we require any actions or responses from you I will continue to highlight these in
red. 
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Following the teleconference call yesterday with many of you from the South West Region, it was 
decided to contact you all with the main outcomes and messages from the Electoral 
Commission.  For those of you who couldn’t make the teleconference call, I hope you find this 
information useful. 
 
The official line from the Cabinet Office continues to be that the UK expects to be out of the EU on 
29 March pending confirmation of the Brexit delay schedule, however, the Electoral Commission 
have advised us to start thinking about contingency planning. 
 
The alternative scenario is that the election could be held on the scheduled date of 23rd May 2019 
with the count on Sunday 26th May, which is only around 9 weeks away! 
 
What they do not want us to do at this stage is to contact the press, write out to polling staff or 
polling station premises, make any financial commitments or incur any expenditure. 
 
What we have been advised to do is to make very low key, tentative enquiries in order to 
establish if we have sufficient resources – this is in relation to our own core elections teams, 
availability of venues for the verification and count and perhaps capacity of our usual printers.    
 
Regional offices over the UK have already posed various questions and concerns which include: 
 

 the availability of staff due to holidays following the Local elections coupled with the late 
May bank holiday and half term break 

 the availability of polling stations in school buildings due to the exam period 
 will there be an insurance/indemnity in place? 
 will there be a requirement to send the EC6 (UC1) forms to European Union Citizens? 

 
The last two questions we are hoping to have answered at the next teleconference call with the 
Electoral Commission and Cabinet Office next Monday, when we will update you all once more via 
another email update. 
 
For the time being it would be pertinent for you to have a conversation with your usual count 
venue to establish availability on the two dates, assess the availability of your core election 
team, prepare EC6 (UC1) form templates in the event they need to be sent out quickly, and 
please let me know any other areas of concern you may have so we can provide help and 
support. 
 
 
In order for us to be prepared (as Cabinet Office usually ask these questions of each Region), I 
would be grateful if you reply to this email with the following: 
 
Local Authority:  

Electorate as at 1st March 2019:  

No. of postal voters as at 1st March 2019:  

No. of potential permanent polling stations:  

No. of potential temporary polling stations:  

No. of EU Citizens as at 1st March 2019:  
 
 
Certain offices across the UK have received enquiries from the Brexit Party, asking about the 
nominations process, should you be approached by any parties please refer them to us.   
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If you receive any press enquiries, please find below a selection of lines to take that the Electoral 
Commission have developed to use in response to questions around contingency planning for a 
European Parliamentary election, which may also be of use to you locally. If you receive any 
enquiries going beyond these, do please contact their press team who would be happy to work 
with you in developing a response. You can contact them on xxxxx@xxxxxxxxxxxxxxxxxxx.xxx.xx 
or on 020 7271 0704. 
 
Q1) Is the Commission preparing for the European Parliamentary elections?  
 
As part of our contingency planning, we are making certain preparations that will enable us to swiftly take 
the necessary action should circumstances change and these elections need to be held. 
 
The Prime Minister has been clear that these elections will not take place, however legislation requiring 
these elections to go ahead has not yet been repealed.  
 
It is for the UK Government to decide whether UK-wide elections take place, including the European 
Parliamentary elections. Any questions on legislation and the UK Government’s decisions relating to the 
European parliamentary elections should be directed to the Cabinet Office. 
 
Q2) Why did you meet with Returning Officers to discuss arrangements for the European 
Parliamentary elections? Are they taking place? 
 
The Electoral Coordination and Advisory Board, which brings together Regional Returning Officers from 
across the UK, meets regularly to review planning for scheduled and unscheduled electoral events. The 
Board has discussed contingency planning for an unscheduled European Parliamentary election so that 
the electoral community would be able to swiftly take the necessary action should circumstances change 
and these elections need to be held.  
 
The electoral community are experienced in delivering well-run elections but, as with any electoral event, 
the shorter the lead in time, the more difficult it would be to deliver a well-run poll. 
 
It is for the UK Government to decide whether UK-wide elections take place, including the European 
Parliamentary Elections. Any questions on legislation and the UK Government’s decisions relating to the 
European parliamentary elections should be directed to the Cabinet Office. 
 
Q3) Does <insert local authority name> have capacity to deliver these elections? 
 
The council and the wider electoral community, including the Electoral Commission, are experienced in 
delivering well-run elections and can draw upon this expertise as required. As with any electoral event, 
however, the shorter the lead in time, the more difficult it would be to deliver a well-run poll. 
 
Q4) Is there a regulated period for these elections? 
 
If these elections were to go ahead, the regulated period for political parties and non-party campaigners 
would extend back to 23 January 2019. This means political parties and non-party campaigners must be 
ready to report spending dating back to 23 January to the Electoral Commission.   
 
Q5) Can EU citizens resident in the UK still vote in the European Parliamentary elections?  
 
EU citizens living in the UK may be able to register to vote in the EU member state where they are from. 
We are unable to provide advice with regards to eligibility to vote at elections in another EU countries. 
 
Q6) If the European Parliamentary elections do go ahead, will the local elections be moved so that 
both can be held on the same day?  
 
Any changes to the date of the local elections would be a matter for Parliament. However, we do not 
anticipate any changes to the date of the local elections. 
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Thank you for your time and if you have any queries at all, please do not hesitate to get in touch. 
 
Best wishes, 
 

  

Electoral Services Manager 
Legal & Democratic Services 
Room 157, Civic Centre, Poole, BH15 2RU 
T: 01202 633061 

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of the Borough of Poole and this email and any documentation must not be copied or used other than 
as strictly necessary for the purpose of this email, without prior written consent which may be subject to conditions. 
Any view or opinions presented are solely those of the author and do not necessarily represent those of the 
Borough of Poole. The Borough of Poole reserves the right to inspect incoming and outgoing emails. If you have 
received this email in error please contact the sender by return and confirm that its contents have been destroyed. 
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 05 April 2019 19:00
To: Andy Cole (Councillor)
Subject: Theresa May begs for another Brexit delay

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

Theresa May has capped off another week of sickening Westminster betrayal 

by sending a grovelling letter to the European Union this morning begging for 

yet another delay to Brexit. 

 

She promised over one hundred times that we would leave on March 29. It was 

then delayed to April 12, and now it will be delayed to June 30 – if not later, 

since Donald Tusk wants a delay until March 31 next year. 

 

But by kicking the can down the road yet again, she is paving the way for a set 

of European Parliament elections that will be absolutely brutal for our 

worthless, out of touch political class. Government preparations for the vote are 

already well underway. 

 

In 2014 Nigel Farage rocked the establishment by leading UKIP to victory in the 

European Parliament elections. Today he confirmed that he’ll do the same on 

May 23 for the Brexit Party. Brexiteers need to be ready to send a big 

message to the Westminster elites in May and remind them that there are 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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serious electoral consequences for subverting the will of the people. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

The pace of betrayal is only quickening, with Theresa May handing control 

of Brexit over to Jeremy Corbyn this week. 

 

Yes, that’s the same Jeremy Corbyn who wants Britain trapped in a customs 

union with the EU. And the same Jeremy Corbyn who Theresa May and her 

party have been exposing as a terrorist-sympathising threat to Britain for 

the last three years. 

 

Theresa May often pretended to believe that no deal is better than a bad deal. 

But now she acts as though “a deal – cooked up with a Marxist who has 

never once in his political life, put British interests first – is better than no 

deal.” That’s what Tory MP Nigel Adams said on Wednesday, when he 

resigned from May’s government in disgust. 

 

David Lidington and Keir Starmer – two hardened Eurofanatics – are now 

leading those cross-party talks, which look set to end with a customs union 

and a “confirmatory public vote” (ie a Losers’ Vote second referendum with 

no clean WTO Brexit option on the ballot). The stitch-up is well underway.  
 

European elections on May 23 are more likely than ever. The 

Labour Party and the government appear to be plotting a second 

referendum. Brexiteers need to be ready to fight once again for 

national independence. Please consider supporting our work. 

 

 

 

 

DONATE NOW 
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And while Number 10 was conspiring to forge a grand alliance with an anti-

Brexit Labour Party, there was a rival conspiracy underway in Westminster. 

Speaker John Bercow allowed Oliver Letwin and Yvette Cooper to ram a bill 

(designed to outlaw a WTO Brexit) through multiple stages of parliamentary 

procedure in a single day. 

 

It passed in the House of Commons by a single vote, cast by convicted 

criminal Fiona Onasanya - who walked through the division lobby wearing 

an electronic tag... 

 

The shameless power grab is the latest attempt by Remoaner backbenchers 

in the lower chamber to steal control of the Brexit that 17.4 million people 

voted for, following the farcical failure of their Indicative Votes plan. The 

second round was held on Monday, and yet again they failed to agree on a 

sabotage plan. Thankfully they are as incompetent as they are anti-

democratic. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

The House of Commons was closed on Thursday afternoon because of a 

sewage leak in the chamber. How fitting… 

 

We’re helping out with the clean-up work with our Conservative deselection 

campaign, aiming to drain the Westminster swamp and remove the worst 

Tory Remoaners. Last Friday our campaign saw Dominic Grieve, the 

Remoaner ringleader, voted down by his constituents in Beaconsfield. On 

Monday Nick Boles stropped out of the Conservative Party in the Commons, 

following our successful push to get him deselected in Grantham. And numbers 

are quickly piling up to initiate deselection against Philip Lee and Oliver Letwin. 

 

If you haven’t been in touch yet, and you’re a Conservative Party member with 

a Remainer MP, do get in touch with us by following this link. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  
 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 
You are receiving this email as you have registered your interest in Leave.EU. 

  

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 10 April 2019 15:40
To: Marcia Pepperall (Councillor)
Subject: Piers Morgan for Brexit Party MEP!

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

 

We are today launching a campaign to encourage Piers Morgan to run for 

the Brexit Party in the forthcoming European elections, scheduled to be held 

on 23 May. 

 

Over the last two and a half years Piers has been a fierce defender of our 

referendum vote. Like a true democrat he says the will of the people should 

be respected and delivered upon - and he has absolutely no time for Remoaner 

politicians demanding a second vote, or Project Fear liars telling us we can't 

leave the EU without a deal. 

 

We've assembled some of his greatest hits below. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

We think Piers put it best in his recent Spectator column, when he said: 

 

"What’s going on now is a disgrace: a House of Commons packed with 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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Remainer MPs trying everything in its power to reverse the 2016 result or dilute 

Brexit so much that it ceases to resemble anything that Leavers voted for. I find 

this assault on our democracy far more sinister than anything that might 

befall us in the event of a no-deal departure from Europe..." 

 

You can encourage his candidacy by signing our petition calling on him to 

stand. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

The time is perfect for Piers to get involved. Nigel Farage's Brexit Party will 

be officially launching this Friday in Coventry, followed by major events in 

Birmingham and Eastbourne to kick off the European elections campaign. 

 

Today Theresa May will gleefully accept a long delay to Brexit. That makes 

another set of European elections, which we've long predicted, inevitable. Let's 

make the most of it by sending a message to the Establishment and electing 73 

MEPs like Piers Morgan who aren't afraid to tell it like it is! 

 

You can sign up to attend one of the upcoming Brexit Party events by clicking 

here or the picture below. 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

And finally, we're also pleased to have more news to report about our ongoing 

campaign to deselect the worst Tory Remoaners in parliament. We've 

already had loads of success, forcing Anna Soubry, Sarah Wollaston, Heidi 

Allen, and Nick Boles out of the Conservative Party and bringing about a 

confidence vote against Dominic Grieve in Beaconsfield - which he lost. 

 

We can now also confirm that sufficient signatures have been collected in 

David Gauke's constituency of South West Hertfordshire, where a Special 

General Meeting will be called soon, and we are very close to that point in 
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Phillip Lee's Bracknell constituency too. 

 

If you're a Conservative member in Bracknell and you haven't been in touch so 

far, help us get the petition over the line by registering with the deselection 

campaign. Together we can hold our unrepresentative MPs to account! 

   
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  

 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 

You are receiving this email as you have registered your interest in Leave.EU. 
 

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  

 

 

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  
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Lynsey Wilson

From:
Sent: 18 April 2019 09:02
To: Beverley Tucker
Subject: Confirmation of street stall - 18th May 2019
Attachments: The Brexit Party Liability Letter.pdf

Follow Up Flag: Follow up
Flag Status: Completed

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Dear Beverley, 
 
I spoke to a gentleman at your offices yesterday, to ask permission to hold a street stall (political - nothing for sale) in 
Weston-super-Mare (near the 'carrot' in Regent Street) on Saturday 18th May. 
He said he was sure it would be ok, but to confirm the date with you and send you a copy of our public liability 
insurance - which I attach. 
I look forward to hearing from you in due course. 
 
Kind regards 

 

 
The Brexit Party SW Regional Controller 
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Lynsey Wilson

From: Sioux Isherwood
Sent: 18 April 2019 12:23
To: Beverley Tucker
Subject: RE: Confirmation of street stall - 18th May 2019

Bless 😊 
 

Kind Regards 

Sioux Isherwood  

Principal Environmental Protection & Licensing Officer 

Development & Environment 

North Somerset Council 

 

Tel:             01934 426 800 Internal ext: 6265 

E-Mail:        xxxxx.xxxxxxxxx@xxxxxxxxxx.xxx.xx 

Post:           Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  

Web:          www.n-somerset.gov.uk 

Twitter: @SaferStrongerNS | Facebook: Safer Stronger North Somerset 
 

From: Beverley Tucker  
Sent: Thursday, April 18, 2019 12:05 PM 
To: Sioux Isherwood <sioux.isherwood@n‐somerset.gov.uk> 
Subject: RE: Confirmation of street stall ‐ 18th May 2019 
 

I’m surprised they asked – most don’t!   
 

Beverley Tucker  

Area Officer/Street Scene Manager 

North Somerset Council/Weston Town Centre Partnership 

 

Tel:                01934 642404 or 07776 170229 

E-Mail:          xxxxxxxx.xxxxxx@xxxxxxxxxx.xxx.xx  

Post:             Seafront Office, Marine Parade, Weston super Mare BS23 1AL 

 

From: Sioux Isherwood  
Sent: Thursday, April 18, 2019 11:42 AM 
To: Beverley Tucker <Beverley.Tucker@n‐somerset.gov.uk> 
Subject: RE: Confirmation of street stall ‐ 18th May 2019 
 

I think it is a yes too!  So long as we can accommodate all and sundry in the pursuit 
of fairness? ☹  
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Kind Regards 

Sioux Isherwood  

Principal Environmental Protection & Licensing Officer 

Development & Environment 

North Somerset Council 

 

Tel:             01934 426 800 Internal ext: 6265 

E-Mail:        xxxxx.xxxxxxxxx@xxxxxxxxxx.xxx.xx 

Post:           Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  

Web:          www.n-somerset.gov.uk 

Twitter: @SaferStrongerNS | Facebook: Safer Stronger North Somerset 
 

From: Beverley Tucker  
Sent: Thursday, April 18, 2019 11:35 AM 
To: Sioux Isherwood <sioux.isherwood@n‐somerset.gov.uk> 
Subject: FW: Confirmation of street stall ‐ 18th May 2019 
 

Hi Sioux, 
 
Please see below - just remind me again but I think it’s a yes?!!! 
 
Bev 
 

Beverley Tucker  

Area Officer/Street Scene Manager 

North Somerset Council/Weston Town Centre Partnership 

 

Tel:                01934 642404 or 07776 170229 

E-Mail:          xxxxxxxx.xxxxxx@xxxxxxxxxx.xxx.xx  

Post:             Seafront Office, Marine Parade, Weston super Mare BS23 1AL

 

From:    
Sent: Thursday, April 18, 2019 9:02 AM 
To: Beverley Tucker <Beverley.Tucker@n‐somerset.gov.uk> 
Subject: Confirmation of street stall ‐ 18th May 2019 
 

CAUTION: This email originated from outside North Somerset Council. Only click on links or 
open attachments if you recognise the sender and if you are certain that the content is safe.
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Dear Beverley, 
 
I spoke to a gentleman at your offices yesterday, to ask permission to hold a street stall 
(political - nothing for sale) in Weston-super-Mare (near the 'carrot' in Regent Street) on 
Saturday 18th May. 
He said he was sure it would be ok, but to confirm the date with you and send you a copy of 
our public liability insurance - which I attach. 
I look forward to hearing from you in due course. 
 
Kind regards 

 

 
The Brexit Party SW Regional Controller 
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Lynsey Wilson

From:
Sent: 18 April 2019 13:29
To: Beverley Tucker
Subject: Re: Confirmation of street stall - 18th May 2019

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Many thanks Bev. 
 

 
The Brexit Party SW Regional Controller 

 
 
 
On Thursday, 18 April 2019, 13:24:49 BST, Beverley Tucker <Beverley.Tucker@n-somerset.gov.uk> wrote:  
 
 

Hi  

  

All booked in for you 

  

Bev 

  

Beverley Tucker  

Area Officer/Street Scene Manager 

North Somerset Council/Weston Town Centre Partnership 

 

Tel:                01934 642404 or 07776 170229 

E-Mail:          Beverley.Tucker@n-somerset.gov.uk 

Post:             Seafront Office, Marine Parade, Weston super Mare BS23 1AL 

  

From:   
Sent: Thursday, April 18, 2019 9:02 AM 
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To: Beverley Tucker <Beverley.Tucker@n-somerset.gov.uk> 
Subject: Confirmation of street stall - 18th May 2019 

  

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

Dear Beverley, 

  

I spoke to a gentleman at your offices yesterday, to ask permission to hold a street stall (political - nothing for 
sale) in Weston-super-Mare (near the 'carrot' in Regent Street) on Saturday 18th May. 

He said he was sure it would be ok, but to confirm the date with you and send you a copy of our public liability 
insurance - which I attach. 

I look forward to hearing from you in due course. 

  

Kind regards 

 

  

 

The Brexit Party SW Regional Controller 

 

Keeping in touch 

Visit www.n-somerset.gov.uk for information about our services 
Council Connect: for all streets, open spaces and environmental protection enquiries visit www.n-
somerset.gov.uk/connect  
Care Connect: for all adult social services enquiries visit www.n-somerset.gov.uk/careconnect  
Out of hours emergencies: 01934 622 669 

Privacy and confidentiality notice: 
 
The information contained in this email transmission is intended by North Somerset Council for the use of the named 
individual or entity to which it is directed and may contain information that is privileged or otherwise confidential. If you
have received this email transmission in error, please delete it from your system without copying or forwarding it, and 
notify the sender of the error by reply email. Any views expressed within this message or any other associated files 
are the views and expressions of the individual and not North Somerset Council.  North Somerset Council takes all 
reasonable precautions to ensure that no viruses are transmitted with any electronic communications sent, however 
the council can accept no responsibility for any loss or damage resulting directly or indirectly from the use of this email 
or any contents or attachments. 
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 18 April 2019 19:06
To: Marcia Pepperall (Councillor)
Subject: Winning the Battle for Brexit

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

As you can imagine we have been flooded with emails and letters about the 

future of Brexit, the new Brexit Party, UKIP and the future of the Conservative 

Party.  

After a period of total despair about the future of Brexit I feel more positive 

than at any point in the last 18 months.  

After the referendum Nigel Farage told me to keep going with the campaign 

because the establishment may not accept the result and this war isn’t over 

- we may have to fight more battles ahead. As ever, Nigel was spot on. 

That was back when Theresa May used to say "Brexit means Brexit", "No Deal 

is better than a bad deal", and that the Conservative Party would deliver Brexit. 

That is now a distant memory. 

 

Nigel is a talented politician and his view that the Conservative Party would 

betray Brexit seemed hard to believe then.  

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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But he was spot on about the Conservative Party and Theresa May. The 

current Withdrawal Agreement has been cobbled together by Remainers 

and simply doesn’t deliver for the pro-Brexit majority who voted for 

independence. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

The recent launch of the Brexit Party was brilliantly timed and it went from zero 

to leading the polls for the European elections in under a week. 

 

In my many discussions with Nigel over the last three years (sadly, it’s nearly 

three years since the referendum!), we both agreed that the only thing that 

would keep the Conservative Party honest is electoral pressure.  

It was electoral pressure from UKIP that originally forced the referendum, and it 

is electoral pressure from the Brexit Party that is now going to make the 

difference.  

Leave.EU has endured massive media attacks over the last three years. The 

reason is very simple: the huge success of its social media campaign to deliver 

Brexit.  

Over one million people follow us on social media and we get more 

engagement than any political party or individual - and that includes Nigel or 

Jeremy Corbyn. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

We’ve used that huge following to encourage former Conservative & UKIP 

members to rejoin the Conservative Party and get involved in the upcoming 

leadership election to get a proper conservative in charge.  

We know that over 30,000 of our supporters joined over the last 18 months 

swelling the party membership to 150,000 - that's 20% of the Tories' total 

membership. 
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That creates massive influence on the future of the Conservative Party. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

We have been running a successful campaign to deselect hardline Remainer 

MPs that betrayed the Conservative election manifesto promises to leave the 

EU, Customs Union and Single Market. 

This led to Anna Soubry, Heidi Allen & Sarah Wollaston - and later Nick Boles - 

jumping ship just as their local associations were about to deselect them. They 

cited Leave.EU as one of the reasons they were leaving, with Wollaston 

complaining about "aggressive social media campaigns" and Anna Soubry 

referring to our hugely popular Facebook page - good! 

We managed to help a Tory grassroots campaign to deselect Dominic Grieve 

and win the vote at the Beaconsfield AGM with a massive turnout of over 500 

members. Grieve complained that "the local association has in the last twelve 

months attracted a large number of members who appear to have been 

encouraged to join by Banks." 

Up to 10 more associations have active deselection campaigns running, 

notably against Greg Clark, David Gauke, Phillip Lee, and Oliver Letwin, 

 

If you are a member of the Conservative Party, have a Remainer Tory MP, and 

have not yet been in touch, please do get involved at this link. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

While Leave.EU has been actively putting pressure on the Conservatives from 

the inside, the Brexit Party and Nigel are taking the battle to them head on.  

We need a ‘total strike’ on voting Conservative until they have received 

the message that Theresa May must go and be replaced by a proper 

Brexiteer who actually wants to leave the EU.  
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I love competition and I think it’s clear that the Brexit Party has the momentum 

at the moment. It can go on to win the European elections and who knows 

from there.  

In terms of the local elections, voters should go on strike and refuse to 

vote Conservative. 

The 2016 referendum was about the UK becoming an independent nation 

state, able to act in its own national self-interest. 

Theresa May’s handling of Brexit reflects her desire to stay close to the 

EU indefinitely and the belief of the UK civil service that Brexit is a exercise in 

damage limitation rather than a fantastic opportunity.  

The negotiations have left the UK on bended knee, humiliated and 

weakened as a nation. 

This embarrassment, sadly, has been brought about by a Conservative 

government led by a weak Prime Minister who campaigned to Remain. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

We will be supporting the Brexit Party who now have a unique opportunity to 

reshape the landscape, along with keeping the pressure up with other Brexiteer 

allies until we deliver the result that the people voted for.  

Our supporters donated £500,000 last year in small amounts and we have 

put the money to work with the best social media team in politics, 

researchers and online advertising. The campaigns have been amazingly 

effective and I want to thank you for all the help. We couldn’t do it without 

you.  

I think the pressure from within and externally will mean the removal of Theresa 

May, especially now that 75% of the Conservative members back Brexit.  

Meanwhile the Brexit Party could reach levels of support far beyond what UKIP 

ever managed to achieve. 
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They may or may not like it but with the Conservative membership 

overwhelmingly supporting Brexit, the huge numbers of party members we 

have recruited will be decisive. 

The Brexiteer fightback is now well and truly underway. 

 

Arron Banks 

Leave.EU Chairman 

  

Leave.EU relies on generous donations from members of the 

public. If you like our work and would like to help us continue, 

please consider contributing. 

 

 

 

 

 

Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  

 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 

You are receiving this email as you have registered your interest in Leave.EU. 
 

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  

 

  

 

DONATE NOW 
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 18 April 2019 19:06
To: Andy Cole (Councillor)
Subject: Winning the Battle for Brexit

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

As you can imagine we have been flooded with emails and letters about the 

future of Brexit, the new Brexit Party, UKIP and the future of the Conservative 

Party.  

After a period of total despair about the future of Brexit I feel more positive 

than at any point in the last 18 months.  

After the referendum Nigel Farage told me to keep going with the campaign 

because the establishment may not accept the result and this war isn’t over 

- we may have to fight more battles ahead. As ever, Nigel was spot on. 

That was back when Theresa May used to say "Brexit means Brexit", "No Deal 

is better than a bad deal", and that the Conservative Party would deliver Brexit. 

That is now a distant memory. 

 

Nigel is a talented politician and his view that the Conservative Party would 

betray Brexit seemed hard to believe then.  

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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But he was spot on about the Conservative Party and Theresa May. The 

current Withdrawal Agreement has been cobbled together by Remainers 

and simply doesn’t deliver for the pro-Brexit majority who voted for 

independence. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

The recent launch of the Brexit Party was brilliantly timed and it went from zero 

to leading the polls for the European elections in under a week. 

 

In my many discussions with Nigel over the last three years (sadly, it’s nearly 

three years since the referendum!), we both agreed that the only thing that 

would keep the Conservative Party honest is electoral pressure.  

It was electoral pressure from UKIP that originally forced the referendum, and it 

is electoral pressure from the Brexit Party that is now going to make the 

difference.  

Leave.EU has endured massive media attacks over the last three years. The 

reason is very simple: the huge success of its social media campaign to deliver 

Brexit.  

Over one million people follow us on social media and we get more 

engagement than any political party or individual - and that includes Nigel or 

Jeremy Corbyn. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

We’ve used that huge following to encourage former Conservative & UKIP 

members to rejoin the Conservative Party and get involved in the upcoming 

leadership election to get a proper conservative in charge.  

We know that over 30,000 of our supporters joined over the last 18 months 

swelling the party membership to 150,000 - that's 20% of the Tories' total 

membership. 
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That creates massive influence on the future of the Conservative Party. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

We have been running a successful campaign to deselect hardline Remainer 

MPs that betrayed the Conservative election manifesto promises to leave the 

EU, Customs Union and Single Market. 

This led to Anna Soubry, Heidi Allen & Sarah Wollaston - and later Nick Boles - 

jumping ship just as their local associations were about to deselect them. They 

cited Leave.EU as one of the reasons they were leaving, with Wollaston 

complaining about "aggressive social media campaigns" and Anna Soubry 

referring to our hugely popular Facebook page - good! 

We managed to help a Tory grassroots campaign to deselect Dominic Grieve 

and win the vote at the Beaconsfield AGM with a massive turnout of over 500 

members. Grieve complained that "the local association has in the last twelve 

months attracted a large number of members who appear to have been 

encouraged to join by Banks." 

Up to 10 more associations have active deselection campaigns running, 

notably against Greg Clark, David Gauke, Phillip Lee, and Oliver Letwin, 

 

If you are a member of the Conservative Party, have a Remainer Tory MP, and 

have not yet been in touch, please do get involved at this link. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

While Leave.EU has been actively putting pressure on the Conservatives from 

the inside, the Brexit Party and Nigel are taking the battle to them head on.  

We need a ‘total strike’ on voting Conservative until they have received 

the message that Theresa May must go and be replaced by a proper 

Brexiteer who actually wants to leave the EU.  
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I love competition and I think it’s clear that the Brexit Party has the momentum 

at the moment. It can go on to win the European elections and who knows 

from there.  

In terms of the local elections, voters should go on strike and refuse to 

vote Conservative. 

The 2016 referendum was about the UK becoming an independent nation 

state, able to act in its own national self-interest. 

Theresa May’s handling of Brexit reflects her desire to stay close to the 

EU indefinitely and the belief of the UK civil service that Brexit is a exercise in 

damage limitation rather than a fantastic opportunity.  

The negotiations have left the UK on bended knee, humiliated and 

weakened as a nation. 

This embarrassment, sadly, has been brought about by a Conservative 

government led by a weak Prime Minister who campaigned to Remain. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

We will be supporting the Brexit Party who now have a unique opportunity to 

reshape the landscape, along with keeping the pressure up with other Brexiteer 

allies until we deliver the result that the people voted for.  

Our supporters donated £500,000 last year in small amounts and we have 

put the money to work with the best social media team in politics, 

researchers and online advertising. The campaigns have been amazingly 

effective and I want to thank you for all the help. We couldn’t do it without 

you.  

I think the pressure from within and externally will mean the removal of Theresa 

May, especially now that 75% of the Conservative members back Brexit.  

Meanwhile the Brexit Party could reach levels of support far beyond what UKIP 

ever managed to achieve. 
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They may or may not like it but with the Conservative membership 

overwhelmingly supporting Brexit, the huge numbers of party members we 

have recruited will be decisive. 

The Brexiteer fightback is now well and truly underway. 

 

Arron Banks 

Leave.EU Chairman 

  

Leave.EU relies on generous donations from members of the 

public. If you like our work and would like to help us continue, 

please consider contributing. 

 

 

 

 

 

Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  

 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 

You are receiving this email as you have registered your interest in Leave.EU. 
 

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  

 

  

 

DONATE NOW 
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Lynsey Wilson

From:
Sent: 25 April 2019 08:53
To:  

 
 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 
 

 
 

 
 

 
 
 

 
 

 
 

 
 

 
 

 
 

Cc:
Subject: South West Region - European Update 11
Attachments: Statement of Parties & Individual Candidates Nominated and Notice of Poll.pdf; Statement of 

Parties & Individual Candidates Nominated and Notice of Poll - Online Version.pdf; Statement of 
Parties & Individual Candidates Nominated and Notice of Poll - Combined Poll - Online 
Version.docx; Statement of Parties & Individual Candidates Nominated and Notice of Poll - 
Combined Poll.docx

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 
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RED = Action by you please 
 
Dear Colleagues, 
 
Statement of Parties & Individual Candidates Nominated & Notice of Poll 
I have attached the full version of the statement in pdf – please publish this notice in hard copy 
only for now at your offices.   
I have also attached an online version which you can publish on your website.  This omits the 
addresses of candidates following some discussion between RROs and the EC, the outcome of 
which was that home addresses should be omitted on the online version for  now.  If this changes 
at all I will let you know. 
For those of you who are holding local polls on the same day there are Word versions attached so 
you can detail this on the Notice of Poll wording.  
 
Ballot Paper Artwork 
There was an issue last night with the quality of The Brexit Party emblem that had been registered 
with the EC.  I have managed to obtain a higher resolution emblem which is now with the artwork 
team. This will be circulated to you all as soon as it’s signed off. 
 
Election Agents 
I am still awaiting the publication of National Election Agent details by the Cabinet Office – Should 
have been yesterday.  As soon as I receive this, I will circulate later today with names and  contact 
details. 
 
If you have any questions on anything above, please let me know. 
 
Kind regards, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  
 

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From: Nicholas Brain
Sent: 25 April 2019 09:23
To: Jo Walker; Sheila Smith P&C Director; Vanessa Andrews; Nicholas Yates; Web Info2; Katy Brown
Cc: Philippa Penney; Paul Morris; Richard Penska; Alex Hearn; Andrew Burnett
Subject: FW: South West Region - European Update 11
Attachments: Statement of Parties & Individual Candidates Nominated and Notice of Poll.pdf; Statement of 

Parties & Individual Candidates Nominated and Notice of Poll - Online Version.pdf

Dear colleagues, 
 
Attached for information is the list of those standing for the Euro election – normal parties and 
some new ones along with three individual candidates. Party lists are interesting including Ann 
Widdecombe for Brexit and Lord Adonis for Labour both in our patch. Some interesting 
electioneering ahead. 
 
Katy – Philippa will arrange to publish the hard copy notice in reception etc. Could you do the one 
for the web in normal way please ensuring you use the online version where addresses do not 
appear. You will note from email that there is some debate whether addresses should be shown 
so we may end up replacing it but for now the online without addresses version is the one for the 
web. I have no idea of the debate – that is for the RRO to deal with not me luckily but I imagine it 
is GDPR related. Thanks for your help as always. 
 
Regards 
 
Nick 
 
 
 

From:    
Sent: 25 April 2019 08:53 
To:   
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Lynsey Wilson

From:
Sent: 25 April 2019 10:14
To:  

 
 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 
 

 
 

 
 

 
 
 

 
 

 
 

 
 

 
 

 
 

Cc:
Subject: South West Region - European Election Update 12 - Ballot Paper Artwork
Attachments: EURO BALLOT PAPER FRONT 210MM.pdf

Importance: High

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 
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Dear Colleagues, 
 
Ballot Paper Artwork 
Please find attached, some long awaited artwork.  We have made it available to you all in 210mm 
as this is the preferred width, however, I do also have a 160mm version if your printer is 
insistent.  Apologies again for the wait. 
 
Situation of Polling Stations 
Please note you will need to publish your Situation of Polling Stations notice as soon as 
possible.  I am hoping that I will have the details of appointed Election Agents from Cabinet Office 
later on today for you to send them a copy, however, please still ensure you publish this notice 
locally. 
 
Kind regards, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From: Nicholas Brain
Sent: 25 April 2019 14:40
To: Web Info2; Katy Brown
Cc: Philippa Penney
Subject: FW: South West Region - European Election Update - REPLACEMENT STATEMENT OF PERSONS 

NOMINATED 
Attachments: Statement of Parties & Individual Candidates Nominated and Notice of Poll - Combined Poll - 

Online Version.docx; Statement of Parties & Individual Candidates Nominated and Notice of Poll 
- Combined Poll.docx; Statement of Parties & Individual Candidates Nominated and Notice of 
Poll - Online Version.pdf; Statement of Parties & Individual Candidates Nominated and Notice of 
Poll.pdf

Importance: High

Hi Katy, 
 
Philippa will do the hard copy notice if you could please replace the online one with the updated 
online version attached. 
 
Thanks 
 
Nick 
 

From:    
Sent: 25 April 2019 14:36 
To:  
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Joseph Payne (xxxxxx.xxxxx@xxxxxx.xxx.xx) <xxxxxx.xxxxx@xxxxxx.xxx.xx>; Judith Dark 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 
 

 
 

 
 

 

 
 

Subject: South West Region ‐ European Election Update ‐ REPLACEMENT STATEMENT OF PERSONS NOMINATED  
Importance: High 
 

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Dear Colleague, 
 
I have been notified of a mistake with the middle name of candidate 2 in the Liberal Democrats 
party list.  This has now been corrected and so please use the attached updated versions of the 
statement. 
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Please accept my sincere apologies. 
 
Kind regards, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  
 

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From: Nicholas Brain
Sent: 25 April 2019 15:35
To: Jo Walker
Subject: RE: South West Region - European Update 11

Hi Jo, 
 
Six. So in theory those with six candidates could take all but I think the D’Hondt system is such 
that this in reality does not happen, as it is a form of PR which works as follows: 

 In the first round of counting the party with the most votes wins a seat for the candidate at 
the top of its list. 

 In the second round the winning party's vote is divided by two, and whichever party comes 
out on top in the re-ordered results wins a seat for their top candidate. 

 The process repeats itself, with the original vote of the winning party in each round being 
divided by one plus their running total of MEPs, until all the seats for the region have been 
taken. 

 
Nick 
 
 
 

From: Jo Walker  
Sent: 25 April 2019 15:16 
To: Nicholas Brain <Nicholas.Brain@n‐somerset.gov.uk> 
Subject: Re: South West Region ‐ European Update 11 
 
Hi 
There’s a lot of candidates ‐ can you remind me how many seats they’re competing for 
Thanks 
Jo 

Sent from my iPad 
 
On 25 Apr 2019, at 09:57, Katy Brown <Katy.Brown@n‐somerset.gov.uk> wrote: 

Hi Nick 
  
The online version has been added to the public and legal notices 2019 page: 
https://www.n-somerset.gov.uk/my-council/councillors/decisions/notices/public-and-
legal-notices-2019/ 
Kind regards 
  
Katy 
  
Katy Brown 
Digital Communications Officer 
Corporate Services 
North Somerset Council 
  
Tel: 01275 882 954 
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Email: xxxx.xxxxx@xxxxxxxxxx.xxx.xx  

Post: Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ 

Web: www.n-somerset.gov.uk 
  

From: Nicholas Brain  
Sent: Thursday, April 25, 2019 9:23 AM 
To: Jo Walker <Jo.Walker@n‐somerset.gov.uk>; Sheila Smith P&C Director 
<Sheila.Smith@n‐somerset.gov.uk>; Vanessa Andrews <Vanessa.Andrews@n‐
somerset.gov.uk>; Nicholas Yates <Nicholas.Yates@n‐somerset.gov.uk>; Web Info2 
<Web.Info2@n‐somerset.gov.uk>; Katy Brown <Katy.Brown@n‐somerset.gov.uk> 
Cc: Philippa Penney <Philippa.Penney@n‐somerset.gov.uk>; Paul Morris <Paul.Morris@n‐
somerset.gov.uk>; Richard Penska <Richard.Penska@n‐somerset.gov.uk>; Alex Hearn 
<Alex.Hearn@n‐somerset.gov.uk>; Andrew Burnett <Andrew.Burnett@n‐somerset.gov.uk> 
Subject: FW: South West Region ‐ European Update 11 
  

Dear colleagues, 
  
Attached for information is the list of those standing for the Euro election – 
normal parties and some new ones along with three individual candidates. 
Party lists are interesting including Ann Widdecombe for Brexit and Lord 
Adonis for Labour both in our patch. Some interesting electioneering ahead. 
  
Katy – Philippa will arrange to publish the hard copy notice in reception etc. 
Could you do the one for the web in normal way please ensuring you use the 
online version where addresses do not appear. You will note from email that 
there is some debate whether addresses should be shown so we may end up 
replacing it but for now the online without addresses version is the one for the 
web. I have no idea of the debate – that is for the RRO to deal with not me 
luckily but I imagine it is GDPR related. Thanks for your help as always. 
  
Regards 
  
Nick 
  
  
  

From:    
Sent: 25 April 2019 08:53 
To:
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Lynsey Wilson

From: Nicholas Brain
Sent: 25 April 2019 15:42
To: Katy Brown; Web Info2
Cc: Philippa Penney; Samantha Usher
Subject: FW: South West Region - European Election - AMENDED BALLOT PAPER ARTWORK & 

STATEMENT
Attachments: AMENDED EURO BALLOT PAPER FRONT 160MM.pdf; AMENDED EURO BALLOT PAPER FRONT 

210MM.pdf; Statement of Parties & Individual Candidates Nominated and Notice of Poll - 
Combined Poll - Online Version.docx; Statement of Parties & Individual Candidates Nominated 
and Notice of Poll - Combined Poll.docx; Statement of Parties & Individual Candidates 
Nominated and Notice of Poll - Online Version.pdf; Statement of Parties & Individual Candidates 
Nominated and Notice of Poll.pdf

Importance: High

Thanks all for help. 
 
Final notices attached which I think are the ones we are displaying. 
 
Philippa and Sam – BP artwork updated to go to printers. 
 
Regards 
 
Nick 
 

From:    
Sent: 25 April 2019 15:29 
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Subject: South West Region ‐ European Election ‐ AMENDED BALLOT PAPER ARTWORK & STATEMENT 
Importance: High 
 

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Dear Colleagues, 
 
Please accept my sincerest apologies again.   
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I have now attached the amended version of the ballot paper in both widths (210mm is the preferred width) and 
final versions of the Statement. 
 
Kind regards, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From: Samantha Usher
Sent: 25 April 2019 18:23
To: Neil.Taylor@latchamdirect.co.uk
Cc: mark; Nicholas Brain; Philippa Penney
Subject: Ballot paper data - Europeans

Hi Neil and Mark, 
 
Please find attached the ballot paper data for the European elections on May 23rd. 
 
The first document is one generate from our system and includes the BP printing instructions and 
the reverse. 
 

 
 
The second is the front artwork sent to us from Poole. 
 

 
 
Any issues, please let me know. 
 

With kind regards 

Samantha Usher, AEA (Cert) 

Democratic and Electoral Services Officer 

North Somerset Council 

 

Tel: 01275 885557 

E‐Mail: Samantha.Usher@n‐somerset.gov.uk 

Post: Town Hall, Walliscote Grove Road, Weston‐super‐Mare, BS23 1UJ  

Web: www.n‐somerset.gov.uk 

Privacy Note: Any personal information collected by the Electoral Services Office is used solely for the purpose of 
ensuring the delivery of elections and the maintenance of the Register of Electors. For more information, our Privacy 
Notice can be viewed here: https://www.n‐somerset.gov.uk/privacy‐cookies/how‐we‐use‐your‐personal‐
data/privacy‐notice‐electoral‐services/  
 
If you no longer wish to be contacted by email, please unsubscribe by emailing us at electoral.services@n‐
somerset.gov.uk 
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Lynsey Wilson

From:
Sent: 26 April 2019 17:26
To:  

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

Cc:
Subject: South West Region - European Election Update 13
Attachments: Agents List.xlsx; Fees & Charges Order EU 2019_uksi_20190886_en.pdf

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Dear Colleagues, 
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Following a conference call this morning with the EC, Cabinet Office and other RROs, there are a 
few points to update you with. 
 
List of Agents 
I have produced a list of Agents that have been appointed so far, which I have attached.  They are 
able to appoint additional Sub Agents for parts of the region up until 16th May, so I will update this 
list and circulate it periodically.  I am aware that Phil Gaskin from the Labour Party has already 
emailed the key contact for each authority today to introduce himself and request absent vote lists 
and inform you of his intention to appoint counting agents. 
 
Fees & Charges Order 
The Order was made last night and has now been published.  I attach a copy for those of you who 
haven’t yet had sight of it.   
Those Authorities who queried the draft MRA, you will have noticed it hasn’t changed.  We have 
been told the reason the MRAs weren’t changed is that they simply didn’t have time to make any 
amendments – doing so would have significantly delayed the Order and it may not have been 
made in time for polling day!  However, Paul Docker at the Cabinet Office did confirm that all 
comments made have been recorded and should you go over the MRA when submitting Election 
Account Claims, these comments will be taken into account accordingly.   
 
Information Exchange 
There will be a guidance note with instructions on how to send information to other Member States
in due course by the close of play on Monday.  It is worth mentioning that to date the Cabinet 
Office have received around 129K referrals from other Member States, however the data is 
lacking any street address information, so is pretty much worthless! 
 
Postal Vote Rejection Notices 
The Electoral Commission has said they will not be issuing any formal guidance on the sending of 
rejection notices to electors following the local elections. Timescales are obviously very tight with 
many of us already having sent the first wave of postal vote data to our printers for the 
European!  It will be a decision for each ERO whether to send these or not. 
 
Finally, I know a few of you were rather worried about how large the ballot paper was going to be 
in the South West, well we need to count ourselves lucky that we’re not in the London Region as 
theirs is 21 candidates long! 
 
I hope you all have a relaxing weekend! 
 
Best wishes, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  
 

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 26 April 2019 19:46
To: Marcia Pepperall (Councillor)
Subject: Remainers on the ropes as Farage storms ahead

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

 

There’s nothing like an election to redress the balance. After months of the 

media laying siege on Brexit, cynically pumping out the notion Brits want a 

second referendum, the national debate is finally swinging the other way. 

Nigel Farage’s Brexit Party continue to storm ahead, unveiling top-notch 

candidates throughout the week before frightening the hell out of the two-party 

axis with a pledge to run at the next general election. Given how 

disastrously negotiations between Jeremy Corbyn and Theresa May are going 

– no movement this week – an early poll is surely inevitable. 

“MPs will realise that if they carry on trying to stop Brexit, they’ll lose their 

seats... I think they will be very fearful of what the Brexit Party can do to 

them,” warned Nigel. 

“That’ll give them two choices – either they change and start to deliver Brexit, or 

we’ll replace them. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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HELP RESCUE THE REFERENDUM | DONATE TO LEAVE.EU  

 

Queen of common sense, Ann Widdecombe stunned the establishment 

with her defection to the BP on Tuesday. “I am standing for the Brexit Party in 

order that I may campaign vigorously and convince my fellow voters that this 

time it is imperative to fire a very loud warning shot across the bows of the 

parties they normally support,” said the Tory Party member of 55 years, on the 

candidate list in the South West. 

But Farage’s sleek outfit is causing havoc for both sides. Former 

communist Claire Fox will be "standing in solidarity" with Leavers in the North 

West. 

Westmonster’s Michael Heaver will undoubtedly scoop up votes in the East of 

England where he is standing. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

War hero and Brexit Party candidate James Glancy (right) a retired Captain in the 

Royal Marines who was awarded the Conspicuous Gallantry Cross for serving in 

Afghanistan couldn't be more different to Labour apparatchik Andrew Adonis (left).  

Joining them are veterans, nurses, doctors and businessmen. Only 

Widdecombe, a woman known for speaking her mind, is a creature of 

Westminster. Compare that to Change UK (shouldn’t it be “Same UK”?) 

formerly known as the Independent Group or TIG, and also Remain Alliance. 

On Tuesday the pro-EU party proudly presented two media personalities, 

Rachel Johnson – sister of Boris – and Gavin Esler, a former Newsnight 

presenter, crucible of the BBC’s extreme lefty-liberal bias. Hardly earth 

shattering. 

And aside from the name recognition fiasco, it was also soon revealed 

CUK/TIG/RA had not even bothered to vet their candidates, in the typical 

establishment belief that any Remainer is as good as gold. 
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One candidate had previously tweeted the huge number of Romanian 

pickpockets on the London Underground “kind [of] makes me want #Brexit”, 

another had put up a series of racist social media posts. De facto leader Chuka 

Umunna defended his party’s complacency by arguing they’d acted quickly in 

dismissing the two candidates. A pitiful argument, not helped by the blatant lie 

in their latest campaign video.  

  

The Brexiteers are fighting back. Help us to capitalise on 

renewed momentum by supporting our great work.  

 

 

 

 

 

But Change UK’s real gift to the 17.4 million is in fragmenting the Remain 

vote. On 23 May, Eurofanatics will be torn between them, the Lib Dems, the 

Greens and even the Labour Party. A massive row is brewing at Labour HQ 

over omitting a second referendum pledge from the party’s European elections 

leaflet. Chances are, it’ll be fudged in, providing yet more confusion and 

outrage. Fantastic! 

A “Remain Alliance” had been mooted to concentrate Remain votes towards a 

limited number of candidates, but Change torpedoed the idea. 

The madness doesn’t stop there. Having said as recently as two weeks ago 

that “Brexit can and must be stopped”, Andrew Adonis, who is running against 

Widdecombe in the South West, has had a sudden change of heart. “Labour 

has put forward a sensible plan that would ensure a close economic 

relationship with the EU after Brexit,” said the Westminster swamp creature in a 

statement no-one will ever believe. Widdecombe will destroy him. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

DONATE NOW 
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LEAVE.EU'S DESELECTION CAMPAIGN | LEARN MORE  

 

Adonis isn’t a unique specimen. Members of the Tories’ 1922 committee are of 

the same species. Having hinted at bringing forward Theresa May’s overdue 

departure via some rule changes – the party leader is currently immune from 

a no-confidence vote until December – Sir Graham Brady’s committee bottled 

it, settling on asking May when she intends to leave, an utterly toothless 

gesture. 

Trying to beat Brady in the pointless antics stakes was May herself, who was 

said to be considering a forth meaningful vote in the shape of the 

Withdrawal Bill, a desperate bid to inject momentum now that Jeremy Corbyn 

has scuppered talks. 

Unsurprisingly, the plans were dropped. May doesn’t have a majority, her deal 

has already failed three times with no sign the valiant DUP or her own 

backbenchers will change their minds. Brady was also rumoured to be 

preparing an amendment taking out the Irish backstop in order to get the DUP 

onside, a ploy he’s already tried and failed. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

Contrast Brady and Adonis and the rest of their kind with the DUP’s Ian 

Paisley (see video above) and Sammy Wilson, two friends of this campaign 

who deserve more credit than anyone for stopping May’s deal and killing off her 

mad idea of another attempt. No matter what you hear in the media Paisley and 

Wilson are nearer to the national consensus, why else would Farage’s party be 

storming ahead? 

Bring on that election. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

In economic news: As the press continues to preface good news business 

articles with the refrain, “despite Brexit uncertainty” the economy once again 

defies the forecasts. Employment has hit a record high for the millennium. 
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Growth, wages (inflation accounted for) and investment are all rising, with the 

UK knocking the US off the top spot of EY’s global investment index. Trade, 

particularly with Ireland, is also strong. 

 

Kind regards,  

The Leave.EU Team  
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  

 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 

You are receiving this email as you have registered your interest in Leave.EU. 
 

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  
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Lynsey Wilson

From: RICU News <xxxxxxxx@xxxxxxxxxx.xxx.xx>
Sent: 29 April 2019 07:58
Subject: Counter-Terrorism and Counter-Extremism Media Summary

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

 
29 April 2019 
This media summary is not a statement of Home Office policy or opinion. 
It is intended for private use and should not be forwarded outside of your department. 

Leading Stories: 
o In further coverage of the Easter Sunday attacks in Sri Lanka, the BBC reports that police 

say the father and brothers of key suspect Zahran Hashim were killed during a security 
forces operation on Friday. UK and international media outlets report that Sri Lanka's 
government has announced a ban on all face coverings in public, with President 
Maithripala Sirisena using emergency powers to make the ruling. It came after concerns 
that terrorists or terrorist sympathisers could potentially use such veils to escape detection.

o The Archbishop of Colombo, Cardinal Malcolm Ranjith held a televised mass so that 
Christians could pray safely in their homes. Meanwhile, the BBC reports that huge groups 
of mourners gathered outside St Anthony's Shrine in Colombo, where one of the deadliest 
bombings took place, and Buddhist monks joined Catholic priests for prayers in a display of 
solidarity with the Christian community. AFP reports he also expressed concern to reports 
that the official investigation into the Easter attacks will end up a "flop".  

o The Telegraph reports that a senior government adviser has warned that Britain's jails are 
so violent and dangerous that they have become a "fertile breeding ground" for potential 
terrorists. In a 70-page report due to be published today, Ian Acheson says: "Our unsafe 
prisons provide a fertile breeding ground in which predators, peddling extremist and violent 
ideologies, can prey upon the vulnerable, creating significant risks to national security and 
the public at large. On the present trajectory, it is all too conceivable that a future terrorist 
will have been groomed and radicalised within our prison estate."  
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CT Topics in International Media:  
o Reuters reports that Libyan forces in Tripoli fought house-to-house battles with troops loyal 

to Khalifa Haftar on Sunday and "appeared to be gaining ground". The news agency adds 
that the conflict in Tripoli has "all-but wrecked" efforts at a peace deal between the two 
factions, and threatened to disrupt the country's oil industry.  Meanwhile, Turkey's Anadolu 
Agency reports that the Tripoli-based Government of National Accord (GNA) on Sunday 
criticised the UN Security Council for refraining from taking action over Haftar's attacks on 
Tripoli.  

 

Detailed Media Summary  
Today’s Sections: Sri Lanka United Kingdom UK Communities and Counter‐Extremism Technology 
Daesh Syria Libya Israel and the Occupied Palestinian Territories The Gulf Pakistan Afghanistan Nigeria 
United States Europe Other Countries Northern Ireland Iran  
 

Sri Lanka 
Sri Lanka Attacks: Relatives Of Key Suspect Zahran Hashim Killed 
BBC News, 28/04/2019 
The BBC reports that police in Sri Lanka say the father and two brothers of key Easter Sunday terrorist suspect 
Zahran Hashim were killed in a security forces operation on Friday. Hashim, founder of the now-banned Islamist 
group the NTJ, is believed to have organised the attacks in which 250 people were killed, before blowing himself up at 
a hotel in Colombo as part of the series of attacks. Security forces raided a house in Sainthamaruthu, near Hashim's 
hometown Kattankudy, on Friday, and were attacked by gunmen, while three suicide bombers set off explosives. Six 
children were among those killed in the violence. A close family relative confirmed to BBC News that Hashim's father 
and two brothers died in the raid, while police sources speaking to Reuters named the three men as Mohamed 
Hashim and his sons, Zainee Hashim and Rilwan Hashim. According to Reuters, all three of these men had appeared 
in a video circulating on social media calling for "all-out war" against non-believers. 
Also in: BBC 1 News, BBC News Channel, Channel 4 News, BBC World News,  Reuters, www.adaderana.lk, The Washington 
Post, News.Com, Sky News, Channels Television Nigeria, punchng.com, Sydney Morning Herald, www.theguardian.com   
 
Sri Lanka Attacks: Christians Pray At Home One Week After Bombings 
BBC News, 28/04/2019 
Following warnings from the Catholic church to stay at home on Sunday and a cancellation of masses, Christians in 
Sri Lanka gathered in their homes to pray. Archbishop of Colombo Cardinal Malcolm Ranjith held a televised mass, 
attended by President Maithripala Sirisena and Prime Minister Ranil Wickremesinghe, and called the attacks an 
"insult to humanity." Speaking during the service, Ranjith said: "Today during this Mass we are paying attention to last 
Sunday's tragedy and we try to understand it. We pray that in this country there will be peace and co-existence and 
understanding each other without division." AFP reports that Ranjith also told reporters he worried that the official 
investigation into the Easter attacks will end up a "flop". "There is a certain amount of suspicion among our people 
that there will be no more follow up, only words.... If they (the authorities) are sincere, they must have a thorough 
investigation," he said.  Meanwhile, the BBC reports that huge groups of mourners gathered outside St Anthony's 
Shrine in Colombo, where one of the deadliest bombings took place, and Buddhist monks joined Catholic priests for 
prayers in a display of solidarity with the Christian community. 
Also in: Sky News, BBC 1 News. Channel 4 News, BBC News Channel, BBC World Service, BBC Local Radio, CNN Europe, The 
Times, www.theguardian.com, The National, www.colombopage.com, Al Jazeera, www.sfchronicle.com, Al Arabiya, 
www.vice.com, www.aitonline.tv, The Irish Times, The National, ITV News, BBC News   
 
Sri Lanka Bans All Face Coverings To Prevent Terrorists Hiding Their Identity A Week After Easter 
Suicide Bombings 
The Daily Mail, 28/04/2019  
Sri Lanka's government has announced a ban on all face coverings in public, including burqas and niqabs, so that 
terrorists cannot conceal their identity. A week after the Easter Sunday attacks killed 253, President Maithripala 
Sirisena used emergency powers to make the ruling, which means that means Muslim women in Sri Lanka will no 
longer be able to wear veils covering their faces. Last week, MP Professor Ashu Marasinghe called for such a ban, 
expressing concerns about how terrorists could potentially use such veils to escape detection. Defence sources told 
Sri Lanka's Daily Mirror that female accomplices wearing burqas had escaped from a Dematagoda apartment 
complex where officers had been questioning a suspect in the building hours after the initial attacks when they 
detonated a suicide bomb. President Sirisena's office said in the statement Sunday that the ban would come into 
effect from Monday. According to the Daily Mail, most women in Sri Lanka's Muslim minority do not cover their faces. 
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Also in: BBC Radio 4, BBC Radio 5 Live, BBC World Service, BBC Local Radio, BBC 1 News, Sky News, CNN, India Today, The 
Washington Post, The Sun, CNN, The Daily Express, economynext.com, RT.com, www.news18.com, Business Insider  
 
Colleague Of Arena Bombing Victim Joins Inter-faith Show Of Support For Victims Of Sri Lanka 
Terror Attacks 
www.manchestereveningnews.co.uk, 28/04/2019 
People from a wide range of faith groups have come together to show solidarity with the victims of the Sri Lankan 
Easter Sunday terrorist attacks, says the Manchester Evening News, at a Catholic church in the Mancunian suburb of 
Withington. Among the mourners who gathered on Sunday was gynecologist Dr Farzana Siddiqi, a work colleague of 
Alison Lowe, who was killed in the Manchester Arena attack. Many of those present were of Sri Lankan nationality. 
Muslims, Christians and Buddhists were among the religious believers represented in the inter-faith event organised 
by Didsbury Mosque. Muslim mourners carried banners denouncing claims the atrocity was committed in the name of 
Islam. Mustafa Graf, an imam at Didsbury Mosque, said: "The history of Islam has always shown tolerance between 
people. It doesn't matter who you are or your faith. You have to be respected as a human. That's clear in the Koran." 
 

United Kingdom 
New Definition Of Islamophobia 'Risks Helping Terrorists' 
The Times, 29/04/2019 
A report by a former head of antiterrorism at Scotland Yard says that terrorist plots are more likely to succeed if the 
Prime Minister adopts a new definition of Islamophobia. The Times reports that Richard Walton says that the police, 
security services, prosecutors, judges and prisons would be labelled "institutionally Islamophobic" if the government 
bows to pressure from MPs to broaden the meaning of racism to include anyone targeting "Muslimness". It also 
claims that if the new definition was to be adopted it may affect the power to prosecute hate preachers for 
encouraging support for Daesh and other terrorist groups. The Times notes that Labour, the Liberal Democrats and 
Sadiq Khan, the mayor of London, have all adopted the definition. But Walton, co-author of Crippling Counter-
Terrorism, a report published by the right-wing think tank Policy Exchange, urged institutions and authorities against 
signing up to it. "There is no doubt in my mind that [the group's] definition of Islamophobia would severely damage the 
work of counterterrorism police as well as the security service, MI5," he said. "This would make terrorist attacks more 
likely to succeed and the country less safe as a whole." The Times adds that the report says that if the definition was 
adopted the Home Secretary might lose the power to revoke British citizenship for Daesh volunteers. 
Also in: The Sun  
 
Failing Prisons Are A Hotbed Of Extremism, Government Adviser Warns 
The Daily Telegraph, 29/04/2019 
A senior government adviser has warned that Britain's jails are so violent and dangerous that they have become a 
"fertile breeding ground" for future terrorists and street gang leaders. The Telegraph reports that, in a 70-page report 
due to be published on Monday, Ian Acheson says the state's control of prisons has broken down, with inexperienced 
staff struggling to contain record levels of drug abuse, violence and overcrowding. Acheson also warned that the 700 
terrorist prisoners already held in jails will soon be joined by foreign fighters imprisoned on their return to the UK. He 
said: "Our unsafe prisons provide a fertile breeding ground in which predators, peddling extremist and violent 
ideologies, can prey upon the vulnerable, creating significant risks to national security and the public at large. On the 
present trajectory, it is all too conceivable that a future terrorist will have been groomed and radicalised within our 
prison estate." The Telegraph reports that Acheson's report for the Centre for Social Justice (CSJ) says it is vital 
prisoners are held in "an environment that can support exit from, rather than further entrenchment in, a gang and/or 
violent lifestyle". 
 
Flights Diverted After Gatwick Airport 'Drone Sighting' 
BBC News, 29/04/2019 
Three flights were diverted yesterday after a possible drone sighting at Gatwick Airport. The BBC reports that EasyJet 
flights from Barcelona and Amsterdam were diverted to Stansted, as was a British Airways flight from Heraklion, 
Greece. At the time, Gatwick said it had investigated an "unconfirmed sighting of an object" outside its exclusion zone 
and a spokesperson said that an Aer Lingus pilot had made the report.  The airport added: "Following a full 
assessment, the airport has remained fully operational throughout." 
Also in: talkSport, BBC Local Radio, Heart Local, Swansea Sound, BRfm, Magic Local, Kerrang, The Breeze, BBC 1 News, Forth 
One, Viking FM, West Sound, talkRADIO, Free Radio Local, 107 Jack FM, Magic Local, Academy FM, TFM Teesside, Tay FM, 
Lincolnshire FM, LBC, The Independent, www.crawleyobserver.co.uk, The Mirror, Sky News, The Evening Standard, The Daily 
Express, The Huffington Post  

 
UK Communities and Counter-Extremism  
IS Terror Threat As Strong As Ever After Latest Attack 
The Daily Express, 28/04/2019 
The Sri Lanka terrorist attacks show that the threat of Islamist extremism is as "strong as ever", according to experts, 
who say there is no doubt that such terrorists belong to a global network that reaches far beyond Iraq and Syria. 
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Haras Rafiq, head of counter-extremism think-tank the Quilliam Foundation, said that Islamists' "war knows no 
borders", and that whether the terrorists are affiliated with al-Qa'ida or Daesh, they share an underlying warped 
understanding of Islam. "The time has come to acknowledge that focusing on acronyms is just playing whac-a-mole. 
Instead of dealing with the effects of these campaigns, we must start tackling the causes," Rafiq said. Professor 
Candyce Kelshall, an expert on jihadism, highlighted the global spread of terrorism, particularly in Africa: "The 
prospect of [Daesh] and its affiliates gaining ground in Mali, Sierra Leone, Niger and Burkina Faso isn't a tomorrow 
problem - it's happening now". There are currently around 100 different Islamist groups around the world, and al-
Qa'ida is reportedly experiencing a resurgence in some areas. Rafiq reiterated that it is the ideology at the root of 
extremism that needs to be addressed—and that, in Britain, this means teaching children from an early age that such 
an ideology "is not acceptable".  
 
Vicars And Priests To Be Trained In How To Deal With Church Terror Attack 
The Daily Star, 28/04/2019 
Church leaders are to be given anti-terrorism training, the Daily Star reports, as intelligence suggests the risk to 
places of worship from extremists is at an "all-time high". A top police source told the outlet that vicars and priests will 
be given Action Counters Terrorism (ACT) safety-plan training, which includes teaching survival skills and doing risk 
assessments for every building, when police visit churches and cathedrals in the UK's major cities. The source said: 
"Very real intelligence has shown a number of attacks are now likely on places of worship in some of the UK's biggest 
cities. This is a very real threat and at least two attacks have already been thwarted." Police will send specialist 
officers to carry out training at places of worship deemed most at risk, while churches at lower risk will be encouraged 
to complete an online training course. Meanwhile, the Daily Star adds, insurance companies are beginning to 
introduce policies to cover incidents of terrorism at places of worship. 
Also in: The Daily Express 
 
'Traitors': Homes With Labour, Lib Dems And Green Posters Vandalised In Suspected Brexit-
related Attacks 
The Independent, 28/04/2019 
The Independent reports that properties in Lewes which had displayed Liberal Democrat, Labour and Green Party 
posters had been vandalised. It says that it is suspected that the attacks are linked to Brexit as the houses targeted 
had the words "traitors" and "hypocrites" spray painted on their walls. A spokesperson for Lewes Labour Party said: 
"The recent vandalism appears to follow a national trend of anti-social behaviour against political posters and 
individuals who are involved in local democratic political activity." Simon Burall, convenor for the Lewes Liberal 
Democrats, added: "Whatever your political affiliations, we should live in a society which respects other people's 
views." 
Also in: www.theargus.co.uk, www.sussexexpress.co.uk  
 
I Was Fired For Things I Didn't Say And Don't Believe, Says Sir Roger Scruton As He Warns Of An 
'Atmosphere Of Intimidation' Growing In Britain 
The Daily Mail, 28/04/2019 
Writing in the Mail on Sunday, Sir Roger Scruton says his sacking came as no surprise because of the 'atmosphere of 
intimidation that is growing in our country'. He writes: 'No sooner was my appointment announced than I found myself 
accused of all the 'isms' and 'phobias' in the repertoire (racism and homophobia among them) by people who clearly 
had not the slightest acquaintance with my writings or thoughts on any subject at all, least of all on the subject of 
architecture'. Sir Roger adds that he was careful not to get drawn into any controversy, but that he 'fell into a trap' 
after he agreed to an interview in the New Statesman when some of his books were reissued to mark his 75th 
birthday.  He says that after the interview he was denounced by the Labour Party and eventually dismissed from his 
role as a government adviser. Now a transcript of the interview has been released, Sir Roger says that the tapes 
show a 'character assassination' took place which has 'no foundation at all'.  He says the whole affair shows that 
'those who dare to defend ordinary conservative values now do so at considerable risk' of demonization.  
Also in: The Daily Mail  

 
Technology   
Samaritans Set To Work With Facebook And Google On Limiting Online Harm 
www.theguardian.com, 29/04/2019 
Google, Facebook and Snapchat are among the companies expected to l work alongside suicide prevention experts 
from the Samaritans in a new government-backed project aimed at limiting the impact of harmful content online. The 
Guardian reports that the Health Secretary will announce the initiative on Monday and says the scheme forms part of 
an effort to 'rein in' the social media companies, amid growing concern over the prevalence of harmful content online 
across areas including terrorism, child abuse, self-harm and suicide. Matt Hancock said the new panel would "see us 
team up with Samaritans to enable social media companies to go further in achieving our goal of making the UK the 
safest place to be online". It is being introduced because it may take months or years for the proposals in the recent 
White Paper on online harms to become law, the Guardian adds. 
Also in: Magic Local, City Talk FM, Original 106, Aire FM, Key 103, Wave 105.2, Absolute Radio, CFM Radio Carlisle, LBC, Rock 
FM, TFM Teesside, The Breeze, Splash FM, Kingdom FM, Sky News 



64

 
Facebook Can Help Counter Extremism, Says Mark Zuckerberg 
The Times, 29/04/2019 
Mark Zuckerberg claims that Facebook can help to end extremism by homogenising the world and making people feel 
good about themselves. The Times reports that Facebook's founder described the "richness" of the world that could 
be built when there was a shared framework arising from common internet services and social and cultural norms in a 
podcast where he told historian Yuval Noah Harari: "You pointed out to me [previously that] you could travel to almost 
any other country and look like you, dress like you're appropriate and that you fit in there, and 200 years ago or 300 
years ago, that just wouldn't have been the case. If you went to a different country, you would have just stood out 
immediately. So there's this norm — there's this level of cultural norm that is united, but then the question is: What do 
we build on top of that?" Zuckerberg said the answer was to create lots of new communities based on shared 
interests in topics such as programming or history, adding that people who were happy with their shared interests 
would be less likely to turn to extremism. The Times notes that Harari disputed this, using the example of 
'comfortably-off' Germans who had still supported the Nazis. 
 
PewDiePie ENDS 'Subscribe' Meme Following Christchurch Massacre - 'It's Gone Too Far' 
The Daily Express, 29/04/2019 
Felix Kjellberg, the YouTuber known as PewDiePie has called for an end of the "subscribe to PewDiePie" meme 
following last month's Christchurch massacre. The Express reports that Kjellberg had made it a competition to get to 
100 million followers before another channel, T-series, but that the phrase and call for support, adopted by many of 
his fans, was also repeated by the suspect in the Christchurch mass shootings and was shown during the Facebook 
livestream of his attacks. Kjellberg said this was a surprise and added: "Out of respect to those involved I chose not to 
address it any further than on Twitter where I disavowed the actions taken that day and gave my sincerest 
condolences to everyone affected. To have my name associated with something so unspeakably vile has affected me 
more ways than I have let show." He added: "This was made to be fun and it's clearly not fun anymore. It's gone too 
far", calling on fans to stop the meme. 
 
Ancient Hatreds, Modern Methods: How Social Media And Political Division Feed Attacks On 
Sacred Spaces 
The Washington Post, 28/04/2019 
The Washington Post examines how social media may have contributed to individual extremists launching a series of 
assaults on religious institutions around the world. It comments that the 'nature and frequency of these attacks have 
raised urgent questions about how to fight extremism in a time of political polarization, largely unregulated social 
media and diminished trust in community organizations, including religious and political institutions'.  "The main 
culprits are social media and the total collapse of any sense of bipartisanship about how to fight hate in America," said 
Rabbi Abraham Cooper, director of global social action at the Simon Wiesenthal Center, a Jewish human rights 
organisation. He added: "Evildoers around the world learned from the 9/11 terrorists that you don't need the backing 
of a state or a mass movement. And then individuals who are probably psychiatric cases are inspired to do these 
things because social media spreads a culture of hate in the most public ways, and encrypted communications allows 
them to go private to discuss the how-tos." 
 
 
Online Hate Forges A Dark Path For Suspect In Attack Plot 
The Daily Mail, 28/04/2019 
The Associated Press examines the social media presence of Vincent Vetromile who was arrested with three friends 
and charged with plotting an attack on a 'Muslim settlement in rural New York'. It says his case confronts questions 
about young people and ideology and the role of the internet and technology in bringing the two together.  It looks at 
Ventromile's journey from posting about video games and English lessons to talking about immigrants, anti-Muslim 
rhetoric and calling for a revolution. AP also notes that Ventomile and friends have all pleaded not guilty, with lawyers 
arguing there was no plan to actually carry out an attack, but it was just chat among friends.  

 
Daesh 
The Sri Lanka Attacks Show How Isis Is Moving East To Recruit Members 
The Independent, 28/04/2019 
In an article for the Independent, Ash Gallagher comments that the Sri Lanka attacks indicate the threat to countries 
outside of the Middle East from Daesh. She says that there have been reports of militant gangs, possibly liked to 
Daesh, in the Rohingya refugee camps in Bangladesh and that the group has also been active in the Philippines. She 
writes 'if Isis wants to recruit more fighters and reinstate their mission, moving east is an easy option in Asian 
communities where many Muslim communities are being persecuted.' Gallagher says that this matches how Daesh 
were able to get a hold in part of Iraq where Sunni Muslims felt threatened by the 'mostly Shia-directed Iraqi 
government' and were therefore frustrated and ready to support the extremist group. She says that 'powerful criminals 
like Isis know how to mobilise and exploit belief to divide people and take sociopolitical control.' 
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Syria 
Arabs In Syria's Deir Al-Zor Protest Against Ruling Kurdish Militia: Residents 
Reuters, 28/04/2019 
Reuters reports that Arabs in Deir az-Zour have stepped up protests against the US-allied Kurdish militia that controls 
the province after seizing it from Daesh. Residents and tribal chiefs said yesterday that demonstrations against the 
Syrian Democratic Forces (SDF) had taken place in a string of towns, from Busayrah to Shuhail, in a strategic oil belt, 
east of the Euphrates River. Protestors are concerned that the SDF has continued to sell oil to the Syrian government 
in Damascus despite American misgivings about the trade. Reuters comments that there is also resentment against 
SDF 'rule' in eastern Syria, especially amongst the Arab population, with many objecting to compulsory conscription of 
young men and discrimination in top leadership layers. 
Also in: The Jerusalem Post  

 
Libya 
Libyan Forces Push Back Against Haftar In House-to-House Battles 
Reuters, 28/04/2019 
Reuters reports that Libyan forces in Tripoli fought house-to-house battles with troops loyal to commander Khalifa 
Haftar on Sunday and "appeared to be gaining ground". Haftar's Libyan National Army (LNA) began an offensive in 
Tripoli three weeks ago but has failed to breach the city's southern defences, despite intense fighting. Soldiers loyal to 
Libya's internationally recognised government took cover by abandoned buildings as they fired on Haftar's positions, 
and a Reuters team visiting Ain Zara, a southern suburb, on Sunday estimated the Tripoli forces had gained up to 
1,500 meters compared to a visit a few days previously. However, despite this overall gain in ground the situation 
remains fluid, with both sides gaining and losing territory within days or even hours. The conflict in Tripoli has "all-but 
wrecked" efforts at a peace deal between the two factions, and threatened to disrupt the country's oil industry. Salah 
Badi, a commander from the western city of Misrata allied to Tripoli, told Reuters: "We are progressing. We are now in 
the phase of expelling the enemy from the capital." 
Also in: Al Jazeera, Ahram 
 
Libya's Tripoli Government Decries UN 'Silence' On Haftar Attacks 
Middle East Monitor, 28/04/2019 
The Tripoli-based Government of National Accord (GNA) on Sunday held the UN Security Council responsible for 
refraining from taking action regarding attacks on the Libyan capital, Turkey's Anadolu Agency reports. The GNA 
"holds the UN mission and Security Council responsible for their silence and complacency towards the actions of the 
criminal Haftar", the Tripoli-based government said in a statement, adding that Khalifa Haftar had sought support from 
"foreign air forces to strike civilians and the unarmed in the city". The statement called for "revealing the fact of the 
aircraft that support Haftar in his aggression on Tripoli". 
 
Pope Appeals For Evacuation Of Refugees In Libya Camps 
Al Arabiya, 28/04/2019 
The Pope yesterday called for the evacuation of refugees held in detention camps in Libya. "I make an appeal that 
especially the women, children and sick can be evacuated as soon as possible through humanitarian corridors," 
Francis said at Sunday prayer at the Vatican. Their situation "which is already very serious, has become even more 
dangerous due to the ongoing conflict," he added. AFP reports that humanitarian groups and international 
organisations are alarmed that the situation in Libya, where fighting is continuing, as thousands of migrants are 
currently trapped in detention centres in the country, while hundreds are held by armed guards. The Sunday 
Telegraph reports that migrants in detention centres in Libya are being forced to fight for militants aligned with the UN-
backed Tripoli government. Speaking to more than a dozen sources in five Tripoli detention centres, the paper 
discovered that migrants had been forced to move ammunition and load weapons, while some have been taken to 
military bases on the frontlines to support militants and several said they had also been told to fight.  
Also in: BBC World Service, The Daily Telegraph, www.rappler.com, www.timeslive.co.za, cruxnow.com, France24, Ahram, The 
Irish Independent, aawsat.com, Al Bawba News   

 
Israel and the Occupied Palestinian Territories 
Israel Frees Two Syrian Prisoners After Return Of Soldier's Body 
Al Jazeera, 28/04/2019 
Two Syrian prisoners held by Israel have been released in a "goodwill gesture", Al-Jazeera reports, following the 
repatriation of the remains of an Israeli soldier who went missing in 1982. Ahmed Khamis and Zidan Taweel were 
jailed in 2005 and 2008 respectively—Khamis for attempting to attack an Israeli army base, and Taweel for drug 
smuggling. The Israeli military said in a statement on Sunday that the two prisoners were transferred to the 
International Committee of the Red Cross on the armistice line with the Syrian Golan Heights.  SANA, the Syrian 
news agency, released pictures of the two men after they returned to their country. The prisoners were released after 
Syrian ally Russia returned the remains of Israeli soldier Zachary Baumel, who was declared missing in action during 
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Israel's 1982 invasion of Lebanon. Speaking on condition of anonymity, an Israeli official told AFP that the decision to 
release the prisoners was not part of a pre-arranged deal.  
Also in: Share Radio, Euro News, Gulf News, www.israelhayom.com, Haaretz, Reuters, Middle East Monitor, The Daily Star 
Lebanon  
 
Hamas Asks For Bitcoin To Evade Terror Funding Laws 
The Times, 29/04/2019 
Hamas is experimenting with bitcoin donations to avoid international measures against terrorist funding, the Times 
reports. It says that the Izz ad-Deen al-Qassam Brigades, the armed wing of the Palestinian group that controls Gaza, 
posted an online tutorial that sets out how donors could send money using the cryptocurrency, including using public 
computers to evade detection. However, the Times notes that US has started placing "primary sanctions" on bitcoin 
wallets found to have been used for terrorist financing and their owners. Elliptic, a London-based cryptocurrency 
analysis firm, has found, however, that Hamas has started using a new wallet for each transaction, meaning that the 
US Treasury would be forced to place a new sanction order for each transaction. 
 
The Gulf 
Kuwait Looks At Iran's Threats To Block Strait Of Hormuz "With Concern" 
Al Arabiya, 29/04/2019 
Kuwait is looking at Iranian threats to block the Strait of Hormuz with concern, the Kuwait News Agency (KUNA) on 
Sunday quoted Deputy Foreign Minister Khaled al-Jarallah as saying. The news agency added that Jarallah was 
commenting on tensions in the region after Iran's Revolutionary Guards made a threat to close the strategic 
waterway. 
Also in: Al Arabiya, The Jerusalem Post, The Daily Express, www.forexlive.com, The Times of Israel, sputniknews.com, The News 
Pakistan, Xinhua News, Israel National News, Arab News, Radio Free Europe  

 
Pakistan 
Pakistan Says It Is On The Road To Major Change, But Few Are Fully Persuaded 
Reuters, 29/04/2019 
Reuters reports that it was part of a group of foreign journalists who were given Pakistan's 'new narrative' by 
Pakistan's Prime Minister, its army chief and other top government officials  earlier in April. It says that the message 
was consistent, that Pakistan is tired of conflict, opposed to extremism, open for peace talks and clamping down on 
corruption.  However, Reuters comments that while this all 'sounds good', many remain 'highly sceptical' of this 
narrative. Indian foreign ministry spokesman Raveesh Kumar told Reuters: "Pakistan should take immediate, credible, 
irreversible and verifiable action against terrorists and terror organisations operating from territories under its control." 
He added: "Pakistan follows an identical script after every terror attack in India where 'action' is taken to deflect the 
international pressure before returning to the normal situation of providing support and sanctuary to terror groups in 
the territories under their control." 

 
Afghanistan 
No Peace If Taliban Do Not Adapt: US Envoy 
The Daily Mail, 28/04/2019 
AFP reports that the US special envoy for Afghanistan, Zalmay Khalilzad, has said that enduring peace in Afghanistan 
will be unachievable if the Taliban does not adapt to changes in the country since 2001. Khalilzad is at the forefront of 
the US' peace efforts with Afghanistan, and spoke to Tolo News in Kabul ahead of continued negotiations, saying: "If 
the Taliban insist on going back to the system they used to have, in my personal opinion it means the continuation of 
war not peace." The peace talks are centering a guarantee from the Taliban that Afghanistan will never again be used 
as a "springboard" for overseas terrorism, in return for an eventual withdrawal of foreign forces. Afghan-born Khalilzad 
is expected to meet with the Taliban in Doha in the coming days, and said it was vital all parties communicate in an 
"intra-Afghan dialogue". 
Also in: www.tolonews.com, www.wionews.com, Al Jazeera  
 
How Afghanistan's First Lady Is Pushing For Women's Rights 
The Independent, 28/04/2019 
The Independent comments that the first lady of Afghanistan, Rula Ghani, has emerged as a 'powerful voice' in the 
peace talks between the US and the Taliban, and that she is working to become "the little stone you put under the urn 
so it will not fall", in an attempt to improve life for Afghan women. The paper adds that Ghani's involvement in a grass-
roots movement for women in Afghanistan, the Afghan Women's Network, has given it a big boost. "I realised, that as 
first lady, I do have some privileges," Ghani says in an interview. She said she wants women's voices in the peace 
process to be heard, pushing the dialogue beyond calls by the United States and Nato for women to be at the 
table.  "We are not seeing any kind of real work being done to understand what women really want. What are their 
thoughts? What are their priorities? What do they see as obstacles to peace?" Ghani comments.   
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Nigeria 
Gunmen Kidnap A Canadian And Scot From An Oil Rig In Nigeria - The Second Abduction There In 
Less Than A Week 
The Daily Mail, 28/04/2019 
Nigeria's military have said that gunmen kidnapped two foreign workers from an oil rig in the country's Delta region on 
Saturday. DailyMail.com, via Reuters, reports that Major Ibrahim Abubaker said that the attackers raided the rig 
owned by Niger Delta Petroleum Resources at around 8am. He said that efforts have been intensified to rescue and 
arrest culprits, "but we have also advised the management to provide adequate security to their operations". 
Authorities have not released the identities of the victims but they are said to be a Scot and a Canadian.  
Also in: saharareporters.com, Reuters, CBC News  

 
United States 
GUNNED DOWN Baltimore Shooting Sees At Least One Killed And Six Injured Near Church As 
Police Hunt Gunman 
The Sun, 28/04/2019 
A mass shooting near a church in Baltimore, Maryland, has left one person dead and seven injured, the Sun reports. 
It says that police rushed to the scene outside Perkins Square Baptist Church at around 5:30pm local time (10:30pm 
BST). They confirmed that seven people had been shot and one had died. Local media reports say the shooter is still 
on the loose, having fled the scene by car. The Sun adds that authorities are, at the moment, on high alert because of 
the number of places of worship that have been targeted by extremists.  
Also in: BBC Local Radio, BBC Radio 5 Live, Global News, www.nbclosangeles.com, The Mirror, www.policeone.com, 
baltimore.cbslocal.com, CNN, www.apnews.com  
 
San Diego Synagogue Shooting Victim Died 'Trying To Save Rabbi' 
www.theguardian.com, 28/04/2019 
Following Saturday's shooting at a synagogue in San Diego, more details have emerged about the woman killed in 
the attack—Lori Gilbert Kaye, 60. Kaye reportedly died after throwing herself in the path of the gunfire in order to 
protect a rabbi, leading the Israeli diaspora minister, Naftali Bennett, to describe her as "a Jewish hero". Meanwhile, 
Israeli officials have confirmed that two of those wounded were Israeli nationals and named as Noya Dahen, eight, 
and her uncle Almog Peretz, 34. Rabbi Yisroel Goldstein was named as the third person to be injured during the 
attack. Mourners visited the synagogue and left flowers on Sunday morning, while authorities said they were in the 
process of interviewing around 100 people who were inside the synagogue at the time of the attack. Israeli president 
Reuven Rivlin said the attack was "yet another painful reminder that antisemitism and hatred of Jews is still with us, 
everywhere." 
Also in: Sky News, ITV 1 News, Channel 4 News, www.buzzfeednews.com, abc7news.com, eu.usatoday.com, www.jweekly.com, 
jewishjournal.com, jewishnews.timesofisrael.com, www.bustle.com, nypost.com, CBS News, JTA, The Jerusalem Post, 
nypost.com  
 
California Synagogue Shooting: Injured Rabbi Came Face-to-face With Gunman 
Sky News, 28/04/2019 
A rabbi injured in the shooting at the Chabad of Poway synagogue in San Diego has spoken to American news 
channel NBC, describing how he came "face-to-face" with the gunman. Yisroel Goldstein said that the shooter, 
identified as 19-year-old John Earnest, looked straight at the rabbi as he held a rifle. "As soon as he saw me," 
Goldstein recounted, "he started to shoot towards me. My fingers got blown away." Goldstein's life was saved by Lori 
Kaye, 60, who died after throwing herself in front of him. Kaye's friend Audrey Jacobs paid tribute to the victim on 
Facebook, writing that the attacker "shot and killed Lori Kaye who took the bullets for the rabbi. Tragically the rabbi 
was still shot in the hand and he gave a sermon telling everyone to stay strong. When the rabbi was being wheeled 
into surgery, he said, 'Let everyone know Lori Kaye saved me.'" The Guardian reports that after the shooting, Rabbi 
Goldstein said  that "senseless hate" killings based on religion must stop. 
Also in: BBC News, www.nbcsandiego.com, Reuters, www.sdjewishworld.com, Daily Mail, www.theguardian.com, Sky News, 
National Public Radio, www.theyeshivaworld.com, www.buzzfeednews.com, eu.usatoday.com, CBS News    
 
Trump's Record On White Nationalism Under New Scrutiny After Synagogue Shooting 
www.theguardian.com, 28/04/2019 
The Guardian reports that the Trump Administration has faced renewed scrutiny after a shooting at a California 
synagogue on Saturday. While President Trump condemned the shooting, saying "We forcefully condemn the evil of 
antisemitism and hate, which must be defeated", he last month said that he did not believe white supremacy to be an 
increasing threat, saying he thought those who prescribe to the ideology to belong to a "small group of people that 
have very, very serious problems." When Kellyanne Conway, the president's counsellor, was confronted with Trump's 
words on CNN, she insisted: "He does think it's a threat. There is no question it's a threat… It should be driven out." In 
May 2017 the FBI and the Department of Homeland Security [DHS] released a joint bulletin, in which they stated that 
white nationalists had been responsible for more attacks than any other domestic extremist group in the US over the 
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past 16 years and "likely will continue to pose a threat of lethal violence over the next year." Saturday's synagogue 
shooter was named as a white 19-year-old man, John Earnest. 
Also in: Bloomberg, www.realclearpolitics.com  
 
Pictured: 'Gunman', 19, Who 'Wrote An Anti-Semitic Manifesto' Before Opening Fire On Synagogue
Metro, 28/04/2019 
Metro reports that authorities in the US have launched an investigation into the 'manifesto' allegedly posted by John 
Earnest, suspect in the shooting which took place at a California synagogue during Passover.  San Diego County 
Sheriff Bill Gore said: "We have copies of his social media posts and his open letter and we'll be reviewing those to 
determine the legitimacy of it and how it plays into the investigation." Metro comments that the letter reportedly 
praises the Christchurch terrorist attacks from March.  Reuters reports that authorities said they believe that Earnest 
acted alone, without help from any organised group and several international media outlets say that police are 
investigating the attack as a hate crime. 
Also in: Reuters, Reuters   
 
New York Times Deletes 'Antisemitic' Cartoon As Outraged Readers Demand Apology 
The Independent, 28/04/2019 
The New York Times has withdrawn an antisemitic cartoon after it triggered an "outpouring of anger", the Independent 
reports. The cartoon, which contains "antisemitic tropes" and depicts Israeli prime minister Benjamin Netanyahu as a 
dachshund wearing a Star of David collar and pulling along a blind Donald Trump—with the US president wearing a 
skullcap—appeared in Thursday's international edition of the paper. Cartoons and propaganda published in Nazi 
Germany showed Jews as controlling the US and its allies; one commentator pointed out that the drawing was 
reminiscent of a 1940 image in Lustige Blatter, a German magazine that was supportive of Nazi propaganda. After 
outrage from readers and users of social media, the newspaper announced that an editors' note would appear in 
tomorrow's international edition admitting the drawing "was offensive, and it was an error in judgement to publish it". 
Also in: BBC Local Radio, CNN Europe, www.i24news.tv, time.com, www.axios.com, CNN, The New York Times, Al Arabiya, The 
Washington Times, The New York Times, time.com, www.thewrap.com, Fox News, The Daily Mail, www.washingtonexaminer.com
 
U.S. Commander Overseeing Guantanamo Bay Fired - Southern Command 
Reuters, 28/04/2019 
The US admiral in charge of the Guantanamo Bay detention centre in Cuba has been fired "due to a loss of 
confidence in his ability to command," US Southern Command said in a statement on Sunday. Reuters reports that 
the brief statement said that Rear Admiral John Ring was removed from the post on Saturday, the brief statement 
said, without giving details about why. Jose Ruiz, a spokesman for Southern Command, which oversees 
Guantanamo, told Reuters the decision was the result of a month long investigation completed earlier in April, but 
declined to provide specifics. 
Also in: Channel News Asia, The New York Times, The Daily Mail, Arab News  

 
Europe 
Germany Faces Terror Threat From New Extremists 
The Times, 29/04/2019 
Germany faces a growing risk of violence from extremists operating outside known Nazi or racist organisations, 
according to the domestic security agency. The Times says a secret report by the German equivalent to MI5 said that 
the diverse far-right scene includes police and army officers who primarily plot on the internet via messenger services, 
and that most plots centred on carrying out "improvised explosives attacks" but surveillance had also found evidence 
of right-wing extremists preparing for a "civil war scenario" by training with firearms. An extremist far-right wing 
outside known groups makes the threat unpredictable, the Federal Office for the Protection of the Constitution (BfV) 
said.  It added that it had identified "key players, especially those with little complex organisation" posing a threat that 
is "significantly more labour and staff intensive" than monitoring traditional groups or movements. 
 
Spain Election: Socialists Win Amid Far-right Breakthrough 
BBC News, 29/04/2019 
Spain's governing Socialists have claimed victory in the country's election in four years, despite not gaining a majority 
of seats. The BBC says that the party will need the help of either left-wing Podemos and regional parties, or the 
centre right, to form a government. It also notes that, for the first time since military rule ended in Spain the 1970s, a 
far-right party, Vox, is also set to enter parliament.  Metro reports that same gender couples staged a national kissing 
protest on Saturday against Vox's anti-LGBT+ views.  
Also in: BBC News Channel, Euronews, Sky News, CNN Europe, BBC World, BBC Local Radio, LBC, BBC 1 News, BBC Radio 5 
Live www.theguardian.com, elpais.com, Sky News, The Financial Times, The Washington Post, BBC World Service, Metro, The 
Daily Telegraph, www.thelocal.es, ABC News  
 
How The Far Right Gained A Foothold In Spain 
www.theguardian.com, 28/04/2019 
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Writing from Madrid, the Guardian's Sam Jones argues that tumultuous events in Catalonia in 2017 were the 
"catalyst" for the rocketing of support for far-right party Vox in Spain. The Catalan regional government held a 
referendum on seceding from Spain and followed it with unilateral declaration of independence a few weeks later. The 
governing conservative People's party (PP) assumed direct control of the region and announced fresh Catalan 
elections, which backfired when PP lost huge swathes of support, opened the way for centre-right rivals Citizens and 
then ultimately the far-right Vox. "The far-right party's pitch to disillusioned PP voters has not been subtle but it has 
been undeniably effective," writes Jones, "Sunday's results are unequivocal proof of the advent of Vox and the era of 
five-party politics in Spain." 

 
Other Countries 
Samir Geagea: Lebanon Cannot Be Effective As Long As Hezbollah Is Armed 
Al Arabiya, 28/04/2019 
The head of the Lebanese Forces Party Samir Geagea has told Al-Arabiya, in an interview, that Lebanon cannot be 
as effective and strong as a state as long as Hizbollah is armed. When asked about the recent sanctions imposed by 
the United States on Iran, Geagea said he expected them to lead to a decline in the funding of Hizbollah as an armed 
group. "The tougher the sanctions the more it will be reflected in the funding of Hezbollah as it appears on the 
Lebanese arena," he said, adding:  "Even though a huge part of Hezbollah is driven by ideology, doctrine and 
religious sentiment, we are talking about tens of thousands of people who are receiving salaries, social institutions, 
and a lot of aid. Consequently, it will have its effect." 
 
Four Dead In Suspected Boko Haram Attack In Cameroon 
The Daily Mail, 28/04/2019 
Boko Haram jihadists killed at least four people and badly wounded four others in an attack on Kofia, a Cameroonian 
island on Lake Chad, an official source told AFP yesterday. The source said that the attackers also destroyed part of 
a military post and vandalised shops in the attack late Saturday. "Cameroon and Chadian forces" were pursuing the 
assailants, they added.  
Also in: thedefensepost.com, France24, Yahoo! News, Al Jazeera  

 
Northern Ireland 
Syrian Refugee Families Targeted With Racial Abuse At Their New Northern Ireland Homes 
The Independent, 28/04/2019 
Syrian refugees living in Northern Ireland have had graffiti such as "Muslims out" written on their homes, or had 
stones thrown at them, the Independent reports. Husein Almassre said graffiti on his home in Dungannon had left him 
and his wife frightened, and one of his children afraid to sleep on his own at night. Denise Mullen, of the local Policing 
and Community Safety Partnership, said neighbours were disgusted that "such an inoffensive family would be 
subjected to a hate-filled and cowardly crime". She also said she was not happy with the police response to the 
attacks, the Independent reports. It adds that a PSNI statement said: "We are treating both these incidents as racially 
motivated hate crimes. Those who continue to carry out these senseless, despicable acts of wanton criminality have 
no place in a civilised society." 

 
Iran 
IRAN WARNING: Trump 'Doomed To Failure' And Is Being 'Lured' Into Conflict By Israel 
The Daily Express, 29/04/2019 
The Express reports that Iran's foreign minister Javad Zarif has alleged that Saudi Arabia, Israel and the UAE, are 
trying to push US President Donald Trump into a confrontation with Iran. Zarif was interviewed on Fox News on 
Sunday with host Chris Wallace. He stated Iran was still complying with the 2015 Joint Comprehensive Plan of Action 
(JCPOA), commonly known as the Iran nuclear deal, but he added that several countries had "shown an interest in 
dragging the United States into a conflict". Later in the interview, Zarif said that he believed the "B Team wants to 
actually push the United States, lure President Trump into confrontation that he doesn't want." 
Also in: CNN Europe, BBC World Service, www.forbes.com, www.tasnimnews.com, menafn.com, www.newsweek.com, 
financialtribune.com, NDTV  
 

International Headlines 

Al Jazeera (Middle East, Arabic Language) 
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o Sudan – new round of negotiations, sit-in continues; Kuwait concerned over Strait of 
Hormuz, Zarif accuses Saudi Arabia, the UAE and Israel of pushing for war; Turkey and 
Qatar denounce attack on Tripoli 

Al Arabiya (Middle East, Arabic Language) 

o Yemeni army recovers areas in Saada; Masmari – Turkey has adopted wing of Muslim 
Brotherhood; Third meeting to discuss sovereign council in Sudan; Press Syndicate calls 
for international action to stop Houthi's crimes 

Geo (Pakistan, Urdu and English) 

o IMF delegation to visit Pakistan today; Discussions on consular matters don’t affect US visa 
issuance to routine Pakistanis: FO; Iran says leaving nuclear treaty one of many options 
after US sanctions move; One dead, six wounded in shooting near Maryland church, 
suspect on the run: police 
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This media summary is not a statement of Home Office policy or opinion. 
It is intended for private use and should not be forwarded outside of your department. 

Leading Stories: 
o There has been widespread UK and international media coverage of news that one woman 

has died and three people were injured after a gunman opened fire in a crowded 
synagogue in San Diego. The 19-year-old, male suspect has been named as John Earnest,
who Sky News reports is being investigated for an arson attack on a mosque in a nearby 
city last month. The Telegraph Online reports that San Diego County Sheriff William Gore 
said that authorities were establishing the legitimacy of an antisemitic open letter Earnest 
apparently published on a far-right message board hours before the attack, which is said to 
be similar to the 'manifesto' posted by Christchurch attack suspect, Brenton Tarrant.  

o The Sunday Times reports that MI5 is examining Daesh plans to carry out a new wave of 
attacks in Britain and Europe using "crocodile cells" made up of sleeper operatives. It says 
that the investigation comes amid the disclosure that one of the Sri Lanka terrorist cell 
which carried out the Easter Sunday attacks, Abdul Lathief Jameel Mohamed, was 
"mentored" by a group of British terrorists in Syria, including Mohammed Emwazi. The 
Sunday Times adds that MI5 are examining whether Mohamed could have had his first 
brush with extremism at Kingston University in 2006-7, noting that during this time Shakeel 
Begg gave a sermon urging students to "make Jihad."  
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o The Independent says it understands that the police and the Home Office are discussing 
whether to ban National Action factions which spun out from the group after it was 
proscribed. Matthew Collins, a researcher with Hope Not Hate, said: "Banning National 
Action would have worked if police had drilled down into the group rather than believing 
they would disappear.  They just kept going on and on...there is a newer breed of groups, 
of which there are probably three or four.  We don't know them all, we don't know who's in 
them because they're still getting new recruits." 

o In a story which features prominently on its front page this morning, the Sunday Times 
reports that the New IRA has claimed that Brexit is helping them recruit new members. A 
representative from the New IRA's army council told the paper: "Brexit has forced the IRA 
to refocus and has underlined how Ireland remains partitioned. It would be remiss of us not 
to capitalise on the opportunity." They added: "We fully accept we cannot defeat the British 
militarily, or even drive them from Ireland, but we will continue to fight for as long as they 
remain here. The attacks are symbolic. They are propaganda. As long as you have the 
British in Ireland and the country remains partitioned, there will be an IRA."  
 

CT Topics in International Media:  
o The Associated Press reports that Daesh has claimed three of the militants who blew 

themselves up during a police raid in Ampara, Sri Lanka, which left 15 people dead. In a 
statement carried by Daesh's propaganda agency, Amaq, Daesh identified the militants by 
their aliases Abu Hammad, Abu Sufyan and Abu al-Qa'qa and said they opened fire with 
automatic weapons and "after exhausting their ammunition, detonated...their explosive 
belts."  

o International media outlets, such as Deutsche Welle report that the Syrian Observatory for 
Human Rights said that Hayat Tahrir al-Sham (HTS) and its ally, Hurras al-Deen, killed 22 
Syrian government soldiers and allied Iranian militiamen on Saturday in two synchronised 
attacks in northern Syria. Syrian Government troops and Russian aircraft responded by 
bombing jihadist positions, killing eight jihadists and five civilians, the Observatory said.  

 

Detailed Media Summary  
Today’s Sections: Sri Lanka United Kingdom UK Communities and Counter‐Extremism Daesh Syria 
Libya Israel and the Occupied Palestinian Territories The Gulf Pakistan Afghanistan Somalia Nigeria United 
States Europe Yemen New Zealand Other Countries Iran Wider CT 
 

Sri Lanka 
Hunt For Isis 'Crocodile Cells' As British Link Of Easter Bombings Ringleader Revealed 
The Sunday Times, 28/04/2019 
The Sunday Times reports that MI5 is examining Daesh plans to carry out a new wave of attacks in Britain and 
Europe using "crocodile cells" made up of sleeper operatives. It says that the investigation comes amid the disclosure 
that a ringleader of Sri Lanka's Easter massacre was "mentored" by a group of British terrorists in Syria, including 
Mohammed Emwazi. It says that intelligence officials believe that Abdul Lathief Jameel Mohamed was lured by the 
British Daesh group to come to Syria for training. The Sunday Times adds that MI5 are examining whether Mohamed 
could have had his first brush with extremism while he was studying at Kingston University in 2006-7, where, Shakeel 
Begg spoke in 2016. The Sun on Sunday adds that, at the same time that Mohamed was at Kingston University, 
'extremist cleric' Shakeel Begg urged students there to "make Jihad." The Sunday Times says it is not known whether 
Mohamed attended Begg's sermon, but comments that counter-terrorism officers at Scotland Yard are poring over 
Mohamed's movements in the UK, including a trip back to Britain in 2008 after he had completed his degree. 
Also in: The Sun, The Times 

 
People 'Disappearing' As Sri Lanka Hunts Dozens Of Terror Suspects 



72

Sky News, 27/04/2019 
Sky News reports that Sri Lanka is still searching for dozens of terrorists, with the president saying on Friday that 
police were searching for 140 suspects thought to have links with Daesh. Yesterday, Sky News reporter Neville 
Lazarus, who is in the capital Colombo, said that 80 of these suspects have been arrested and were being 
questioned. It comes after a raid which left 15 people dead, six of them children. The Guardian reports that a woman 
and child injured in the fighting were the wife and daughter of Mohammed Zahran Hashim, the extremist preacher 
identified as the leader of the terrorist cell responsible for the Easter Sunday attacks, while Sky News adds that police 
said that at least some of the dead are thought to have been militants, but Sky News comments on the fact some 
civilians were in the line of fire. Sky News Asia correspondent Tom Cheshire, who is also in Colombo, said: "Right 
now, to authorities, security seems more important than accountability. It's a worrying echo of the bad old days and 
ways of the civil war - when people simply disappeared." 
Also in: LBC, BBC Radio 5 Live, Share Radio, BBC World News, talkRADIO, BBC Local Radio, Magic Local, Al Jazeera, CNN, 
www.theguardian.com, Standard Digital Kenya, The Irish Times, www.unian.info, Yahoo! News, www.indiatoday.in, BBC News, 
www.theguardian.com, The Times 

 
Police Reassess Terror Warning Signs As Hunt For Accomplices Goes On 
www.theguardian.com, 27/04/2019 
Covering Friday's raid by police in Sri Lanka, the Guardian reports that, on Saturday afternoon, a video started to be 
shared on Daesh's online channels purporting to show three men inside the house which was raided. "Those who try 
to destroy us will be a taught a lesson," says one man, who appears to have just one eye and disfigured 
fingers.  Another man holds a rifle in one hand and a toddler in the other. "Those who wish to do us harm are 
surround us now," he says. "Even if we are destroyed this movement will not be stopped." The Guardian comments, 
however, that it is not clear when the video was shot and its authenticity has not been verified. It also says that 
authorities in Sri Lanka are also investigating whether the murder of two policemen last year at a remote police 
checkpoint in Vavunathivu, was also committed by members of the same terrorist cell, even though the Tamil Tigers 
were suspected at the time. Another past incident under re-investigation is the vandalism of four Buddhist statues in 
Mawanella, the Guardian reports.  
 
IS Claims 3 Militants Who Blew Selves Up In Sri Lanka Raid 
The Daily Mail, 28/04/2019 
The Associated Press reports that Daesh has claimed three of the militants who blew themselves up during a police 
raid in Ampara linked to the Easter Sunday bombings in Sri Lanka. A gunfight and explosions left 15 dead in the raid. 
In a statement carried by Daesh's propaganda agency, Amaq, Daesh identified the militants by their aliases Abu 
Hammad, Abu Sufyan and Abu al-Qa'qa. It said they opened fire with automatic weapons and "after exhausting their 
ammunition, detonated...their explosive belts." AP adds that Daesh also 'falsely claimed' their militants killed 17 
"disbelievers" in the attack and said that the Daesh claim carried a photograph of two men before a Daesh flag, one 
carrying a Chinese variant of the Kalashnikov rifle like the one found at the scene, another smiling. 
Also in: BBC News Channel, af.reuters.com, The Seattle Times  

  
How Family Firm Of Millionaire Brothers Among Sri Lanka Attackers Sold Spices In Britain - And 
One Of The Bombers Was Part Of The Same Group As Jihadi John 
The Daily Mail, 28/04/2019 
The Mail on Sunday discusses CCTV images which shows one of the terrorists who attacked Sri Lanka on Easter 
Sunday checking in at the five-star Kingsbury Hotel in Colombo and then, the next morning, emerging from his room 
and going to the breakfast buffet area where he blew himself up. It says the man has been identified as Abul Mukhtar. 
The Mail on Sunday also looks at some the latest news about the Sri Lanka attacks. It says that the two suicide 
bombers who struck the Shangri-La Hotel were reported to be cell leader Moulvi Zahran Hashim and Ilham Ibrahim, 
the brother of Inshaf, who struck at the Cinnamon Grand Hotel. It notes that Inshaf and Ilham were millionaires who 
ran a spice company and a copper manufacturer and says that their company, Ishana Spice Exports Limited, supplies 
Indian spices to the UK.  The Mail on Sunday also revisits the news that one of the suicide attackers, Abdul Lathief 
Jameel Mohamed, studied aerospace engineering at Kingston University between 2006 and 2007.  
 
Sri Lanka Bombings: 'I Invited The Bomber Into The Church' 
BBC News, 27/04/2019 
Brother Stanley was the pastor in charge of the Zion church in the Mattakalappu area of Sri Lanka when the bombing 
happened on Easter Sunday. Speaking to BBC Tamil, he recalls meeting the suspected bomber outside the church 
and inviting him inside after he had enquired at what time the Easter service would begin. 
 
Sri Lankan President Bans Islamist Groups Suspected Of Easter Sunday Bombings 
The Daily Mail, 27/04/2019 
Sri Lankan President Maithripala Sirisena has banned two Islamist groups suspected of being behind the Easter 
Sunday suicide bombings that killed more than 250 people, his office said on Saturday. Reuters reports that the 
National Thawheedh Jamaath (NTJ) and Jamathei Millathu Ibrahim (JMI) were banned under emergency regulations 
that came into effect this week following the bombings, Sirisena's office said in a statement. Security officials have 
said the NTJ was suspected to be the main group that carried out the attacks.  



73

Also in: BBC Local Radio, BBC Radio 4, Yahoo! News, 7news.com.au, www.adaderana.lk, The Star Malaysia, www.news18.com, 
www.oann.com, Sydney Morning Herald, Reuters, The Los Angeles Times, www.colombopage.com, www.adaderana.lk  
 
Hunt For The Sri Lanka Bombers' 'Handler': Video Shows 'Subtle And Professional' Man In A Red T-
Shirt Watching Suicide Bomber Walk Into Church Before Calmly Walking Away As He Blows 
Himself Up Killing 100 
The Daily Mail, 27/04/2019 
Mail Online reports that Sri Lankan police are hunting a man in a distinctive red T-shirt who is suspected of being the 
Easter Sunday bombers' handler, police sources have revealed. CCTV footage obtained by Mail Online shows the 
man apparently acting as a lookout for the person who attacked St Sebastian's Church, killing more than 100. 
Investigators are analysing the footage. The recording shows the bomber scouting out the church while the alleged 
handler watches from behind a pillar, sending and receiving messages on his phone. Just before the bomb goes off, 
the man in the red T-shirt vanishes down the road. A police source said: "It is certain that the bomber did not act alone
and we want to trace this man urgently." 
 
Mastermind Of Sri Lanka Easter Sunday Bombings Zahran Hashim Trained In India 
Geo TV, 27/04/2019 
Geo News reports that sources have revealed that the 'mastermind' of the Easter Day bombings in Sri Lanka, Zahran 
Hashim, trained in India. It says that a report by Indian newspaper the Hindu quotes a top military source in Sri Lanka 
stating Zahran Hashim spent substantial time in the south of the country.  According to the report, Indian officials 
pointed to evidence that Hashim maintained links with people who were believed to be of Indian origin. 
Also in: The Hindu, The News Pakistan   
 
Inside The Jihadist Training Camp That Should Have Warned Sri Lanka Of Easter Bombings 
The Sunday Telegraph, 27/04/2019 
The Sunday Telegraph says that the place where the militants behind the Easter Sunday bombings had hidden their 
cache of explosives and bomb-making material was located on 80 acres of farmland near Wanathavilluwa. It notes 
that in January, detectives investigating the National Thowheed Jamath (NTJ) found more than 220lb of explosives 
and containers of bomb-making chemicals and the Sunday Telegraph claims this 'should have set alarm bells ringing', 
especially as four people were arrested at the time, though two were freed shortly afterwards. It adds that police 
downplayed the find at the time, making no mention of its link to NTJ.  The Sunday Telegraph adds that the Sri 
Lankan government now faces criticism that it not only failed to spot the threat from the NTJ in January, but then 
failed to act on detailed warnings given by Indian intelligence chiefs in the weeks before the blasts.  Government 
intelligence sources told the Telegraph they are now investigating whether NTJ founder Zaharan Hashmi and fellow 
bombers used the plantation site as a training ground or logistics base. Residents of the nearest village, Karadipuval, 
said it had been rented out to a group of three or four men for several months before January's police raids.  
 
Pakistan's Under-19 Trip To Sri Lanka Postponed - Board Source 
The Daily Mail, 27/04/2019 
Sri Lanka has postponed a tour of Pakistan's under-19 team following the Easter Sunday suicide bombings that killed 
253 in the island country, a cricket board (SLC) source told Reuters on Saturday. Daesh has claimed responsibility for 
the suicide bomb attacks on three churches and four hotels all but one of which were in the capital, Colombo. The 
Pakistan under-19 side, captained by Rohail Nazir, was scheduled to arrive in Sri Lanka on April 30 to play two four-
day matches, followed by three one-dayers. Galle and Hambantota were the venues for the matches.  
Also in: The Hindustan Times, www.espncricinfo.com, Reuters, bdnews24.com, www.cricbuzz.com, Geo TV, DAWN  
 
Sky Views: Travel Warnings Are Not The Way To Beat Terrorism 
Sky News, 27/04/2019 
In an opinion piece for Sky News, Mark Stone, Europe correspondent, suggests that by issuing travel warnings about 
Sri Lanka, governments, including the British one, feel a responsibility to issue "err-on-the-side-of-caution" advice to 
their citizens. However, Stone asserts that such advisories can be 'devastating' to countries such as Sri Lanka just at 
their toughest moment. He adds that 'it feels rather a double standard that after an attack on British soil, we are told to 
"have greater vigilance" but to "continue our lives as normal"...yet when it's a foreign attack, all too often it's: "DON'T 
GO!"' 
 
Rachael Bletchly: Sri Lanka Needs Our Help To Stop Drowning In An Ocean Of Tears 
The Mirror, 27/04/2019 
Rachael Bletchly writes in the Mirror about her love for Sri Lanka, remembering how resilient the people were in 
rebuilding towns and industry after the Boxing Day tsunami of 2004. She talks about her shocked reaction to the 
Easter Sunday bombing, and knowing that there will inevitably be an economic aftershock. The Foreign Office has 
advised against all but essential travel to Sri Lanka, and the country's tourism faces a £1.15billion hit.. The tourism 
ministry says the FO's ban is "premature" as terrorist attacks are "a global phenomenon". Bletchly says if police 
apprehend the 140 Daesh supporters said to still be at large, she may believe them.  
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United Kingdom 
National Action: Factions Of Neo-Nazi Terrorist Group Active More Than Two Years After 
Government Ban 
The Independent, 27/04/2019 
The Independent reports that National Action, now operating under several factions, has continued to operate and 
recruit in Britain, over two years after the government banned the group. It says that after the group was proscribed in 
2016, its members formed new groups under different names to continue their efforts. Two aliases, Scottish Dawn 
and NS131 were also proscribed, but other factions continued to operate. The Independent says that it understands 
that police and the Home Office are discussing whether to ban the terrorist group's remaining factions, amid 
intensified efforts to combat far-right extremism. Matthew Collins, a researcher with Hope Not Hate, said: "Banning 
National Action would have worked if police had drilled down into the group rather than believing they would 
disappear.  They just kept going on and on ... there is a newer breed of groups, of which there are probably three or 
four.  We don't know them all, we don't know who's in them because they're still getting new recruits." 
 
TERROR FEARS New IRA Says Brexit Is Helping It Recruit Next Generation Of Terrorists 
The Sun, 28/04/2019 
The Sun on Sunday reports that the New IRA has claimed that Brexit is helping them recruit new members and it 
adds that the group has been responsible for a number of attacks and murders over the past eight years. 
Representatives from the New IRA's army council told the Sunday Times: "Brexit has forced the IRA to refocus and has 
underlined how Ireland remains partitioned. It would be remiss of us not to capitalise on the opportunity." The 
representative added: "We fully accept we cannot defeat the British militarily, or even drive them from Ireland, but we 
will continue to fight for as long as they remain here. The attacks are symbolic. They are propaganda. As long as you 
have the British in Ireland and the country remains partitioned, there will be an IRA." Of Lyra McKee's death, the New 
IRA said it was an accident. One of the leaders of the group reportedly said: "It wasn't a planned attack. It was a 
spontaneous reaction to the arrival of heavily armed police. Her shooting was unintentional. There is nothing we can 
say that will not sound like a hollow apology." The story features prominently on the Sunday Times' front page this 
morning. 
Also in: BBC News Channel, The Times, The Times   

 
Huawei's Link To Chinese State Agencies 'High To Certain', Says Security Report 
The Sunday Times, 28/04/2019 
The Sunday Times says that a report by the Henry Jackson Society (HJS) think tank, concludes that the probability 
range is "high-to-certain that Huawei acts on behalf of China's intelligence organs". The report also asserts that 
Huawei's inclusion in the creation of the UK's 5G network is "highly prejudicial to UK network integrity and entails a 
medium-to-high risk that Huawei network access would be utilised in pursuit of Chinese state security goals". The 
Sunday Times comments that the report, co-written by Peter Varnish OBE, a former government security adviser, Dr 
John Hemmings, director of Asia studies at the HJS, and Bob Seely MP, 'will cast fresh doubt on claims that Huawei 
is a private company.' The paper reports that, in a letter to the Culture Secretary, six MPs asked: "Can you confirm 
whether the government believes that Huawei is a commercial practice or whether it is, to all intents and purposes, a 
Chinese state-controlled entity?" 
 
Huawei Row: UK Should Resist External Pressure Over Decisions On Chinese Firms, Says China's 
Ambassador 
The Sunday Telegraph, 27/04/2019 
In a story which features prominently on its front page this morning, the Sunday Telegraph reports that China's 
ambassador has said that Britain should resist external pressure over decisions on Chinese companies and make 
"independent" choices. In an apparent rebuttal of US warnings about allowing Huawei to supply technology for the 
UK's new 5G mobile network, Liu Xiaoming urges the UK to defy "pressure" and "interruptions". Writing in the Sunday 
Telegraph, he insists that Huawei has a "good track record" on security and says Britain should make the "right 
decision" about dealing with the company, "based on its national interests and in line with its need for long-term 
development".  
Also in: www.aol.co.uk  

 
Veterans 'Could Bring UK To A Standstill Over Prosecutions' 
www.oxfordmail.co.uk, 27/04/2019 
The Press Association reports that a former soldier facing prosecution in Northern Ireland has warned that veterans 
could bring Britain to a standstill over Troubles-related legal action. Dennis Hutchings is a former member of the Life 
Guards Regiment and is due to be tried for attempted murder in connection with a fatal shooting in 1974.He 
addressed a rally in support of another former serviceman known only as Soldier F outside Belfast City Hall on 
Saturday. Hutchings said: "Eventually our politicians are going to have to listen because if they won't we will bring this 
country to a standstill." Several hundred people attended the rally. Among those present were senior Democratic 
Unionists Sir Jeffrey Donaldson and Gavin Robinson, MPs who support official action to provide legal protection for 
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members of the Armed Forces in all conflicts. Belfast Live adds that there was a counter-protest by Ballymurphy 
families. 
Also in: BBC 1 Northern Ireland, BBC Local Radio, Splash FM, talkRADIO,  The Belfast Telegraph, BBC News, BBC News, 
www.belfastlive.co.uk, The Irish Times, The Daily Express, RTE, ITV News, The Daily Mail  
 
MP Invited New IRA Apologist Into The Commons Just Five Months Before The Terror Group 
Murdered Lyra McKee 
The Daily Mail, 28/04/2019 
The Mail on Sunday reports that one of Jeremy Corbyn's allies chaired a Commons event in support of a convicted 
IRA terrorist, just five months before an extremist Republican killed journalist Lyra McKee. It says that Chris 
Williamson MP hosted the event which  which called for the release from prison of convicted IRA member Tony Taylor 
and two others jailed for the murder of an Ulster policeman. The MP was reportedly joined by ex-Labour activist Gerry 
Downing, who earlier this month reacted to the shooting of McKee by publishing a statement from his Irish Republican 
Prisoners Support Group (IRPSG) that placed the blame for the riot that ended in her death 'squarely at the feet of the 
British Crown Forces'. The paper notes that Williamson is currently suspended from the Labour Party over claims the 
party had 'given too much ground' in dealing with the antisemitism allegations. 
 
Jordan Peterson: Twitter Told Me I'd Been Sacked From Cambridge 
The Sunday Times, 28/04/2019 
Psychology professor Jordan Peterson said he found out he had been sacked from Cambridge by reading it on 
Twitter. The Sunday Times reports that his appointment was rescinded by Cambridge University after Peterson was 
pictured with a fan who was wearing a T-shirt with the slogan "I'm a proud Islamophobe", taken in Auckland, New 
Zealand, shortly before the deadly Christchurch mosque shootings in March. Peterson told the Sunday Times 
Magazine: "It was unprofessional to a degree that was almost incomprehensible to me. I can't believe how it was 
handled." He also appeared unapologetic, commenting that: "He had a right to wear the damn T-shirt if he felt like 
wearing it. I'm a free-speech guy." 

 
UK Communities and Counter-Extremism  
Entire Streets Of Oldham Are Split Along Racial Lines With 'No Assimilation', Claims Nigel Farage 
In Speech At US University 
The Daily Mail, 28/04/2019 
In a speech at Lock Haven University in rural Pennsylvania, Nigel Farage said that Oldham was a 'divided society' 
which was split along racial lines. The Mail on Sunday reports that Farage said: "Let me take you to a town called 
Oldham in the North of England where literally on one side of the street everybody is white and on the other side of 
the street everybody is black. The twain never actually meet, there is no assimilation. These, folks, are divided 
societies in which resentments build and grow." 
 
Should Neo-Nazis Be Banned Or Just Kept Under Surveillance? 
The Independent, 27/04/2019 
An editorial in the Independent says the newspaper inclines towards being a defender of free speech, although there 
is a difference between expressing obnoxious views and inciting violence. Today, it says, police and the Home Office 
are discussing whether to ban more far right organisations, in addition to the already banned National Action and 
offshoots.  With respect to Tommy Robinson, the editorial notes he was once a "hopeful figure" pledging to fight anti-
Muslim prejudice, but that "did not last long" and he was banned from Facebook and Instagram two months ago. 
Facebook judged that his opinions incite violence.  The independent shares Facebook's view and says whatever the 
decision, "what is important is intelligence". Counterterrorism forces need to monitor and understand the ideas, 
people and networks that promote violence regardless of their formal structures. It made sense to ban National 
Action, but what really matters is keeping an eye on what its supporters are up to.  

 
Daesh 
Intelligence Officials Fear More Sri Lanka-Style 'Terrorist Spectaculars' As Isil Look To Tourist 
Destinations 
The Sunday Telegraph, 27/04/2019 
Intelligence officials tell the Sunday Telegraph that terrorist masterminds, no longer preoccupied with running the so-
called Daesh caliphate in Syria and Iraq have now been freed up to carry out further Sri Lanka-style attacks on 
tourists. In a story which features on its front page this morning, the paper says that agencies are concerned that 
further holiday destinations are now vulnerable to 'terrorist spectaculars', with sources suggesting that India, the 
Maldives and east African resorts in Kenya and in Tanzania were most vulnerable. One intelligence source told the 
Telegraph: "The change in tactics is a big worry. When they were running a de facto state that also meant running 
things like a health service and all that entails. That took up a lot of their time. "But now they are not doing that they 
have a lot of time to push out their propaganda and they do that by carrying out attacks." Meanwhile, a  source in the 
Afghanistan branch of Daesh group, ISIS Khurasan, said the Sri Lankan bombers were in contact with leaders in Iraq. 
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They added: "There are chances of more such attacks in near future in South Asian countries. Isil will be reviewing 
the same Sri Lankan bombing strategy because it was successful." 
 
Syria 
Syria: Jihadi Kill Dozens Of Government Soldiers In Aleppo 
www.dw.com, 27/04/2019 
Jihadi militants killed 22 Syrian government soldiers and allied Iranian militiamen on Saturday in two synchronised 
attacks in northern Syria, a British-based war monitor said. Deutsche Welle reports that the Syrian Observatory for 
Human Rights said al-Qa'ida's former Syria branch, Hayat Tahrir al-Sham (HTS), and its ally, Hurras al-Deen, also 
wounded 30 soldiers and militiamen in the assaults in the northern province of Aleppo. The jihadists first attacked 
government positions in a rural area of southern Aleppo in the early hours of Saturday morning. A second suicide 
bombing attack against government and Iranian forces in southwestern Aleppo occurred shortly thereafter. 
Government troops and Russian aircraft responded by bombing jihadist positions, killing eight jihadists and five 
civilians, the Observatory said. Soldiers loyal to the regime also shelled rebel positions in Hama and Idlib provinces in 
retaliation, according to Syria's official news agency. 
Also in:  The Daily Star Lebanon, The Voice of America, www.middleeasteye.net, aawsat.com, The Saudi Gazette, The News 
Pakistan 

Full-Scale Assault On Syria's Idlib "Not Expedient," Says Russia's Putin 
The Daily Mail, 27/04/2019 
Reuters reports that Russian President Vladimir Putin said on Saturday that a full-scale assault against militants in 
Syria's Idlib province "is not expedient now" and civilians' security needs to be taken into account. Speaking in Beijing, 
Putin said Russia would work with the Syrian opposition to finalize the make-up of a constitutional committee, part of 
efforts to secure a political settlement of the conflict. 
Also in: Reuters, www.themoscowtimes.com, Hurriyet Daily News, ahvalnews.com, The Daily Star Lebanon, The Jerusalem Post, 
Al Arabiya, www.middleeasteye.net   
 
Yezidi Spiritual Leaders Clarify Children Of ISIS Rape Won't Be Accepted 
www.rudaw.net, 27/04/2019 
Children born to Yazidi mothers raped by Daesh captors will not be accepted into the Yazidi faith, the Spiritual Council 
clarified on Saturday, days after it implied "all" survivors would be taken in, according to AFP. In a new 
statement published on Saturday, the council said coverage of its earlier statement was "distorting the truth". "About 
the decision to accept the female survivors and children, we did not mean the children born as a result of rape at all, 
but those who were born from Yezidi parents and were kidnapped during the invasion of Sinjar [Shingal] by Daesh on 
August 3, 2014," the council clarified Saturday. Speaking to Rudaw, Murad Ismael, head of Yazidi rights group Yazda, 
said the clarification was the result of opposition from within the Yazidi community itself. Ismael warned the decision 
will have "catastrophic outcomes" for the children themselves.  
Also in: www.kurdistan24.net  
 
Isis Has Fallen To Pieces In Syria – But The Country's Subjugated Women Remain Defiant 
The Independent, 27/04/2019 
Bahia Mardini writes in the Independent that as we must not forget the role of Syrian women as the battle for Syria 
continues. Women have acted as inspiration in opposing Assad and Daesh; women have been tortured and murdered 
in Assad's prisons; Yazidi women have been enslaved and raped by Daesh. Mardini describes how female family 
members were taken away by Syrian military intelligence and imprisoned. Many women have joined the ranks of the 
various Kurdish and Syrian opposition forces, taking leading roles. One example is Ilham Ahmed, the co-chair of the 
Syrian Democratic Council, the political arm of the Syrian Democratic Forces. Mardini says the leadership women 
have shown must be supported "if we hope to free Syria from all oppressors". She calls on readers to support these 
women and the Syrian people, who "should not have to choose between Assad and terrorism". 

 
Libya 
Air Strike Hits Tripoli As Eastern Libyan Forces Send Warship To Oil Port 
Reuters, 27/04/2019 
Air strikes hit Tripoli late on Saturday as eastern forces loyal to Khalifa Haftar pursued a three-week campaign to take 
the Libyan capital and also confirmed for the first time they had dispatched a warship to an oil port. Reuters reports that
the Libyan National Army (LNA) has repeatedly flown air strikes since starting an offensive three weeks ago to take the
capital held by the internationally recognised government, something it says has exacerbated chaos in Libya and
threatened to disrupt oil supplies, boost migration across the Mediterranean to Europe and scupper UN plans for an
election to end rivalries between rival administrations in east and west. 

 
Israel and the Occupied Palestinian Territories 
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60 Palestinians Hurt In Gaza Border Clashes 
Al Arabiya, 27/04/2019 
At least 60 Palestinians were injured during clashes on Friday along Gaza's border, including 36 shot and wounded 
by Israeli fire, the health ministry in the coastal enclave said. AFP reports that ministry spokesman Ashraf al-
Qudra said: "60 people were injured by (Israeli) occupation forces" and of these 36 were shot by live fire, An Israeli 
army spokeswoman said approximately 7,000 "rioters and demonstrators" had gathered in multiple spots along the 
heavily-fortified border. Demonstrators "hurled rocks and a number of explosive devices" towards troops, she said, 
with forces responding in "accordance with standard procedures." 
Also in: RT, Middle East Monitor, Haaretz, The Jerusalem Post, DAWN, The Times of Israel, Yahoo! News, France24 

 
The Gulf 
Five Of The 37 'Terrorists' Tortured And Beheaded By Saudi Arabia Were Gay Lovers, Say 
Confessions 'Extracted By Torturers' In Nation Where Homosexuality Is Punishable By Death  
The Daily Mail, 27/04/2019 
Mail Online reports that five victims of a Saudi mass execution were gay lovers, according to a confession which 
appeared at their Sharia court trial.  One of the 37 men beheaded on Tuesday allegedly admitted to having sex with 
four of his co-accused 'terrorists,' but many complained at trial their confessions were obtained through torture. The 
Shia man's homosexual relationships appeared in lines alleging he confessed to hating the state and the Sunni sect, 
the court documents obtained by CNN showed. Homosexuality is punishable by death in the Gulf state which adheres 
to Sharia law. One of the condemned - Munir al-Adam - is recorded as saying: 'Those aren't my words. I didn't write a 
letter. This is defamation written by the interrogator with his own hand.'  
Also in: Metro, CNN, The Sun, www.politicallore.com, Al Jazeera, www.thisisinsider.com, www.hawaiinewsnow.com, The Tehran Times   
 
Bahrain Summons Iraqi Diplomat Over Criticism From Muqtada Al-Sadr 
Al Arabiya, 28/04/2019 
Bahrain's Foreign Ministry has summoned the deputy charge d'affaires of the embassy of Iraq to denounce a recent 
statement made by Iraqi cleric Muqtada al-Sadr against the country. "A statement issued by Muqtada al-Sadr 
represents an unacceptable offense against the Kingdom of Bahrain and its leadership. It is a blatant interference in 
the affairs of the Kingdom of Bahrain, a clear violation of the principles of international law and constitutes an abuse of 
the nature of relations between the Kingdom of Bahrain and the Republic of Iraq," a statement from the foreign 
ministry read. 

 
Pakistan 
Three Levies Personnel Martyred In Blast Near Checkpost In North Waziristan 
Geo TV, 27/04/2019 
Geo News reports that three Levies personnel were killed and another injured in a blast near a checkpost in North 
Waziristan on Saturday. Official sources said explosives were planted near the checkpost in Sheva area of North 
Waziristan. The news channel adds that Khyber Pakhtunkhwa Chief Minister Mahmood Khan condemned the incident 
and extended condolences to the families of those who died.  
Also in: www.samaa.tv, DAWN, The Express Tribune, www.aaj.tv  

 
Afghanistan 
US Envoy, Ghani Push 'Intra-Afghan' Talks: Palace 
The Daily Mail, 27/04/2019 
The United States and Afghanistan stressed the need for "intra-Afghan dialogue" when US envoy Zalmay Khalilzad 
and Afghan President Ashraf Ghani held talks on Saturday, a palace statement said. AFP reports that the meeting 
came during a multi-country tour by Khalilzad, who is to visit Qatar, the normal venue for talks with the Taliban. "Dr. 
Khalilzad briefed the president and other government officials about his trips and future plans for peace," a palace 
statement said. "Both sides once again emphasised an intra-Afghan dialogue between the Afghan government and 
the Taliban, led by the Afghan government." The Defense Post reports that on Friday, the US found backing from rivals 
Russia and China on the key formula of a peace deal it is negotiating in Afghanistan, withdrawing troops in return for 
Taliban pledges not to welcome foreign extremists. Khalilzad called the consensus a "milestone" in efforts to end the 
war after he met Russian and Chinese representatives in Moscow. 
Also in: France24, Al Arabiya, www.theweek.in, thedefensepost.com 

 
Somalia 
U.S. Air Strike Kills Three ISIS Fighters In Somali Region 
The Daily Mail, 27/04/2019 



78

A US air strike killed three fighters from Daesh in the Somalia's semi-autonomous Puntland region on Friday, a US 
military official said, two weeks after the group's deputy leader was killed in a strike. Reuters reports that a witness 
said missiles struck two wells on the outskirts of Timirshe village, some 60km southeast of Puntland's commercial 
capital Bosaso. "This air strike eliminated ISIS-Somalia members staged in a remote location in northern Somalia," 
Major General Gregg Olson, US Africa Command (AFRICOM) director of operations, said in an emailed statement on 
Saturday. "We heard the crash of four missiles on the outskirts of Timirshe village," resident Ahmed Nur told Reuters 
by telephone. He said the wells were used by militants from both Daesh and their more powerful Islamist rivals al 
Shabaab. A Puntland intelligence official said the air strike targeted both groups. 
Also in: The Epoch Times, The Jerusalem Post, www.garoweonline.com, Standard Digital Kenya  

 
Nigeria 
Boko Haram Storm Military Base In Northeastern Nigeria 
Al Jazeera, 27/04/2019 
Al-Jazeera reports that Boko Haram fighters in northeastern Nigeria attacked and overran an army outpost, stealing 
weapons before fleeing. Gunmen from the Islamic State West Africa Province (ISWAP), the Daesh-linked faction of 
Boko Haram, attacked the base in Borno state late on Friday, two military sources said on Saturday. The fighters, 
driving more than a dozen pick-up trucks with heavy machine guns welded onto the back, were accompanied by three 
armoured personnel carriers stolen from security forces. "There was a serious gunfight," said one military officer, who 
asked not to be named. "The troops put up a good fight, but they were outgunned and overwhelmed ... Unfortunately, 
the base fell to the ISWAP terrorists, who took away weapons and fled." There was no immediate official response 
from the army or casualty figures. 
Also in: www.malaymail.com, thedefensepost.com  

 
United States 
Woman Dead After Man, 19, Opens Fire In US Synagogue 
Sky News, 28/04/2019 
One woman has died and three were injured after a gunman opened fire in a crowded synagogue in San Diego, Sky 
News reports. The suspect, who is 19-yeard-old and male, reportedly used an AR-type assault weapon to shoot at 
worshippers at the Chabad of Poway, according to county sheriff William Gore. Sky News adds that the suspect in the 
case has been named as John Earnest, who is being investigated for an arson attack on a mosque in a nearby city 
last month. It reports that President Trump offered his "deepest sympathies" to those affected and said the shooting 
"looked like a hate crime". DailyMail.com notes that the attack on the synagogue took place during the Passover 
holidays, while the Telegraph Online reports that San Diego County Sheriff William Gore said John Earnest had no 
prior arrests, but that authorities were establishing the legitimacy of an antisemitic open letter he apparently published 
on a far-right message board hours before the attack. The Telegraph Online comments that Earnest's letter is 
reportedly similar to the manifesto posted on the same message board by Brenton Tarrant, the suspect behind the 
Christchurch mosque attacks on 15 March. Earnest's letter reportedly praises Tarrant and claims responsibility for a 
fire at a mosque in California a week after the Christchurch shootings. 
Also in: BBC Local Radio, LBC, BBC Radio 4, BBC World Service, BBC 1 News, BBC World News, Heart Local, Absolute Radio, 
Northsound 1, Magic Local, Local FM Radio, talkRADIO, BBC News Channel, BBC World Service, Sky News, CNN Europe,   The 
Daily Mail, The Daily Mail  The Daily Telegraph, www.theguardian.com, The Independent, CNN, National Public Radio, Reuters, 
The Los Angeles Times, The Mirror, The Jewish Chronicle, The Financial Times, ITV News, Metro, BBC News, Yahoo! News, 
hollywoodlife.com, www.manchestereveningnews.co.uk, The Huffington Post, The New Zealand Herald, The Evening Standard, 
Russia Today, www.thisisinsider.com  
 
US Man Rammed Car Into Pedestrians Thinking They Were Muslim 
Al Jazeera, 27/04/2019 
Al-Jazeera reports that a man in California deliberately ploughed his car into a group of eight pedestrians because he 
thought some of them were Muslim, local authorities have said. Isaiah Joel Peoples, 34, faces eight counts of 
attempted murder for injuring eight people, including a 13-year-old girl, after he deliberately veered his car into the 
pedestrians. According to Associated Press, the teenage girl was the most seriously injured in the incident and is 
currently in a coma with severe brain trauma. Jay Boyarsky, the chief assistant district attorney for Santa Clara, said 
the charges carry a sentence of life in prison and he will file hate crime allegations if warranted. 
Also in: time.com, NBC News, www.buzzfeednews.com, abc7news.com, The Daily Mail, www.mercurynews.com, Russia Today, 
CBC News, ABC News, kashmirreader.com, The Express Tribune  
 
Exposed: Military Investigating 4 More Servicemen For Ties To White Nationalist Group 
The Huffington Post, 27/04/2019 
Four more members of the United States armed forces are now under investigation for their ties to a white nationalist 
group, military officials have confirmed to the Huffington Post. A lance corporal in the Marines, a master sergeant in 
the Air Force, a specialist in the Army, and a private in the Minnesota National Guard have been identified as 
belonging to Identity Evropa. There are now a total of 11 Identity Evropa members known to be under investigation by 
the US military, the Huffington Post comments. It says that the investigations, which could last for months, are looking 



79

into whether the 11 servicemen violated military rules regarding discrimination and extremist activity. The men were 
reportedly all active posters on an Identity Evropa Discord channel, all fluent in white nationalist memes and jargon, 
and also participated in events and propaganda campaigns. 
 
Muslim Americans Are Plugging The Gaps In America's Healthcare System. After Our Friend Was 
Killed, We Knew We Had To Tell People 
The Independent, 27/04/2019 
Matt Colaciello and Jacob Lewis write in the Independent about a friend, Taliesin Namkai Meche, who was stabbed to 
death in May 2017 when he tried to stop the harassment on a commuter train of two young women of colour, one of 
whom was "visibly Muslim". The writers say that as film makers, they decided to honour Meche's memory by 
collaborating on a short film, "Unconditional Care",  to highlight how Muslim American clinicians offer free medical 
care to nearly 50,000 uninsured patients of all backgrounds each year. Their aim is to present a positive, nuanced 
representation of Muslim Americans at a time of rampant Islamophobia.  Colaciello and Lewis say they are currently 
raising funds to hold screening events around the country. They conclude it is imperative to "stand up for our Muslim 
friends and neighbors when they are threatened, listen when they speak, and shine a light on all that they contribute 
to American society".  

 
Europe 
EU Slams Trump's Withdrawal From UN Arms Trade Treaty 
The Daily Mail, 27/04/2019 
The European Union yesterday warned that US President Donald Trump's rejection of a UN treaty designed to 
regulate the global arms trade would hamper the global fight against illicit weapons trafficking. "A decision by the US 
to revoke its signature would not contribute to the ongoing efforts to encourage transparency in the international arms 
trade, to prevent illicit trafficking and to combat the diversion of conventional arms," said the EU's chief diplomat, 
Federica Mogherini. "The EU will continue to call on all states, and in particular the major arms exporters and 
importers, to join the Arms Trade Treaty without delay," she said. 
Also in: LBC, Euronews, CNN Europe, BBC 1 News, RTE, France24, BBC News, www.thenewamerican.com, www.stuff.co.nz 
 
Why Plans To Dig Up Franco's Body Fuelled A New Far-Right Surge In Spain: New Anti-immigration 
Party Will Make Sweeping Electoral Gains Despite Claims The Country Was Immune To Populism 
Thanks To Its Fascist Past 
The Daily Mail, 27/04/2019 
The Mail on Sunday looks at how controversy over whether a plan to dig up the body of General Francisco Franco 
helped fuel support for the far-right Vox Party in Spain, noting that a plan to move Franco's remains came from the 
country's Socialist prime minister.  The paper says that criticism of the plan 'helped Vox shoot from near-obscurity to 
mounting a strong challenge to the traditional conservative party from which it emerged and which was in government 
until last year'. The Mail on Sunday reports that polls predict Vox could win up to 40 seats in parliament. 

 
Yemen 
Yemeni Officials Say Bombing Kills 7 Family Members 
Yahoo! News, 27/04/2019 
Yemeni security officials say seven family members have been killed in a bombing in the country's southern Dhale 
province. The Associated Press reports that officials say the seven were killed Saturday in the district of Qataba. 
Houthis say that a uspected airstrike by a Saudi-led coalition hit the family vehicle, while officials from the 
internationally recognized government say Houthi shells killed the family. 
Also in: The Washington Post  

 
New Zealand 
Ramadan Terror Alert: Heavily Armed Police Will Guard Mosques In New Zealand During The 
Islamic Holy Month Over Fears Muslims Will Be Targeted After Christchurch Massacre 
The Daily Mail, 27/04/2019 
Daily Mail Australia reports that security at mosques across New Zealand will be heightened throughout Ramadan, 
which is expected to begin on 6 May and last to 4 June.  Baitul Muqeet Mosque imam Shafiq ur Rehman told NZME 
security at mosques will be at 'unprecedented levels' this year to ensure worshippers can focus on prayer and Daily 
Mail Australia notes that armed police have been guarding mosques throughout New Zealand since the 15 March 
attack. However, the terrorism threat level was downgraded last week. Imam Shafiq ur Rehman said police would 
return next month and remain onsite throughout Ramadan.  
Also in: www.newstalkzb.co.nz, www.tvnz.co.nz, Radio New Zealand News, The Otago Daily Times 
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Other Countries 
Canada's New Far Right: A Trove Of Private Chat Room Messages Reveals An Extremist Subculture
The Globe and Mail, 27/04/2019 
The Globe and Mail reports that it has obtained a trove of 150,000 messages posted between February 2017 and 
early 2018 that reveal the private communications of a loosely aligned node of Canadian right-wing extremists. The 
discussions reviewed originally took place on Discord. The group called itself the Canadian Super Players, to disguise 
themselves as video gamers. The messages were given to The Globe and Mail by Montreal-based anti-fascists, who 
infiltrated the chat room in order to gather information on the far right and disrupt their activities. The discussions 
celebrate Nazism and joke about the Holocaust, and many of the in-jokes resemble those propagated by the far right 
in the US and Europe. Users also meet in person, spread propaganda and encourage each other to recruit and 
expand the movement. They have also attempted to join, influence and volunteer for Canadian political parties. 
 
Something To Hide? Reporter Is Kicked Out Of Radical Muslim Group Hizb Ut-Tahrir's Conference –
Where Members Discussed Discouraging Their Children From Singing The National Anthem As 
Women Were Stopped From Sitting With Men 
The Daily Mail, 27/04/2019 
The media was asked to leave a conference run by the group Hizb ut-Tahrir, according to Daily Mail Australia. It says 
the group hired a community hall at Campsie, in Sydney's south-west, on Saturday afternoon and that, after taking a 
seat, Daily Mail Australia was asked to leave the Orion Function Centre as about 300 Muslim men, women and 
children were arriving. Asked why the media was not allowed at the four-hour 'Unapologetically Muslim' forum, the 
reporter was informed it was an 'Islamic conference'. Hizb ut-Tahrir Australia livestreamed the event on Facebook, 
featuring high school English teacher Sufyan Badar on stage interviewing Wassim Doureihi.  Doureihi, a leader of 
Hizb ut-Tahrir Australia, declared the Australian national anthem was oppressive to Muslims. He also criticised being 
asked to condemn Daesh and said "Why would I humiliate myself and accept to be framed in this way?" 

 
Iran 
Iran Accused Of 'Playing Games' Over Nazanin Zaghari-Ratcliffe 
www.theguardian.com, 27/04/2019 
Nazanin Zaghari-Ratcliffe's husband has accused Iranian authorities of "playing games" with his family's hopes, as he 
called on the Foreign Office to escalate its attempts to secure her release by the summer. The Guardian reports that 
Richard Ratcliffe said he was still hopeful his wife would soon be released on health grounds, but, speaking a day 
after the Iranian foreign minister, Mohammad Javad Zarif, appeared to retract an offer of a prisoner swap, Ratcliffe 
said: "Iran is holding people prisoner and using them as diplomatic leverage. The situation is not helped by countries 
pretending it's not happening. It requires coordinated work, a joint statement from the UK and other like-minded 
countries, saying they are going to stand against arbitrary detention of foreign citizens." 

 
Wider CT 
ISIS Cells Plotting 'Enemy Strikes' After Sri Lanka Attack: US 'Number 1' Target 
The Daily Star, 27/04/2019 
David Otto, counter-terrorism and organised crime expert at Global Risk International, has spoken to Daily Star 
Sunday about the danger of copycat attacks in the wake of the Easter Sunday attacks in Sri Lanka. He told Daily Star 
Online: "Any Daesh or al-Qaeda sleeper cell in the US will see this as a tactic worth copying but the conditions in the 
US and other Western states are different from that of Sri-Lanka, with a long history of Liberation Tigers of Tamil 
Eelam (LTTE) terrorist activities." Otto added: "Terrorist groups have a tendency to copy each other, especially when 
a particular attack has the desired impact in global coverage. The nature of the coordinated hard and soft attack and 
multi-national death toll may just be the signal needed for other jihadist groups and sleeper cells to strike the enemy 
from wherever they are." 
 
Anti-Vaxxers Are Taking Populism To A New, Deadly Level 
www.theguardian.com, 27/04/2019 
Gaby Hinsliff writes in the Guardian that Islamist militants have targeted vaccination workers in Pakistan and Nigeria, 
trying to frighten parents out of having their children vaccinated. In the West, doctors are confronting an anti-vaxxer 
movement that is "spreading virally". Hinsliff says that via social media, anxious parents can all too easily stumble 
across those who do not have their children's best interests at heart.  In the US, this includes white supremacist and 
far-right sites playing on anti-vaxxers mistrust of big pharmaceutical companies. In Italy, the Five Star movement has 
seized on parental resistance to a compulsory vaccination program.  Conspiracy theories breathe new life into old 
fears. And the result: Measles cases have almost quadrupled in the UK in a year and doubled in Europe.  Simon 
Stevens, the head of NHS England, this week warned of a "public health timebomb". Resolving this is harder – 
banning unvaccinated children from state schools would drive anti vaxxers underground.  
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International Headlines 

Al Jazeera (Middle East, Arabic Language) 

o Erdogan talks about Haftar, night raids on Tripoli; Diplomatic crisis between Bahrain and 
Iraq over Moqtada al-Sadr statement; Joint sovereign-military council in Sudan; France's 
Muslims to Macron – we are not a scapegoat for your yellow jacket problems 

Al Arabiya (Middle East, Arabic Language) 

o Libyan army bombs militia positions south of Tripoli; Iraqi-Bahraini tension; Sudan – initial 
agreement on joint council; Yemen – drug seizure on way to Houthis;  

Geo (Pakistan, Urdu and English) 

o PM Imran-led delegation holds talks with Chinese President Xi; One dead, three injured in 
US synagogue shooting; Mastermind of Sri Lanka Easter bombings Zahran Hashim linked 
to India; Babar Atta: “The anti-polio campaign is not suspended” 

 

For any questions or to add new recipients please email ricunews@homeoffice.gov.uk 

 

 

 
27 April 2019 
This media summary is not a statement of Home Office policy or opinion. 
It is intended for private use and should not be forwarded outside of your department. 

Leading Stories 
o In breaking news from Sri Lanka this morning, it has been reported that 15 bodies have been

found in Sainthamaruthu, south of Batticaloa, following a gun battle between troops and
Islamist militants believed to be linked to the Easter Sunday suicide bombings. According to 
Reuters, six children are believed to be among the dead, after gunmen opened fire as troops
attempted to count out a counterterrorism raid at a house. A police spokesman said that three
suspected suicide bombers were among the 15 dead after the shoot-out. 

o The Catholic Church in Sri Lanka has cancelled all Masses in the country until further notice,
after the Archbishop of Columbo, Cardinal Malcolm Ranjith, said church officials had seen a
leaked security document describing Catholic churches and other denominations as major 
targets for attackers. Ranjith has urged worshippers to stay and pray in their own homes.  
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o In further coverage of the aftermath of the Sri Lanka suicide bombings, Sky News reports
that Sri Lankan police are currently searching for 140 suspects thought to have links with
Daesh. The country’s president, Maithripala Sirisena, who has come under severe criticism
for his handling of the atrocity, has told reporters that authorities will have “complete control”
over the situation within the next few days. Meanwhile, Sri Lankan prime minister Ranil
Wickremesinghe has told the BBC he was "out of the loop" when it came to intelligence
warnings ahead of the attacks. 

o The BBC reports that the extradition of the Manchester Arena bomber’s brother has been 
delayed due to conflict in Libya. Hashem Abedi, brother of suicide bomber Salman Abedi, is
wanted in relation to the deaths of 22 people at the Arena in 2017. The Libyan government
has agreed to extradite Abedi to the UK to stand trial, but has been delayed by fighting on 
the outskirts of Tripoli, where Abedi is being held.  

o Former UK counterterrorism chief Sir Mark Rowley has told Radio 4’s Today programme that
social media algorithms are “pushing readers to extremist material”, and criticised Google for 
displaying Anjem Choudary's name when one searches for 'British Muslim spokesperson.'
Rowley said that tech companies’ attempts to combat the spread of terrorist material were
“completely insufficient” and the recent New Zealand and Sri Lanka attacks showed how 
extremist propaganda is being accessed online. 

o Police in Northern Ireland have released new images of the man they believe murdered
journalist Lyra McKee. Detective Superintendent Jason Murphy released footage which
shows three men walking together in the area of the Creggan estate, Londonderry, about a
minute before the 29-year-old's murder. Police believe the gunman is one of two suspects
who is seen walking behind him. The public are urged to come forward with any information
relating to McKee’s murder. 

 

Detailed Media Summary  
Today’s Sections: Sri Lanka United Kingdom UK Communities and Counter‐Extremism Technology 
Daesh Syria The Gulf Afghanistan Nigeria United States Europe Yemen Bangladesh Australia New Zealand 
Other Countries Northern Ireland  
 

Sri Lanka 
Sri Lanka: 20 Killed As Police Raid Suspected Bomber Hideout 
www.theguardian.com, 27/04/2019 
Twenty people are believed to have been killed, including six children, following an overnight gun battle on the east 
coast of Sri Lanka, a military spokesman said this morning. The bodies of fifteen victims were discovered, with 
authorities saying another four gunmen and a civilian were killed in the shootout. The gun battle—between troops and 
suspected Islamist militants—erupted last night as gunmen opened fire on troops attempting to storm a house. The 
joint operation between the police and the army in Sainthamaruthu in Ampara, to the south of the town of Batticaloa, 
was carried out following a tip-off that those responsible for the Easter suicide bombings were hiding in the area. 
Military spokesman Sumith Atapattu said the militants were suspected members of the domestic Islamist group 
National Towheed Jama’at (NTJ), which has been blamed for last Sunday’s attacks.  Police later said clearing 
operations on Saturday showed four suspected suicide bombers among the dead. 
Also in: BBC News, Daily Telegraph,  Reuters, www.dw.com, The Straits Times, Sydney Morning Herald, www.indiatoday.in, The Hindu, AFP, 
BBC 1, BBC Radio 4, BBC World Service, BBC World, LBC, BBC local radio, Heart 
 
Sri Lanka Attacks: Explosion As Soldiers Engage In Live Shootout With Suspects 
Sky News, 26/04/2019 
Sky News reports that a suspected bomb factory has been discovered in Sri Lanka following a gun battle between 
soldiers and suspects linked to the Easter Sunday bombings. An explosion was reported during the exchanges in the 
coastal town of Sammanthurai, 200 miles from the capital, Colombo. A military spokesman said that when troops 
went to investigate an explosion, they were fired at. Local media reported hearing further blasts but there was no 
immediate details of any casualties.  
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Also in: BBC News, USA Today, time.com, The Sun, www.colombopage.com, CNN, www.aninews.in, CTV News, The Daily Mail, 
CNN, The Evening Standard, Zee News, Sky News, Heart, 
 
'Mawanella Was The Start': Sri Lankan Town Reels From Bombing Links 
www.theguardian.com, 26/04/2019 
On 26 December 2018, young men hacked at Buddhist statues at four sites in Mawanella, a central Sri Lankan town, 
the Guardian reports. Residents are asking  if the vandalism of the statues was linked to the same extremist preacher 
who has been identified as a leader of one of the Easter Sunday attacks. Analysts say the defacement of the statues 
was the first attack on another religious community by a network associated with Mohammed Zahran Hashim, 
a  preacher who appeared in a video released by Daesh’s media arm this week claiming responsibility for Sunday’s 
attacks. “This may have been a tryout,” Sri Lanka’s prime minister, Ranil Wickremesinghe, told the Guardian in an 
interview on Friday.  Mawanella is a mixed community of mostly Buddhists and Muslims. Hashim came to Mawanella 
a few years ago and gathered a band of around 100 followers, radicalising younger people. He disappeared before 
the statue incident. 
 
Sri Lanka Attacks: President Says Police Are Pursuing 140 Suspects With Links To IS 
Sky News, 26/04/2019 
Sri Lankan police are searching for 140 suspects thought to have links with Daesh after the Easter Sunday bombings, 
the country's president has said. Sky News reports that Maithripala Sirisena also told reporters that the country had 
the ability to "completely control the situation in the next few days". Sky's Asia correspondent Tom Cheshire, who is in 
the capital Colombo, said: "That's hardly reassuring, the idea that maybe in the next few days they will have things 
under control." 
Also in: ABC News, The Hindu, UPI, Reuters,  
 

Sunday Masses Cancelled In Sri Lanka Amid Attack Fears 
ITV News, 26/04/2019 
There will be no Sunday Masses until further notice after the Easter bombings in Sri Lanka, the Archbishop of 
Colombo has said, according to ITV News. Cardinal Malcolm Ranjith said church officials had seen a leaked security 
document describing Catholic churches and other denominations as major targets for attackers. He also asked the 
faithful to stay at home for their own safety. "We don't want repetitions," said the cardinal in cancelling the services. 
Cardinal Ranjith also appealed for financial support to rebuild the lives of affected people and reconstruct the 
churches targeted in the Daesh-claimed suicide bombings, which killed over 250 people on Sunday. Sri Lankan 
officials say they continue to search for suspects in the bombings.  
Also in: BBC News, The Irish Times, The Irish Independent, www.breakingnews.ie, The Star, www.thepeterboroughexaminer.com,  
 

Sri Lankan Ex-Defence Chief Gotabaya Says He Will Run For President, Tackle Radical Islam 
The Daily Mail, 26/04/2019 
Sri Lanka's former wartime defence chief, Gotabaya Rajapaksa, said on Friday he would run for president in elections 
this year and would stop the spread of Islamist extremism by rebuilding the intelligence service and surveilling 
citizens. Reuters reports that Gotabaya, as he is popularly known, is the younger brother of former President Mahinda 
Rajapaksa and the two led the country to a crushing defeat of separatist Tamil rebels a decade ago after a 26-year 
civil war. Gotabaya said the Easter Sunday attacks could have been prevented if the island's current government had 
not dismantled the intelligence network and extensive surveillance capabilities that he built up during the war and later 
on. He was critical of the government's response to the bombings. 
Also in: Reuters, Channel News Asia, colombogazette.com,  
 
Sri Lanka Bombings: PM Wickremesinghe Says He Was 'Out Of The Loop' 
BBC News, 26/04/2019 
Sri Lanka's prime minister has told the BBC he was "out of the loop" when it came to intelligence warnings ahead of 
the deadly Easter Sunday bombings. Ranil Wickremesinghe said that crucial information about any potential danger 
in the country was not passed to him. The subsequent attacks, which claimed at least 250 lives, exposed a massive 
intelligence failure by Sri Lanka. Wickremesinghe argued the fact that he was unaware of the warnings meant he did 
not need to step down from his position. "If we had any inkling, and we had not taken action, I would have handed in 
my resignation immediately," he said, adding: "But what do you do when you are out of the loop?" 
 
Sri Lanka’s Reaction To Terror Blasts Was Chaotic, Says US Agent 
The Times, 27/04/2019 
An American intelligence agent posted in Sri Lanka has said that the response to the country’s terrorist bombings on 
Easter Sunday was “a sh*t show” and “chaos”, but that the government is now “getting on top of things”. Western 
intelligence agencies are now assisting Sri Lanka with the search for Daesh-affiliated terrorists as fears grow of a 
second wave of attacks. The days since the bombings have “exposed the holes” in Sri Lanka’s security and 
intelligence networks, and security officers were shot yesterday as they investigated an explosion near Batticaloa, 
where they uncovered a bomb factory and a Daesh flag. More and more details of incompetency have emerged as 
the week has gone on—including the news that Sri Lanka ignored warnings that terrorists were planning an attack. 
Much anger has been directed at the country’s president, Maithripala Sirisena, and locals are discussing the potential 
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return of the “nationalist strongman” and twice president, Mahinda Rajapaksa. One man who lost several family 
members in the attack said: “We need a military government. Bring back Mahinda… The real culprits are in 
parliament. They knew this was coming and they did nothing.” 
 
Sri Lanka Attack: Isis Searches For New Ground 
The Times, 27/04/2019 
The Times asks “where next?” after Daesh terrorists struck Sri Lanka, a country which had not been considered a 
high-level target before last weekend’s attacks.  The terrorist organisation remains capable of organising 
sophisticated attacks, and there are several locations in the world that have little history of Islamist terrorism but from 
where cells have sent fighters to key Daesh territory such as Iraq and Syria. Some examples of such countries are 
Trinidad and Tobago and the former Soviet republic of Georgia, which have Christian majorities and are now believed 
to be at risk of terrorist incidents. Other areas at risk are regions already affected by violence, such as the unstable 
countries surrounding the Sahara. Daesh retains an ability to dominate headlines and social media propaganda 
channels, which could help to funnel supporters of other Islamist groups such as al-Q’aida into its influence.  
 
The Sri Lanka Bombers Want A Clash Of Civilisations. Don’t Give In. 
The Economist, 27/04/2019 
A leader in the Economist asks how National Thowheed Jamath (ntj), a little known  Islamist group from Sri Lanka, 
became responsible for the deadliest set of attacks in Asia in modern times. Partly due to bungling by the government 
despite receiving detailed warnings. Another explanation is that Sri Lanka sits in “an ocean of bubbling extremism”.  In 
recent decades in South Asia, intolerant strands of Islam have edged out the broad-minded forms that used to 
predominate, creating fertile ground for jihadists.  The form of attack – striking at churches as well as hotels – reflects 
“the changing pattern of jihadi violence”. Al-Qa’ida  struck at secular targets in the 1990s. Daesh, in contrast, came to 
power in Iraq by slaughtering local Muslims who disagreed with its interpretations of the Koran, and has exported its 
modus operandi.  The aim is to promote a narrative of “clash of civilisations”. The leader concludes governments 
should not fall into the trap. 
 
Travel Giant TUI Scrapping Trips To Sri Lanka 
The Daily Mail, 26/04/2019 
AFP reports that European travel group TUI said Friday they are cancelling all trips to Sri Lanka following the Easter 
bombings and offering to repatriate customers already there. The tour company said those planning to visit Sri Lanka 
in the coming weeks with TUI will be contacted and their holiday rescheduled or fully refunded -- in both cases free of 
charge. Holidaymakers currently in Sri Lanka will be offered early flights home with around 350 travellers from Britain 
and Germany affected, according to the travel company. 
Also in: The Independent, France24,  
 
Tech Tent - Sri Lanka’s Social Media Ban 
BBC News, 26/04/2019 
In a Tech Tent report, the BBC asks why the Sri Lankan government’s ban on social media has received a muted 
response. The move to block the likes of Facebook, Instagram, Snapchat and YouTube came in the wake of the East 
Sunday bombing in Sri Lanka, which killed more than 250 people. Previous attempts by governments to curb internet 
access have been seen by liberal commentators as dangerous attacks on online freedoms.  But this new 
response  reflects wider disillusionment with the idea that the web is a force for good. Last year, as anger spread over 
the various data and privacy scandals, the hashtag #deletefacebook trended in some Western countries. Sri Lankan 
blogger and social-media activist  Sanjana Hattotuwa doesn't believe that will happen in his country. "That will never 
ever have resonance in a country like Sri Lanka, where social media is inextricably intertwined into the DNA of politics 
and society," he insists. 
 
Sri Lanka Attacks — Islamist Terror Is A New Kind Of Savagery And War On Christianity 
The Sun, 26/04/2019 
Brendan O’Neill writes in the Sun that one of the Sri Lanka suicide bombers blew up the Zion Evangelical Church, 
children were gathered for Sunday school. Twelve children were killed. Many of their teachers were killed, too. O’Neill 
says their crime was to be Christian. He says details like this demand an urgent and serious assessment of the 
phenomenon of “Islamist terrorism”. He compares this with the Manchester Arena bombing, where parents and 
children were also targeted and calls this phenomenon “particularly hateful, misanthropic and barbaric.” O’Neill says 
this is “post-political, post-state, post-morality violence”. He also says we need “ a serious reckoning with the war on 
Christians”. 

 
United Kingdom 
Manchester Arena Bombing Extradition 'Delayed By Libya Clashes' 
BBC News, 26/04/2019 
The extradition of Manchester Arena bomber Salman Abedi's brother has been delayed by fighting in Libya, the BBC 
has been told. According to the country's interior minister, a Libyan court has agreed to return Hashem Abedi to the 
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UK. Abedi - who is wanted in relation to the deaths of 22 people - was taken into custody in Tripoli shortly after the 
May 2017 attack. But fighting on the outskirts has been blamed for delays in the process. The Interior Minister of 
Libya's UN-backed government, Fathi Bashagha, told the BBC the court had agreed to extradite Abedi to the UK 
because he is a British citizen. But a week after the ruling, he said, the capital came under attack by forces loyal to 
General Khalifa Haftar, a commander from Eastern Libya. 
Also in: Evening Standard, The Guardian, The Independent,  The Daily Mail, The Mirror, Manchester Evening News  
 
Tommy Robinson's MEP Campaign Will Be An Utter Failure – But I Know First-Hand Where His Real 
Danger Lies 
The Independent, 29/04/2019 
Mike Stuchbery writes in the Independent that in launching his election campaign, Tommy Robinson positioned 
himself as a “hero of the working classes”, railing against both the elites and Islamification. Even though Robinson 
has minimal chance of being elected as an MEP, Stuchbery says there is also a goal of building a street movement 
among those who feel disenfranchised. He adds that the campaign video was “hell-bent on stirring 
divisions”. Stuchbery says that we should be more concerned about forces outside traditional politics than the antics 
of Ukip or the “panto candidates of the Brexit party”. He says it is imperative that the forces Robinson represents are 
“challenged at every step”. He uses his own experience of being threatened by Robinson’s followers to illustrate how 
Robinson would punish those who oppose him and should not be allowed to gain power. 
 
Ukip Candidate Carl Benjamin Defends Use Of N-Word By Saying: 'I Find Racist Jokes Funny' 
The Independent, 26/04/2019 
A Ukip MEP candidate has defended his use of the N-word and other offensive language in a Youtube video by 
saying: “I find racist jokes funny”, the Independent reports. Carl Benjamin, who uploads footage to his channel under 
the name Sargon of Akkad, called a disabled person a “retard” and an Asian woman a “chink” while commenting on 
an anti-discrimination film. The internet troll also repeatedly used the N-word and other racist terms in the 2015 
footage, which was deleted for violating Youtube’s policy on hate speech. Benjamin, the Ukip candidate for the South 
West constituency, told Sky News he was “not really interested in discussing any of these comments”. Nick Lowles, 
chief executive of campaign group Hope not Hate, called for Benjamin to be sacked immediately. The Stroud News 
and Journal adds that UKIP's south west chairman has quit the party over Benjamin’s candidacy. 
Also in: The Mirror, The Evening Standard, www.stroudnewsandjournal.co.uk, Sky News, ITV 1, BBC 1 
 
Twitter Bans Tommy Robinson And Ukip Candidate Carl Benjamin's Campaign Accounts 
The Mirror, 26/04/2019 
Twitter has banned the Euro election campaign accounts of Ukip candidate Carl Benjamin and far-right candidate 
Tommy Robinson, the Mirror reports. Ukip today refused to dump Benjamin after a video emerged of him using a 
variety of racial slurs. Benjamin, a vlogger who calls himself “Sargon of Akkad”, had already been banned 
from Twitter in 2017 for violating the platform's rules on targeted abuse. And Robinson, whose real name is Stephen 
Yaxley-Lennon, was permanently banned in March 2018 for violating its rules on "hateful conduct". A new account, 
which Benjamin claimed was not operated by him and was representing his campaign to be elected as an MEP, has 
now been suspended by the social network. A Twitter spokesperson said: "The account has been suspended for 
breach of our Terms of Service" 
 
Moment Muslim Mum Is Knocked To The Ground In Hate Crime Attack 
Metro, 26/04/2019 
Metro reports that a Muslim woman was attacked by a group of pole-wielding men in what police are treating as a 
hate crime. The woman, in her 40s and from Pakistan, was attacked at 6pm on Sunday evening following a row over 
some youngsters damaging property at a Liverpool home. CCTV shows the woman walking along the street in 
Tuebrook with her two sons before they were attacked by men with scaffolding poles. The victim was left needing 
hospital treatment for a facial injury. Merseyside Police Has Confirmed Officers Were Called To Reports Of An 
‘Altercation Involving A Number of people in the street’. Following the trouble, a 37-year-old man was arrested on 
suspicion of racially aggravated section 47 assault. A 31-year-old woman was also arrested on suspicion of affray. 
Also in: The Daily Mail, ITV News, The Sun, www.liverpoolecho.co.uk,  

UK Communities and Counter-Extremism  
Silent March Through Streets Of Leicester To Remember Victims Of Sri Lanka Easter Sunday 
Terrorist Attacks 
www.leicestermercury.co.uk, 26/04/2019 
The Leicester Mercury reports that people from different religions came together for a silent march through the streets 
of Leicester to remember the victims of the Easter Sunday attacks  in Sri Lanka. More than 100 people, from the 
Hindu, Bhuddist, Muslim and Christian communities of Leicester, walked from Abbey Park to the Clock Tower on 
Friday. The march was organised by the One Leicester Sri Lanka Community. A candle-lit vigil was held in Leicester 
Cathedral to remember and pray for those affected by the attack. 
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Technology   
Google Slammed As Anjem Choudary Remains Top Result For ‘UK Muslim Spokesman’ Search 
www.easterneye.biz, 26/04/2019 
Eastern Eye reports that a former head of UK counter-terrorism has slammed Google for displaying Anjem 
Choudary's name when one searches for 'British Muslim spokesperson.' Sir Mark Rowley, speaking on Radio 
4’s Today programme in the wake of the attacks in Sri Lanka, criticised social media companies for profiting from 
algorithms that “are pushing readers to extremist material.” He also said they weren't doing enough to stop the spread 
of terrorist material. Tech companies have made some progress in combating the spread of extremism, but it was 
"completely insufficient," said Rowley, adding that the New Zealand shootings and Sri Lanka bomb attacks highlighted 
new ways in which the “seeds of extremist propaganda are scattered to the winds of the internet”. 
Also in: Yahoo! News, The Daily Telegraph, BBC Radio 4 
 
Saoradh Accounts Suspended: Facebook And Twitter Remove Dissident Republican Group's 
Profiles 
News Letter, 26/04/2019 
The Belfast Newsletter reports that the social media accounts for dissident republican group Saoradh have been 
suspended. Facebook and Twitter have removed the profiles of the Londonderry-based faction of Saoradh. The group 
holds a number of social media profiles, however the main Saoradh profile on both platforms has been suspended, 
and the Twitter profile of one of their national executive members appears to have been deleted. A Twitter spokesman 
told the Press Association: "We have clear terms of service in place which we enforce when violations are identified." 
The Facebook accounts of the Dublin, Armagh and Belfast based Saoradh offices remain online, however many of 
the posts are now filled with comments referencing the death of Lyra  McKee. 
Also in: www.aol.co.uk, BBC News, Irish Examiner, www.derrynow.com, www.irishpost.com, The Independent,  
 
Facebook Prepares For EU Election Interference Ahead Of Vote In May 
Sky News, 26/04/2019 
Sky News reports that Facebook is preparing to tackle interference campaigns aimed to misinform and manipulate 
voters ahead of the EU's elections in May. Last year the company acknowledged that social media could have a 
damaging impact on democracy and admitted it was "too slow to recognise" Russian attempts to interfere in the US 
presidential election. To protect its users from similar interference in the upcoming EU elections Facebook has 
announced a new range of fact-checking features. These features won't prevent people from posting false stories, but 
aim to stop them from going viral and provide users with enough information to identify them. Facebook has 21 
partners for fact-checking stories in 14 European languages. An expanded context button will also show more details 
about the source of an article, revealing if pages have historically shared misinformation, and identifying where 
publishers link to their editorial standards and corrections policy. 

 
Daesh 
NHS Doctor And UK Pharmacist Who Became Nazi-style Torturers For ISIS: Team Of Vile Medics 
Took Organs From Prisoners And Gave Them To Wounded Terrorists 
The Daily Mail, 26/04/2019 
A Daily Mail investigation reveals that two former NHS workers went to Syria to join Daesh, and carried out “Nazi-
style” medical experiments on prisoners. According to Syrian witnesses, Issam Abuanza, 40, a former NHS doctor 
who was appointed Daesh’s “health minister”, and Mohammad Anwar Miah, also 40, a former pharmacist from 
Birmingham, carried out horrific experiments on prisoners, including the removal of organs. It is alleged that these 
body parts were either transplanted into injured jihadis, passed on to middle men who sold them on the black market 
to fund terrorism, or put in the cells of prisoners to frighten them. Abuanza’s medical team also conducted 
experiments on prisoners with chemicals, although the nature of these chemicals is unknown. 

 
Syria 
Syria Talks End Without Deal On Key Constitutional Body 
Al Jazeera, 26/04/2019 
The Syrian government and armed opposition groups have failed to agree on the makeup of a constitutional 
committee during two-day talks in Kazakhstan that were led by Russia along with Iran and Turkey. Reuters reports 
that the parties will discuss the issue further at the next United Nations (UN)-brokered talks in Geneva, the three 
cosponsors said in a joint statement after the talks in the Kazakh capital Nur-Sultan concluded on Friday. Alexander 
Lavrentyev, the Russian negotiator, said the formation of the committee was "at the finish line". "The timing has not 
been agreed yet, taking into account the upcoming month of Ramadan, it is most likely to happen after that," 
Lavrentyev told reporters on Friday. 
Also in: Reuters, Hurriyet Daily News,  
 

UN: More Than 7,000 Syrians Quit Camp Near Jordan Border 
Al Arabiya, 26/04/2019 
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AFP reports that more than 7,000 people have left a desperate desert camp for displaced Syrians near the Jordanian 
border since March, a United Nations spokesperson said on Friday. According to the UN’s humanitarian coordination 
office OCHA, around 36,000 people remained in the isolated Rukban camp near al-Tanf base used by the US-led 
coalition fighting Daesh, after over 4,000 left between March and April 21. The Syrian government and key backer 
Russia said in February they had opened corridors out of the camp, calling on residents to leave. “Since March, over 
7,300 people have left Rukban,” OCHA spokesman David Swanson told AFP, including some 3,000 who left after 
April 21. Those who have quit the camp have moved to collective shelters in the central city of Homs or resettled in 
their areas of origin in the province of the same name, OCHA said Thursday. 
Also in: Al Jazeera, www.middleeasteye.net, France24, theglobepost.com, Al Jazeera, Arab News,  

 
The Gulf 
Commission Asks US To Punish Saudi Arabia Over Shiite Executions 
The Daily Mail, 26/04/2019 
The US government commission on religious freedom on Friday urged action against ally Saudi Arabia after its mass 
execution of 37 people, most of them Shia Muslims, AFP reports. The US Commission on International Religious 
Freedom, whose members are appointed by the president and lawmakers across party lines but whose role is 
advisory, said the State Department "must stop giving a free pass" to Saudi Arabia. "The Saudi government's 
execution of minority Shia Muslims on the basis of their religious identity and peaceful activism is not only shocking, 
but also directly contradicts the government's official narrative of working toward greater modernization and improving 
religious freedom conditions," the commission's chair, Tenzin Dorjee, said in a statement as the commission urged an 
end to the waivers. 
Also in: France24, Channel News Asia, sgtalk.org,  
 
Al-Qaeda Vow To Avenge Beheadings Carried Out By Saudi Arabia Earlier This Week - Claiming 
The Men Were Executed 'To Appease America' 
The Daily Mail. 26/04/2019 
Al Qa’ida's Yemen branch is vowing to avenge victims of a mass execution carried out by Saudia Arabia this week. 
Mail Online reports that the group's declaration is an indication that some of the 37 Saudis executed on terrorism-
related charges were members of the Sunni militant group. Al Qa’ida in the Arabian Peninsula, as the branch is 
called, posted a statement on militant-linked websites on Friday, accusing Saudi of offering the blood of the 'noble 
children of the nation just to appease America.' 
Also in: WRAL,  

 
Afghanistan 
Afghan Parliament Sworn In Months After Fraud-Tainted Vote 
Al Jazeera, 26/04/2019 
Reuters reports that Afghan President Ashraf Ghani has inaugurated the country's new parliament, though dozens of 
seats remained empty amid ongoing claims of election fraud. In his opening speech, Ghani called for the protection 
of human rights and expressed regret over the 33 seats that remain vacant in the 249-seat lower house. The 
government had no role in the inaugural delay, he said, blaming the "incompetency of former election commission 
members" who have since been replaced. Ghani also encouraged the newly elected legislators to participate in the 
peace process with the Taliban. The president has invited thousands of politicians, religious scholars and rights 
activists to an assembly known as a loya jirga next week to discuss ways to end the 17-year war. 

 
Nigeria 
Nigeria Gunmen Kidnap Shell Workers And Kill Police Guards 
BBC News, 27/04/2019 
Police in Nigeria have said that two senior Shell employees have been kidnapped and their police escorts killed, the 
BBC reports. Workers at the oil company were returning from a business trip on Thursday when gunmen killed the 
guards and captured the two employees, whose names and nationalities have not yet been released. A police 
spokesperson said that there were efforts underway to rescue the Shell workers, and the Shell Petroleum 
Development Company of Nigeria Limited (SPDC) confirmed the incident in a statement. Kidnappings, of both high-
profile Nigerians and foreigners, are common in the country. Earlier this month, a British woman was one of two 
people killed by gunmen who attacked a holiday resort in the city of Kaduna. 
Also in: Reuters, Channel News Asia, dailypost.ng, BBC World Service, BBC Radio 4, BBC Wales 

 
United States 
Convicted Terrorist-turned-US Citizen To Be Deported Following Prison Sentence 
CNN, 27/04/2019 
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A terrorist who managed to become a US citizen, “slipping through the cracks” of the immigration system, will be 
deported following his prison sentence. Vallmoe Shqaire was made a US citizen in 2008 despite having been formerly 
imprisoned in a prison in Israel for attempting to blow up an Israeli bus in 1988. Shqaire did not reveal this information 
when he applied to become a US citizen, and he is now on trial for illegally obtaining his citizenship by omitting those 
facts from US immigration officials. According to CNN, US immigration officials have begun an administrative process 
to strip Shqaire of his citizenship. US District Court Judge John F. Walter  sentenced him to nine months in a federal 
prison, after which, part of his plea agreement with the government, Shqaire will be deported to Jordan following his 
release. 
Also in:  www.washingtonpost.,  The Times of Israel, The Jerusalem Post, www.theblaze.com  
 
U.S. Accelerates Plan To Drastically Downsize Kabul Embassy: Sources 
Reuters, 26/04/2019 
Secretary of State Mike Pompeo is accelerating a plan to cut up to half of the workforce at the U.S. embassy in Kabul 
starting at the end of next month, sparking concern it will undermine the fragile Afghan peace process, U.S. officials 
and congressional aides said. Reuters reports that Pompeo’s order for the largest U.S. diplomatic mission comes 
about a year earlier than expected, a surprise development given the meagre progress in U.S. talks with Taliban 
militants on an agreement that would pave the way for a U.S. troop withdrawal and an end to America’s longest war. 
One U.S. official said the reduction should be seen as part of a global redistribution of U.S. diplomats required by the 
Trump administration’s national security strategy shift from emphasizing counter-terrorism to confronting renewed 
“great power” rivalry with Russia and China. 
Also in: thehill.com, the-japan-news.com, The Straits Times, NDTV,  
 
US Raises Travel Warning After Sri Lanka Suicide Bombings 
The Daily Mail, 27/04/2019 
The US has joined the UK in warning its citizens to avoid travel to Sri Lanka following Easter Sunday’s terrorist 
attacks. The Associated Press reports that the American State Department has issued a heightened travel warning, 
has ordered the departure of all school-age family members of US government employees, and has authorised the 
voluntary departure of nonemergency US employees and family members. https://www.cnbc.com/2019/04/23/china-
warns-chinese-nationals-against-traveling-to-sri-lanka-after-bombings.html,  
Also in: ABC News, www.cnbc.com  

 
Europe 
Wave Of Fascist Incidents Hits Italy On Anniversary Of Liberation From Fascism 
The Independent, 26/04/2019 
The Independent reports that a series of neo-fascist incidents have hit Italy as the country celebrated the liberation 
from fascism. Each year, Italy celebrates the liberation from fascism on 25 April. Between Wednesday and Thursday, 
Italian media documented neo-fascist demonstrations, desecrations of memorials of participants of the Italian 
resistance against fascism, and drawings of swastikas across the country. On Wednesday 24 April, some 30 people 
held a banner reading “Honour to Benito Mussolini” while performing fascist salutes in Milan.  “We are facing an 
escalation of neo-fascist provocations,” Roberto Cenati told The Independent. Cenati is the head of the Milan branch 
of the National Association of Italian Partisans (ANPI), an organisation founded by participants of the Italian 
resistance against fascism. The Italian government condemned the Milan episode but has not yet publicly condemned 
the Thursday incidents.  
 
Right Wing Parties In Spain Are Pushing Extreme Positions On Abortion Ahead Of Sunday’s 
Election 
The Independent, 26/04/2019 
Deborah Madden writes in the Independent that with days to go before the next Spanish general election on 28 April, 
the right-wing vote currently appears split between the conservative People’s Party (PP), the centre-right 
Ciudadanos  and Vox, an anti-immigration, anti-feminist party that has only recently broken into the mainstream. PP 
and Vox share an anti-abortion policy stance and the election results will be critical to the future of women’s rights in 
Spain. Madden says a staunchly anti-choice platform informs Vox’s core ethos and anti-feminist 
manifesto. Meanwhile, Pablo Casado, leader of the PP, is endorsed by the ultra-conservative anti-feminist HazteOír 
(“Make Yourself Heard”) campaign group because of his anti-choice stance. Madden says the rise of populism 
translates into patriarchal policies. She concludes that abortion remains a divisive, polemical issue in Spain and the 
increasingly conservative character of the Spanish right makes future aggressive challenges to the law likely.  
 
Germany Halts Processing Some Syrian Asylum Applications: Report 
The Daily Mail, 27/04/2019 
AFP reports that Germany has stopped processing some asylum applications by Syrian refugees, as the country’s 
security situation is assessed. According to Funke, a German media group, the interior ministry has said some of the 
applications have been “postponed”, while changes are expected to be made to ministry guidelines. Refugee 
organisations fear that the country will reject more applications from Syria as armed conflict comes to an end. 
Germany’s population has been polarised by Chancellor Angela Merkel’s decision in 2015 to allow refugees fleeing 
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conflict into the country. The arrival of over a million asylum seekers is believed to have contributed to the rise in 
popularity of the far-right, anti-Islam party AfD. 
Also in: www.dw.com, Channel News Asia  

 
Yemen 
London Meeting To Discuss 'Next Steps' For Yemen Peace Process 
Al Jazeera, 26/04/2019 
Reuters reports that the Foreign Secretary was set to hold a meeting on Yemen with his Saudi, and Emirati 
counterparts, as well as the representatives of the United States and the United Nations, amid fears that the peace 
process in Yemen has faltered. The meeting in London on Friday is expected to discuss "next steps in the UN-led 
process ... [in order] to try to prevent fragile efforts towards a political settlement from collapsing", according to a press 
release by the UK Foreign and Commonwealth Office (FCO). The talks will bring together Saudi Arabia's Foreign 
Minister Abel al-Jubeir, United Arab Emirates' Sheikh Abdullah bin Zayed and representatives from the US and 
the UN. Yemen analysts cast doubt on the success of the meeting, however, saying that the focus of the peace talks 
on Hodeidah has allowed the situation to escalate in other parts of Yemen.  
Also in: Arab News, www.gov.uk, azeridaily.com,  

 
Bangladesh 
'Do Not Forget The Rohingya': UN Urges Support For Refugees 
Al Jazeera, 26/04/2019 
Senior UN officials have called for the international community to remember the plight of Rohingya refugees in 
Bangladesh, reports al-Jazeera. Mark Lowcock, the UN under-secretary-general for humanitarian affairs, told 
reporters after a visit to refugee camps in Cox’s Bazaar on Friday that the body was seeking to raise nearly a billion 
dollars to “help the Rohingya refugees and their host community”. Lowcock said the "great exodus" of Rohingya 
refugees arriving to Cox's Bazar "caused all sorts of issues", and added: “Our main message is to the wider world: do 
not forget the Rohingya, do not forget the generosity of the people and institutions and government of Bangladesh, 
and be generous in supporting both the Rohingya and Bangladesh.” UN High Commissioner for Refugees Filippo 
Grandi, who also made the visit, said: “This remains one of the world’s biggest crises”. The officials also highlighted 
the need for stronger infrastructure in the camps as the monsoon season approaches.   
Also in: news.un.org, www.unhcr.org, www.thedailystar.net  

 
Australia 
Counter-Terrorism Officers Arrest Two People Near North Melbourne Anglican Church 
www.theguardian.com, 26/04/2019 
Armed and masked police have arrested two people as part of a counter-terrorism operation near an inner-Melbourne 
Anglican church, the Guardian reports. Video footage on Friday showed a handcuffed man in a white forensic 
jumpsuit being led from near St Mary’s Church in North Melbourne to a waiting vehicle. A woman was also cuffed and 
arrested, according to reports. Police also attended a block of apartments in Bedford Street in North Melbourne, about 
300m away from the St Mary’s church, with two officers guarding the front door on Friday night. It is understood they 
carried out a search warrant at the apartment complex, seizing a number of items from the building. Victoria police 
were tightlipped about the operation, while the federal police also would only confirm the involvement of the joint 
counter-terrorism team. 
Also in: News.Com, The Daily Mail, 7news.com.au,  

          
New Zealand 
Prince William Tells New Zealanders, 'You Stood Up' To Attacks 
BBC News, 26/04/2019 
"You stood up and you stood together," the Duke of Cambridge has told New Zealanders in the aftermath of March's 
shootings which killed 50 people. The BBC reports that Prince William called the attacks an "unspeakable act of hate" 
in a speech at the Masjid Al Noor mosque in Christchurch, where 42 people died. Praising the country's response, he 
said "in a moment of acute pain" they had "achieved something remarkable". Earlier, the duke met survivors on a visit 
to a hospital in Christchurch. He was joined at the mosque, during the second day of his visit, by Imam Gamal Fouda 
and New Zealand's Prime Minister, Jacinda Ardern. 
Also in: www.stuff.co.nz, www.newshub.co.nz, The Daily Mail, BBC 1, BBC News 24, Sky News, BBC News 24, FIVE, CNBC, 
LBC, CNN International Europe, ITV 1, BBC  Local Radio 

 
Other Countries 
Moscow Warns Of ISIS & Al-Qaeda Terrorist Camps In Latin America 
RT.com, 26/04/2019 
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The activity of jihadists affiliated to Daesh and Al-Qa’ida has been spotted in Latin America as they recruit fighters and 
promote extremist ideology among local Muslims, Russian GRU chief Igor Kostyukov said, according to RT. "Among 
the new risk factors is the emergence of jihadist training camps and hideouts in the region," Igor Kostyukov, the head 
of Russia's main intelligence directorate (the GRU), said during the annual Moscow Conference on International 
Security. "They recruit fighters to bolster their ranks in the Middle East and North Africa, collect funds and promote 
extremist ideology among the region's six-million Muslim population," Kostyukov warned. He didn't name specific 
countries where the jihadist camps have been discovered. Last year, Guatemalan President Jimmy Morales Cabrera 
said that around 100 people linked to Daesh  and other groups were arrested in his country and deported to where 
they came from. 

 
Northern Ireland 
Police Release New Images Of Lyra Mckee Murder Suspect 
Sky News, 26/04/2019 
Police in Northern Ireland have released new images of the man they believe murdered journalist Lyra McKee, Sky 
News reports. Detective Superintendent Jason Murphy released footage which shows three men walking together in 
the area of the Creggan estate, Londonderry, about a minute before the 29-year-old's murder. The man at the front is 
carrying a crate of petrol bombs. Police believe the gunman is one of two suspects who is seen walking behind 
him.  Murphy has called on the local community in Derry to help trace the men. He added that 140 people have so far 
come forward to provide police with images, video and other details. 
Also in: www.theguardian.com, ITV News, BBC News, The Independent, www.theguardian.com, BBC News 24, Sky News, FIVE, 
Channel 4, BBC Local Radio, BBC 1 
 

International Headlines 

Al Jazeera (Middle East, Arabic Language) 

o Coalition forms delegation to negotiate with Sudanese military; CNN reveals the largest 
mass execution in the history of Saudi Arabia; Joint Algerian-Tunisian appeal to stop 
fighting in Libya 

Al Arabiya (Middle East, Arabic Language) 

o The “Sudanese transitional” meets today in the Negotiating Committee; Sri Lanka police kill 
4 militants and 15 killed by suicide bombers; America warns the biggest consumer of 
Iranian oil: there is no more time 

Geo (Pakistan, Urdu and English) 

o Fifteen dead in Sri Lanka after gun battle with suspected militants; IMF delegation to visit 
Pakistan on April 29; India, Pakistan premiers may meet in London 
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Lynsey Wilson

From:
Sent: 29 April 2019 15:06
To: Samantha Usher
Cc:
Subject: Ballot Proofs
Attachments: NSDC_EURO_BALLOT_BOOKS_TEST.PDF; NSDC_EURO_BALLOT_PAPERS_TEST.PDF; 

NSDC_EURO_TENDERED_BOOKS_TEST.PDF; 
NSDC_LOST_AND_SPOILED_BALLOT_BOOKS_TEST.PDF; NSDC_OS_BALLOT_PAPERS_TEST.PDF

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Hi Samantha, 
 
Please see attached proofs for approval. 
 
Please can you ensure you copy in my colleague  on any correspondence, he will be your main point of contact 
for the European Elections as I’ll be on annual leave from Wednesday. 
 
Kind Regards 
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Lynsey Wilson

From:
Sent: 29 April 2019 17:26
To: Samantha Usher
Cc:
Subject: RE: Ballot Proofs
Attachments: NSDC_EURO_BALLOT_BOOKS_TEST.PDF; NSDC_EURO_BALLOT_PAPERS_TEST.PDF; 

NSDC_EURO_TENDERED_BOOKS_TEST.PDF; 
NSDC_LOST_AND_SPOILED_BALLOT_BOOKS_TEST.PDF; NSDC_OS_BALLOT_PAPERS_TEST.PDF

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Hi Samantha, 
 
Please see attached updated proofs, some errors where spotted internally. 
 
Regards 

 
 

From:   
Sent: 29 April 2019 15:06 
To: 'Samantha.Usher@n-somerset.gov.uk' 
Cc:  
Subject: Ballot Proofs 
 
Hi Samantha, 
 
Please see attached proofs for approval. 
 
Please can you ensure you copy in my colleague   on any correspondence, he will be your main point of contact 
for the European Elections as I’ll be on annual leave from Wednesday. 
 
Kind Regards 
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Lynsey Wilson

From:
Sent: 30 April 2019 09:34
To:  

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

Cc:
Subject: South West Region - European Election Update 14
Attachments: NOTICE OF REGIONAL ELECTION AGENTS.pdf; Copy of IBR Licence Data - Euro 2019.xlsx; 

Cabinet Office Guidance on  Information Exchange Directive 2019  - FINAL....docx; EP Elections 
2019 Information Exchange Passwords Letter - 29 April 2019.....docx

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 
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RED = Action by you please 
 
Dear Colleagues, 
 
There are a couple of things I’d like to update you on with regard to the European election. 
 
Notice of Regional Election Agents 
I have attached this notice for you to publish in your local area.  If any appointments are 
revoked and a new Agent appointed, I will revise this notice. 
 
 
Communications Contact for the South West 
The Communications Team contact for the South West RRO will be Rachael Mills.  She can be 
contacted on 01202 454699/01202 262177, or by email: Rachael.Mills@bcpcouncil.gov.uk 
 
 
International Business Reply 
On the 12th April RM sent all Local Authorities their individual International Business Response 
Licence; asking the Local Authorities  to let them know if the address we have associated with the 
Licence is incorrect and also asking them to send us a PDF of their envelopes to check.  As of 24 
April, there were still over 130 outstanding.  RM have asked that we nudge LROs to submit their 
envelopes for checking if they have not done so already.  I have attached a copy of the licence 
data for reference. 
 
 
RM Sweeps 
To confirm, these will be centrally funded as before. 
 
 
Information Exchange 
Please find attached guidance on the Information Exchange process for the EP elections 
scheduled for 23 May 2019. 
 
Those of you who have dealt with this before will recognise the guidance and password process 
as it follows that in 2009 and 2014. Changes are minimal save for contact details for EU Member 
States and updating Cabinet Office contact emails and colleagues.  The Cabinet Office are aware 
that people are busy and under pressure and this is an additional task, however it is something 
that is required by law and so we do need to undertake the process. 
 
They have tried to make this as easy as possible by setting out the passwords to be used by 
EROs sending out data to central points in other Member States about EU citizens living in their 
areas that have completed a UC1/ EC6 to vote in the UK.  The Cabinet Office will receive any 
information centrally about UK citizens voting abroad and will forward that on to relevant EROs 
directly, but please ensure that you read the guidance and password letter so you know 
what to do if and when you receive anything from them. 
 
 
Ballot Paper Artwork 
Following on from the recall and reissue of the artwork last week, this is just a reminder to please 
ensure you carry out the proper checks on any postal vote audits and on receipt of ballot papers 
from your printer. 
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Finally, I hope all your preparations are going well for those of you who like us, have local polls on 
Thursday?  It will certainly be good to get one under our belts so we can focus properly on the 
next! 
 
 
Best wishes 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From: RICU News <xxxxxxxx@xxxxxxxxxx.xxx.xx>
Sent: 01 May 2019 07:56
Subject: Counter-Terrorism and Counter-Extremism Media Summary

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

 
1 May 2019 
This media summary is not a statement of Home Office policy or opinion. 
It is intended for private use and should not be forwarded outside of your department. 

Leading Stories: 
o UK online, broadcast and print media report that 21-year-old Shane Fletcher has been 

jailed for nine years for planning to carry out a Columbine-style killing spree in his home 
town of Workington, Cumbria. Sky News reports that Fletcher was referred to Prevent in 
June 2016 while on licence for a 32-month sentence for arson, but reportedly refused to 
engage with the programme. 

o Iraq's Prime Minister, Adel Abdul Mahdi, said yesterday that Daesh continues to pose a 
potent threat around the world, adding that Daesh leader Abu Bakr al-Baghdadi had 
recorded his latest video in a "remote area" without expanding on which country the area 
was in. The Sun reports that Hisham al-Hashemi, a security adviser to the Iraqi 
government, said officials had narrowed al-Baghdadi's location to four possible areas in the 
desert of Iraq's Anbar province or in the eastern desert of Homs in Syria.  

o A joint Newsnight and BBC Arabic investigation into the conflict in Libya uncovered 
evidence of suspected war crimes being widely shared on Facebook and YouTube. In 
response to the investigation's findings, the Foreign Office told Newsnight: "The UK takes 
these allegations extremely seriously. It's concerned about the impact the violence in Libya 
has had on the civilian population and wants all sides commit to a ceasefire and respect 
international law." 

o There has been widespread UK and international media coverage of news that the White 
House has said it is working to designate the Muslim Brotherhood a foreign terrorist 
organisation. Reuters reports that the Muslim Brotherhood commented that it would 
continue to work in line with "our moderate and peaceful thinking", regardless of any moves 
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made by President Trump, while the spokesman for Turkey's ruling AK Party said that any 
US designation of the Muslim Brotherhood as a terrorist organisation would hamper 
democratisation efforts in the Middle East and serve militant groups like Daesh. 

 
CT Topics in BAME Media:  

o Asian Image reports that Cheshire Police have launched an investigation after being 
alerted last week to a malicious message sent to a mosque in Bewsey in the aftermath of 
the Easter Sunday Sri Lanka attacks. The message read: "An eye for an eye. A tooth for a 
tooth. You will not live in peace wherever Chrsitians (sic) are murdered," and was sent to 
the Facebook page of Warrington Islamic Association Centre.  

 

Detailed Media Summary  
Today’s Sections: United Kingdom UK Communities and Counter‐Extremism Daesh Syria Iraq Libya 
Egypt Pakistan Nigeria United States Europe Sri Lanka New Zealand Other Countries Iran  
 

United Kingdom 
Shane Fletcher: White Supremacist Who Planned Killing Spree In Cumbria Is Jailed 
Sky News, 30/04/20019 
Sky News reports that Shane Fletcher, 21, has been jailed for nine years for planning to carry out a Columbine-style 
killing spree in his home town of Workington, Cumbria. Prior to his arrest on 10 March last year, Fletcher had targeted 
an Easter medieval football match in Workington, which sees thousands of people gather in the streets to take part 
and spectate. Manchester Crown Court heard how he had spoken of his hatred of the town after being bullied as a 
teenager, and how easy he thought it would be to obtain a van and use it to run people over. Fletcher previously told 
a probation officer that he dreamt about "shooting up a mosque". He was placed on a government counter-terrorism 
programme in June 2016 while on licence for a 32-month sentence for arson but reportedly refused to engage with it.
Also in: Key 103 FM, CFM Radio Carlisle, Rock FM, City Talk FM, ITV 1 News, BBC 1 News, BBC Local Radio, BBC Radio 1, 
BBC Radio 1Xtra,  www.hulldailymail.co.uk, Asian Image, BBC News, www.yorkshirecoastradio.com, The Independent, The Birmingham 
Mail, www.cumbriacrack.com, www.timesandstar.co.uk, ITV News, www.lancashiretelegraph.co.uk  
 
New Advisory Group To Monitor Diversity At The BBC 
ITV News, 01/05/2019 
ITV News reports that a new group will monitor diversity at the BBC to ensure the broadcaster represents "stories, 
faces and voices" from all UK communities. It says that the Diversity And Inclusion Advisory Group has been set up to 
challenge the BBC over representation in the general workforce and on-screen. Panel members include comedian 
Geoff Norcott, Adele Patrick, June Sarpong, and Tanya Motie. Director-general Lord Tony Hall said: "The BBC must 
represent the widest range of stories, faces and voices on screen, on air and behind the camera. The combined 
knowledge, experience and skills of our new Diversity and Inclusion Advisory Group will provide a fresh perspective 
on our ambitions." The story features on the front page of the Telegraph this morning.  
Also in: www.sundaypost.com, www.aol.co.uk, www.theguardian.com, The Daily Mail, www.eveningexpress.co.uk, Asian Image, tv.bt.com, 
www.lancashiretelegraph.co.uk     

 
UK Communities and Counter-Extremism  
Bewsey Mosque Receives Malicious Message After Sri Lanka Attacks 
Asian Image, 30/04/2019 
Asian Image reports that Cheshire Police launched an investigation after being alerted last week to a malicious 
message sent to a mosque in Bewsey in the aftermath of the Easter Sunday Sri Lanka attacks. The alarming 
message, which stated: "An eye for an eye. A tooth for a tooth. You will not live in peace wherever Chrsitians (sic) are 
murdered," was sent to the Facebook page of Warrington Islamic Association Centre. Cheshire's Police and Crime 
Commissioner David Keane said: "We do not tolerate hate crime of any sort and will work hard to bring perpetrators to 
account, as well as helping protect those at risk." Mo Hussain, Vice Chairman of Warrington Islamic Association and 
General Secretary of Warrington Ethnic Communities Association, commented: "Our humble request to the person 
responsible for the message is to meet and welcome you in a spirit of friendship and understanding – and to explore 
new ways of making our beautiful town even more enjoyable, diverse and peaceful to live in." 
Also in: www.warringtonguardian.co.uk  
 
Ederson 'Poses' With Tommy Robinson - But Didn't Know Who Far Right Extremist Was 
The Mirror, 01/05/2019 
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After a photograph of the two men posing together has emerged, the Mirror reports that Manchester City goalkeeper 
Ederson has distanced himself from supporting the views of Stephen Yaxley-Lennon, also known as Tommy 
Robinson. After Danny Thomas, who acts as bodyguard for Robinson, tweeted: "Tommy Robinson meeting city's 
golden boy @edersonmoraes93 last night, has his full support while in Manchester", Ederson responded that he had 
no idea who the man he posed with was. He tweeted: "People have made me aware of who this guy is. I definitely not 
support this guy or his ideas." 
Also in: Russia Today, The Daily Mail, The Daily Star, www.goal.com, The Evening Standard, The Sun  
 
Tommy Robinson Wants To Be An MEP. But We In The North-West Can Stop Him 
www.theguardian.com, 30/04/2019 
Writing for the Guardian, Nahella Ashraf comments that voters in the north-west of England can stop Tommy 
Robinson from becoming an MEP in the European elections. Ashraf states that Robinson, whose real name is 
Stephen Yaxley-Lennon, has "done his best to stoke Islamophobia and stir up hatred and division his whole political 
life", adding that his answer "to the despair people feel after more than a decade of austerity and Tory attacks on the 
welfare state is to scapegoat Muslims and migrants". Ashraf also discusses President Trump's state visit to the UK 
this summer, arguing that it helps to "normalise" far-right politics and "creates a space for Tommy Robinson, racists 
and Nazis everywhere". 
 
Tories Drop Manchester Election Candidate Who Dubbed Curry Mile The 'P*** Mile' 
www.manchestereveningnews.co.uk, 30/04/2019 
A local election candidate who has previously stood for the Conservative Party in north Manchester has been dropped 
by the party at the last minute after the Manchester Evening News uncovered a stream of racist posts dating back 
years. They included evidence of Charalampos Kagouras calling Rusholme's Curry Mile the 'P*** mile' on Twitter 
earlier this month, as well as him posting in 2017: "F*** Muslims and their mosques...confiscate their British 
passports." The Manchester Evening News adds that, since last summer, Kagouras has urged others to prepare for 
'religious war'; called for white people to unite against 'the one and only enemy…Islam'; and has argued that white 
people are the only 'true' Europeans. He denied being Islamophobic but said he opposes Islamist terrorism and told 
the Manchester Evening News that his tweets have been misunderstood because English is his second language. 
Also in: The Mirror  

 
Nigel Farage's Brexit Party Candidate Questioned Over Past IRA Views 
The Daily Mail, 30/04/2019 
Colin Parry, the father of a schoolboy who was killed by an IRA bomb in Warrington in 1993, has called on the Brexit 
Party candidate Claire Fox to explain the comments she made in defence of the IRA following the bombing, reports 
the Press Association. The polls have suggested that Fox is likely to become Warrington's MEP. When asked if Nigel 
Farage should drop Fox as a candidate, Parry said: "I wonder whether he knows? I wonder whether the Brexit Party 
know this about her? Maybe they don't think it's an important issue." A spokesman for the Brexit Party stated: "It's a 
desperate attempt to cause trouble. That was 20 years ago and she is committed to democracy and peaceful 
solutions." Meanwhile, Warrington councillor Dan Price, who is one of Change UK's candidates for the European 
elections, said Fox was "totally unfit for office". 
Also in: BBC Radio Manchester, The Independent, www.warringtonguardian.co.uk, www.mix96.co.uk, www.irishnews.com, 
www.aol.co.uk  
 
Cambridge Academic Noah Carl Sacked Over 'Racist' Study 
The Times, 01/05/2019 
A scholar accused of conducting "racist" research was stripped of his fellowship at a Cambridge University college 
last night after an investigation into his work. The Times reports that a panel at St Edmund's College looking into 
complaints about Noah Carl, a social scientist, concluded that his work was "problematic". The Times reports that Carl 
had spoken at a eugenics conference and has said that hostility to immigrant groups draws on "rational beliefs" about 
stereotypes that are "quite accurate". In a letter of redress leaked to the paper, Matthew Bullock, the master of St 
Edmund's, confirmed Dr Carl's fellowship had been terminated. Mr Bullock said that college heads had "considered 
the special investigation panel in relation to your complaints about the nature and quality of Dr Carl's work. The 
governing body voted tonight to accept the recommendations and Dr Carl's research fellowship will be terminated. In 
light of these findings, on behalf of the governing body and myself, I apologise unreservedly for the hurt and offence 
felt by all members of the combination room." 
 
Police Officers Investigated For Violence Towards Women, Racism And Misogyny At London 
Station 
The Independent, 30/04/2019 
The Independent reports that at least 10 police officers, who mainly worked in the same Westminster unit are being 
investigated over accusations of misconduct, including taking steroids, violence towards women, and the use 
of  "racist, misogynistic and other discriminatory language and behaviour" between 2015 and 2017. The Independent 
Office for Police Conduct (IOPC) said its investigation started last year but has now "widened considerably" to include 
allegations relating to 10 officers. The IOPC said the officers were "predominately from a unit known as the 'Impact 
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team', which has since been disbanded, and a small number of other police officers primarily based at Charing Cross 
police station or West End Central". 
Also in: www.theguardian.com, BBC News, Sky News, The Mirror, The Daily Telegraph, The Daily Mail 

 
Daesh 
Iraq Says IS Remains Threat, Leader Baghdadi Filmed Video In 'Remote Area' 
The Daily Mail, 30/04/2019 
Iraqi Prime Minister Adel Abdul Mahdi said on Tuesday that Daesh continues to pose a potent threat around the world 
despite reduced capabilities, reports Reuters. Abdul Mahdi added that Daesh leader Abu Bakr al-Baghdadi had 
recorded his latest video in a "remote area" but did not say what country the area was in. He added that Baghdadi's 
purported video appearance was an attempt to boost the morale of Daesh militants and that the group would attempt 
to carry out more attacks. The Sun reports that Hisham al-Hashemi, a security adviser to the Iraqi government, said 
officials had narrowed al-Baghdadi's location to four possible areas in the desert of Iraq's Anbar province or in the 
eastern desert of Homs in Syria. Meanwhile, the Guardian reports that intelligence officials believe that the propaganda 
video of al-Baghdadi was released in an attempt to convince Daesh supporters that he remained in control of the 
group while relaunching it on a global stage.  
Also in: Middle East Monitor, Reuters, The Globe and Mail, www.theguardian.com, The Sun, The Times, The Independent, The Irish 

Independent 

 

Deconstructing Al-Baghdadi's Surprise Video: What Is He Telling The World And Could It Blow His 
Cover?  
The Daily Telegraph, 30/04/2019 
The Telegraph examines Abu Bakr al-Baghdadi's recent video and discusses what the timing and framing of the video 
could mean for both al-Baghdadi and for Daesh. It notes that in the video 'he appears strong and confident' and that 
he has swapped out religious dress for a 'more military get-up.' It also says al-Baghdadi appeared to be channelling 
Osama Bin Laden by sitting next to an old Kalashnikov. The Telegraph says the video suggests al-Baghdadi is 'still 
very much in charge and involved in the running of the terrorist organisation', especially as he flicks through 
operational booklets on Daesh's "wilayats" or provinces where the group has fighters. The video also shows him 
surrounded by followers to stress he is not alone.  The Telegraph adds that US intelligence will also be poring over 
the video to see if it shows any clues about his whereabouts. The Express spoke to Professor Anthony Glees of the 
University of Buckingham who said that al-Baghdadi's return was "deeply ominous and desperately worrying". He 
said: "Terror networks and the people joining them, demented though they are, will take heart from the fact that al-
Bagdhadi lives...I would guess the US Navy Seals are even at this moment trying to locate him and hatch a plan to 
dispatch him to the next world." He also warned that Daesh will attack any state that is vulnerable, suggesting attacks 
such as the one in Sri Lanka may follow the video.  
Also in: The Daily Express, The Daily Star 
 
Isis Leader Abu Bakr Al-Baghdadi Has More PR Advisers Than A Hollywood Actor 
The Independent, 30/04/2019 
Writing for the Independent from Beirut, Richard Hall analyses the footage recently released showing Daesh leader 
Abu Bakr al-Baghdadi casually talking to his commanders on Monday, noting that it was "carefully stage managed". 
Hall comments: "The content of his speech is also significant. The defeat of the group's physical caliphate had been 
on the cards for some years, and throughout that time Isis has undergone something of a rebranding exercise." Hall 
adds that the video features "nods to jihadist tradition", such as the presence of a rifle to the side of al-Baghdadi. He 
concludes: "An emboldened army of Isis supporters, scattered across borders, is likely to be of concern to anti-terror 
agencies around the world." 
 
Trump Demands European Countries Take Back Astonishing Total Of 1,800 ISIS Fighters Captured 
In Collapse Of The Caliphate 
The Daily Mail, 30/04/2019 
President Donald Trump has demanded that European countries take back the 1,800 Daesh prisoners captured in the 
collapse of the so-called caliphate in Syria and Iraq, DailyMail.com reports. The President said on Twitter: "We have 
1,800 ISIS Prisoners taken hostage in our final battles to destroy 100% of the Caliphate in Syria. Decisions are now 
being made as to what to do with these dangerous prisoners....European countries are not helping at all, even though 
this was very much done for their benefit. They are refusing to take back prisoners from their specific countries. Not 
good!" DailyMail.com notes that Trump has made the same demand of European countries previously, and comments 
that Britain refuses to take back its nationals who joined Daesh and has stripped several of their citizenship.  It adds 
that the topic could come up in talks between the Prime Minister and President during Trump's state visit to the UK in 
June.  
Also in: www.rudaw.net, Politico, nypost.com, Fox News, The Washington Times, The National  
 
TOP GUN Sniper Watched ISIS Fighters' Bodies 'Burst Like Balloons' As He Killed 250 
The Sun, 30/04/2019 
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Azad Cudi, a British sniper who joined Kurdish forces to fight Daesh has described watching militants' bodies "burst 
like balloons" as he shot at them, with the Sun reporting that Cudi killed 250 fighters in Syria.  In an exclusive 
interview with the Sun Online from his Yorkshire home, Cudi spoke about his time in combat in Syria, and described 
in great detail how it felt to be a sniper.  He said that, at the start he was often troubled over killing other human 
beings, despite knowing of Daesh's crimes. But he said as the fighting continued his attitude hardened.  
Also in: The Mirror 

 
Syria 
Turkish Soldier Killed By YPG In Northern Syria - Defense Ministry 
The Daily Mail, 30/04/2019 
A statement from Turkey's Defence Ministry said one Turkish soldier was killed and three were slightly wounded in 
northern Syria on Tuesday during an attack by the Kurdish YPG militia, reports Reuters. The attack occurred in a 
region where Turkey carried out a cross-border operations in 2016, dubbed Euphrates Shield, to drive Daesh fighters 
and the YPG from its border with Syria. The statement added that the Turkish army opened fire in retaliation against 
YPG targets but no further details were given on the whereabouts of the attack. 
Also in: Hurriyet Daily News, Reuters, Fox News, www.dailysabah.com  
 
US Urges Russia To End 'Escalation' In Syria's Idlib 
Al Arabiya, 30/04/2019 
AFP reports that the United States on Tuesday urged Russia to abide by its commitments and end an "escalation" in 
Syria's northwestern Idlib region after a monitor said air strikes killed 10 civilians. "The violence must end. The United 
States reiterates that any escalation in violence in northwest Syria will result in the destabilization of the region," State 
Department spokeswoman Morgan Ortagus said in a statement. "We call on all parties, including Russia and the 
Syrian regime, to abide by their commitments to avoid large-scale military offensives, return to a de-escalation of 
violence in the area, and allow for unhindered humanitarian access to address the humanitarian disaster created by 
the ongoing violence," she said. 
Also in: BBC Radio 4, BBC World Service, The Voice of America, www.urdupoint.com, www.middleeasteye.net 
 
UN Envoy Optimistic Of Syria Constitution Committee Soon 
The Daily Mail, 30/04/2019 
The UN special envoy for Syria said yesterday that he is "optimistic" an agreement can be reached on the formation 
of a committee to draft a new constitution for the country so it can meet this summer. The Associated Press reports 
that Geir Pederson told reporters that he based his optimism on the "intensive" and "very good" dialogue he has had 
with the Syrian government and opposition, as well as "tangible progress," including on the committee's rules of 
procedure and composition. Pedersen added that convening the constitutional committee "could be a first sign of real 
movement" and "help unlock a broader political process - towards U.N.-supervised elections" and hopefully ending 
the eight-year civil war. 
Also in: The Voice of America, France24, www.660citynews.com, Fox News 

 
Iraq 
Charity: Iraq Excludes 45,000 Children Born Under Daesh 
The Daily Star Lebanon, 30/04/2019 
The Associated Press reports that Jan Egeland, the Secretary General of the international charity the Norwegian 
Refugee Council, has warned that an estimated 45,000 children in Iraq who were born under the rule of Daesh are 
being excluded from society because the government denies them documentation and identification papers. Egeland 
said: "We urge the government to ensure that undocumented children have the right to exist like any other Iraqi 
citizen." He added that the chance of obtaining ID documents for children from families accused of Daesh affiliation is 
nearly impossible, resulting in collective punishment of thousands of innocent young people.  
Also in: Al Jazeera, The Daily Mail, The Independent, The National, The Washington Post, The Star, Radio Free Europe, ABC 
News   

 
Libya 
Libya 'War Crimes' Videos Shared On Social Media 
BBC News, 30/04/2019 
A Newsnight / BBC Arabic investigation into the conflict in Libya has uncovered evidence of suspected war crimes 
being widely shared on Facebook and YouTube. The BBC found nearly 100 images and videos on social media of the 
bodies of fighters and civilians being desecrated by fighters from the Libyan National Army (LNA) which is led by 
General Khalifa Haftar. It comments that the desecration of bodies and posting of images online for propaganda is a 
war crime under international law.  Newsnight last night covered the investigation in detail and named some of those 
suspected of being behind the actions seen in the videos, including Sharif al-Mugani, Zachariah Frukash, and 
Mahmoud al-Rufali, all members of the LNA's special forces unit. Erin Saltman, Facebook policy manager for 
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counterterrorism in Europe, the Middle East and Africa, told the programme: "The images you flagged, we're not 
going to argue that those are disturbing, are horrific and they are documenting real-world trauma at the very least. 
What we have to look at is how it has been shared. Most of those are shared with no comment at all. So there is no 
context as to exactly why it is shared." Newsnight noted that some of the graphic images did have comments, and 
reported that Facebook had since removed all the videos it had flagged, but had not deleted the accounts which 
posted them. In response to the BBC investigation, the Foreign Office said: "The UK takes these allegations 
extremely seriously. It's concerned about the impact the violence in Libya has had on the civilian population and 
wants all sides commit to a ceasefire and respect international law." 
Also in: BBC 2 – Newsnight, BBC World Service, BBC Local Radio, BBC Radio 5 Live, BBC Radio 2, BBC Radio 4, BBC News 

 
Egypt 
Egypt Hands Life Sentences To Senior Muslim Brotherhood Figure And Son 
The Daily Mail, 30/04/2019 
An Egyptian court handed a life sentence to Hassan Malik, a leader of the banned Muslim Brotherhood, on Tuesday 
after convicting him of terrorism offences, reports Reuters. Malik's son Hamza and five others were also given life 
sentences, with the charges including leading a terrorist organisation, supporting it financially and taking actions 
aimed at hurting the economy by manipulating the value of the Egyptian pound against the dollar. Tuesday's rulings 
can be appealed within two months. The sentences come as news outlets report that President Trump is working to 
designate the Muslim Brotherhood as a "terrorist" organisation, which would bring sanctions against the group. Trump 
was urged to make the move by Egyptian President Abdel Fattah el-Sisi during a visit to the White House on 9 April, 
according to the New York Times, which cited officials familiar with the matter.  
Also in: Al Jazeera, Al Jazeera, Euro News, The Los Angeles Times, The New York Times, www.egypttoday.com, The Jerusalem Post  
 
Pakistan 
Khalilzad Receives Pakistan's Support To Accelerate Intra-Afghan Dialogue 
Geo TV, 30/04/2019 
Geo News reports that US Special Representative for Afghan Reconciliation Zalmay Khalizad has concluded his two-
day visit to Pakistan where he held discussions with the country's leadership on developments in the Afghan peace 
process. "Ambassador Khalilzad requested and received support for the need to accelerate intra-Afghan dialogue and 
negotiations as well as a reduction in violence, concrete steps necessary for a comprehensive settlement," the US 
Embassy said in a press release on Tuesday. It continued: "Ambassador Khalilzad expressed his appreciation for 
Prime Minister Khan's recent remarks in support of the peace process and broader vision for stability and prosperity in 
the region." Geo News also reports that Pakistan's Foreign Minister, Shah Mehmood Qureshi, said yesterday that 
Pakistan is making sincere efforts for the success of the ongoing Afghan peace process while addressing the seventh 
round of the Pakistan-Afghanistan Track-II Dialogue in Islamabad. He added that peace in Afghanistan is imperative, 
while stressing the need for the Afghan people to decide their future for themselves.  
Also in: Geo TV, www.aa.com.tr, The Voice of America, arynews.tv, DAWN  

 
Afghanistan 
Afghan Forces Launch Attacks To Clear Warring Militants From East Afghanistan 
The Daily Mail, 30/04/2019 
Reuters reports that officials in Kabul said Tuesday that Afghan forces have launched attacks in an operation to clear 
rival militants who have been fighting each other for territory in battles that have forced thousands of villagers from 
their homes. Taliban and Daesh fighters have been involved in skirmishes for more than a week in the eastern border 
province of Nangarhar since Daesh militants seized six villages in an area where the mineral talc is known to be 
mined. The provincial governor's spokesman, Ataullah Khogyani, said while the attacks on Monday night were aimed 
at "eliminating" Daesh in the area, the government wanted to clear out the Taliban too. 

 
Nigeria 
Two Shell Oil Workers Rescued After Nigeria Delta Region Kidnapping 
Al Arabiya, 01/05/2019 
Two Royal Dutch Shell oil workers who were kidnapped in Nigeria's southern Niger Delta region last week have been 
rescued, a police spokesman and Shell Petroleum Development Company of Nigeria Limited (SPDC) said on 
Tuesday. "The tactical team of the command rescued the victims in the early hours of Tuesday," said Nnamdi Omoni 
a spokesman for Rivers state police force.  Reuters reports that a spokesman for SPDC also said the pair were free. 
"They are well and being supported after their ordeal," they said. 
Also in: BBC Radio 4, BBC World Service, BBC Local Radio, BBC Radio 5 Live, naija247news.com 
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United States 
White House To Designate Muslim Brotherhood Terrorist Organisation 
BBC News, 30/04/2019 
The White House said yesterday that the Trump administration is working to designate the Muslim Brotherhood a 
foreign terrorist organisation, which the BBC explains will mean economic and travel sanctions against the group, 
which has more than a million members in the Middle East. It adds that the decision follows a visit to the White House 
by Egyptian President Abdel Fattah al-Sisi in April. White House Press Secretary Sarah Sanders said in a statement: 
"The President has consulted with his national security team and leaders in the region who share his concern, and 
this designation is working its way through the internal process." Reuters reports that the Muslim Brotherhood 
commented that it would continue to work in line with "our moderate and peaceful thinking", regardless of any moves 
made by President Trump. Separately, Reuters reports that the spokesman for Turkey's ruling AK Party responded to 
the news by saying that any US designation of the Muslim Brotherhood as a terrorist organisation would hamper 
democratisation efforts in the Middle East and serve militant groups like Daesh.  
Also in: BBC World Service, BBC Radio 4, CNN Europe, BBC World News, BBC News Channel, af.reuters.com, The Daily Mail, 
The Washington Post,  www.theguardian.com, The New York Times, CNN, Al Arabiya, The Daily Telegraph, DAWN, Arab News, 
Israel National News, The Times of Israel, The Epoch Times, www.middleeasteye.net  
 
Stone-faced 'Synagogue Shooter' Pleads Not Guilty During First Appearance In Court As 
Prosecutors Say He Only Fired 10 Of The 60 Bullets He Had Before His Weapon Jammed 
The Daily Mail, 30/04/2019 
The man accused of opening fire inside a Poway synagogue on the last day of Passover and setting a fire that 
damaged an Escondido mosque has pleaded not guilty to multiple charges. John Earnest was charged with one count 
of murder with a hate-crime special circumstance and gun allegations, three counts of attempted murder with hate-
crime and gun allegations and one count of arson of a house of worship. DailyMail.com reports that Judge Joseph 
Branningan denied bail and said, "Mr. Earnest is an obvious and extraordinary risk to public safety and the 
community." 
Also in: CNN Europe, Reuters, ABC News, www.nbcsandiego.com, Fox News, www.wsj.com, www.thedailybeast.com, CBS News, 
CBC News, CTV News  
 
North Carolina Shooting: At Least Two Killed At University 
www.theguardian.com, 01/05/2019 
A suspect opened fire at the University of North Carolina at Charlotte yesterday, killing two people and wounding 
several others before being taken into custody. Local channel WBTV in Charlotte reported that the gunfire started 
around 5:45pm local time near the university's Kennedy Hall administrative building, and that one person had been 
taken into custody. The Associated Press tweeted this morning that police have identified the suspect in the shooting 
as 22-year-old Trystan Andrew Terrell and that charges are pending. 
Also in: BBC Local Radio, LBC, Heart Local, Northsound 1, Free Radio Birmingham, Hallam FM, Lincolnshire FM, Rock FM, Aire 
FM, Key 103, Tay FM, TFM Teesside, Magic Local, Central 103.1, 107 Jack FM, Moray Firth, Kingdom FM, Splash FM, Swansea 
Sound, Free Radio Local, BBC Radio 5 Live, Gem 106, The Daily Mail, www.vox.com, CNN, The Evening Standard, The Daily 
Express, www.denverpost.com   
 
Suspect In Nazi Bomb Plot Kicked Out Of Army 
The Daily Mail, 30/04/2019 
The Associated Press reports that Mark Domingo, the US Army veteran accused of plotting terrorist attacks in 
California, was demoted and discharged from the military for a serious offense, according to a US official. They told 
AP that Domingo violated the Uniform Code of Military Justice and was kicked out of the service before completing his 
enlistment contract, though officials would not provide any further details.  
Also in: Yahoo! News, Army Times, The Ledger  

 
Europe 
Kosovo's President Warns Of Danger Of Return To Ethnic Conflict 
The Financial Times, 01/05/2019 
In an interview with the Financial Times, Kosovo's president Hashim Thaci also said that disagreements among 
western governments are hindering a settlement of Serbia's dispute with Kosovo, creating the danger that violent 
ethnic conflict will return to the Balkans. He was speaking in Berlin, where he attended a meeting on Monday of EU 
leaders, including German Chancellor Angela Merkel and President Emmanuel Macron of France, together with the 
leaders of six western Balkan countries that aspire to EU membership. Thaci told the Financial Times that the US-
European diplomacy that had contributed to resolving North Macedonia's dispute with Greece last year was absent in 
the case of Serbia and Kosovo. "Without the involvement and leading role of the US, I am sceptical that somebody 
from the EU can do much. The US role is decisive for a solution," he said. "What we are aiming for is the mutual 
recognition of Kosovo and Serbia, so that the path to the EU will be open to both states," Thaci said. "But there can 
be no compromise over Kosovo's independence. Otherwise we'll be stuck in a frozen conflict, with huge 
consequences for the future and a possibility of conflict between Serbia and Kosovo."  
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Sri Lanka 
1,000 Muslim Refugees Flee Homes After Sri Lanka Retaliation Attacks 
The Daily Telegraph, 30/04/2019 
Human Rights Watch has estimated that around 1,000 Muslim refugees in Sri Lanka have been forced to leave their 
homes because of retaliatory attacks following the Easter Sunday suicide attacks, reports the Telegraph. Mobs 
reportedly threatened to destroy the houses of Afghans, Pakistanis and Iranians, while further reports suggested 
some minority Ahmadiyya Muslims had been beaten up by gangs wielding sticks and stones. Around 650 refugees 
have sought shelter at a mosque in the city of Pasyala, near Negombo. Meenakshi Ganguly, Human Rights Watch 
Director for South Asia, said "Sri Lankan authorities not only have a responsibility to apprehend those responsible for 
the heinous Easter Sunday attacks but also to protect all those now at heightened risk." 
Also in: RT, www.dw.com, Human Rights Watch  
 
Banning The Burqa Won't Stop Terrorism But It Will Hurt Innocent Muslim Women 
Metro, 30/04/2019  
In an opinion piece for the Metro, Mariam Khan comments that Muslim women in Sri Lanka are being punished for the 
actions of the man suspected of carrying out the Easter Sunday bombings with a new law banning face coverings. 
Khan, the Editor of It's Not About The Burqa, notes that there is no evidence that such action is an effective way to 
reduce terrorism. She states: "This law, which will be effective from Monday, will embolden misogynist and 
islamophobes and will place a target on the backs of innocent Muslim women in Sri Lanka."  

 
New Zealand 
Police In Christchurch Find Suspected Bomb, Man Arrested 
The Daily Mail, 30/04/2019 
Police in Christchurch, New Zealand, cordoned off streets on Tuesday afternoon after discovering a suspected bomb 
and ammunition in a vacant parking lot, reports AFP. Shortly after the discovery police confirmed that a military bomb 
squad had rendered a suspicious package safe and a 33-year-old man had been arrested and was "assisting police 
with inquiries". Superintendent John Price said in a statement: "Police have located a package containing a suspected 
explosive device and ammunition at a vacant address on Newcastle Street in Christchurch. The NZDF EOD (NZ 
Defence Force Explosive Ordnance Disposal) team have rendered the package safe." 
Also in: BBC World News, CNBC Europe, RT, STV, Euronews, BBC 1 News, ITV 1 News, The Independent, The Daily Express, 
www.stuff.co.nz, The New Zealand Herald, www.newstalkzb.co.nz, The Otago Daily Times, www.dailytelegraph.com.au  
 
NZ Media Set Protocols For Court Coverage Of Man Accused Of Christchurch Attacks 
Reuters, 01/05/2019 
Reuters reports that New Zealand news outlets have agreed to guidelines for reporting on the court appearances of a 
man charged over deadly attacks on Christchurch mosques in March, which would limit coverage of statements 
promoting white supremacist ideology. "We shall, to the extent that is compatible with the principles of open justice, 
limit any coverage of statements, that actively champion white supremacist or terrorist ideology," said the agreement 
between senior editors at five major media organisations. They include state-funded Radio New Zealand, TVNZ, 
Mediaworks, website Stuff and NZME, the owner of the New Zealand Herald. 
Also in: The Daily Mail, The Jerusalem Post, www.tvnz.co.nz, Radio New Zealand News  
 
NZ Dy PM Slams Sri Lanka-Christchurch Terror Link Claim 
asianlite.com, 30/04/2019 
Asian Lite reports on comments made by New Zealand's Deputy Prime Minister to Sky News regarding suggestions 
of a link between the Easter Sunday bombings in Sri Lanka and the Christchurch mosque attacks. Winston Peters 
criticised suggestions that the attacks in Sri Lanka were committed in retaliation to the shootings in New Zealand, 
saying his country was being "misused". Responding to comments made last week by Sri Lanka's State Minister of 
Defence Ruwan Wijewardene that, according to early investigations, the Easter attacks had been in revenge for the 
shootings on March 15, Peters said: "It's a slightly cheap shot, I suppose, to try to explain it away. Let's see the 
evidence. Sometimes it pays to … get the facts first before you beat your lips with an opinion." 
Also in: www.newshub.co.nz, www.stuff.co.nz, Sydney Morning Herald, The Washington Post, 10daily.com.au, www.latestly.com  
 
Duke's Tweet Broke Law By Naming Gun Victims 
The Times, 01/05/2019 
The Times reports that New Zealand has apologised to Kensington Palace after telling it to delete tweets from the 
account of the Duke and Duchess of Cambridge that identified a victim of the Christchurch terrorist attack. The 
tweets, since deleted, showed a photo and a video of Prince William meeting a five-year-old girl who was wounded in 
the massacre on 15 March, and both tweets included the child's full name, which breaches a suppression law granting
anonymity to all complainants and witnesses under 18. The Times reports that the New Zealand government 
originally advised the palace that the pictures could be used because they did not directly address the details of the 
attack, but after the tweets appeared, the government changed its advice. Michael Webster, the New Zealand cabinet 
secretary who gave the original advice, said: "We unfortunately advised Kensington Palace to take down the posts 
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after we became aware of concerns about suppression matters.We take those concerns very seriously and we regret 
if there has been any inadvertent breach of suppression orders. We have apologised to Kensington Palace."  

 
Other Countries 
Follower Of Sri Lanka Bombing Mastermind Sought India Attack 
www.easterneye.biz, 30/04/2019 
An alleged follower of Sri Lankan bombing mastermind Zahran Hashim was set to appear before an Indian court on 
Tuesday after admitting he wanted to carry out an attack in India, investigators said. Eastern Eye reports that the 
man, identified as Riyas Aboobacker was arrested on Monday by India's National Investigation Agency (NIA), which 
handles counter-terrorism cases. During interrogation, he "disclosed that he has been following speeches/videos of 
Zahran Hashim of Sri Lanka for more than a year", an NIA statement said. It added that he also "admitted that he 
wanted to carry out a suicide attack in Kerala." 
 
Lebanon's First Female Interior Minister Discusses US Support, Border Security 
Al Arabiya, 30/04/2019 
In a wide-ranging interview with Al-Arabiya, Lebanon's Interior Minister Raya al-Hassan covered issues such as 
border security, the situation of Syrian refugees in Lebanon and what her appointment means for the future of female 
Arab politicians. On security and international support, al-Hassan said: "The Americans are one of the most important 
supporters, especially in the field of training and arming of the internal and general security forces. There are also 
other donors such as the British and the EU and the French and we are lucky that there is serious work by donors to 
support the official security forces in Lebanon." On Syrian refugees, al-Hassan said that her party, the Future 
Movement, "want the Syrians to go back home as soon as possible, as long as their return is safe and fast." 
 
Kashmir Attack: Tracing The Path That Led To Pulwama 
BBC News, 01/05/2019 
In a report for the BBC, Sameer Yasir looks at the rise of youth militancy in Kashmir over the past two years, 
especially in the context of the suicide attack that killed more than 40 Indian soldiers in February in Pulwana.  Yasir 
notes that the attacker, Adil Ahmad Dar grew up in Pulwana and reportedly grew more angry with India after he was 
injured participating in a protest against the killing of a popular militant in 2016. He also comments that there has been 
some kind of armed rebellion against Indian rule in Kashmir since 1989, and that critics accuse India of using heavy-
handed tactics which have alienated local youths and leave them open to radicalisation.  
 
Lib MP Confirms Meeting Far Right Activist 
The Daily Mail, 30/04/2019 
The Australian Associated Press (AAP) reports that Federal Liberal MP Ian Goodenough has confirmed that he and a 
colleague met with far-right activist Neil Erikson at a 2018 rally in support of white South African farmers. However, 
the colleague in question, Liberal MP Andrew Hastie, has denied having met Erikson, telling reporters on Tuesday: "I 
don't answer defamatory questions and I won't get involved." AAP adds that a photograph posted on Hastie's 
Facebook page shows him attending the rally in question with Goodenough. 
Also in: www.theguardian.com, www.theislanderonline.com.au, www.brisbanetimes.com.au  

 
Iran 
Iran Designates As Terrorists All U.S. Troops In Middle East 
The Daily Mail, 30/04/2019 
Reuters reports that Iranian President Hassan Rouhani on Tuesday signed a bill into law declaring all US forces in the 
Middle East terrorists and labelling the US government as a sponsor of terrorism. Iranian state media reported that 
Rouhani had instructed the ministry of intelligence, ministry of foreign affairs, the armed forces, and Iran's supreme 
national security council to implement the law, although it was not clear what impact it will have on US forces or their 
operations. Rouhani also said on Tuesday that Iran will continue to export oil despite US sanctions aimed at reducing 
the country's crude shipments to zero. 
Also in: YNet News, en.mehrnews.com, The Express Tribune  

 

International Headlines 

Al Jazeera (Middle East, Arabic Language) 

o Venezuela – Maduro confirms frustration at 'coup', America threatens military intervention; 
Protestors in Sudan demand fall of military junta; Italy and Tunisia warn of repercussions of 
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conflict in Libya on neighbouring countries; UN – Yemen's humanitarian crisis beyond 
description 

Al Arabiya (Middle East, Arabic Language) 

o Libya MP – Qatar seeks to divide MPs; Amnesty – Iran secretly executed two youths; Al-
Dhala – coalition bomb a Houthi gathering; Hama and Idlib under Russian bombardment 

Geo (Pakistan, Urdu and English) 

o Pakistan making sincere efforts for success of Afghan peace process: Qureshi; Iraq says 
Daesh remains threat, leader Baghdadi filmed video in 'remote area'; Two dead in US 
university campus shooting 
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Lynsey Wilson

From:
Sent: 02 May 2019 09:37
To: Philippa Penney; ; Samantha Usher; Oliver Isaac
Cc:
Subject: RE: EU Ballot Paper Proofs
Attachments: Ballot Proofs

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

Hi Philippa, 
 
Please see email attached, these were sent over on Monday 
 
Thanks 

  
 

From: Philippa Penney [mailto:Philippa.Penney@n-somerset.gov.uk]  
Sent: 01 May 2019 18:04 
To:  Samantha Usher; Oliver Isaac 
Cc:  
Subject: RE: EU Ballot Paper Proofs 
 
Hi  
 
Hmm, neither Samantha nor I can find any proofs to approve – have I missed something? 
 
Many thanks 
 
Philippa 
 
Philippa Penney, AEA (Cert) 
Electoral Services and Scrutiny Manager 
Legal and Democratic Services 
North Somerset Council 
 
Tel: 01275 884 010 
Post: Room 165, Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  
Web: www.n-somerset.gov.uk 
 
Privacy Note: Any personal information collected by the Electoral Services Office is used solely for the purpose of ensuring the 
delivery of elections and the maintenance of the Register of Electors. For more information, our Privacy Notice can be viewed here: 
https://www.n-somerset.gov.uk/privacy-cookies/how-we-use-your-personal-data/privacy-notice-electoral-services/  
 
If you no longer wish to be contacted by email, please unsubscribe by emailing us at electoral.services@n-somerset.gov.uk 
 

From:    
Sent: Wednesday, May 01, 2019 5:42 PM 
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To: Philippa Penney <Philippa.Penney@n‐somerset.gov.uk>; Samantha Usher <Samantha.Usher@n‐
somerset.gov.uk>; Oliver Isaac <Oliver.Isaac@n‐somerset.gov.uk> 
Cc:   
Subject: EU Ballot Paper Proofs 
Importance: High 
 

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

Hi All 
 
Could we have approval/or amends on the EU ballot paper proof, so that we can get these back to you for 
Tuesday of next week? 

Many thanks 
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Lynsey Wilson

From:
Sent: 02 May 2019 09:40
To: Philippa Penney; ; Samantha Usher; Oliver Isaac
Cc:
Subject: RE: EU Ballot Paper Proofs
Attachments: RE: Ballot Proofs

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

Hi Phillippa 
 
There was also a 2nd email attached were we spotted some amends that were required 
 
Thanks 

  
 

From: Philippa Penney [mailto:Philippa.Penney@n-somerset.gov.uk]  
Sent: 01 May 2019 18:04 
To: Mark Skirton; Samantha Usher; Oliver Isaac 
Cc: Joe Parsons 
Subject: RE: EU Ballot Paper Proofs 
 
Hi Mark 
 
Hmm, neither Samantha nor I can find any proofs to approve – have I missed something? 
 
Many thanks 
 
Philippa 
 
Philippa Penney, AEA (Cert) 
Electoral Services and Scrutiny Manager 
Legal and Democratic Services 
North Somerset Council 
 
Tel: 01275 884 010 
Post: Room 165, Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  
Web: www.n-somerset.gov.uk 
 
Privacy Note: Any personal information collected by the Electoral Services Office is used solely for the purpose of ensuring the 
delivery of elections and the maintenance of the Register of Electors. For more information, our Privacy Notice can be viewed here: 
https://www.n-somerset.gov.uk/privacy-cookies/how-we-use-your-personal-data/privacy-notice-electoral-services/  
 
If you no longer wish to be contacted by email, please unsubscribe by emailing us at electoral.services@n-somerset.gov.uk 
 

From:   
Sent: Wednesday, May 01, 2019 5:42 PM 
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Lynsey Wilson

From:
Sent: 03 May 2019 11:09
To: Mark Anderson
Subject: FW: Quarterly Report - North Somerset DC
Attachments: North Somerset DC.DOCX

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  
  
In the first quarter of 2019, Brexit yet again dominated headlines in the UK, a theme that has rumbled on since the 
referendum in 2016.  Despite the Prime Minister being unable to get a withdrawal bill through parliament, markets 
did take some comfort in the fact that MPs voted in favour of taking no‐deal off the table *312 to 308.  MPs and Lords 
then passed a new law to extend Brexit and prevent the UK leaving the EU without a deal which was rushed through 
Parliament in a matter of days.  It placed a legal requirement on PM May to seek an extension to Article 50 and 
prevent a no‐deal scenario.  This, however, came with its own problems.  The UK political system has seen irreversible 
changes with both major political parties experiencing turmoil and vicious in‐fighting.  The end result has been major 
splits and the creation of two new political parties; the Brexit Party and Change UK.  With Local elections this week 
and European elections on 23rd May, the next few weeks are sure to be tumultuous.  Three meaningful votes put 
forward by the PM were voted down and a series of indicative votes by MPs on alternative forms of Brexit also fell 
short of achieving a majority.  However, a “no‐deal” motion was overwhelmingly voted down.  The EU has granted an 
extension to article 50, pushing back the Brexit deadline to 31st October 2019, and still both businesses and 
consumers are none the wiser on how it will conclude.  The PM has now reached out across parties to try and break 
the deadlock, with a closer post‐Brexit relationship with the EU seemingly being the preferred 
consummation.  However, this has caused yet more  bickering within the Tory party, especially among Brexiteer MPs 
and notably a large number of her Cabinet members. 
  
GDP 
Growth in the UK remained buoyant in the first quarter, with output growing by 0.5% in January and 0.2% in 
February.  However, much of this was driven by a pick‐up in Manufacturing as a result of companies stockpiling 
materials and goods to protect themselves in the event of a hard Brexit.  This push higher offset the disappointing 
figures released in February, which showed that the economy contracted by 0.4% in December 2018.  
  
Inflation 
The headline figure for inflation, the annual CPI rate, remained unchanged from February on its March print at 1.9% 
but undershooting economist expectations for a 2% increase in prices.   
  
MPC 
Rates were kept on hold again this afternoon, with the MPC unanimously voting to keep them at 0.75%.  The 
Governor said that there was little immediate risk from waiting for a clearer view on Brexit before raising interest 
rates.  Since he joined the Bank of England in 2013, Governor Mark Carney has been saying that rates are set to rise 
slowly.  Despite a robust economy, the Bank has delayed rises in the face of Brexit chaos and political uncertainty.  In 
Q1 it slashed growth forecasts in its dovish inflation report and investors took this as a sign that rates will stay on hold 
throughout 2019. However, since then, the chances of a no‐deal Brexit have dramatically decreased and the UK 
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continues to see positive data releases, suggesting that the economy is holding its ground amid an uncertain 
backdrop.  Investors are still, however, only expecting a 25% chance of rates rising this year.   
  
Governor Carney said today that if the BoE forecasts are correct, more rate hikes will be needed than what the 
market is currently expecting.  The Bank raised its UK growth forecast for this year to 1.5%, up from the 1.2% forecast 
in February with Mr Carney citing that global tensions have eased and that he anticipates a Brexit deal and a smooth 
transition.   The Bank’s forecasts for inflation are still running above target, based on where the market believes 
interest rates will be. The committee still believes that there are factors that point to higher inflation and that tighter 
policy will be needed. Mr Carney also sought to calm fears that household strength is driven by wage growth and 
believes it is in fact driven by wage growth, which has picked up slightly more than the Bank expected, with 
employment also stronger. 
  
PMI Series 
UK Manufacturing PMI data released on 1st May came in below forecast.  However, this doesn’t necessarily point to a 
slowdown in the sector but more to a slowdown in the rate at  which companies are stockpiling goods in anticipation 
of a Brexit doomsday. However, both the services and construction legs of the series have been posting disappointing 
figures, both falling below the 50 level; anything below 50 signifies contraction.  Services came in last month at 48.9, 
versus 50.9 expected and construction posted 49.7, versus 49.8 expected. 
  
PWLB 
Back in March, investors sought the relative safety of the UK bond market after the threat of a no‐deal became more 
likely when the PMs deal was voted down again and the government completely lost control of Parliament as MPs 
voted to take control of the process.  This saw the gilt prices rally and the yield dropped off significantly.  The knock 
on effect from this was that PWLB rates dropped, meaning that Local authorities were able to borrow in the longer 
term at levels not seen since Q3 2017.   Local authorities took a total of £737m from the PWLB in February and this 
increased to nearly £2bn in March, the highest monthly total for 7 years.   
  
In conclusion 
Despite ongoing uncertainty surrounding Brexit and disappointing set of PMI data, a number of factors point to 
positive outlook for the UK economy.  GDP continues to stand its ground however the EY Item club reported that the 
preparations for a no‐deal inflated growth figures.  Wages growth shows no sign of slowing. UK workers total 
earnings, including bonuses, increased by 3.5% in February, the same pace and the year previously.  Unemployment 
dropped in January from 4.0% to 3.9%, where it held steady for February. With local and European elections 
imminent, political uncertainty is set to continue. However, with an extension until the end of October at least the 
government have some breathing space to try and come to some sort of majority in parliament in order to get a deal 
passed. 
  
Fund Performance 
We had two maturities this quarter. We renewed one with the Development Bank of Singapore, for 9 months at 
1.10%. The other maturity was repaid from the National Counties Building Society, due the rate within the 100 day 
limit yielding sub 1.00%. We reinvested with the London Borough of Southwark for 364 days at 1.10%, taking 
advantage of the shortage at this time of year in the Local Authority Sector. This improved the portfolio average this 
quarter, yielding the fund 1.08% against the benchmark rate of 0.76%.  
  
The next quarter and beyond 
We are expecting a contraction in the economy as a result of pre‐Brexit nervousness, and eventually, if Brexit does 
ever come to pass, post Brexit stagnation. This is not to say there will not be opportunities for business, but these will 
feed into the economy more slowly than the probable downside consequences for European trade. Therefore we do 
not expect the Government to have scope for rate rises any time soon, so we will continue with our policy of 
maximising durations and rates on our investments for the foreseeable future. 
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Lynsey Wilson

From:
Sent: 03 May 2019 14:18
To: Deborah Yamanaka (Councillor)
Subject: Back to real politics?

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

To help protect you r 
privacy, Micro so ft Office 
prevented au tomatic  
download of this pictu re 
from the Internet.

 

Dear Deborah, 

The local election results that have come in show at least four things: 

1. That any idea that British politics has returned to a two party system was far too hasty. 
2. As a consequence politics is now more unpredictable than ever. 
3. That if you fudge you lose. 
4. And that hope comes from beyond party walls. 

Let’s briefly unpack this. 

Both Labour and the Tories look like they have done badly. Brexit is damaging both parties as Leave 
and Remain cut across the old class and voting tribes. Labour’s strategy has been to try to fudge the 
issue in the hope that the Tories implode before they do – and they might. But no one comes out of 
such an approach well. Indeed, chaos rarely benefits progressives. Brexit is the most horrendously 
complex issue – for Compass as much as everyone. How do you square commitments to both 
internationalism and democracy? Well, you try – you jump into the complexity and talk about it, you 
listen, learn and adapt. It’s called doing politics. That’s why we have been advocating a Brexit 
Citizens’ Assembly and will continue to do so. What you don’t do, in the Labour leadership’s case, is 
really want Brexit to happen because you believe in socialism in one country (in the 21st century, 
really?) but fail to land any programme to show how it would be carried out – while stringing along 
Remainers and hoping they can be forever duped. Three years have been wasted when real 
leadership would have focused on how to heal the nation not advance narrow party interest. Hence 
our Causes and Cures of Brexit. Nine years into the most incompetent Tory reign in living memory, 
Labour has to do better but shows few, if any, signs of learning, changing or developing. Fudging is 
not the same as healing. 

In part, this all helps to explain the unexpectedly good results for the Liberal Democrats whose 
unambiguous Brexit message looks to have eventually paid off. And also the good results for the 
Greens – and their unambiguous commitment to the environment – in contrast to Labour who rightly 
back a Green New Deal and wrongly nod through a third runway at Heathrow. The aspiration is green 
but the practice is same old, same old. People see this. 

One tragedy is that good councillors and councils lose out because national politics in Britain is so 
dominant that real localism finds it so tough to flourish. And the irony is that British politics is becoming 
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more and more European despite Brexit, with party fragmentation, the rise of more independents and 
more councils in no overall control. 

All this tells us just how fluid and febrile the political world is - and therefore how unpredictable. When 
people can shift and flow so much so quickly – just look at the way Change UK light up the sky for a 
week and how the Brexit Party can launch and go to 28% in the polls in a blink – we need a politics 
that can deal with this complexity and fluidity. Proportional representation is now just the bottom line 
entry point of the democratic revolution we need. And then it needs to go much deeper – to real 
deliberation and devolution. 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

But as ever, as we have been saying in 45° Change and everywhere – the real innovation and change 
is happening outside Westminster. Just look at the effect of Extinction Rebellion on the climate 
debate, the way cities and towns are flourishing despite the dominance of the centre, or how a new 
youthful European-wide party can spring into life. Everywhere you look people are negotiating the 
future in a world defined by ‘our inalienable right to participation’.  

Westminster will wake up and change or it will just become even more irrelevant. The upshot of that is 
either authoritarian populism or a democratic, social and cultural revolution made by the people for the 
people through a Progressive Alliance. We know what we want.  

What do you think - tell us here. 

Join us and support us 

Our Best,  
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Lynsey Wilson

From: Leave.EU <xxxx@xxxxx.xx>
Sent: 03 May 2019 19:05
To: Marcia Pepperall (Councillor)
Subject: Tories and Labour punished at the ballot box

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

  

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

 

Dear Supporter,   
 

 

What goes around comes around. Following yesterday’s local elections, the 

Conservative Party are set to lose more than 1200 seats, a staggering collapse. 

 

But this isn’t the usual tale of the party of government shedding support as the 

years roll by. The opposition has also haemorrhaged votes. As of this 

afternoon, Labour had suffered a net loss of more than 80 seats, a dreadful 

outcome for Jeremy Corbyn when you consider a gain of 100 was the worst 

they thought possible. Labour have also been relieved of control in Leave 

strongholds, Darlington (56% Leave in 2016), Cannock Chase (69%) and 

Burnley (67%). Change is in the air. About time! 

 

Contrast this hammering to the LabCon axis with the 2017 general election 

when the Tories and Labour were handsomely rewarded with 82% of the vote 

share thanks to their pro-Brexit manifestos they’ve both since abandoned.  

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.
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HELP RESCUE THE REFERENDUM | DONATE TO LEAVE.EU  

 

Had the Brexit Party – currently polling at 30%, extraordinary for a brand new 

party – participated, the Tories would have most surely been annihilated. 

Undeterred by the absence of BP candidates on their ballot sheets thousands 

of patriotic voters jotted down demands for a sovereign withdrawal from 

the EU under Nigel Farage (see below). “The politicians in Westminster have 

a choice. Either we leave, or @brexitparty_uk will make them leave!” tweeted 

Nigel yesterday. Spot on. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

Thousands of angry Brexiteers spoilt their ballots, expressing their preference for the 

Brexit Party. 469 in Castle Point/Canvey Island, 309 in Sunderland, 825 in Swindon, 

and 600 in Tendring.  

 

These local elections will not go down as an isolated incident, swept under the 

carpet as the Tories struggle to explain a truly historic drubbing. European 

elections take place in only three weeks’ time on a proportional basis and 

everyone gets to vote.  

 

The Brexit Party is fielding top of the line candidates. Given the shambles the 

government has made of EU withdrawal and Labour’s spineless fudging over a 

second referendum, they will win big. 

 

Then, on 6 June – the 75th anniversary of D-Day appropriately – Farage’s party 

will field a candidate at the Peterborough by-election where 61% of voters 

opted for leave in 2016. A golden opportunity to take the establishment to the 

sword. 

 

The local elections show the level of popular support for a 

sovereign Brexit remains stronger than ever. Help us to keep the 
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fighting going.  

 

 

 

 

 

Naturally, the arrogant pro-Remain media is talking up the resurgence of the 

Liberal Democrats, who have so far taken back a few more seats than they 

lost the last time in 2015, when turnout was higher thanks to the general 

election. Back then, the unashamedly the pro-EU party got a much-deserved 

pummelling following five years as the Tories’ craven partner in government. 

Without that baggage they’ve been able to bring their considerable resources 

and local campaigning nous to bear and exploit the popular appetite for protest. 

 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

 

No need to be too charitable though. The collapse of Labour and the 

Conservatives means votes are there to be won. Astonishingly, independent 

candidates account for a quarter of the vote compared to the Lib Dems’ 

19%. We may be approaching a revolution in the way voters see parties. 

Loyalty is no longer unconditional. If parties commit betrayal as has been the 

case with Brexit, the recriminations will be more damaging, and longer 

lasting.    

 

British politics is getting a much-needed shake-up. We need leadership in 

Westminster. Step forward, Mr Farage. 

 

Kind regards,  

The Leave.EU Team  
 

 

To help protect your privacy, Microsoft Office prevented automatic download of this picture from the Internet.

DONATE NOW 
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Facebook - Leave.EU
 

 

Twitter - Leave.EU YouTube - Leave.EU

 

 

 

  www.leave.eu    info@leave.eu 

unsubscribe from this list    update subscription preferences  
 

Our Mailing Address is: Leave.EU, 2nd Floor Lysander House Catbrain Lane Bristol BS10 7TQ 

Copyright © 2016 Leave.EU, All rights reserved. 
You are receiving this email as you have registered your interest in Leave.EU. 

  

How we use your information. The information you provide will be used by Better for the country Ltd for the purposes 

of keeping you updated about our campaigns. This information will be processed in accordance with the Data 

Protection Act 1998 (DPA) by the company’s staff and may be passed to any of the other EU Referendum ‘Leave’ 

campaigns. If you do not want the information you give to us to be passed to other ‘Leave’ campaign organisations, or 

for us to contact you, please indicate:  I would not like to receive more information from Better for the Country Ltd, I 

would not like to receive more information from other ‘Leave’ campaign organisations. If you have any questions about 

how your information will be processed or about your rights under the DPA, please contact: Better for the Country Ltd, 

Lysander House, Catbrain Lane, Cribbs Causeway, Bristol BS10 7TQ.  
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Lynsey Wilson

From:
Sent: 05 May 2019 08:03
To:
Subject: Fw: This is What We Need You to Do

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

 
 
From:   
Sent: Friday, May 3, 2019 6:46 PM 
To:   
Subject: This is What We Need You to Do 
 

 

View this email in your browser  

 

 

To help protect you r priv acy, Microsoft Office prevented automatic download of this picture from the Internet.

 

Dear Supporter 
Help us change politics for good 

First of all I would like to say a huge thank you for supporting the Brexit Party. Since we 

launched last month our campaign has swept the country. Nearly 80,000 supporters have 

joined us, over 200,000 are following us, and we have given hope to millions. 

But this is only the beginning 

We have had enough of this incompetent, out-of-touch parliament who have broken their 

promises, talked down to us and betrayed Brexit. This is the most important political battle 

of our lifetime and the fightback has begun. Our first target is the European elections on 

23rd May, and this is what we need you to do: 

Sign up 5 friends as Brexit Party supporters by sending them this email. Ask them 

to register, pay their £25 and help us campaign. 

Let's get to 100,000 registered supporters in 48 hours and send a shockwave through 

Westminster. 
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We want to be a proud, successful and democratic nation, controlling our laws, our borders 

and our future. Thank you again for your help and support. 

Together we can change politics for good 

Yours sincerely, 

 

 

Leader, The Brexit Party. 

 

 

 

Copyright © 2019 The Brexit Party, All rights reserved. 

You are receiving this email because you opted in for email updates on our website. This email sent by 

The Brexit Party Limited. Registered Office at 83 Victoria Street, London, SW1H 0HW. Company Reg: 

11694875” 

 

Our mailing address is: 

The Brexit Party  

83 Victoria Street 

London, London SW1H 0HW  

United Kingdom 

 

Add us to your address book 

 

 

Want to change how you receive these emails? 

You can update your preferences or unsubscribe from this list.  
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Lynsey Wilson

From: Twitter <info@twitter.com>
Sent: 05 May 2019 10:01
To: Robert Cleland (councillor)
Subject: Change Britain Tweeted: Theresa May has promised many times that we ...

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

   

 

To help pr
privacy, M
prevented 
download 
from the In

To help pr
privacy, M
prevented 
download 
from the In

 

Your Highlights  

 

 

 

To help protect you r priv acy, Microsoft Office prevented automatic download
from the Internet.
avatar

 

 Change Britain
@Change_Britain 

 

  

Theresa May has promised many times that we wouldn't end up 
in a Customs Union with the EU.  
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 The Economist 
@TheEconomist 

 

  

Legal battles take some time to adjudicate. That may annoy 
Democrats but suit Donald Trump perfectly  
  

 

 

Donald Trump is not the first president to fight 
subpoenas  
Congress’s ability to scrutinise the executive branch rests 
on fragile norms   
economist.com 
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 Weston, Worle & Somerset Mercury 
@WSMERCURY 

 

  

Council delays over housing plans see Government get involved 
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Council delays over housing plans see Government 
get involved  
Plans for more than a dozen homes will go under a 
Government review after a ‘delayed response... more   
thewestonmercury.co.uk 
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 Jacob Rees-Mogg 
@Jacob_Rees_Mogg 

 

  

Was @GavinWilliamson stitched up for being right? 
twitter.com/BethRigby/stat…  
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 Westmonster 
@WestmonsterUK 

 

  

WATCH: Farage challenges Corbyn to Brexit debate.  
 
Bring it on!  
  

 

 

Farage challenges Corbyn to Brexit debate - 
Westmonster  
The Brexit Party's Nigel Farage has challenged Labour's 
Jeremy Corbyn to a Brexit debate in t... more   
westmonster.com 
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 MoggMentum
@MoggMentum 

 

  

RT @MoggMentum: No. @brexitparty_uk will have our vote. 
twitter.com/WeKnowHeKnew/s…  
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      See more on Twitter

 

Help  |  Privacy | Reset password | Download app 

We sent this email to @CllrRCleland. Unsubscribe  

   

Twitter International Company 
One Cumberland Place, Fenian Street 

Dublin 2, D02 AX07  IRELAND 
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Lynsey Wilson

From:
Sent: 07 May 2019 15:24
To:  

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

Cc:
Subject: South West Region - European Election Update 15
Attachments: 1 Local elections 2019 - guidance for local authorities.pdf; 2 A guide to digital footprint 

discovery and management.pdf; 3 Spear-phishing infographic.pdf; 4 RESIST Counter-
Disinformation Toolkit.pdf; 5 Online security information - CSP guidance.pdf; 6 Election Security 
for Polling Stations and Counting Offices.pdf; 7 Letter from Commander Adrian Usher EPs 
PDF.PDF; Information Exchange Guidance Updated ANNEX A.DOCX; Agents List V2.xlsx

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 
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RED = Action by you please 
 
Dear Colleagues, 
 
 
I hope for those of you who had local polls last week, it all went well and you all had some time to 
relax over the bank holiday weekend? 
 
Apologies for sending such a large number of attachments to this email as it’s made it quite a size,
but Cabinet Office have requested we pass on the information. 
 
Hot off the press……… David Lidington has just announced that the elections will be going ahead 
– it’s on newsfeeds now. 
 
 
ECU – Form C 
I believe these were sent to all LROs on Thursday last week (great timing), so just a reminder to 
return these completed forms as soon as possible.  Hopefully, we should be receiving our 
advance from Cabinet Office very soon. 
 
Security Advice 
Returning Officers have requested consolidated security advice in the run up to the European 
Parliamentary election due to take place on 23 May. As such, please find attached a letter from 
Commander Adrian Usher from Counter Terrorism Policing highlighting a range of security advice 
and good practice. In addition, the Cabinet Office have supplied further advice on cyber, physical 
and personnel security. This is all publicly available but they have pulled this together for you in 
one place for ease of reference and requested that we cascade this information to you.  
 
A breakdown of the attachments and links to the organisation's website can be found below:  
 

1. Local elections 2019: guidance for local authorities (this advice also applies for European 
Parliamentary elections). Please see www.ncsc.gov.uk for further information; 
 
2. A guide to digital footprint discovery and management. Please see www.cpni.gov.uk for 
further information;  
 
3. Spear-phishing infographic, additional material for the 'Don't Take the Bait' campaign can 
be found at www.cpni.gov.uk/security-awareness-campaigns; 
 
4. The RESIST: Counter-Disinformation toolkit - produced by the Government 
Communication Service for use by public sector and other organisations; 
 
5. Online security information with embedded links to advice from Facebook, Twitter and 
Google; 
 
6. Election Security for Polling Stations and Counting Offices. This is joint advice from 
National Counter Terrorism Security Office (NaCTSO) and CT Policing; and 
 
7. The above-referenced letter from Commander Adrian Usher from CT Policing.  

 
If you have any questions or concerns please do contact the Cabinet Office via 
protect.democracy@cabinetoffice.gov.uk 
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Information Exchange 
Having received some undeliverable email notifications, Cabinet Office have now reviewed and 
updated the list of contacts set out in Annex A to the guidance for the outgoing Information 
Exchange on electors.  I attach this revised list, so please ensure you use this new list in place 
of the one attached to my last email update.  EMS suppliers have also been informed. 
 
 
Updated Agents List V2 
I have attached the up to date list of Agents.  If I receive any further appointments I will let you 
know. 
 
 
Notice of Poll 
I received a query earlier last week, asking which version of the Statement of Parties should be 
displayed in polling stations – the full version or the online version (which omits the candidate’s 
home addresses).  I have since had confirmation that there is no requirement to display the 
Statement of Parties & Individual Candidates Nominated and Notice of Poll in polling stations – so 
one less notice to produce! 
 
 
That’s all for now, but I’ll be in touch again soon with further information about the count and 
results transmission processes. 
 
 
Best wishes, 
 

 

 
Electoral Services Manager 
Law & Governance  
T. 01202 633061 

  
 

 
Sign up to BCP Council’s email news service

 
 
DISCLAIMER: This email and any files transmitted with it may be confidential, legally privileged and protected in law 
and are intended solely for the use of the individual to whom it is addressed. The copyright in all documentation is 
the property of BCP Council (Bournemouth. Christchurch and Poole Council) and this email and any documentation 
must not be copied or used other than as strictly necessary for the purpose of this email, without prior written 
consent which may be subject to conditions. Any view or opinions presented are solely those of the author and do 
not necessarily represent those of BCP Council. BCP Council reserves the right to inspect incoming and outgoing 
emails. If you have received this email in error please contact the sender by return and confirm that its contents 
have been destroyed. ********************************************************************** This 
email and any files transmitted with it are confidential and intended solely for the use of the individual or entity to 
whom they are addressed. If you have received this email in error please notify the system manager. This footnote 
also confirms that this email message has been checked for the presence of computer viruses.  
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Lynsey Wilson

From:
Sent: 08 May 2019 08:29
Subject: Daily Rates & Comment
Attachments: image004.emz

CAUTION: This email originated from outside North Somerset Council. Only click on links or open 
attachments if you recognise the sender and if you are certain that the content is safe. 

  

  

                                      

          
08 May 2019     08:24   
          

TMM Desk: Daily Rates & Commentary 

Below is only a snapshot of indicative rates, please note that the names and rates shown are only a selection 

of interest available.  For a particular name or duration please contact the team.  

   Rates are correct at the time of writing and are subject to change. Please call for a firm dealing level. 

Fixed Deposits 

               

Counterparty  Country  1M  3M  6M  9M  12M  Notes 

ANZ  Australia  0.68  0.9  1  1.07  1.14 
31 day notice 1M 
LIBOR+10bps 

CBA  Australia  0.4  0.64  0.83  0.91  0.97    

Coventry BS  UK  0.53  0.72  0.92  0.98  1.03    

DBS   Singapore  x  0.86  0.94  0.96  0.96    

Leeds BS  UK  x  0.73  0.79  0.86  0.93  £5mn+ 

Nat.Counties BS  UK  0.7  0.9  1.1  1.1  1.3  0.92 100days  

Nottingham BS  UK  x  0.85  1.05  1.1  1.15    

Santander UK  UK  x  0.79  0.91  0.97  1.02    

Sumitomo Mits.  UK  0.77  0.83  0.89    x    

West Brom BS  UK  0.56  0.83  0.95  1.02  1.1    

Yorkshire BS  UK  0.69  0.74  0.88  0.98  1.02  £5mn+. 

               

Key Points & News Headlines 
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1  The European Union has revealed the extent of the economic challenges it faces ahead of the leaders' summit in  

   Russia next week, halving its growth forecasts for the German economy, and lowering forecasts for the Eurozone  

   as a whole.  Forecasts from the European Commission (EC) sees the Euro area growing by 1.2% in 2019, its lowest 

   rate of increase since the Eurozone crisis and below the 1.9% predicted for this year last autumn.  It warned that  

   the areas' economy risks suffering "major shock" from escalating global trade tensions.  It also forecast that  

   Italy's budget deficit will reach 3.6% of GDP in 2020, pushing through the EU's 2% limit, which is likely to cause 

   major tension between Rome and the EU.  Germany is now forecast to grow 0.5% in 2019, down from the 1.1% 

   forecast in February.          

2  David Lidington, the de facto deputy PM, confirmed yesterday that the UK will definitely be taking part in the  

   European elections on 23rd May as it is not now possible to pass all  the legislation needed for the UK to 

   leave the EU before  the election date.  73 MEPs will be elected however he said that the government aims to have a 

   Brexit deal in place before they take their seats on 2nd July.  Recent opinion polls suggest that the Brexit Party is 

   on course to top the vote, with Labour in second place and Conservatives in third.    

3  The PM was urged yesterday by Sir Graham Brady, chairman of the 1922 Committee of Tory backbenchers, to  

   set out a faster timetable for her departure, preferably before the Commons summer recess, which is towards  

   the end of July.  However, Downing St has indicated that it is working to a new deadline for solving the Brexit  

   deadlock that would mean her remaining in office for up to four more months.      

               

The Week Ahead (last reading) 

Wed 8 May  BRC Sales Like‐For‐Like YOY (‐1.1%).       

               

Thu 9 May  RICE House Price Balance (‐24%).       

               

Fri 10 May  GDP MoM (0.2%), QoQ (0.2%) YoY (1.4%), Government Spending QoQ (1.3%),Industrial     

      Production MoM (0.6%), YoY (0.1%), Manufacturing Production MoM (0.6%), YoY (0.6%),  

      Construction Output SA MoM (0.4%), YoY (3.3%).       

               

Mon 13 May  No data releases.         

               

Tue 14 May  Bloomberg May UK Economic Survey, Claimant Count Rate (3.0%), Jobless Claims Change (28.3k),  

      Average Weekly Earnings  (3.5%), ILO Unemployment Rate (3.9%), Employment Change (179k). 

               

Wed 15 May  No data releases.         

               

               

Market Snapshot 

               

Bank of England:    Gilt Benchmarks:    LIBOR: 

BOE Rate  0.75%    Maturity Bond  Yield    1M  0.73138 

Latest Decision  02‐May‐19    2Y  2% 22/07/2020  0.74%    3M  0.81238 

MPC Rate Vote  9‐0    3Y  1.5% 22/01/2021  0.76%    6M  0.92438 

Next Decision  20‐Jun‐19    5Y  0.75% 22/07/2023  0.89%    12M  1.08275 

Inflation Report  01‐Aug‐19    7Y  2% 07/08/2025  0.97%       

          10Y  4.25% 07/12/2027  1.15%       

          30Y  1.5% 22/07/2047  1.67%       
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Commodities:    Currencies:    Equities: 

Brent Crude   70.21    GBPEUR  1.1654    FTSE 100  7260.47 

Gold  1287.51    GBPUSD  1.3067    S&P 500  2884.05 

Silver  14.94    GBPJPY  143.806    EuroStoxx 50  3401.16 

               

Contacts 
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Lynsey Wilson

From: Liz Mansbridge
Sent: 08 May 2019 10:42
To: Alli Hughes
Subject: EU election link

https://www.bbc.co.uk/news/uk-politics 
 
2019 European elections: List of candidates for the South West 
https://www.bbc.co.uk/news/uk-politics-48081663 

  
  
 The UK’s European elections 2019 

Elections for the European Parliament will be held on 23 May 2019. Voters will choose 73 
MEPs in 12 multi-member regional constituencies. Each region has a different number of 
MEPs based on its population.  

 
6 MEPs will be elected to represent the South West. MEPs are elected by proportional 
representation, in order as listed by their party. The number of MEPs each party gets is calculated 
using a formula called d'Hondt, except in Northern Ireland, where the Single Transferable Vote 
(STV) system is used.  
Back to introduction 
Candidates shown in party list order 
Change UK  
Rachel Johnson  
Jim Godfrey  
Ollie Middleton  
Matthew Hooberman  
Liz Sewell  
Crispin Hunt 
Conservative 
Ashley Fox  
James Mustoe  
Faye Purbrick  
Claire Hiscott  
James Taghdissian  
Emmeline Owens  
English Democrats 



139

Jenny Knight  
Michael Blundell  
Green 
Molly Scott Cato  
Cleo Lake  
Carla Denyer  
Tom Scott  
Martin Dimery  
Karen La Borde  
Labour 
Clare Moody  
Lord Andrew Adonis  
Jayne Kirkham  
Neil Guild  
Yvonne Atkinson  
Sadik Al-Hassan  
Liberal Democrats 
Caroline Voaden  
Martin Horwood  
Stephen Williams  
Eleanor Rylance  
David Chalmers  
Luke Stagnetto  
The Brexit Party 
Ann Widdecombe  
James Glancy  
Christina Jordan  
Ann Tarr  
Roger Lane-Nott  
Nicola Darke  
UKIP 
Lawrence Webb  
Carl Benjamin  
Tony McIntyre  
Lester Taylor  
Stephen Lee  
Alison Sheridan  
Independent 
Larch Maxey 
Mothiur Rahman 
Neville Seed 
 

Liz Mansbridge  

Senior HR Adviser 

Corporate Services 

North Somerset Council 

 

Tel:   01275 884520  

E-Mail: xxx.xxxxxxxxxx@xxxxxxxxxx.xxx.xx 

Post:  Town Hall, Walliscote Grove Road, Weston-super-Mare, BS23 1UJ  

Web:  www.n-somerset.gov.uk 



 

  

UK: Appointed representative of Momentum Broker Solutions Ltd which is authorised and regulated by the Financial Conduct Authority 

Registered address: 46-54 High Street, Ingatestone, Essex CM4 9DW. Registered in England No. 9182276 

 

 www.jwseagon.com      facebook.com/jwseagon     twitter.com/jwseagon 

 

 

 

KENYA 
JW Seagon & Company Limited  

JW Seagon & Company Insurance  

Brokers (Kenya) Limited 

1st Floor, Oilibya Plaza, Muthaiga, P.O Box: 16658-00620 Nairobi  

Tel: +254 (20) 4050008; Mobile: +254 (722) 205705  

Fax: +254 (20) 8011008  Email: info@jwseagon.com 

TANZANIA 
JW Seagon & Company Insurance Brokers 

(Tanzania) Ltd 

Ground Floor, Kilwa House  

P.O Box 38568, Dar es Salaam, Tanzania 

Phone: +255 (22) 2296755  

Email: tanzania@jwseagon.com 

MAURITIUS 
JWS Africa Healthcare Services 

First Floor, Building B,  

Nautica Commercial Centre,  

Royal Road Black River, Republic of 

Mauritius 

Tel: +230 483 1212 Fax: +230 483 1313  

E-mail: admin@btg-mauritius.com 

UNITED KINGDOM 
JW Seagon & Company Insurance Brokers (UK) 

Limited  

Elm Cottage, Church Farm Barns  

Church Road, North Fambridge, Essex. CM3 6DL 

Telephone: 01621 740181 

Email: uk@jwseagon.com 

 

 

 
 
Our Ref: 12370803                                   11th April 2019 
 
TO WHOM IT MAY CONCERN 
 
Re: THE BREXIT PARTY LTD 
 
We act on behalf of the above headed organisation as their Insurance Broker and wish to confirm the following 
covers are in place:- 
 
Public Liability 
Insurer:   Royal & Sun Alliance Insurance PLC 
Policy No:  A19H2X5J 
Period:   11th April 2019 to 10th April 2020 
Limit of Indemnity £5,000,000 any one event 
Excess:   £250 third party property damage 
    
Special Clauses:  Indemnity to principal 
   Damaged to leased or hired premises 
    
Should any further information be required, please do not hesitate to contact the undersigned. 

Jeremy Clayton 
Manager – General Broking  
jeremy@jwseagon.com 
UK Office 
 

mailto:xxxxxx@xxxxxxxx.xxx


Election of Members of the European
Parliament for the South West Region

Vote only once by putting a cross � in the box next to your choice

Change UK - The Independent Group

1. Rachel Sabiha Johnson 
2. Jim Godfrey 
3. Oliver Sean Grevatt Middleton 

4. Matthew Hooberman
5. Elizabeth-Anne Sewell
6. Crispin Hunt

Conservative and Unionist Party

1. Ashley Peter Fox 
2. James Michael Mustoe 
3. Faye Purbrick 

4. Claire Michelle Hiscott
5. James Taghdissian
6. Emmeline Elizabeth Owens

English Democrats
English Democrats - Putting England First!

1. Jenny Knight
2. Michael Thomas Martin Blundell

Green Party

1. Molly Scott Cato
2. Cleo Alberta Lake
3. Carla Suzanne Denyer

4. Tom Scott
5. Martin John Dimery
6. Karen Margaret La Borde

Labour Party

1. Clare Miranda Moody
2. Andrew Adonis 
3. Jayne Susannah Kirkham 

4. Neil William Guild
5. Yvonne Margaret Atkinson
6. Sadik Adam Al-Hassan

Liberal Democrats

1. Caroline Jane Voaden 
2. Martin Charles Horwood 
3. Stephen Roy Williams 

4. Eleanor Anne Christine Rylance
5. David Nigel Chalmers
6. Luke Oliver Stagnetto

Maxey, Larch Ian Albert Frank 

Independent

Rahman, Mothiur 

Independent

Seed, Neville 

Independent

The Brexit Party

1. Ann Noreen Widdecombe 
2. James Alexander Glancy 
3. Christina Sheila Jordan 

4. Ann Christine Tarr
5. Roger Charles Lane-Nott
6. Nicola Jane Darke

UK Independence Party (UKIP)
UKIP Make Brexit Happen

1. Lawrence James Webb
2. Carl Benjamin 
3. Anthony James McIntyre

4. Lester Geoffrey Taylor
5. Stephen Alaric Lee
6. Alison Jane Sheridan
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Election of Members of the European Parliament for the
South West Region

Vote only once by putting a cross � in the box next to your choice

Change UK - The Independent Group

1. Rachel Sabiha Johnson 
2. Jim Godfrey 
3. Oliver Sean Grevatt Middleton 

4. Matthew Hooberman
5. Elizabeth-Anne Sewell
6. Crispin Hunt

Conservative and Unionist Party

1. Ashley Peter Fox 
2. James Michael Mustoe 
3. Faye Purbrick 

4. Claire Michelle Hiscott
5. James Taghdissian
6. Emmeline Elizabeth Owens

English Democrats
English Democrats - Putting England First!

1. Jenny Knight
2. Michael Thomas Martin Blundell

Green Party

1. Molly Scott Cato
2. Cleo Alberta Lake
3. Carla Suzanne Denyer

4. Tom Scott
5. Martin John Dimery
6. Karen Margaret La Borde

Labour Party

1. Clare Miranda Moody
2. Andrew Adonis 
3. Jayne Susannah Kirkham 

4. Neil William Guild
5. Yvonne Margaret Atkinson
6. Sadik Adam Al-Hassan

Liberal Democrats

1. Caroline Jane Voaden 
2. Martin Charles Horwood 
3. Stephen Roy Williams 

4. Eleanor Anne Christine Rylance
5. David Nigel Chalmers
6. Luke Oliver Stagnetto

Maxey, Larch Ian Albert Frank 

Independent

Rahman, Mothiur 

Independent

Seed, Neville 

Independent

The Brexit Party

1. Ann Noreen Widdecombe 
2. James Alexander Glancy 
3. Christina Sheila Jordan 

4. Ann Christine Tarr
5. Roger Charles Lane-Nott
6. Nicola Jane Darke

UK Independence Party (UKIP)
UKIP Make Brexit Happen

1. Lawrence James Webb
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3. Anthony James McIntyre
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5. Stephen Alaric Lee
6. Alison Jane Sheridan
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European Parliamentary Election for the South West Region – 23 May 2019 
 

STATEMENT OF PARTIES AND INDIVIDUAL CANDIDATES NOMINATED 
 
1. The following parties and individual candidates have been and stand nominated: 
 

Change UK – The Independent Group Johnson, Rachel Sabiha Godfrey, Jim Middleton, Oliver Sean Grevatt Hooberman, Matthew Sewell, Elizabeth-Anne Hunt, Crispin 

Conservative and Unionist Party Fox, Ashley Peter Mustoe, James Michael Purbrick, Faye Hiscott, Claire Michelle Taghdissian, James Owens, Emmeline Elizabeth 

English Democrats 
English Democrats – Putting England 
First! 

Knight, Jenny 
Blundell, Michael Thomas 
Martin 

    

Green Party Scott Cato, Molly  Lake, Cleo Alberta Denyer, Carla Suzanne Scott, Tom Dimery Martin John La Borde, Karen Margaret 

Labour Party Moody, Clare Miranda Adonis, Andrew Kirkham, Jayne Susannah Guild, Neil William Atkinson, Yvonne Margaret Al-Hassan, Sadik Adam 

Liberal Democrats Voaden, Caroline Jane Horwood, Martin Charles Williams, Stephen Roy 
Rylance, Eleanor Anne 
Christine 

Chalmers, David Nigel Stagnetto, Luke Oliver 

The Brexit Party Widdecombe, Ann Noreen Glancy, James Alexander Jordan, Christina Sheila Tarr, Ann Christine Lane-Nott, Roger Charles Darke, Nicola Jane 

UK Independence Party (UKIP) 
UKIP Make Brexit Happen 

Webb, Lawrence James Benjamin, Carl McIntyre, Anthony James Taylor, Lester Geoffrey Lee, Stephen Alaric Sheridan, Alison Jane 

MAXEY, Larch Ian Albert Frank - 
Independent 

Maxey, Larch Ian Albert Frank      

RAHMAN, Mothiur – Independent Rahman, Mothiur      

SEED, Neville - Independent Seed, Neville      

 
2. A poll will be taken on Thursday 23rd May 2019, between the hours of 7:00 am and 10:00 pm. 
 
3. A poll for the election of Councillors for the **************** Local Authority area is to be taken together with the European Parliamentary Election. 
 
 

 
 
Graham Farrant – Regional Returning Officer for the South West 

24th April 2019 
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STATEMENT OF PARTIES AND INDIVIDUAL CANDIDATES NOMINATED 
 
1. The following parties and individual candidates have been and stand nominated: 
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Guild, Neil William 
 

Atkinson, Yvonne Margaret 
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Liberal Democrats 
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Horwood, Martin Charles 
 

Williams, Stephen Roy 
 

 

Rylance, Eleanor Anne 
Christine 

 

Chalmers, David Nigel 
 

 

Stagnetto, Luke Oliver 
 

The Brexit Party 
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Jordan, Christina Sheila 
 

 

Tarr, Ann Christine 
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Darke, Nicola Jane 
 

 

UK Independence Party (UKIP) 
UKIP Make Brexit Happen 

Webb, Lawrence James  
  

 

Benjamin, Carl 
 

 

McIntyre, Anthony James 
 

Taylor, Lester Geoffrey 
 
 

Lee, Stephen Alaric 
 

 

Sheridan, Alison Jane 
 

MAXEY, Larch Ian Albert Frank - 
Independent 

Maxey, Larch Ian Albert Frank 
 

 
     

RAHMAN, Mothiur – Independent 
Rahman, Mothiur 

 
 

     

SEED, Neville - Independent 
Seed, Neville 

      

 
2. A poll will be taken on Thursday 23rd May 2019, between the hours of 7:00 am and 10:00 pm. 
 
3. A poll for the election of Councillors for the **************** Local Authority area is to be taken together with the European Parliamentary Election. 
 
 

 
 
Graham Farrant – Regional Returning Officer for the South West 

24th April 2019 
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Al-Hassan, Sadik Adam 
 

  
 

Liberal Democrats 
Voaden, Caroline Jane 

 
 

Horwood, Martin Charles 
 

 

Williams, Stephen Roy 
  

 

Rylance, Eleanor Anne 
Christine 

 
 

Chalmers, David Nigel 
 

 

Stagnetto, Luke Oliver 
 

The Brexit Party 
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Darke, Nicola Jane 
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Maxey, Larch Ian Albert Frank 
 

 
     

RAHMAN, Mothiur – Independent 
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SEED, Neville - Independent 
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2. A poll will be taken on Thursday 23rd May 2019, between the hours of 7:00 am and 10:00 pm. 
  
 
 

 
 
Graham Farrant – Regional Returning Officer for the South West 

24th April 2019 



Party or Individual Candidate Agent Type Area Name Address Email

Change UK - The Independent Group National Agent SW Region Harry Burns
Conservative and Unionist Party National Agent SW Region Victoria Carslake

Sub Agent SW Region Richard Stephens
English Democrats National Agent SW Region Robin Tilbrook
Green Party National Agent SW Region Chris Rose
Labour Party National Agent SW Region Jennie Formby

Sub Agent SW Region Phil Gaskin
Liberal Democrats National Agent SW Region Sir Nick Harvey

Sub Agent SW Region Richard Pinnock
The Brexit Party National Agent SW Region Noel Matthews

Sub Agent SW Region Helen Hims
UK Independence Party (UKIP) National Agent SW Region Lawrence Webb

Sub Agent SW Region Lester Taylor
Larch Maxey - Independent Election Agent SW Region James Moulding
Mothiur Rahman - Independent Election Agent SW Region James Moulding
Neville Seed - Independent Own Agent SW Region Neville Seed



S T A T U T O R Y  I N S T R U M E N T S  

2019 No. 886 

REPRESENTATION OF THE PEOPLE 

The European Parliamentary Elections (Returning Officers’ and 

Local Returning Officers’ Charges) (Great Britain and Gibraltar) 

Order 2019 

Made - - - - 25th April 2019 

Coming into force in accordance with article 1(1) 

The Minister for the Cabinet Office, with the consent of the Treasury, makes this Order in exercise 

of the powers conferred by regulation 15(1), (2) and (5) of the European Parliamentary Elections 

Regulations 2004 and now vested concurrently in the Minister(a). 

Citation, commencement and extent 

1.—(1) This Order may be cited as the European Parliamentary Elections (Returning Officers’ 

and Local Returning Officers’ Charges) (Great Britain and Gibraltar) Order 2019 and comes into 

force on the day after the day on which it is made. 

(2) This Order extends to Great Britain and Gibraltar. 

Interpretation 

2. In this Order— 

“the 2004 Regulations” means the European Parliamentary Elections Regulations 2004; 

“relevant election or referendum” means an election or referendum referred to in regulation 11 

of the 2004 Regulations (other than a European Parliamentary election). 

Revocation 

3. This Order revokes the European Parliamentary Elections (Returning Officers’ and Local 

Returning Officers’ Charges) (Great Britain and Gibraltar) Order 2014(b). 

                                                                                                                                            
(a) S.I. 2004/293. The powers conferred on the Secretary of State by regulation 15(1), (2) and (5) were made exercisable 

concurrently by the Lord President of the Council and the Secretary of State by the Lord President of the Council Order 
2010 (S.I. 2010/1837). The Lord President of the Council’s functions were transferred to the Chancellor of the Duchy of 
Lancaster by the Chancellor of the Duchy of the Lancaster Order 2015 (S.I. 2015/1376), and were subsequently transferred 
to the Minister for the Cabinet Office by the Transfer of Functions (Elections, Referendums, Third Sector and Information) 
Order 2016 (S.I. 2016/997). Regulation 15(1) and (2) were substituted by S.I. 2009/186, regulation 11(a). The consent of 
the Treasury is required by regulation 15(10), which was amended by S.I. 2009/186, regulation 11(b). There are other 
amendments to S.I. 2004/293 but they are not relevant to this Order. S.I. 2004/293 is prospectively revoked, from “exit day” 
by S.I. 2018/1310 (see section 20 of the EU (Withdrawal) Act 2018 (c. 16) for the definition of “exit day”). 

(b) S.I. 2014/325. 
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Returning officers: overall maximum recoverable amount 

4. The overall maximum amount recoverable by the returning officer for an electoral region 

listed in column 1 of the table in Schedule 1 is the amount listed in the corresponding entry in 

column 4 of that table. 

Returning officers: maximum recoverable amount for specified services 

5.—(1) The total of the charges recoverable by the returning officer for an electoral region listed 

in column 1 of the table in Schedule 1 in respect of the services specified in paragraph (2) must 

not exceed the amount listed in the corresponding entry in column 2 of that table. 

(2) The specified services are— 

(a) discharging the returning officer’s duties at the election; and 

(b) making arrangements for the election. 

Returning officers: maximum recoverable amount for specified expenses 

6.—(1) The total of the charges recoverable by the returning officer for an electoral region listed 

in column 1 of the table in Schedule 1 in respect of the expenses specified in paragraph (2) must 

not exceed the amount listed in the corresponding entry in column 3 of that table. 

(2) The specified expenses are those incurred in— 

(a) the appointment and payment of persons to assist the returning officer; 

(b) travel and overnight subsistence for the returning officer and any person appointed to 

assist the returning officer; 

(c) the nomination process; 

(d) printing or otherwise producing ballot papers; 

(e) printing or otherwise producing and, where appropriate, publishing notices and any other 

documents required by any enactment or instrument for or in connection with a European 

Parliamentary election; 

(f) renting, heating, lighting, cleaning, adapting or restoring any building or room; 

(g) providing and transporting equipment; 

(h) providing information communications technology equipment and software and 

associated costs; 

(i) providing security, including secure storage of ballot boxes, ballot papers and verification 

documents; 

(j) conducting the count; 

(k) providing and receiving training; and 

(l) providing stationery and meeting postage, telephone, printing, translation and banking 

costs and the costs of other miscellaneous items. 

Local returning officers: overall maximum recoverable amount 

7. The overall maximum amount recoverable by the local returning officer for a local counting 

area is— 

(a) where the poll at the European Parliamentary election in 2019 is not taken together with 

the poll at a relevant election of referendum, the amount listed in the corresponding entry 

for that local counting area in column 4 of the table in Schedule 2; 

(b) where the poll at the European Parliamentary election in 2019 is taken together with the 

poll at a relevant election or referendum, the amount listed in the corresponding entry for 

that local counting area in column 4 of the table in Schedule 3. 
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Local returning officers: maximum recoverable for specified services 

8.—(1) The total of the charges recoverable in respect of the services specified in paragraph (2) 

by the local returning officer for a local counting area must not exceed— 

(a) where the poll at the European Parliamentary election in 2019 is not taken together with 

the poll at a relevant election or referendum, the amount listed in the corresponding entry 

for that local counting area in column 2 of the table in Schedule 2; 

(b) where the poll at the European Parliamentary election in 2019 is taken together with the 

poll at a relevant election or referendum, the amount listed in the corresponding entry for 

that local counting area in column 2 of the table in Schedule 3. 

(2) The specified services are— 

(a) conducting the election; 

(b) discharging the local returning officers’ duties at the election; and 

(c) making arrangements for the election. 

Local returning officers: maximum recoverable amount for specified expenses 

9.—(1) The total of the charges recoverable in respect of the expenses specified in paragraph (2) 

by the local returning officer for a local counting area must not exceed— 

(a) where the poll at the European Parliamentary election in 2019 is not taken together with 

the poll at a relevant election or referendum, the amount listed in the corresponding entry 

for that local counting area in column 3 of the table in Schedule 2; 

(b) where the poll at the European Parliamentary election in 2019 is taken together with the 

poll at a relevant election or referendum, the amount listed in the corresponding entry for 

that local counting area in column 3 of the table in Schedule 3. 

(2) The specified expenses are those incurred in— 

(a) the appointment and payment of persons to assist the local returning officer; 

(b) travel and overnight subsistence for the local returning officer and any person appointed 

to assist the local returning officer; 

(c) printing or otherwise producing the ballot papers; 

(d) printing, producing or purchasing postal voting documents and arranging for the delivery 

and payment of the costs of return by voters of such documents; 

(e) printing or otherwise producing and arranging for the delivery of poll cards; 

(f) printing or otherwise producing and, where appropriate, publishing notices and any other 

documents required by any enactment or instrument for or in connection with a European 

Parliamentary election; 

(g) renting, heating, lighting, cleaning, adapting or restoring any building or room; 

(h) providing and transporting equipment; 

(i) providing information and communications technology equipment and software and 

associated costs; 

(j) providing security, including secure storage of ballot boxes, ballot papers and verification 

documents; 

(k) conducting the verification and the count; 

(l) providing and receiving training; and 

(m) providing stationery and meeting postage, telephone, printing, translation and banking 

costs and the costs of other miscellaneous items. 

Overall maximum recoverable amount at an uncontested election 

10. At an uncontested election— 
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(a) articles 4 to 9 do not apply; 

(b) the overall maximum recoverable amount for each electoral region is £350; and 

(c) the overall maximum recoverable amount for each local counting area is £1,750. 

 

 

 

 David Lidington 

 Minister for the Cabinet Office 

24th April 2019 

 

 

 

We consent to this Order 

 Mike Freer 

 Jeremy Quin 

25th April 2019 Two of the Lords Commissioners of Her Majesty’s Treasury 

 SCHEDULE 1 Articles 4, 5 and 6 

Returning officer: maximum recoverable amounts for electoral regions 

1 

Electoral Region 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

    

East Midlands £12,000 £41,601 £53,601 

Eastern £12,000 £23,137 £35,137 

London £12,000 £62,894 £74,894 

North East £12,000 £25,332 £37,332 

North West £12,000 £53,097 £65,097 

Scotland £12,000 £46,240 £58,240 

South East £12,000 £48,467 £60,467 

South West £12,000 £51,360 £63,360 

Wales £12,000 £43,943 £55,943 

West Midlands £12,000 £29,789 £41,789 

Yorkshire and the 

Humber 
£12,000 

£34,249 £46,249 
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 SCHEDULE 2 Articles 7(a), 8(1)(a) and 9(1)(a) 

Local returning officers: maximum recoverable amounts for local 

counting areas 

1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

 

Eastern  

 

Babergh £3,438 £147,271 £150,710 

Basildon £6,488 £181,106 £187,594 

Bedford £5,859 £263,633 £269,491 

Braintree £5,421 £246,177 £251,598 

Breckland £4,659 £213,120 £217,779 

Brentwood £2,864 £110,794 £113,658 

Broadland £4,824 £191,709 £196,532 

Broxbourne £3,424 £94,492 £97,916 

Cambridge £4,145 £120,652 £124,796 

Castle Point £3,327 £100,169 £103,496 

Central Bedfordshire £9,928 £403,347 £413,275 

Chelmsford £6,310 £233,135 £239,446 

Colchester £6,059 £226,320 £232,378 

Dacorum £5,383 £172,160 £177,543 

East Cambridgeshire £3,090 £134,147 £137,237 

East Hertfordshire £4,934 £224,547 £229,481 

East Suffolk £9,022 £391,487 £400,509 

Epping Forest £4,785 £205,823 £210,608 

Fenland £3,425 £133,942 £137,367 

Great Yarmouth £3,535 £123,083 £126,619 

Harlow £2,983 £90,219 £93,202 

Hertsmere £3,727 £159,050 £162,777 

Huntingdonshire £6,239 £256,931 £263,170 

Ipswich £4,658 £171,085 £175,743 

King’s Lynn and West 

Norfolk 

£5,529 £207,364 £212,893 

Luton £6,531 £242,088 £248,618 

Maldon £2,500 £83,171 £85,671 

Mid Suffolk £3,760 £162,136 £165,896 

North Hertfordshire £4,832 £154,218 £159,050 

North Norfolk £4,025 £201,241 £205,266 

Norwich £5,104 £155,370 £160,473 

Peterborough £6,099 £249,026 £255,125 

Rochford £3,248 £109,416 £112,664 

South Cambridgeshire £5,491 £238,512 £244,003 

South Norfolk £4,875 £199,895 £204,770 

Southend-on-Sea £6,377 £240,561 £246,938 

St. Albans £5,147 £210,809 £215,956 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Stevenage £3,074 £142,878 £145,952 

Tendring £5,439 £204,952 £210,391 

Three Rivers £3,306 £140,481 £143,787 

Thurrock £5,377 £203,487 £208,864 

Uttlesford £3,071 £167,669 £170,740 

Watford £3,218 £144,320 £147,538 

Welwyn Hatfield £3,886 £133,504 £137,391 

West Suffolk £5,823 £262,630 £268,453 

 

East Midlands 

 

Amber Valley £4,834 £194,538 £199,372 

Ashfield £4,348 £181,494 £185,842 

Bassetlaw £4,168 £191,883 £196,051 

Blaby £3,595 £118,233 £121,829 

Bolsover £2,815 £124,401 £127,215 

Boston £2,500 £97,203 £99,703 

Broxtowe £3,994 £154,530 £158,524 

Charnwood £6,556 £193,184 £199,740 

Chesterfield £3,965 £147,338 £151,302 

Corby £2,500 £87,229 £89,729 

Daventry £2,983 £140,591 £143,574 

Derby £8,642 £246,612 £255,254 

Derbyshire Dales £2,806 £153,295 £156,100 

East Lindsey £5,200 £214,545 £219,745 

East 

Northamptonshire 

£3,206 £139,249 £142,455 

Erewash £4,190 £165,067 £169,257 

Gedling £4,229 £162,847 £167,076 

Harborough £3,299 £137,221 £140,520 

High Peak £3,535 £162,047 £165,582 

Hinckley and 

Bosworth 

£4,173 £136,751 £140,924 

Kettering £3,460 £165,963 £169,423 

Leicester £10,852 £433,403 £444,255 

Lincoln £3,056 £120,449 £123,505 

Mansfield £3,793 £144,960 £148,753 

Melton £2,500 £96,461 £98,961 

Newark and 

Sherwood  

£4,223 £197,544 £201,768 

North East Derbyshire £3,901 £171,993 £175,893 

North Kesteven £4,142 £161,452 £165,594 

North West 

Leicestershire 

£3,565 £143,253 £146,818 

Northampton £7,081 £282,245 £289,326 

Nottingham £9,677 £326,834 £336,512 

Oadby and Wigston £2,500 £62,183 £64,683 

Rushcliffe £4,226 £228,636 £232,862 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Rutland £2,500 £63,631 £66,131 

South Derbyshire £3,642 £126,951 £130,593 

South Holland £3,200 £126,398 £129,598 

South Kesteven £5,168 £212,027 £217,195 

South 

Northamptonshire 

£3,388 £142,795 £146,184 

Wellingborough £2,603 £109,358 £111,960 

West Lindsey £3,605 £164,823 £168,428 

 

London 

 

Barking and 

Dagenham 

£5,891 £291,192 £297,083 

Barnet £11,644 £571,134 £582,778 

Bexley £8,804 £421,613 £430,417 

Brent £9,441 £476,459 £485,900 

Bromley £11,374 £561,202 £572,576 

Camden £6,913 £302,184 £309,097 

City of London £2,500 £19,706 £22,206 

Croydon £12,239 £494,587 £506,826 

Ealing £10,815 £654,712 £665,527 

Enfield £9,676 £381,287 £390,963 

Greenwich £8,124 £440,847 £448,971 

Hackney £7,871 £395,107 £402,978 

Hammersmith and 

Fulham 

£5,690 £350,414 £356,104 

Haringey £8,629 £389,695 £398,324 

Harrow £8,401 £392,648 £401,049 

Havering £9,052 £310,215 £319,268 

Hillingdon £9,901 £416,642 £426,543 

Hounslow £8,540 £464,245 £472,784 

Islington £7,014 £325,858 £332,872 

Kensington and 

Chelsea 

£4,345 £195,637 £199,981 

Kingston upon 

Thames 

£5,473 £330,568 £336,041 

Lambeth £9,927 £406,059 £415,986 

Lewisham £9,044 £430,678 £439,722 

Merton £6,722 £353,354 £360,076 

Newham £8,536 £392,087 £400,623 

Redbridge £9,942 £400,703 £410,645 

Richmond upon 

Thames 

£6,521 £300,416 £306,937 

Southwark £9,516 £431,534 £441,050 

Sutton £6,911 £334,517 £341,428 

Tower Hamlets £8,076 £435,923 £443,998 

Waltham Forest £8,067 £394,591 £402,658 

Wandsworth £10,596 £527,532 £538,129 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Westminster £5,957 £359,968 £365,925 

 

North East  

 

County Durham £19,633 £777,842 £797,476 

Darlington £3,845 £146,013 £149,858 

Gateshead £7,247 £259,116 £266,363 

Hartlepool £3,450 £111,851 £115,301 

Middlesbrough £4,839 £174,838 £179,677 

Newcastle upon Tyne £9,929 £412,942 £422,870 

North Tyneside £7,739 £262,649 £270,388 

Northumberland £11,938 £535,170 £547,108 

Redcar and Cleveland £5,105 £199,442 £204,547 

South Tyneside £5,627 £254,348 £259,975 

Stockton-on-Tees £7,003 £265,192 £272,195 

Sunderland £10,448 £434,870 £445,319 

 

North West 

 

Allerdale £3,424 £181,047 £184,470 

Barrow-in-Furness £2,580 £80,475 £83,054 

Blackburn with 

Darwen 

£5,081 £207,229 £212,310 

Blackpool £5,344 £232,429 £237,773 

Bolton £9,701 £293,094 £302,795 

Burnley £3,271 £137,092 £140,363 

Bury £7,008 £224,546 £231,553 

Carlisle £4,165 £240,026 £244,191 

Cheshire East £13,975 £626,868 £640,843 

Cheshire West and 

Chester 

£12,482 £449,691 £462,173 

Chorley £4,030 £185,976 £190,006 

Copeland £2,649 £130,540 £133,189 

Eden £2,500 £123,920 £126,420 

Fylde £2,976 £128,665 £131,640 

Halton £4,602 £134,257 £138,860 

Hyndburn £2,958 £108,137 £111,095 

Knowsley £5,503 £193,535 £199,038 

Lancaster £5,067 £201,403 £206,470 

Liverpool £15,704 £533,495 £549,199 

Manchester £17,748 £719,527 £737,276 

Oldham £7,846 £289,952 £297,798 

Pendle £3,262 £121,841 £125,103 

Preston £4,772 £188,702 £193,473 

Ribble Valley £2,500 £112,386 £114,886 

Rochdale £7,642 £288,160 £295,803 

Rossendale £2,583 £90,422 £93,005 

Salford £8,416 £289,915 £298,331 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Sefton £9,951 £300,444 £310,395 

South Lakeland £3,941 £188,325 £192,266 

South Ribble £4,215 £160,109 £164,324 

St. Helens £6,644 £223,171 £229,815 

Stockport £10,837 £355,764 £366,602 

Tameside £8,345 £344,816 £353,161 

Trafford £7,894 £362,601 £370,495 

Warrington £7,819 £278,596 £286,415 

West Lancashire £4,263 £172,650 £176,913 

Wigan £11,154 £367,749 £378,903 

Wirral £11,735 £332,126 £343,861 

Wyre £4,200 £174,888 £179,088 

 

Scotland 

 

Aberdeen  £8,073 £406,918 £414,991 

Aberdeenshire £9,548 £450,387 £459,935 

Angus £4,305 £224,298 £228,603 

Argyll and Bute £3,327 £234,285 £237,612 

Clackmannanshire £2,500 £109,330 £111,830 

Comhairle nan Eilean 

Siar 

£2,500 £80,336 £82,836 

Dumfries and 

Galloway 

£5,738 £333,487 £339,224 

Dundee  £5,211 £220,156 £225,367 

East Ayrshire £4,689 £221,035 £225,724 

East Dunbartonshire £4,046 £162,581 £166,627 

East Lothian £3,816 £146,113 £149,929 

East Renfrewshire £3,300 £189,680 £192,981 

Edinburgh £16,774 £1,013,347 £1,030,122 

Falkirk £5,670 £192,195 £197,865 

Fife £14,094 £602,964 £617,058 

Glasgow  £22,623 £1,150,385 £1,173,008 

Highland £8,853 £469,205 £478,058 

Inverclyde £2,840 £159,022 £161,862 

Midlothian £3,227 £131,806 £135,033 

Moray £3,487 £166,637 £170,124 

North Ayrshire £5,325 £229,297 £234,621 

North Lanarkshire £12,438 £679,142 £691,580 

Orkney Islands £2,500 £38,264 £40,764 

Perth and Kinross £5,466 £262,320 £267,786 

Renfrewshire £6,049 £357,012 £363,061 

Scottish Borders £4,498 £219,765 £224,263 

Shetland Islands £2,500 £54,438 £56,938 

South Ayrshire £4,445 £243,061 £247,506 

South Lanarkshire £12,158 £619,722 £631,880 

Stirling £3,249 £139,350 £142,598 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

West Dunbartonshire £3,304 £156,228 £159,531 

West Lothian £6,345 £246,416 £252,761 

 

South East 

 

Adur £2,500 £96,548 £99,048 

Arun £5,479 £209,076 £214,554 

Ashford  £4,362 £210,370 £214,732 

Aylesbury Vale £6,669 £306,395 £313,063 

Basingstoke and Dean £6,384 £225,887 £232,271 

Bracknell Forest £4,165 £129,750 £133,915 

Brighton and Hove £9,852 £354,258 £364,110 

Canterbury £5,491 £180,275 £185,766 

Cherwell £5,214 £267,244 £272,458 

Chichester £4,438 £180,176 £184,614 

Chiltern £3,586 £135,378 £138,965 

Crawley £3,708 £126,682 £130,390 

Dartford £3,514 £167,723 £171,237 

Dover £4,169 £192,233 £196,401 

East Hampshire £4,293 £165,650 £169,944 

Eastbourne £3,490 £136,843 £140,333 

Eastleigh £4,794 £166,189 £170,983 

Elmbridge £4,707 £268,395 £273,102 

Epsom and Ewell £2,769 £119,771 £122,539 

Fareham £4,423 £128,733 £133,156 

Folkestone and Hythe £3,937 £189,250 £193,186 

Gosport £3,090 £85,112 £88,201 

Gravesham £3,582 £159,198 £162,780 

Guildford £4,991 £214,546 £219,537 

Hart  £3,413 £149,674 £153,087 

Hastings £2,948 £119,601 £122,549 

Havant £4,668 £132,528 £137,195 

Horsham £4,953 £203,607 £208,560 

Isle of Wight £5,501 £179,303 £184,804 

Lewes £3,699 £153,177 £156,876 

Maidstone £5,351 £248,038 £253,390 

Medway £9,522 £374,833 £384,355 

Mid Sussex £5,255 £206,173 £211,428 

Milton Keynes £8,835 £364,227 £373,062 

Mole Valley £3,289 £142,345 £145,634 

New Forest £7,016 £257,548 £264,563 

Oxford £5,107 £158,270 £163,377 

Portsmouth £7,062 £218,340 £225,402 

Reading £5,806 £235,253 £241,059 

Reigate and Banstead £5,029 £233,983 £239,013 

Rother £3,446 £152,635 £156,081 

Runnymede £3,139 £138,199 £141,338 
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Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Rushmoor £3,213 £126,006 £129,219 

Sevenoaks £4,226 £199,017 £203,243 

Slough £4,428 £195,759 £200,187 

South Bucks £2,559 £110,350 £112,910 

South Oxfordshire £5,036 £187,435 £192,471 

Southampton £8,246 £257,823 £266,070 

Spelthorne £3,588 £159,604 £163,192 

Surrey Heath £3,171 £106,116 £109,287 

Swale £4,797 £149,443 £154,240 

Tandridge £2,941 £110,873 £113,814 

Test Valley £4,556 £225,273 £229,829 

Thanet £4,861 £155,084 £159,945 

Tonbridge and 

Malling 

£4,267 £185,371 £189,637 

Tunbridge Wells £3,956 £161,126 £165,082 

Vale of White Horse £4,576 £180,472 £185,048 

Waverley £4,528 £185,773 £190,301 

Wealden £5,769 £254,131 £259,900 

West Berkshire £5,624 £237,380 £243,005 

West Oxfordshire £3,912 £143,480 £147,392 

Winchester £4,534 £196,630 £201,164 

Windsor and 

Maidenhead 

£5,031 £192,096 £197,127 

Woking £3,457 £172,900 £176,357 

Wokingham £5,843 £220,603 £226,446 

Worthing £3,866 £133,805 £137,671 

Wycombe £6,196 £242,524 £248,720 

 

South West 

 

Bath and North East 

Somerset 

£6,452 £265,514 £271,966 

Bournemouth, 

Christchurch and 

Poole 

£14,057 £626,499 £640,556 

Bristol, City of £15,277 £590,981 £606,259 

Cheltenham £4,262 £171,113 £175,375 

Cornwall £20,036 £961,435 £981,471 

Cotswold £3,345 £187,872 £191,217 

Dorset £14,247 £613,181 £627,429 

East Devon £4,875 £200,333 £205,208 

Exeter £4,234 £149,761 £153,994 

Forest of Dean £3,239 £133,171 £136,410 

Gibraltar £2,500 £61,703 £64,203 

Gloucester £4,455 £171,095 £175,550 

Isles of Scilly £2,500 £9,911 £12,411 

Mendip £4,145 £185,463 £189,609 

Mid Devon £2,930 £150,403 £153,334 
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Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 
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amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

North Devon £3,656 £166,205 £169,862 

North Somerset £7,793 £313,112 £320,905 

Plymouth £8,835 £334,707 £343,542 

Sedgemoor £4,240 £176,624 £180,864 

Somerset West and 

Taunton 

£5,163 £214,614 £219,777 

South Gloucestershire £10,077 £387,568 £397,644 

South Hams £3,326 £165,769 £169,096 

South Somerset £6,288 £277,875 £284,163 

Stroud £4,441 £159,567 £164,008 

Swindon £7,686 £247,978 £255,664 

Teignbridge £4,990 £196,900 £201,890 

Tewkesbury £3,225 £119,181 £122,406 

Torbay £5,145 £185,955 £191,101 

Torridge £2,536 £131,531 £134,068 

West Devon £2,500 £107,219 £109,719 

Wiltshire £17,393 £810,912 £828,305 

 

Wales 

 

Blaenau Gwent £2,596 £139,585 £142,181 

Bridgend £5,079 £238,988 £244,067 

Caerphilly £6,446 £241,392 £247,837 

Cardiff £12,566 £619,133 £631,699 

Carmarthenshire £6,855 £376,062 £382,917 

Ceredigion £2,744 £134,600 £137,344 

Conwy £4,527 £204,338 £208,864 

Denbighshire £3,694 £164,645 £168,339 

Flintshire £5,689 £222,344 £228,032 

Gwynedd £4,099 £207,336 £211,435 

Merthyr Tydfil £2,500 £113,013 £115,513 

Monmouthshire £3,512 £159,620 £163,131 

Neath Port Talbot £5,292 £286,614 £291,905 

Newport £5,073 £198,899 £203,972 

Pembrokeshire £4,461 £274,980 £279,441 

Powys £5,050 £240,655 £245,705 

Rhondda Cynon Taf £8,521 £325,502 £334,023 

Swansea £8,977 £355,526 £364,502 

Torfaen £3,375 £143,239 £146,614 

Vale of Glamorgan £4,578 £231,009 £235,587 

Wrexham £4,938 £196,100 £201,038 

Ynys Môn £2,500 £133,192 £135,692 

 

West Midlands 

 

Birmingham £35,157 £1,402,028 £1,437,185 

Bromsgrove £3,546 £136,614 £140,160 
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2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Cannock Chase £3,694 £147,525 £151,219 

Coventry £10,984 £478,985 £489,970 

Dudley £11,746 £396,886 £408,632 

East Staffordshire £4,186 £177,991 £182,177 

Herefordshire, County 

of 

£6,593 £318,830 £325,423 

Lichfield £3,935 £233,831 £237,765 

Malvern Hills £2,927 £143,742 £146,669 

Newcastle-under-

Lyme 

£4,826 £157,962 £162,789 

North Warwickshire £2,500 £106,120 £108,620 

Nuneaton and 

Bedworth 

£4,625 £162,057 £166,682 

Redditch £2,982 £125,379 £128,361 

Rugby £3,633 £153,759 £157,392 

Sandwell £10,950 £367,518 £378,468 

Shropshire £11,154 £513,281 £524,435 

Solihull £7,965 £257,670 £265,636 

South Staffordshire £4,229 £178,482 £182,711 

Stafford £4,724 £252,653 £257,377 

Staffordshire 

Moorlands 

£3,860 £199,461 £203,321 

Stoke-on-Trent £9,153 £294,397 £303,550 

Stratford-on-Avon £4,759 £218,429 £223,187 

Tamworth £2,818 £127,338 £130,156 

Telford and Wrekin £6,014 £238,131 £244,145 

Walsall £9,677 £378,608 £388,285 

Warwick £4,889 £255,420 £260,309 

Wolverhampton £8,572 £316,903 £325,475 

Worcester £3,587 £154,031 £157,618 

Wychavon £4,465 £216,654 £221,119 

Wyre Forest £3,781 £142,854 £146,635 

 

Yorkshire and The Humber 

 

Barnsley £8,821 £367,965 £376,787 

Bradford £16,835 £692,736 £709,571 

Calderdale £7,159 £314,698 £321,857 

Craven £2,500 £100,938 £103,438 

Doncaster £10,804 £419,651 £430,455 

East Riding of 

Yorkshire 

£13,110 £456,097 £469,206 

Hambleton £3,488 £151,063 £154,551 

Harrogate £5,791 £238,742 £244,532 

Kingston upon Hull, 

City of 

£9,067 £288,441 £297,508 

Kirklees £15,204 £624,456 £639,661 

Leeds £26,263 £1,103,642 £1,129,905 
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2 
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amount for the 

specified services 
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amount for the 
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4 

Overall maximum 
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North East 

Lincolnshire 

£5,586 £188,377 £193,963 

North Lincolnshire £6,122 £250,223 £256,345 

Richmondshire £2,500 £88,917 £91,417 

Rotherham £9,586 £429,777 £439,363 

Ryedale £2,500 £125,251 £127,751 

Scarborough £4,142 £191,717 £195,859 

Selby £3,243 £143,759 £147,002 

Sheffield £19,327 £598,973 £618,300 

Wakefield £12,177 £496,911 £509,088 

York £7,546 £288,923 £296,469 

 SCHEDULE 3 Articles 7(b), 8(1)(b) and 9(1)(b)  

Local returning officers: maximum recoverable amounts for local 

counting areas where a relevant election or referendum is to be held 

1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

 

Eastern 

 

Babergh £3,782 £92,045 £95,827 

Basildon £7,137 £113,191 £120,328 

Bedford £6,444 £164,770 £171,215 

Braintree £5,963 £153,861 £159,824 

Breckland £5,125 £133,200 £138,325 

Brentwood £3,150 £69,246 £72,396 

Broadland £5,306 £119,818 £125,124 

Broxbourne £3,767 £59,058 £62,824 

Cambridge £4,559 £75,407 £79,966 

Castle Point £3,660 £62,606 £66,266 

Central Bedfordshire £10,921 £252,092 £263,013 

Chelmsford £6,941 £145,710 £152,651 

Colchester £6,664 £141,450 £148,114 

Dacorum £5,922 £107,600 £113,522 

East Cambridgeshire £3,399 £83,842 £87,241 

East Hertfordshire £5,427 £140,342 £145,769 

East Suffolk £9,924 £244,680 £254,603 

Epping Forest £5,264 £128,639 £133,903 

Fenland £3,768 £83,714 £87,481 

Great Yarmouth £3,889 £76,927 £80,816 

Harlow £3,281 £56,387 £59,668 

Hertsmere £4,099 £99,406 £103,505 

Huntingdonshire £6,863 £160,582 £167,444 
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2 

Maximum recoverable 

amount for the 

specified services 

3 
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amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Ipswich  £5,124 £106,928 £112,052 

King’s Lynn and West 

Norfolk 

£6,081 £129,603 £135,684 

Luton £7,184 £151,305 £158,489 

Maldon £2,750 £51,982 £54,732 

Mid Suffolk £4,136 £101,335 £105,471 

North Hertfordshire £5,316 £96,386 £101,702 

North Norfolk £4,428 £125,775 £130,203 

Norwich £5,614 £97,106 £102,720 

Peterborough £6,709 £155,641 £162,350 

Rochford £3,573 £68,385 £71,957 

South Cambridgeshire £6,040 £149,070 £155,110 

South Norfolk £5,363 £124,934 £130,297 

Southend-on-Sea £7,014 £150,351 £157,365 

St. Albans £5,662 £131,755 £137,418 

Stevenage £3,381 £89,299 £92,680 

Tendring £5,983 £128,095 £134,078 

Three Rivers £3,637 £87,801 £91,438 

Thurrock £5,915 £127,179 £133,094 

Uttlesford £3,378 £104,793 £108,171 

Watford £3,540 £90,200 £93,740 

Welwyn Hatfield £4,275 £83,440 £87,715 

West Suffolk £6,405 £164,144 £170,549 

 

East Midlands 

 

Amber Valley £5,317 £121,586 £126,903 

Ashfield £4,783 £113,434 £118,217 

Bassetlaw £4,584 £119,927 £124,512 

Blaby £3,955 £73,896 £77,851 

Bolsover £3,096 £77,751 £80,847 

Boston £2,750 £60,752 £63,502 

Broxtowe £4,394 £96,581 £100,975 

Charnwood £7,212 £120,740 £127,952 

Chesterfield £4,361 £92,086 £96,447 

Corby £2,750 £54,518 £57,268 

Daventry £3,281 £87,869 £91,150 

Derby £9,507 £154,132 £163,639 

Derbyshire Dales £3,086 £95,809 £98,895 

East Lindsey £5,720 £134,091 £139,811 

East 

Northamptonshire 

£3,527 £87,031 £90,557 

Erewash £4,609 £103,167 £107,776 

Gedling £4,652 £101,779 £106,432 

Harborough £3,629 £85,763 £89,392 

High Peak £3,888 £101,280 £105,168 

Hinckley and £4,590 £85,470 £90,060 
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4 

Overall maximum 

recoverable amount 

Bosworth 

Kettering £3,806 £103,727 £107,533 

Leicester £11,937 £270,877 £282,814 

Lincoln £3,362 £75,281 £78,643 

Mansfield £4,172 £90,600 £94,772 

Melton £2,750 £60,288 £63,038 

Newark and 

Sherwood  

£4,645 £123,465 £128,111 

North East Derbyshire £4,291 £107,495 £111,786 

North Kesteven £4,556 £100,908 £105,464 

North West 

Leicestershire 

£3,922 £89,533 £93,454 

Northampton £7,789 £176,403 £184,192 

Nottingham £10,645 £204,271 £214,916 

Oadby and Wigston £2,750 £38,864 £41,614 

Rushcliffe £4,648 £142,897 £147,546 

Rutland £2,750 £39,769 £42,519 

South Derbyshire £4,006 £79,344 £83,350 

South Holland £3,520 £78,999 £82,519 

South Kesteven £5,685 £132,517 £138,202 

South 

Northamptonshire 

£3,727 £89,247 £92,974 

Wellingborough £2,863 £68,349 £71,211 

West Lindsey £3,966 £103,015 £106,980 

 

London 

 

Barking and 

Dagenham 

£6,480 £181,995 £188,475 

Barnet £12,809 £356,959 £369,767 

Bexley £9,684 £263,508 £273,192 

Brent £10,385 £297,787 £308,172 

Bromley £12,512 £350,751 £363,263 

Camden £7,605 £188,865 £196,470 

City of London £2,750 £12,316 £15,066 

Croydon £13,463 £309,117 £322,580 

Ealing £11,896 £409,195 £421,092 

Enfield £10,643 £238,304 £248,948 

Greenwich £8,936 £275,529 £284,466 

Hackney £8,658 £246,942 £255,600 

Hammersmith and 

Fulham 

£6,259 £219,009 £225,268 

Haringey £9,492 £243,559 £253,052 

Harrow £9,241 £245,405 £254,646 

Havering £9,958 £193,885 £203,842 

Hillingdon £10,891 £260,401 £271,292 

Hounslow £9,394 £290,153 £299,546 

Islington £7,715 £203,661 £211,376 
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Kensington and 

Chelsea 

£4,779 £122,273 £127,052 

Kingston upon 

Thames 

£6,020 £206,605 £212,625 

Lambeth £10,919 £253,787 £264,706 

Lewisham £9,949 £269,174 £279,122 

Merton £7,394 £220,847 £228,240 

Newham £9,390 £245,054 £254,444 

Redbridge £10,936 £250,439 £261,375 

Richmond upon 

Thames 

£7,173 £187,760 £194,933 

Southwark £10,468 £269,709 £280,176 

Sutton £7,602 £209,073 £216,675 

Tower Hamlets £8,883 £272,452 £281,335 

Waltham Forest £8,874 £246,619 £255,493 

Wandsworth £11,656 £329,708 £341,364 

Westminster £6,553 £224,980 £231,533 

 

North East 

 

County Durham £21,596 £486,152 £507,748 

Darlington £4,230 £91,258 £95,488 

Gateshead £7,972 £161,947 £169,919 

Hartlepool £3,795 £69,907 £73,702 

Middlesbrough £5,323 £109,273 £114,597 

Newcastle upon Tyne £10,922 £258,088 £269,010 

North Tyneside £8,513 £164,156 £172,668 

Northumberland £13,132 £334,482 £347,613 

Redcar and Cleveland £5,616 £124,651 £130,267 

South Tyneside £6,190 £158,967 £165,157 

Stockton-on-Tees £7,703 £165,745 £173,448 

Sunderland £11,493 £271,794 £283,287 

 

North West 

 

Allerdale £3,766 £113,154 £116,920 

Barrow-in-Furness £2,838 £50,297 £53,134 

Blackburn with 

Darwen 

£5,589 £129,518 £135,107 

Blackpool £5,878 £145,268 £151,146 

Bolton £10,671 £183,184 £193,855 

Burnley £3,598 £85,683 £89,281 

Bury £7,708 £140,341 £148,049 

Carlisle £4,581 £150,016 £154,598 

Cheshire East £15,372 £391,793 £407,165 

Cheshire West and 

Chester 

£13,730 £281,057 £294,787 

Chorley £4,433 £116,235 £120,668 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Copeland £2,913 £81,588 £84,501 

Eden £2,750 £77,450 £80,200 

Fylde £3,273 £80,415 £83,688 

Halton £5,063 £83,911 £88,974 

Hyndburn £3,254 £67,586 £70,840 

Knowsley £6,054 £120,959 £127,013 

Lancaster  £5,573 £125,877 £131,450 

Liverpool £17,274 £333,434 £350,708 

Manchester £19,523 £449,705 £469,228 

Oldham £8,630 £181,220 £189,850 

Pendle £3,588 £76,150 £79,739 

Preston £5,249 £117,938 £123,187 

Ribble Valley £2,750 £70,241 £72,991 

Rochdale £8,407 £180,100 £188,507 

Rossendale £2,842 £56,514 £59,355 

Salford £9,258 £181,197 £190,455 

Sefton £10,946 £187,777 £198,724 

South Lakeland £4,335 £117,703 £122,038 

South Ribble £4,637 £100,068 £104,705 

St. Helens £7,308 £139,482 £146,790 

Stockport £11,921 £222,353 £234,274 

Tameside £9,179 £215,510 £224,689 

Trafford £8,683 £226,626 £235,309 

Warrington £8,601 £174,123 £182,723 

West Lancashire £4,689 £107,906 £112,595 

Wigan £12,269 £229,843 £242,112 

Wirral £12,908 £207,579 £220,487 

Wyre £4,620 £109,305 £113,925 

 

Scotland 

 

Aberdeen  £8,880 £254,324 £263,204 

Aberdeenshire £10,503 £281,492 £291,995 

Angus £4,736 £140,186 £144,922 

Argyll and Bute £3,660 £146,428 £150,088 

Clackmannanshire £2,750 £68,331 £71,081 

Comhairle nan Eilean 

Siar 

£2,750 £50,210 £52,960 

Dumfries and 

Galloway 

£6,312 £208,429 £214,741 

Dundee  £5,732 £137,598 £143,330 

East Ayrshire £5,158 £138,147 £143,305 

East Dunbartonshire £4,451 £101,613 £106,064 

East Lothian £4,198 £91,320 £95,518 

East Renfrewshire £3,630 £118,550 £122,181 

Edinburgh £18,452 £633,342 £651,794 

Falkirk £6,237 £120,122 £126,359 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Fife £15,503 £376,853 £392,355 

Glasgow  £24,885 £718,991 £743,876 

Highland £9,738 £293,253 £302,991 

Inverclyde £3,124 £99,389 £102,513 

Midlothian £3,549 £82,379 £85,928 

Moray £3,836 £104,148 £107,984 

North Ayrshire £5,857 £143,310 £149,167 

North Lanarkshire £13,681 £424,464 £438,145 

Orkney Islands £2,750 £23,915 £26,665 

Perth and Kinross £6,013 £163,950 £169,962 

Renfrewshire £6,654 £223,133 £229,786 

Scottish Borders £4,948 £137,353 £142,301 

Shetland Islands £2,750 £34,024 £36,774 

South Ayrshire £4,889 £151,913 £156,802 

South Lanarkshire £13,374 £387,326 £400,700 

Stirling £3,574 £87,093 £90,667 

West Dunbartonshire £3,634 £97,642 £101,276 

West Lothian £6,980 £154,010 £160,990 

 

South East  

 

Adur £2,750 £60,342 £63,092 

Arun £6,026 £130,672 £136,699 

Ashford £4,799 £131,481 £136,280 

Aylesbury Vale £7,336 £191,497 £198,832 

Basingstoke and 

Deane 

£7,022 £141,180 £148,202 

Bracknell Forest  £4,581 £81,094 £85,675 

Brighton and Hove £10,837 £221,412 £232,249 

Canterbury £6,041 £112,672 £118,712 

Cherwell £5,735 £167,027 £172,763 

Chichester £4,882 £112,610 £117,492 

Chiltern £3,945 £84,611 £88,556 

Crawley £4,079 £79,176 £83,255 

Dartford £3,865 £104,827 £108,692 

Dover £4,586 £120,145 £124,731 

East Hampshire £4,723 £103,531 £108,254 

Eastbourne £3,839 £85,527 £89,366 

Eastleigh £5,273 £103,868 £109,141 

Elmbridge £5,178 £167,747 £172,925 

Epsom and Ewell £3,046 £74,857 £77,902 

Fareham £4,865 £80,458 £85,323 

Folkestone and Hythe £4,330 £118,281 £122,611 

Gosport £3,398 £53,195 £56,593 

Gravesham  £3,940 £99,499 £103,439 

Guildford £5,490 £134,091 £139,582 

Hart £3,754 £93,546 £97,300 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Hastings £3,242 £74,751 £77,993 

Havant £5,134 £82,830 £87,964 

Horsham £5,448 £127,255 £132,703 

Isle of Wight £6,051 £112,065 £118,116 

Lewes £4,069 £95,736 £99,804 

Maidstone £5,886 £155,024 £160,910 

Medway £10,474 £234,271 £244,745 

Mid Sussex £5,780 £128,858 £134,638 

Milton Keynes £9,718 £227,642 £237,361 

Mole Valley £3,618 £88,966 £92,583 

New Forest  £7,717 £160,967 £168,685 

Oxford £5,617 £98,919 £104,536 

Portsmouth £7,768 £136,463 £144,230 

Reading £6,386 £147,033 £153,420 

Reigate and Banstead £5,532 £146,240 £151,772 

Roth £3,790 £95,397 £99,188 

Runnymede £3,453 £86,374 £89,827 

Rushmoor £3,535 £78,754 £82,288 

Sevenoaks £4,648 £124,386 £129,034 

Slough £4,871 £122,349 £127,220 

South Bucks £2,815 £68,969 £71,784 

South Oxfordshire £5,540 £117,147 £122,686 

Southampton £9,071 £161,139 £170,211 

Spelthorne £3,947 £99,752 £103,699 

Surrey Heath £3,488 £66,323 £69,810 

Swale £5,276 £93,402 £98,678 

Tandridge £3,235 £69,296 £72,530 

Test Valley £5,012 £140,795 £145,807 

Thanet £5,347 £96,928 £102,274 

Tonbridge and 

Malling 

£4,693 £115,857 £120,550 

Tunbridge Wells £4,351 £100,704 £105,055 

Vale of White Horse £5,034 £112,795 £117,829 

Waverley £4,981 £116,108 £121,089 

Wealden £6,346 £158,832 £165,178 

West Berkshire £6,187 £148,363 £154,550 

West Oxfordshire £4,303 £89,675 £93,978 

Winchester £4,987 £122,894 £127,881 

Windsor and 

Maidenhead 

£5,534 £120,060 £125,594 

Woking £3,803 £108,062 £111,866 

Wokingham £6,428 £137,877 £144,304 

Worthing £4,252 £83,628 £87,881 

Wycombe £6,815 £151,578 £158,393 

 

South West 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Bath and North East 

Somerset 

£7,097 £165,946 £173,043 

Bournemouth, 

Christchurch and 

Poole 

£15,462 £391,562 £407,024 

Bristol, City of £16,805 £369,363 £386,168 

Cheltenham £4,688 £106,946 £111,634 

Cornwall £22,039 £600,897 £622,936 

Cotswold £3,679 £117,420 £121,099 

Dorset £15,672 £383,238 £398,910 

East Devon £5,362 £125,208 £130,570 

Exeter £4,657 £93,600 £98,257 

Forest of Dean £3,563 £83,232 £86,795 

Gibraltar £2,750 £38,564 £41,314 

Gloucester £4,900 £106,934 £111,835 

Isles of Scilly £2,750 £6,194 £8,944 

Mendip £4,560 £115,915 £120,475 

Mid Devon £3,224 £94,002 £97,225 

North Devon £4,022 £103,878 £107,900 

North Somerset £8,572 £195,695 £204,267 

Plymouth £9,719 £209,192 £218,911 

Sedgemoor £4,664 £110,390 £115,054 

Somerset West and 

Taunton 

£5,680 £134,133 £139,813 

South Gloucestershire £11,084 £242,230 £253,314 

South Hams £3,659 £103,606 £107,265 

South Somerset £6,917 £173,672 £180,588 

Stroud £4,885 £99,729 £104,614 

Swindon £8,455 £154,986 £163,441 

Teignbridge £5,488 £123,063 £128,551 

Tewkesbury £3,547 £74,488 £78,036 

Torbay £5,660 £116,222 £121,882 

Torridge £2,790 £82,207 £84,997 

West Devon £2,750 £67,012 £69,762 

Wiltshire £19,132 £506,820 £525,952 

 

Wales 

 

Blaenau Gwent £2,856 £87,241 £90,096 

Bridgend £5,587 £149,367 £154,955 

Caerphilly £7,090 £150,870 £157,960 

Cardiff £13,822 £386,958 £400,780 

Carmarthenshire £7,540 £235,039 £242,579 

Ceredigion £3,018 £84,125 £87,143 

Conwy £4,979 £127,711 £132,690 

Denbighshire £4,064 £102,903 £106,967 

Flintshire £6,258 £138,965 £145,222 

Gwynedd £4,509 £129,585 £134,094 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Merthyr Tydfil £2,750 £70,633 £73,383 

Monmouthshire £3,863 £99,762 £103,625 

Neath Port Talbot £5,821 £179,133 £184,955 

Newport £5,580 £124,312 £129,892 

Pembrokeshire £4,907 £171,862 £176,769 

Powys £5,555 £150,409 £155,965 

Rhondda Cynon Taf £9,373 £203,439 £212,812 

Swansea £9,874 £222,204 £232,078 

Torfaen £3,712 £89,525 £93,237 

Vale of Glamorgan £5,035 £144,381 £149,416 

Wrexham £5,432 £122,563 £127,994 

Ynys Môn £2,750 £83,245 £85,995 

 

West Midlands 

 

Birmingham £38,673 £876,268 £914,940 

Bromsgrove £3,901 £85,384 £89,284 

Cannock Chase £4,064 £92,203 £96,267 

Coventry  £12,083 £299,366 £311,449 

Dudley £12,921 £248,054 £260,974 

East Staffordshire £4,605 £111,244 £115,849 

Herefordshire, County 

of 

£7,252 £199,268 £206,521 

Lichfield £4,328 £146,144 £150,472 

Malvern Hills £3,220 £89,838 £93,059 

Newcastle-under-

Lyme 

£5,309 £98,726 £104,035 

North Warwickshire £2,750 £66,325 £69,075 

Nuneaton and 

Bedworth 

£5,087 £101,286 £106,373 

Redditch £3,281 £78,362 £81,643 

Rugby £3,997 £96,099 £100,096 

Sandwell £12,045 £229,698 £241,744 

Shropshire £12,269 £320,801 £333,070 

Solihull £8,762 £161,044 £169,806 

South Staffordshire £4,652 £111,551 £116,203 

Stafford £5,197 £157,908 £163,105 

Staffordshire 

Moorlands 

£4,246 £124,663 £128,909 

Stoke-on-Trent £10,068 £183,998 £194,066 

Stratford-on-Avon £5,235 £136,518 £141,753 

Tamworth £3,100 £79,586 £82,686 

Telford and Wrekin £6,616 £148,832 £155,448 

Walsall £10,645 £236,630 £247,274 

Warwick £5,378 £159,637 £165,015 

Wolverhampton £9,429 £198,064 £207,493 

Worcester £3,946 £96,269 £100,215 

Wychavon £4,911 £135,409 £140,320 
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1 

Local Counting Area 

2 

Maximum recoverable 

amount for the 

specified services 

3 

Maximum recoverable 

amount for the 

specified expenses 

4 

Overall maximum 

recoverable amount 

Wyre Forest £4,159 £89,284 £93,443 

 

Yorkshire and The Humber 

 

Barnsley £9,703 £229,978 £239,682 

Bradford £18,518 £432,960 £451,478 

Calderdale £7,875 £196,686 £204,561 

Craven £2,750 £63,086 £65,836 

Doncaster £11,884 £262,282 £274,166 

East Riding of 

Yorkshire 

£14,420 £285,060 £299,481 

Hambleton £3,837 £94,414 £98,251 

Harrogate £6,370 £149,213 £155,583 

Kingston upon Hull, 

City of 

£9,974 £180,276 £190,250 

Kirklees £16,725 £390,285 £407,010 

Leeds £28,889 £689,776 £718,665 

North East 

Lincolnshire 

£6,145 £117,735 £123,880 

North Lincolnshire £6,734 £156,390 £163,124 

Richmondshire £2,750 £55,573 £58,323 

Rotherham £10,545 £268,611 £279,155 

Ryedale £2,750 £78,282 £81,032 

Scarborough £4,556 £119,823 £124,379 

Selby £3,567 £89,849 £93,417 

Sheffield £21,260 £374,358 £395,618 

Wakefield £13,394 £310,570 £323,964 

York £8,301 £180,577 £188,877 

 

EXPLANATORY NOTE 

(This note is not part of the Order) 

This Order provides for payments for services and expenses of returning officers and local 

returning officers in connection with the conduct of European Parliamentary elections in Great 

Britain and Gibraltar. It replaces the European Parliamentary Elections (Returning Officers’ and 

Local Returning Officers’ Charges) (Great Britain and Gibraltar) Order 2014. This Order is made 

under regulation 15(1), (2) and (5) of the European Parliamentary Elections Regulations 2004 (S.I. 

2004/293), under which returning officers and local returning officers may recover their charges 

for services and expenses, provided they were necessarily rendered or incurred for the efficient 

and effective conduct of the election and the total does not exceed the overall maximum 

recoverable amount specified by the Minister for the Cabinet Office in an order. Regulation 15(2) 

also enables the Minister for the Cabinet Office to specify a maximum recoverable amount for 

particular services or expenses.  

Articles 4 to 6 of, and Schedule 1 to, this Order specify the maximum amounts recoverable by 

returning officers. Article 4 deals with the overall maximum amount for an electoral region, article 

5 with specified services and article 6 with specified expenses. Schedule 1 applies whether the poll 

is a stand-alone poll or a combined poll. The table in the Schedule lists, for each electoral region, 

the maximum recoverable amount for the specified services (column 2), the maximum recoverable 
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amount for the specified expenses (column 3) and the overall maximum recoverable amount 

(column 4). 

Article 7 to 9 of, and Schedules 2 and 3 to, this Order specify maximum amounts recoverable by 

local returning officers. Article 7 deals with the overall maximum amount for each local counting 

area, article 8 with specified services and article 9 with specified expenses. Schedule 2 applies to 

stand-alone polls and Schedule 3 applies where the election of a Member of the European 

Parliament in 2019 is to be taken together with a local government election or a mayoral election 

or a referendum on the governance arrangements for a local authority. The table in each of those 

Schedules lists for each local counting area, the maximum recoverable amount for the specified 

services (column 2), the maximum recoverable amount for the specified expenses (column 3) and 

the overall maximum recoverable amount (column 4).  

In the case of an uncontested election, article 10 provides that articles 4 to 9 do not apply. Instead, 

the overall maximum recoverable amount is £1,750 for each local counting area and £350 for each 

electoral region. 

A full regulatory impact assessment has not been produced for this instrument because no impact 

on the private or voluntary sectors is foreseen. 
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EUROPEAN PARLIAMENTARY ELECTION 
 

Thursday 23 May 2019 
 

NOTICE OF APPOINTMENT OF REGIONAL  
ELECTION AGENTS 
 
The following particulars of Regional Election Agents have been notified to me by the political 
parties indicated: 
 
 

Political Party Name and Office Address of Agent 

Change UK – The 
Independent Group 

BURNS, Harry 
 

Conservative and Unionist 
Party 

STEPHENS, Richard 
 

English Democrats 
English Democrats – Putting 
England First! 

TILBROOK, Robin 
 

Green Party 
ROSE, Chris 

 
 

Labour Party 
GASKIN, Phil 

 

Liberal Democrats 
PINNOCK, Richard 

 

The Brexit Party 
HIMS, Helen 

  
 

UK Independence Party 
(UKIP) 
UKIP Make Brexit Happen 

TAYLOR, Lester 
 

Maxey, Larch Ian Albert 
Frank 
Independent 

MOULDING, James 
  

 

Rahman, Mothiur 
Independent 

MOULDING, James 
  

 

Seed, Neville 
Independent 

SEED, Neville 
 

 
 
Graham Farrant          24 April 2019 
Regional Returning Officer  
 



Local Authority Assigned IBRL Licence Address

Account 

Number PHQ* AA*

Licence Supplied 

To LA 

Date Address 

Change Complete

Date Envelope B 

Approved

Aberdeen City Council

Aberdeen City Council

Overseas Votes

Broad Street

ABERDEEN

AB12 9ZZ 0165570089 PHQ-D/12240/AB AA3274 12/04/2019

Aberdeenshire Council

Aberdeenshire Council

Overseas Votes

Westburn Road

ABERDEEN

AB16 9ZZ 0186870074 PHQ-D/12241/AB AA3275 12/04/2019

Adur & Worthing Councils

Adur & Worthing Councils

Overseas Votes

Chapel Road

WORTHING

BN11 9ZZ 0187926000 PHQ-D/12242/BN AA3276 12/04/2019 18/04/2019

Allerdale Borough Council

Allerdale Borough Council

Overseas Votes

New Bridge Road

WORKINGTON

CA14 9ZZ 0614803023 PHQ-D/12243/CA AA3277 12/04/2019 12/04/2019

Amber Valley Borough Council

Amber Valley Borough Council

Overseas Votes

Market Place

RIPLEY

DE5 4ZZ 0067490000 PHQ-D/12244/DE AA3278 12/04/2019 12/04/2019

Angus Council

Angus Council

Overseas Votes

Silvie Way

Orchardbank Business Park

FORFAR

DD8 0ZZ 735570084 PHQ-D/12245/DD AA3279 12/04/2019

Argyll & Bute Council

Argyll & Bute Council

Overseas Votes

Kilmory

LOCHGILPHEAD

PA31 9ZZ 63470048 PHQ-D/12246/PA AA3280 12/04/2019

Arun District Council

Arun District Council

Overseas Votes

Maltravers Road

LITTLEHAMPTON

BN16 9ZZ 137983014 PHQ-D/12247/BN AA3281 12/04/2019

Ashfield District Council

Ashfield District Council

Overseas Votes

Urban Road

Kirkby-in-Ashfield

NOTTINGHAM

NG17 8ZZ 271091000 PHQ-D/12248/NG AA3282 12/04/2019

Ashford Borough Council

Ashford Borough Council

Overseas Votes

Tannery Lane

ASHFORD

TN23 9ZZ 0067983020 PHQ-D/12249/TN AA3283 12/04/2019 18/04/2019

Aylesbury Vale District Council

Aylesbury Vale District Council

Overseas Votes

Gatehouse Road

AYLESBURY

HP20 9ZZ 0131890019 PHQ-D/12250/HP AA3284 12/04/2019 12/04/2019

Babergh District Council

Babergh District Council

Overseas Votes          

Russell Road            

IPSWICH                 

IP1 9ZX

846365011 PHQ-D/12251/IP AA3285 12/04/2019

Ballymena Electoral Office

Electoral Office

Overseas Votes

Broughshane Street

BALLYMENA

BT42 9ZZ 0060676000 PHQ-D/12619/BT AA3653 12/04/2019

Banbridge Electoral Office

Electoral Office

Overseas Votes

Bridge Street

BANBRIDGE

BT32 9ZZ 0060676000 PHQ-D/12620/BT AA3654 12/04/2019

Barnsley Metropolitan Borough Council

Barnsley MBC

Overseas Votes

Church Street

BARNSLEY

S70 9ZW 235909039 PHQ-D/12252/S AA3286 12/04/2019 10/04/2019

Barrow-in-Furness Borough Council

Barrow-in-Furness Borough Council

Overseas Votes

Duke Street

BARROW-IN-FURNESS

LA14 9ZZ 891903010 PHQ-D/12253/LA AA3287 12/04/2019 15/04/2019

Basildon Borough Council

Basildon Borough Council

Overseas Votes

St. Martins Square

BASILDON

SS14 0ZU 695765002 PHQ-D/12254/SS AA3288 12/04/2019



Basingstoke & Deane Borough Council

Basingstoke & Deane BC

Overseas Votes

London Road

BASINGSTOKE

RG24 4ZZ 823890032 PHQ-D/12255/RG AA3289 12/04/2019 18/04/2019

Bassetlaw District Council

Bassetlaw District Council

Overseas Votes

Potter Street

WORKSOP

S80 9ZY 495909023 PHQ-D/12256/S AA3290 12/04/2019

Bath & North East Somerset Council

Bath & North East Somerset Council

Overseas Votes

High Street

BATH

BA1 0ZZ 0529277071 PHQ-D/12257/BA AA3291 12/04/2019

Bedford Borough Council

Bedford Borough Council

Overseas Votes

Cauldwell Street

BEDFORD

MK42 5ZZ 179365033 PHQ-D/12258/MK AA3292 12/04/2019 15/04/2019

Belfast Electoral Office

Electoral Officer

Overseas Votes

Church Street

BELFAST

BT1 9ZZ 0060676000 PHQ-D/12621/BT AA3655 12/04/2019

Birmingham City Council

Birmingham City Council

Overseas Votes

BIRMINGHAM

B2 2ZZ 603656074 PHQ-D/12259/B AA3293 12/04/2019 23/04/2019

Blaby District Council

Blaby District Council

Overseas Votes

Desford Road

Narborough

LEICESTER

LE19 9ZZ 0062133015 PHQ-D/12260/LE AA3294 12/04/2019 17/04/2019

Blackburn With Darwen Borough Council

Blackburn With Darwen BC

Overseas Votes

King William Street

BLACKBURN

BB2 9ZZ 49947004 PHQ-D/12261/BB AA3295 12/04/2019 18/04/2019

Blackpool Borough Council

Blackpool Borough Council

Overseas Votes

BLACKPOOL

FY1 9ZZ 885903062 PHQ-D/12262/FY AA3296 12/04/2019 18/04/2019

Blaenau Gwent County Borough Council

Blaenau Gwent CBC

Overseas Votes

Steelworks Road

EBBW VALE

NP23 9ZF 889799002 PHQ-D/12263/NP AA3297 12/04/2019

Using existing 

stock. No mail 

piece provided.

Bolsover District Council

Bolsover District Council

Overseas Votes

High Street

Clowne

CHESTERFIELD

S43 9ZZ 0503133003 PHQ-D/12264/S AA3298 12/04/2019

Bolton Metropolitan Borough Council

Bolton Metropolitan Borough Council

Overseas Votes

Victoria Square

BOLTON

BL1 9ZZ 217903067 PHQ-D/12265/BL AA3299 12/04/2019 18/04/2019

Borough Council of King's Lynn & West Norfolk

BC Of King's Lynn & West Norfolk

Overseas Votes

Chapel Street

KING'S LYNN

PE30 9ZZ 368200000 PHQ-D/12266/PE AA3300 12/04/2019

Boston Borough Council

Boston Borough Council

Overseas Votes

West Street

BOSTON

PE21 1ZZ 307527000 PHQ-D/12268/PE AA3302 12/04/2019

Bournemouth, Christchurch & Poole Council

Bournemouth, Christchurch & Poole 

Council

Overseas Votes

BOURNEMOUTH

BH1 9YA 0266507038 PHQ-D/12269/BH AA3303 12/04/2019 12/04/2019

Bracknell Forest Borough Council

Bracknell Forest Council

Overseas Votes          

Market Street           

BRACKNELL

RG42 9ZZ

730990035 PHQ-D/12270/RG AA3304 12/04/2019 18/04/2019

Braintree District Council

Braintree District Council

Overseas Votes

BRAINTREE

CM7 0ZZ 154465018 PHQ-D/12271/CM AA3305 12/04/2019 15/04/2019

Breckland District Council

Breckland District Council

Overseas Votes

Walpole Loke

DEREHAM

NR19 9ZZ 894465015 PHQ-D/12272/NR AA3306 12/04/2019 18/04/2019



Brentwood Borough Council

Brentwood Borough Council

Overseas Votes

Ingrave Road

BRENTWOOD

CM14 9ZZ 694465016 PHQ-D/12273/CM AA3307 12/04/2019 18/04/2019

Bridgend County Borough Council

Bridgend County Borough Council

Overseas Votes

Angel Street

BRIDGEND

CF31 9ZZ 782177045 PHQ-D/12274/CF AA3308 12/04/2019

Brighton & Hove City Council

Brighton & Hove City Council  

Overseas Votes                

Norton Road                   

HOVE

BN52 9ZZ 139468100 PHQ-D/12275/BN AA3309 12/04/2019 18/04/2019

Bristol City Council

Bristol City Council 

Overseas Votes       

Smeaton Road         

BRISTOL              

BS1 9XQ 321377192 PHQ-D/12276/BS AA3310 12/04/2019

Broadland District Council

Broadland District Council

Overseas Votes

Yarmouth Road

NORWICH

NR7 7ZZ 0826465017 PHQ-D/12277/NR AA3311 12/04/2019

Bromsgrove District Council

Bromsgrove District Council

Overseas Votes

Walter Stranz Square

REDDITCH

B97 9ZU

0558656015 PHQ-D/12278/B AA3312 12/04/2019 23/04/2019

Broxbourne Borough Council

Broxbourne Borough Council

Overseas Votes

Churchgate

WALTHAM CROSS

EN8 1ZZ 253465013 PHQ-D/12279/EN AA3313 12/04/2019 12/04/2019

Broxtowe Borough Council

Broxtowe Borough Council

Overseas Votes

Foster Avenue

Beeston

NOTTINGHAM

NG9 9ZZ 0064133011 PHQ-D/12280/NG AA3314 12/04/2019

Burnley Borough Council

Burnley Borough Council

Overseas Votes

Manchester Road

BURNLEY

BB11 9ZZ 0291013029 PHQ-D/12281/BB AA3315 12/04/2019 18/04/2019

Bury Metropolitan Borough Council

Bury Metropolitan Borough Council

Overseas Votes

Knowsley Street

BURY

BL8 9ZZ 0381013004 PHQ-D/12282/BL AA3316 12/04/2019 18/04/2019

Caerphilly County Borough Council

Caerphilly County Borough Council

Overseas Votes

St. Gwladys Way

BARGOED

CF82 9YE

0341354000 PHQ-D/12283/CF AA3317 12/04/2019 18/04/2019

Calderdale Borough Council

Calderdale MBC

Overseas Votes

Northgate

HALIFAX

HX1 9ZZ 794019061 PHQ-D/12284/HX AA3318 12/04/2019 12/04/2019

Cambridge City Council

Cambridge City Council

Overseas Votes

CAMBRIDGE

CB1 0ZZ 0630565052 PHQ-D/12285/CB AA3319 12/04/2019 18/04/2019

Cannock Chase District Council

Cannock Chase Council

Overseas Votes

Beecroft Road

CANNOCK

WS12 9ZZ 0211756015 PHQ-D/12286/WS AA3320 12/04/2019 18/04/2019

Canterbury City Council

Canterbury City Council

Overseas Votes

Military Road

CANTERBURY

CT1 9ZZ 114809000 PHQ-D/12287/CT AA3321 12/04/2019 23/04/2019

Cardiff County Council

Cardiff County Council

Overseas Votes

Atlantic Wharf

CARDIFF

CF11 1YB 0005967155 PHQ-D/12288/CF AA3322 12/04/2019 15/04/2019

Carlisle City Council

Carlisle City Council

Overseas Votes

Rickergate

CARLISLE

CA1 9ZZ 254013043 PHQ-D/12289/CA AA3323 12/04/2019 23/04/2019



Carmarthenshire County Council

Carmarthenshire County Council

Overseas Votes

Spilman Street

CARMARTHEN

SA31 9ZZ 0191839000 PHQ-D/12290/SA AA3324 12/04/2019 23/04/2019

Castle Point Borough Council

Castle Point Borough Council

Overseas Votes

Kiln Road

BENFLEET

SS7 9ZZ 0772565008 PHQ-D/12291/SS AA3325 12/04/2019

Central Bedfordshire Council

Central Bedfordshire Council

Overseas Votes

Monks Walk

Chicksands

SHEFFORD

SG17 9ZZ 209996000 PHQ-D/12292/SG AA3326 12/04/2019 15/04/2019

Ceredigion County Council

Ceredigion County Council

Overseas Votes

ABERAERON

SA48 9ZZ 625967010 PHQ-D/12293/SA AA3327 12/04/2019 15/04/2019

Charnwood Borough Council

Charnwood Borough Council

Overseas Votes

Southfield Road

LOUGHBOROUGH

LE11 9ZZ 577133024 PHQ-D/12294/LE AA3328 12/04/2019 18/04/2019

Chelmsford City Council

Chelmsford City Council

Overseas Votes

Duke Street

CHELMSFORD

CM1 9ZZ 335565034 PHQ-D/12295/CM AA3329 12/04/2019

Cheltenham Borough Council

Cheltenham Borough Council

Overseas Votes

Promenade

CHELTENHAM

GL50 9ZY 684485043 PHQ-D/12296/GL AA3330 12/04/2019 18/04/2019

Cherwell District Council

Cherwell District Council

Overseas Votes

White Post Road

Bodicote

BANBURY

OX16 6ZZ 432001014 PHQ-D/12297/OX AA3331 12/04/2019 09/04/2019

Cheshire East Council

Cheshire East Council

Overseas Votes

MACCLESFIELD

SK10 9QE 0568013013 PHQ-D/12298/SK AA3332 12/04/2019

Cheshire West & Chester Council

Cheshire West & Chester Council

Overseas Votes

Civic Way

ELLESMERE PORT

CH34 9ZY 428013021 PHQ-D/12299/CH AA3333 12/04/2019 18/04/2019

Chesterfield Borough Council

Chesterfield Borough Council

Overseas Votes

Rose Hill

CHESTERFIELD

S40 9ZX 0458019012 PHQ-D/12300/S AA3334 12/04/2019 18/04/2019

Chichester District Council

Chichester District Council

Overseas Votes

East Pallant

CHICHESTER

PO19 9ZZ 292001003 PHQ-D/12301/PO AA3335 12/04/2019 18/04/2019

Chiltern District Council

Chiltern District Council

Overseas Votes

King George V Road

AMERSHAM

HP6 9ZZ 0503001015 PHQ-D/12302/HP AA3336 12/04/2019 23/04/2019

Chorley Borough Council

Chorley Borough Council

Overseas Votes

Market Street

CHORLEY

PR6 6ZZ 0149013023 PHQ-D/12303/PR AA3337 12/04/2019

City & County Of Swansea Council

City & County Of Swansea Council

Overseas Votes

Oystermouth Road

SWANSEA

SA1 9ZZ 162982000 PHQ-D/12305/SA AA3339 12/04/2019

City Of Bradford Metropolitan District Council

City Of Bradford MDC

Overseas Votes

Centenary Square

BRADFORD

BD1 9ZZ 0010219011 PHQ-D/12306/BD AA3340 12/04/2019 10/04/2019

City Of Edinburgh Council

The City Of Edinburgh Council

Overseas Votes

East Market Street

EDINBURGH

EH7 9ZZ 235202035 PHQ-D/12307/EH AA3341 12/04/2019

City Of Lincoln Council

Lincoln City Council

Overseas Votes

Beaumont Fee

LINCOLN

LN5 5ZZ 0700219024 PHQ-D/12308/LN AA3342 12/04/2019



City Of London Corporation

City Of London Corporation

Overseas Votes

Guildhall Yard

LONDON

EC2P 2ZU 0845382001 PHQ-D/12309/EC AA3343 12/04/2019 23/04/2019

City Of Wakefield Metropolitan District Council

City Of Wakefield MDC

Overseas Votes

Bond Street

WAKEFIELD

WF1 9ZZ 0259119087 PHQ-D/12310/WF AA3344 12/04/2019 15/04/2019

City Of Westminster

City of Westminster

Electoral Services

Overseas Votes

Victoria Street

London

Great Britain

SW1P 9UX 78282182 PHQ-D/12311/SW AA3345 12/04/2019 12/04/2019 12/04/2019

City Of York Council

City Of York Council

Overseas Votes

Station Rise

YORK

YO1 0ZZ 849019050 PHQ-D/12312/YO AA3346 12/04/2019

Clackmannanshire Council

Clackmannanshire Council

Overseas Votes

Greenside Street

ALLOA

FK10 9ZZ 00788570020 PHQ-D/12313/FK AA3347 12/04/2019

Colchester Borough Council

Colchester Borough Council

Overseas Votes

High Street

COLCHESTER

CO1 9ZZ 879565046 PHQ-D/12314/CO AA3348 12/04/2019 15/04/2019

Conwy County Borough Council

Conwy County Borough Council

Overseas Votes

Bangor Road

CONWY

LL30 9ZX 132113015 PHQ-D/12315/LL AA3349 12/04/2019

Copeland Borough Council

Copeland Borough Council

Overseas Votes

Catherine Street

WHITEHAVEN

CA28 0ZZ 855113015 PHQ-D/12316/CA AA3350 12/04/2019 10/04/2019

Corby Borough Council

Corby Borough Council

Overseas Votes

George Street

CORBY

NN17 9ZU 411233013 PHQ-D/12317/NN AA3351 12/04/2019 12/04/2019

Cornwall Council

Cornwall Council

Overseas Votes

Penwinnick Road

ST. AUSTELL

PL25 9ZZ 0430668027 PHQ-D/12318/PL AA3352 12/04/2019 23/04/2019

Cotswold District Council

Cotswold District Council

Overseas Votes

Trinity Road

CIRENCESTER

GL7 9ZZ 984485037 PHQ-D/12319/GL AA3353 12/04/2019 18/04/2019

Council of the Isles of Scilly

Council Of The Isles Of Scilly

Overseas Votes

St. Mary's

ISLES OF SCILLY

TR18 9ZZ PHQ-D/12618/TR AA3652 12/04/2019

Coventry City Council

Coventry City Council

Overseas Votes

Earl Street

COVENTRY

CV1 9ZZ PHQ-D/12320/CV AA3354 12/04/2019 23/04/2019

Craven District Council

Craven District Council

Overseas Votes

Broughton Road

SKIPTON

BD23 9ZZ PHQ-D/12321/BD AA3355 12/04/2019

Crawley Borough Council

Crawley Borough Council

Overseas Votes

The Boulevard

CRAWLEY

RH10 0ZY PHQ-D/12322/RH AA3356 12/04/2019 18/04/2019

Dacorum Borough Council

Dacorum Borough Council

Overseas Votes

The Forum 

Marlowes

HEMEL HEMPSTEAD

HP1 9ZY

PHQ-D/12323/HP AA3357 12/04/2019 15/04/2019

Darlington Borough Council

Darlington Borough Council

Overseas Votes

Feethams

DARLINGTON

DL1 9ZZ PHQ-D/12324/DL AA3358 12/04/2019 10/04/2019



Dartford Borough Council

Dartford Borough Council

Overseas Votes

Home Gardens

DARTFORD

DA1 9ZZ PHQ-D/12325/DA AA3359 12/04/2019 18/04/2019

Daventry District Council

Daventry District Council

Overseas Votes

Lodge Road

DAVENTRY

NN11 1ZW PHQ-D/12326/NN AA3360 12/04/2019 11/04/2019

Denbighshire County Council

Denbighshire County Council

Overseas Votes

Wynnstay Road

RUTHIN

LL15 9ZZ PHQ-D/12327/LL AA3361 12/04/2019

Derby City Council

Derby City Council

Overseas Votes

Corporation Street

DERBY

DE1 0XW PHQ-D/12328/DE AA3362 12/04/2019 11/04/2019

Derbyshire Dales District Council

Derbyshire Dales District Council

Overseas Votes

Bank Road

MATLOCK

DE4 9ZZ PHQ-D/12329/DE AA3363 12/04/2019 17/04/2019

Derry/Londonderry Electoral Office

Electoral Office

Overseas Votes

Queen Street

LONDONDERRY

BT48 4ZY PHQ-D/12622/BT AA3656 12/04/2019

Doncaster Metropolitan Borough Council

Doncaster MBC

Overseas Votes

Waterdale

DONCASTER

DN1 9ZZ PHQ-D/12330/DN AA3364 12/04/2019 10/04/2019

Dover District Council

Dover District Council

Overseas Votes

Honeywood Close

White Cliffs Business Park

DOVER

CT16 9ZZ

PHQ-D/12331/CT AA3365 12/04/2019 18/04/2019

Dudley Metropolitan Borough Council

Dudley MBC

Overseas Votes

Priory Road

DUDLEY

DY1 9ZZ

PHQ-D/12332/DY AA3366 12/04/2019

Dumfries & Galloway Council

Dumfries & Galloway Council

Overseas Votes

English Street

DUMFRIES

DG1 9ZZ

PHQ-D/12333/DG AA3367 12/04/2019

Dundee City Council

Dundee City Council

Overseas Votes

City Square

DUNDEE

DD1 9ZZ

PHQ-D/12334/DD AA3368 12/04/2019

Durham County Council

Durham County Council

Overseas Votes

DURHAM

DH1 9ZQ

PHQ-D/12335/DH AA3369 12/04/2019 10/04/2019

East Ayrshire Council

East Ayrshire Council

Overseas Votes

London Road

KILMARNOCK

KA1 9ZZ

PHQ-D/12336/KA AA3370 12/04/2019 23/04/2019

East Cambridgeshire District Council

East Cambridgeshire District Council

Overseas Votes

Nutholt Lane

ELY

CB7 9ZQ

PHQ-D/12337/CB AA3371 12/04/2019

East Devon District Council

East Devon District Council

Overseas Votes

Border Road

HONITON

EX14 4ZU PHQ-D/12338/EX AA3372 12/04/2019 12/04/2019

East Dunbartonshire Council

East Dunbartonshire Council

Overseas Votes

Strathkelvin Place

Kirkintilloch

GLASGOW

G66 9YT

PHQ-D/12340/G AA3374 12/04/2019 12/04/2019



East Hampshire District Council

East Hampshire District Council

Overseas Votes

Penns Place

PETERSFIELD

GU32 9ZZ

PHQ-D/12341/GU AA3375 12/04/2019 18/04/2019

East Hertfordshire District Council

East Hertfordshire District Council

Overseas Votes

Pegs Lane

HERTFORD

SG13 9ZZ

PHQ-D/12342/SG AA3376 12/04/2019 23/04/2019

East Lindsey District Council

East Lindsey District Council

Overseas Votes

Manby Park

LOUTH

LN11 1ZZ

PHQ-D/12343/LN AA3377 12/04/2019 17/04/2019

East Lothian Council

East Lothian Council

Overseas Votes

Brewery Park

HADDINGTON

EH41 9ZZ

PHQ-D/12344/EH AA3378 12/04/2019

East Northamptonshire District Council

East Northamptonshire DC

Overseas Votes

Cedar Drive

Thrapston

KETTERING

NN16 6ZZ

PHQ-D/12345/NN AA3379 12/04/2019 23/04/2019

East Renfrewshire Council

East Renfrewshire Council

Overseas Votes

Rouken Glen Road

Giffnock

GLASGOW

G46 9YY

PHQ-D/12346/G AA3380 12/04/2019

East Riding Of Yorkshire Council

East Riding Of Yorkshire Council

Overseas Votes

Cross Street

BEVERLEY

HU17 6ZZ

PHQ-D/12347/HU AA3381 12/04/2019

East Staffordshire Borough Council

East Staffordshire Borough Council

Overseas Votes

BURTON-ON-TRENT

DE14 9ZZ

PHQ-D/12348/DE AA3382 12/04/2019 23/04/2019

Eastbourne Borough Council

Eastbourne Borough Council

Overseas Votes

Grove Road

EASTBOURNE

BN21 9ZL

PHQ-D/12349/BN AA3383 12/04/2019 18/04/2019

Eastleigh Borough Council

Eastleigh Borough Council

Overseas Votes

Upper Market Street

EASTLEIGH

SO50 0ZZ

PHQ-D/12350/SO AA3384 12/04/2019 23/04/2019

Eden District Council

Eden District Council

Overseas Votes

Corney Square

PENRITH

CA11 1ZZ

PHQ-D/12351/CA AA3385 12/04/2019 23/04/2019

Elmbridge Borough Council

Elmbridge Borough Council

Overseas Votes

High Street

ESHER

KT10 1ZY

PHQ-D/12352/KT AA3386 12/04/2019 08/04/2019

Epping Forest District Council

Epping Forest District Council

Overseas Votes

High Street

EPPING

CM16 9ZZ

PHQ-D/12353/CM AA3387 12/04/2019

Epsom & Ewell Borough Council

Epsom & Ewell Borough Council

Overseas Votes

The Parade

EPSOM

KT17 9ZY

PHQ-D/12354/KT AA3388 12/04/2019 15/04/2019

Erewash Borough Council

Erewash Borough Council

Overseas Votes

ILKESTON

DE7 0ZZ

PHQ-D/12355/DE AA3389 12/04/2019 23/04/2019



Exeter City Council

Exeter City Council

Overseas Votes

Paris Street

EXETER

EX1 9ZZ

 

PHQ-D/12356/EX AA3390 12/04/2019 12/04/2019

Falkirk Council

Falkirk Council

Overseas Votes

West Bridge Street

FALKIRK

FK1 9ZZ

PHQ-D/12357/FK AA3391 12/04/2019

Fareham Borough Council

Fareham Borough Council

Overseas Votes

Civic Way

FAREHAM

PO14 9ZZ

PHQ-D/12358/PO AA3392 12/04/2019 12/04/2019

Fenland District Council

Fenland District Council

Overseas Votes

County Road

MARCH

PE15 5ZZ

PHQ-D/12359/PE AA3393 12/04/2019

Fife Council

Fife Council

Overseas Votes

North Street

GLENROTHES

KY7 9ZZ

 

PHQ-D/12360/KY AA3394 12/04/2019

Flintshire County Council

Flintshire County Council

Overseas Votes

MOLD

CH7 9XA

PHQ-D/12361/CH AA3395 12/04/2019

Folkestone & Hythe District Council

Folkestone & Hythe District Council

Overseas Votes

Castle Hill Avenue

FOLKESTONE

CT20 9ZZ

PHQ-D/12521/CT AA3555 12/04/2019 23/04/2019

Forest Of Dean District Council

Forest Of Dean District Council

Overseas Votes

High Street

COLEFORD

GL16 9ZZ 

PHQ-D/12363/GL AA3397 12/04/2019 18/04/2019

Fylde Borough Council

Fylde Borough Council

Overseas Votes

LYTHAM ST. ANNES

FY8 9ZZ

PHQ-D/12364/FY AA3398 12/04/2019 15/04/2019

Gateshead Metropolitan Borough Council

Gateshead MBC

Overseas Votes

Regent Street

GATESHEAD

NE8 9ZZ

PHQ-D/12365/NE AA3399 12/04/2019

Gedling Borough Council

Gedling Borough Council

Overseas Votes

Arnot Hill Park

Arnold

NOTTINGHAM

NG5 0ZZ

PHQ-D/12366/NG AA3400 12/04/2019

Glasgow City Council

Glasgow City Council

Overseas Votes

George Square

GLASGOW

G2 9ZQ

PHQ-D/12367/G AA3401 12/04/2019

Gloucester City Council

Gloucester City Council

Overseas Votes

The Docks

GLOUCESTER

GL1 9ZZ

PHQ-D/12368/GL AA3402 12/04/2019 18/04/2019

Gosport Borough Council

Gosport Borough Council

Overseas Votes

High Street

GOSPORT

PO12 9ZZ

PHQ-D/12369/PO AA3403 12/04/2019 16/04/2019



Gravesham Borough Council

Gravesham Borough Council

Overseas Votes

Windmill Street

GRAVESEND

DA12 9ZZ

PHQ-D/12370/DA AA3404 12/04/2019 15/04/2019

Great Yarmouth Borough Council

Great Yarmouth Borough Council

Overseas Votes

GREAT YARMOUTH

NR30 9ZZ PHQ-D/12371/NR AA3405 12/04/2019

Guildford Borough Council

Guildford Borough Council

Overseas Votes

Millmead

GUILDFORD

GU1 9ZZ

PHQ-D/12372/GU AA3406 12/04/2019 23/04/2019

Gwynedd Council

Gwynedd Council

Overseas Votes

Shirehall Street

CAERNARFON

LL55 9ZZ

PHQ-D/12373/LL AA3407 12/04/2019

Halton Borough Council

Halton Borough Council

Overseas Votes

Kingsway

WIDNES

WA8 2ZZ

PHQ-D/12374/WA AA3408 12/04/2019 18/04/2019

Hambleton District Council

Hambleton District Council

Overseas Votes

Stone Cross

NORTHALLERTON

DL7 7ZZ

 

PHQ-D/12375/DL AA3409 12/04/2019 17/04/2019

Harborough District Council

Harborough District Council

Overseas Votes

Adam & Eve Street

MARKET HARBOROUGH

LE16 0ZZ

PHQ-D/12376/LE AA3410 12/04/2019 18/04/2019

Harlow District Council

Harlow District Council

Overseas Votes

Southern Way

HARLOW

CM20 9ZZ

PHQ-D/12377/CM AA3411 12/04/2019

Harrogate Borough Council

Harrogate Borough Council

Overseas Votes

St. Lukes Avenue

HARROGATE

HG1 9ZZ PHQ-D/12378/HG AA3412 12/04/2019 12/04/2019 18/04/2019

Hart District Council

Hart District Council

Overseas Votes

Harlington Way

FLEET

GU51 9ZZ

PHQ-D/12379/GU AA3413 12/04/2019

Hartlepool Borough Council

Hartlepool Borough Council

Overseas Votes

Victoria Road

HARTLEPOOL

TS24 4ZZ

PHQ-D/12380/TS AA3414 12/04/2019

Hastings Borough Council

Hastings Borough Council

Overseas Votes

Breeds Place 

HASTINGS

TN34 9ZZ

PHQ-D/12381/TN AA3415 12/04/2019 18/04/2019

Havant Borough Council

Havant Borough Council

Overseas Votes

Civic Centre Road

HAVANT

PO9 9ZZ

PHQ-D/12382/PO AA3416 12/04/2019 15/04/2019

Herefordshire Council

Herefordshire Council

Overseas Votes

St. Owen Street

HEREFORD

HR1 9ZZ

PHQ-D/12383/HR AA3417 12/04/2019 15/04/2019

Hertsmere Borough Council

Hertsmere Borough Council

Overseas Votes

Elstree Way

BOREHAMWOOD

WD6 9ZT

PHQ-D/12384/WD AA3418 12/04/2019 23/04/2019



High Peak Borough Council

High Peak Borough Council

Overseas Votes

BUXTON

SK17 1ZZ

PHQ-D/12385/SK AA3419 12/04/2019 23/04/2019

Highland Council

The Highland Council

Overseas Votes                                                         

Glenurquhart Road

INVERNESS

IV1 9ZZ PHQ-D/12386/IV AA3420 12/04/2019 12/04/2019

Hinckley & Bosworth Borough Council

Hinckley & Bosworth BC

Overseas Votes

Rugby Road

HINCKLEY

LE10 9ZY

PHQ-D/12387/LE AA3421 12/04/2019 18/04/2019

Horsham District Council

Horsham District Council

Overseas Votes

Chart Way

HORSHAM

RH12 9ZZ

PHQ-D/12388/RH AA3422 12/04/2019 23/04/2019

Huntingdonshire District Council

Huntingdonshire District Council

Overseas Votes

St. Marys Street

HUNTINGDON

PE29 9ZZ

PHQ-D/12389/PE AA3423 12/04/2019 15/04/2019

Hyndburn Borough Council

Hyndburn Borough Council

Overseas Votes

Ormerod Street

ACCRINGTON

BB5 9ZZ

PHQ-D/12390/BB AA3424 12/04/2019 23/04/2019

Inverclyde Council

Inverclyde Council

Overseas Votes

24 Clyde Square

GREENOCK

PA15 9ZZ

PHQ-D/12391/PA AA3425 12/04/2019

Ipswich Borough Council

Ipswich Borough Council

Overseas Votes

Russell Road

IPSWICH

IP1 9ZZ

PHQ-D/12392/IP AA3426 12/04/2019 18/04/2019

Isle Of Anglesey County Council

Isle Of Anglesey County Council

Overseas Votes

LLANGEFNI

LL77 9ZZ

PHQ-D/12393/LL AA3427 12/04/2019

Isle Of Wight Council

Isle Of Wight Council

Overseas Votes

High Street

NEWPORT

PO30 9ZZ

PHQ-D/12394/PO AA3428 12/04/2019 23/04/2019

Kettering Borough Council

Kettering Borough Council

Overseas Votes

Bowling Green Road

KETTERING

NN16 6ZY

PHQ-D/12395/NN AA3429 12/04/2019 18/04/2019

Kingston Upon Hull City Council

Kingston Upon Hull City Council

Overseas Votes

Alfred Gelder Street

HULL

HU9 9ZZ

PHQ-D/12396/HU AA3430 12/04/2019

Kirklees Metropolitan Council

Kirklees Metropolitan Council

Overseas Votes

Albion Street

HUDDERSFIELD

HD1 9JT

PHQ-D/12397/HD AA3431 12/04/2019

Knowsley Metropolitan Borough Council

Knowsley Metropolitan BC

Overseas Votes

Archway Road

LIVERPOOL

L36 9ZW

PHQ-D/12398/L AA3432 12/04/2019 18/04/2019

Lancaster City Council

Lancaster City Council

Overseas Votes

Dalton Square

LANCASTER

LA1 9ZZ

PHQ-D/12399/LA AA3433 12/04/2019 23/04/2019



Leeds City Council

Leeds City Council

Overseas Votes

The Headrow

LEEDS

LS1 9ZZ

PHQ-D/12400/LS AA3434 12/04/2019

Leicester City Council

Leicester City Council

Overseas Votes

Granby Street

LEICESTER

LE1 8ZZ

PHQ-D/12401/LE AA3435 12/04/2019

Lewes District Council

Lewes District Council

Overseas Votes

Southover Road

LEWES

BN7 9YW

PHQ-D/12402/BN AA3436 12/04/2019 18/04/2019

Lichfield District Council

Lichfield District Council

Overseas Votes

Frog Lane

LICHFIELD

WS14 4ZZ

PHQ-D/12403/WS AA3437 12/04/2019

Liverpool City Council

Liverpool City Council

Overseas Votes

Water Street

LIVERPOOL

L69 3ZX PHQ-D/12404/L AA3438 12/04/2019 12/04/2019 23/04/2019

London Borough of Barking & Dagenham

London Borough Of Barking & Dagenham

Overseas Votes

Town Square

BARKING

IG11 1ZZ

PHQ-D/12405/IG AA3439 12/04/2019 11/04/2019

London Borough of Barnet

The London Borough Of Barnet

Overseas Votes                                                                      

North London Business Park

Oakleigh Road South

LONDON

N11 9ZZ PHQ-D/12406/N AA3440 12/04/2019 12/04/2019 23/04/2019

London Borough Of Bexley

London Borough Of Bexley

Overseas Votes

Watling Street

BEXLEYHEATH

DA7 9ZW

PHQ-D/12407/DA AA3441 12/04/2019 18/04/2019

London Borough Of Brent

The London Borough Of Brent

Overseas Votes

Engineers Way

WEMBLEY

HA9 1ZW

PHQ-D/12408/HA AA3442 12/04/2019

London Borough Of Bromley

London Borough Of Bromley

Overseas Votes

Stockwell Close

BROMLEY

BR1 9ZZ

PHQ-D/12409/BR AA3443 12/04/2019 18/04/2019

London Borough Of Camden

London Borough Of Camden

Overseas Votes

Judd Street

LONDON

WC1A 9ZZ

PHQ-D/12410/WC AA3444 12/04/2019 23/04/2019

London Borough Of Croydon

London Borough Of Croydon

Overseas Votes

Katharine Street

CROYDON

CR90 9ZZ

 

PHQ-D/12411/CR AA3445 12/04/2019 11/04/2019

London Borough Of Ealing

London Borough Of Ealing

Overseas Votes

New Broadway

LONDON

W5 9ZZ

PHQ-D/12412/W AA3446 12/04/2019 12/04/2019

London Borough Of Enfield

London Borough Of Enfield

Overseas Votes

Silver Street

ENFIELD

EN1 9ZY

PHQ-D/12413/EN AA3447 12/04/2019 23/04/2019



London Borough Of Hackney

London Borough Of Hackney

Overseas Votes

Mare Street

LONDON

E2 2ZZ

PHQ-D/12414/E AA3448 12/04/2019 08/04/2019

London Borough Of Hammersmith & Fulham

LB Of Hammersmith & Fulham

Overseas Votes

King Street

LONDON

W6 6ZY

PHQ-D/12415/W AA3449 12/04/2019 12/04/2019

London Borough of Haringey

London Borough Of Haringey Council

Overseas Votes

High Road

LONDON

N22 9ZZ

PHQ-D/12416/N AA3450 12/04/2019

London Borough Of Harrow

London Borough Of Harrow

Overseas Votes

Station Road

HARROW

HA1 9ZX

PHQ-D/12417/HA AA3451 12/04/2019 08/04/2019

London Borough Of Havering

London Borough Of Havering

Overseas Votes

Main Road

ROMFORD

RM7 1ZZ

PHQ-D/12418/RM AA3452 12/04/2019

London Borough Of Hillingdon

London Borough Of Hillingdon

Overseas Votes

High Street

UXBRIDGE

UB8 9ZT

PHQ-D/12419/UB AA3453 12/04/2019

London Borough Of Hounslow

London Borough Of Hounslow

Overseas Votes

Bath Road

HOUNSLOW

TW3 9ZZ PHQ-D/12420/TW AA3454 12/04/2019 12/04/2019

London Borough Of Islington

London Borough Of Islington

Overseas Votes

Upper Street

LONDON

N1P 1ZX

PHQ-D/12421/N AA3455 12/04/2019 23/04/2019

London Borough Of Lambeth

London Borough Of Lambeth

Overseas Votes

Brixton Hill

LONDON

SW2 9ZZ

PHQ-D/12422/SW AA3456 12/04/2019 12/04/2019

London Borough Of Lewisham

London Borough Of Lewisham

Overseas Votes

Rushey Green

LONDON

SE6 9ZZ

PHQ-D/12423/SE AA3457 12/04/2019 08/04/2019

London Borough Of Merton

London Borough Of Merton

Overseas Votes

London Road

MORDEN

SM4 9ZZ

PHQ-D/12424/SM AA3458 12/04/2019 12/04/2019

London Borough Of Newham

London Borough Of Newham

Overseas Votes

Barking Road

LONDON

E6 9ZZ

PHQ-D/12425/E AA3459 12/04/2019 08/04/2019

London Borough Of Redbridge

London Borough Of Redbridge

Overseas Votes

High Road

ILFORD

IG1 8ZZ

PHQ-D/12426/IG AA3460 12/04/2019 08/04/2019

London Borough Of Richmond Upon Thames

LB Of Richmond Upon Thames

Overseas Votes

Richmond Road

TWICKENHAM

TW1 9ZZ

PHQ-D/12427/TW AA3461 12/04/2019 23/04/2019

London Borough Of Sutton

London Borough Of Sutton

Overseas Votes

St. Nicholas Way

SUTTON

SM1 9ZZ

PHQ-D/12428/SM AA3462 12/04/2019 12/04/2019



London Borough Of Tower Hamlets

LB Of Tower Hamlets

Overseas Votes

5 Clove Crescent

LONDON

E14 1ZZ

 

PHQ-D/12429/E AA3463 12/04/2019

London Borough Of Waltham Forest

London Borough Of Waltham Forest

Overseas Votes

Forest Road

LONDON

E17 0ZZ

PHQ-D/12430/E AA3464 12/04/2019

London Borough Of Wandsworth

London Borough Of Wandsworth

Overseas Votes

Wandsworth High Street

LONDON

SW18 9ZY

PHQ-D/12431/SW AA3465 12/04/2019

Luton Borough Council

Luton Borough Council

Overseas Votes

George Street

LUTON

LU1 9ZZ

PHQ-D/12432/LU AA3466 12/04/2019 12/04/2019

Maidstone Borough Council

Maidstone Borough Council

Overseas Votes

King Street

MAIDSTONE

ME14 9ZZ

PHQ-D/12433/ME AA3467 12/04/2019 23/04/2019

Maldon District Council

Maldon District Council

Overseas Votes

Princes Road

MALDON

CM9 9ZZ

 

PHQ-D/12434/CM AA3468 12/04/2019 18/04/2019

Malvern Hills District Council

Malvern Hills District Council

Overseas Votes

Avenue Road

MALVERN

WR14 9ZZ

 

PHQ-D/12435/WR AA3469 12/04/2019 18/04/2019

Manchester City Council

Manchester City Council

Overseas Votes

Albert Square

MANCHESTER

M61 0ZZ

PHQ-D/12436/M AA3470 12/04/2019 18/04/2019

Mansfield District Council

Mansfield District Council

Overseas Votes

Chesterfield Road South

MANSFIELD

NG18 9ZY

PHQ-D/12437/NG AA3471 12/04/2019

Medway Council

Medway Council

Overseas Votes

Dock Road

CHATHAM

ME4 9ZZ

PHQ-D/12438/ME AA3472 12/04/2019 12/04/2019

Melton Borough Council

Melton Borough Council

Overseas Votes

Station Approach

Burton Street

MELTON MOWBRAY

LE13 9ZZ

PHQ-D/12439/LE AA3473 12/04/2019 18/04/2019

Mendip District Council

Mendip District Council

Overseas Votes

Cannards Grave Road

SHEPTON MALLET

BA4 9ZZ

PHQ-D/12440/BA AA3474 12/04/2019

Merthyr Tydfil County Borough Council

Merthyr Tydfil CBC

Overseas Votes

MERTHYR TYDFIL

CF47 7ZZ

PHQ-D/12441/CF AA3475 12/04/2019

Metropolitan Borough Of Wirral

Metropolitan Borough Of Wirral

Overseas Votes

Brighton Street

WALLASEY

CH27 9ZW

PHQ-D/12442/CH AA3476 12/04/2019 18/04/2019



Mid Devon District Council

Mid Devon District Council

Overseas Votes

Phoenix Lane

TIVERTON

EX16 0ZZ

PHQ-D/12443/EX AA3477 12/04/2019 17/04/2019

Mid Suffolk District Council

Mid Suffolk District Council

Overseas Votes              

Russell Road                

IPSWICH                     

IP1 9ZY

677275019 PHQ-D/12444/IP AA3478 12/04/2019

Mid Sussex District Council

Mid Sussex District Council

Overseas Votes

Oaklands Road

HAYWARDS HEATH

RH16 9ZY

PHQ-D/12445/RH AA3479 12/04/2019

Middlesbrough Borough Council

Middlesbrough Borough Council

Overseas Votes

MIDDLESBROUGH

TS1 9ZZ

PHQ-D/12446/TS AA3480 12/04/2019 12/04/2019

Midlothian Council

Midlothian Council

Overseas Votes

Buccleuch Street

DALKEITH

EH22 9ZZ

PHQ-D/12447/EH AA3481 12/04/2019

Milton Keynes Borough Council

Milton Keynes Borough Council

Overseas Votes

Saxon Gate East

MILTON KEYNES

MK10 1WH

PHQ-D/12448/MK AA3482 12/04/2019

Mole Valley District Council

Mole Valley District Council

Overseas Votes

Pippbrook

DORKING

RH4 9ZZ

PHQ-D/12449/RH AA3483 12/04/2019 23/04/2019

Monmouthshire County Council

Monmouthshire County Council

Overseas Votes

USK

NP15 9ZZ

PHQ-D/12450/NP AA3484 12/04/2019 10/04/2019

Neath Port Talbot County Borough Council

Neath Port Talbot CBC

Overseas Votes

PORT TALBOT

SA13 9ZZ PHQ-D/12451/SA AA3485 12/04/2019 23/04/2019

New Forest District Council

New Forest District Council

Overseas Votes

Beaulieu Road

LYNDHURST

SO40 0ZX

PHQ-D/12452/SO AA3486 12/04/2019 12/04/2019

Newark & Sherwood District Council

Newark & Sherwood District Council

Overseas Votes

Kelham

NEWARK

NG24 9ZZ

PHQ-D/12453/NG AA3487 12/04/2019 12/04/2019

Newcastle City Council

Newcastle City Council

Overseas Votes

NEWCASTLE UPON TYNE

NE99 5ZZ

PHQ-D/12454/NE AA3488 12/04/2019 10/04/2019

Newcastle-under-Lyme Borough Council

Newcastle-Under-Lyme Borough Council

Overseas Votes                      

Barracks Road                       

NEWCASTLE 

ST55 9ZZ

PHQ-D/12455/ST AA3489 12/04/2019 23/04/2019

Newport City Council

Newport City Council

Overseas Votes

Godfrey Road

NEWPORT

NP20 9ZZ

PHQ-D/12456/NP AA3490 12/04/2019

Newtownards Electoral Office

Electoral Office

Overseas Votes

Regent Street

NEWTOWNARDS

BT23 9ZZ PHQ-D/12623/BT AA3657 12/04/2019

Newtownbbey Electoral Office

Electoral Office

Overseas Votes

Portland Avenue

NEWTOWNABBEY

BT36 9ZZ PHQ-D/12624/BT AA3658 12/04/2019



North Ayrshire Council

North Ayrshire Council

Overseas Votes

IRVINE

KA12 2ZZ

PHQ-D/12457/KA AA3491 12/04/2019

North Devon Council

North Devon District Council

Overseas Votes

Commercial Road

BARNSTAPLE

EX32 2ZZ

PHQ-D/12458/EX AA3492 12/04/2019

North East Derbyshire District Council

North East Derbyshire DC

Overseas Votes

Mill Lane

Wingerworth

CHESTERFIELD

S40 9ZW

PHQ-D/12460/S AA3494 12/04/2019

North East Lincolnshire Council

North East Lincolnshire Council

Overseas Votes

Town Hall Square

GRIMSBY

DN31 9ZZ

PHQ-D/12461/DN AA3495 12/04/2019

North Hertfordshire District Council

North Hertfordshire DC

Overseas Votes

Gernon Road

LETCHWORTH GARDEN CITY

SG6 9ZZ

PHQ-D/12462/SG AA3496 12/04/2019 18/04/2019

North Kesteven District Council

North Kesteven District Council

Overseas Votes

Kesteven Street

SLEAFORD

NG34 4ZY

PHQ-D/12463/NG AA3497 12/04/2019

North Lanarkshire Council

North Lanarkshire Council

Overseas Votes

Windmillhill Street

MOTHERWELL

ML1 9ZZ

PHQ-D/12464/ML AA3498 12/04/2019

North Lincolnshire Council

North Lincolnshire Council  

Overseas Votes              

High Street                 

SCUNTHORPE

DN15 5ZZ PHQ-D/12465/DN AA3499 12/04/2019

North Norfolk Council

North Norfolk Council

Overseas Votes

Holt Road

CROMER

NR27 7ZZ

PHQ-D/12466/NR AA3500 12/04/2019 12/04/2019 18/04/2019

North Somerset Council

North Somerset Council

Overseas Votes

Walliscote Grove Road

WESTON-SUPER-MARE

BS23 9ZZ

PHQ-D/12467/BS AA3501 12/04/2019 18/04/2019

North Tyneside Council

North Tyneside Council

Overseas Votes

The Silverlink North

NEWCASTLE UPON TYNE

NE27 9ZZ

PHQ-D/12468/NE AA3502 12/04/2019 12/04/2019

North Warwickshire Borough Council

North Warwickshire Borough Council

Overseas Votes

South Street

ATHERSTONE

CV9 9ZZ

PHQ-D/12469/CV AA3503 12/04/2019 23/04/2019

North West Leicestershire District Council

North West Leicestershire DC

Overseas Votes

Whitwick Road

COALVILLE

LE67 0ZZ

PHQ-D/12470/LE AA3504 12/04/2019 15/04/2019

Northampton Borough Council

Northampton Borough Council

Overseas Votes

St. Giles Square

NORTHAMPTON

NN1 9ZZ

PHQ-D/12471/NN AA3505 12/04/2019 23/04/2019

Northumberland County Council

Northumberland County Council

Overseas Votes

MORPETH

NE61 9ZZ

PHQ-D/12472/NE AA3506 12/04/2019 12/04/2019



Norwich City Council

Norwich City Council

Overseas Votes

St. Peters Street

NORWICH

NR7 7ZY

PHQ-D/12473/NR AA3507 12/04/2019 18/04/2019

Nottingham City Council

Nottingham City Council

Overseas Votes

Station Street

NOTTINGHAM

NG2 9ZZ

PHQ-D/12474/NG AA3508 12/04/2019

Nuneaton & Bedworth Borough Council

Nuneaton & Bedworth Borough Council

Overseas Votes

Coton Road

NUNEATON

CV11 9ZZ

 

PHQ-D/12475/CV AA3509 12/04/2019 23/04/2019

Oadby & Wigston Borough Council

Oadby & Wigston Borough Council

Overseas Votes

Station Road

WIGSTON

LE18 9ZZ

PHQ-D/12476/LE AA3510 12/04/2019 23/04/2019

Oldham Metropolitan Borough Council

Oldham MBC

Overseas Votes

West Street

OLDHAM

OL1 9ZZ

PHQ-D/12477/OL AA3511 12/04/2019 18/04/2019

Omagh Electoral Office

Electoral Office

Overseas Votes

Kevlin Avenue

OMAGH

BT78 9ZZ PHQ-D/12625/BT AA3659 12/04/2019

Orkney Islands Council

Orkney Islands Council

Overseas Votes

School Place

KIRKWALL

KW15 9ZZ

PHQ-D/12478/KW AA3512 12/04/2019

Oxford City Council

Oxford City Council

Overseas Votes

St. Aldates

OXFORD

OX1 9ZZ

PHQ-D/12479/OX AA3513 12/04/2019 23/04/2019

Pembrokeshire County Council

Pembrokeshire County Council

Overseas Votes

Freemens Way

HAVERFORDWEST

SA61 9ZZ

PHQ-D/12480/SA AA3514 12/04/2019

Pendle Borough Council

Pendle Borough Council

Overseas Votes

Market Street

NELSON

BB9 4ZZ

PHQ-D/12481/BB AA3515 12/04/2019 18/04/2019

Perth & Kinross Council

Perth & Kinross Council

Overseas Votes

High Street

PERTH

PH2 1ZY

PHQ-D/12482/PH AA3516 12/04/2019

Peterborough City Council

Peterborough City Council

Overseas Votes

Bridge Street

PETERBOROUGH

PE1 9ZZ

PHQ-D/12483/PE AA3517 12/04/2019 12/04/2019

West Suffolk Council

Overseas Votes

Western Way

BURY ST. EDMUNDS

IP33 9ZZ

Plymouth City Council 

Overseas Votes

Armada Way

PLYMOUTH

PL1 9ZZ PHQ-D/12484/PL AA3518 12/04/2019 12/04/2019

Portsmouth City Council

Portsmouth City Council

Overseas Votes

Guildhall Square

PORTSMOUTH

PO1 9ZZ

PHQ-D/12485/PO AA3519 12/04/2019 12/04/2019

Powys County Council

Powys County Council

Overseas Votes

LLANDRINDOD WELLS

LD1 9ZZ

PHQ-D/12486/LD AA3520 12/04/2019



Preston City Council

Preston City Council

Overseas Votes

Lancaster Road

PRESTON

PR2 0YW

PHQ-D/12487/PR AA3521 12/04/2019 18/04/2019

Reading Borough Council

Reading Borough Council

Overseas Votes

Bridge Street

READING

RG1 9AE

PHQ-D/12489/RG AA3523 12/04/2019 18/04/2019

Redcar & Cleveland Borough Council

Redcar & Cleveland BC

Overseas Votes

Kirkleatham Street

REDCAR

TS10 9ZZ

PHQ-D/12490/TS AA3524 12/04/2019 10/04/2019

Redditch Borough Council

Redditch Borough Council

Overseas Votes

Walter Stranz Square

REDDITCH

B97 9ZR PHQ-D/12491/B AA3525 12/04/2019 15/04/2019

Reigate & Banstead Borough Council

Reigate & Banstead Borough Council

Overseas Votes

Castlefield Road

REIGATE

RH2 2ZZ

PHQ-D/12492/RH AA3526 12/04/2019 23/04/2019

Renfrewshire Council

Renfrewshire Council

Overseas Votes

Cotton Street

PAISLEY

PA3 9ZZ

PHQ-D/12493/PA AA3527 12/04/2019

Rhondda Cynon Taff County Borough Council

Rhondda Cynon Taff Council

Overseas Votes

Courthouse Street

PONTYPRIDD

CF37 9ZZ

PHQ-D/12494/CF AA3528 12/04/2019 15/04/2019

Ribble Valley Borough Council

Ribble Valley Borough Council

Overseas Votes

Church Walk

CLITHEROE

BB7 0ZZ

PHQ-D/12495/BB AA3529 12/04/2019

Richmondshire District Council

Richmondshire District Council

Overseas Votes

Station Road

RICHMOND

DL10 9ZY

PHQ-D/12496/DL AA3530 12/04/2019

Rochdale Metropolitan Borough Council

Rochdale Metropolitan Borough Council

Overseas Votes

Smith Street

ROCHDALE

OL16 9ZZ PHQ-D/12497/OL AA3531 12/04/2019

Rochford District Council

Rochford District Council

Overseas Votes

South Street

ROCHFORD

SS1 9ZZ

PHQ-D/12498/SS AA3532 12/04/2019 18/04/2019

Rossendale Borough Council

Rossendale Borough Council

Overseas Votes

Futures Park

BACUP

OL13 3ZZ

PHQ-D/12499/OL AA3533 12/04/2019 23/04/2019

Rother District Council

Rother District Council

Overseas Votes

London Road

BEXHILL-ON-SEA

TN40 9ZZ

PHQ-D/12500/TN AA3534 12/04/2019 18/04/2019

Rotherham Metropolitan Borough Council

Rotherham MBC

Overseas Votes

Rawmarsh Road

ROTHERHAM

S60 9ZU

PHQ-D/12501/S AA3535 12/04/2019 10/04/2019

Royal Borough Of Greenwich

Royal Borough Of Greenwich

Overseas Votes

Wellington Street

LONDON

SE18 9ZZ

PHQ-D/12502/SE AA3536 12/04/2019 12/04/2019



Royal Borough Of Kensington & Chelsea

RB Of Kensington & Chelsea

Overseas Votes

Hornton Street

LONDON

W8 9ZY

PHQ-D/12503/W AA3537 12/04/2019 18/04/2019

Royal Borough Of Kingston Upon Thames

RB Of Kingston Upon Thames

Overseas Votes

High Street

KINGSTON UPON THAMES

KT1 9ZX

PHQ-D/12504/KT AA3538 12/04/2019 10/04/2019

Royal Borough Of Windsor & Maidenhead

RB Windsor & Maidenhead

Overseas Votes

St. Ives Road

MAIDENHEAD

SL60 1ZZ

PHQ-D/12505/SL AA3539 12/04/2019

Rugby Borough Council

Rugby Borough Council

Overseas Votes

Evreux Way

RUGBY

CV21 9ZZ

PHQ-D/12506/CV AA3540 12/04/2019 23/04/2019

Runnymede Borough Council

Runnymede Borough Council

Overseas Votes

Station Road

ADDLESTONE

KT15 9ZY

PHQ-D/12507/KT AA3541 12/04/2019 18/04/2019

Rushcliffe Borough Council

Rushcliffe Borough Council

Overseas Votes

Rugby Road

West Bridgford

NOTTINGHAM

NG2 9ZY

PHQ-D/12508/NG AA3542 12/04/2019

Rushmoor Borough Council

Rushmoor Borough Council

Overseas Votes

Farnborough Road

FARNBOROUGH

GU14 4ZZ

PHQ-D/12509/GU AA3543 12/04/2019 18/04/2019

Rutland County Council

Rutland County Council

Overseas Votes

Catmos Street

OAKHAM

LE15 0ZZ

PHQ-D/12510/LE AA3544 12/04/2019

Ryedale District Council

Ryedale District Council

Overseas Votes

Old Malton Road

MALTON

YO17 1ZZ

PHQ-D/12511/YO AA3545 12/04/2019

Salford City Council

Salford City Council

Overseas Votes

Chorley Road

MANCHESTER

M28 8ZZ

PHQ-D/12512/M AA3546 12/04/2019 15/04/2019

Sandwell Metropolitan Borough Council

Sandwell MBC

Overseas Votes

OLDBURY

B69 9ZW

PHQ-D/12513/B AA3547 12/04/2019 23/04/2019

Scarborough Borough Council

Scarborough Borough Council

Overseas Votes

St. Nicholas Street

SCARBOROUGH

YO11 9ZZ

PHQ-D/12514/YO AA3548 12/04/2019 10/04/2019

Scottish Borders Council

Scottish Borders Council

Overseas Votes

Newtown St. Boswells

MELROSE

TD6 6ZZ

PHQ-D/12515/TD AA3549 12/04/2019

Sedgemoor District Council

Sedgemoor District Council

Overseas Votes

King Square

BRIDGWATER

TA6 9ZE

PHQ-D/12516/TA AA3550 12/04/2019

Sefton Metropolitan Borough Council

Sefton Metropolitan Borough Council

Overseas Votes

Oriel Road

BOOTLE

L20 7ZX

PHQ-D/12517/L AA3551 12/04/2019 18/04/2019



Selby District Council

Selby District Council

Overseas Votes

War Memorial Square

Doncaster Road

SELBY

YO8 1ZZ

PHQ-D/12518/YO AA3552 12/04/2019 18/04/2019

Sevenoaks District Council

Sevenoaks District Council

Overseas Votes

Argyle Road

SEVENOAKS

TN13 9ZZ

PHQ-D/12519/TN AA3553 12/04/2019 18/04/2019

Sheffield City Council

Sheffield City Council

Overseas Votes

Surrey Street

SHEFFIELD

S1 9ZS

PHQ-D/12520/S AA3554 12/04/2019

Shetland Islands Council

Shetland Islands Council

Overseas Votes          

Hillhead                

Lerwick

SHETLAND       

ZE1 9ZZ PHQ-D/12522/ZE AA3556 12/04/2019

Shropshire Council

Shropshire Council

Overseas Votes

Abbey Foregate

SHREWSBURY

SY1 9ZZ

PHQ-D/12523/SY AA3557 12/04/2019 23/04/2019

Slough Borough Council

Slough Borough Council

Overseas Votes

Bath Road

SLOUGH

SL1 0SZ

PHQ-D/12524/SL AA3558 12/04/2019

Solihull Metropolitan Borough Council

Solihull MBC

Overseas Votes

Manor Square

SOLIHULL

B91 9ZX

PHQ-D/12525/B AA3559 12/04/2019 23/04/2019

South Ayrshire Council

South Ayrshire Council

Overseas Votes

Wellington Square

AYR

KA7 9ZZ

PHQ-D/12526/KA AA3560 12/04/2019

South Bucks District Council

South Bucks District Council

Overseas Votes

King George V Road 

AMERSHAM

HP6 9ZX

PHQ-D/12527/HP AA3561 12/04/2019 23/04/2019

South Cambridgeshire District Council

South Cambridgeshire DC

Overseas Votes

Cambourne Business Park

Cambourne

CAMBRIDGE

CB1 0ZY

PHQ-D/12528/CB AA3562 12/04/2019 15/04/2019

South Derbyshire District Council

South Derbyshire District Council

Overseas Votes

Civic Way

SWADLINCOTE

DE11 1ZZ

PHQ-D/12529/DE AA3563 12/04/2019 18/04/2019

South Gloucestershire Council

South Gloucestershire Council

Overseas Votes               

Badminton Road               

Yate

BRISTOL                

BS37 0ZZ PHQ-D/12530/BS AA3564 12/04/2019

South Hams District Council

South Hams District Council

Overseas Votes

Plymouth Road

TOTNES

TQ9 9ZZ

PHQ-D/12531/TQ AA3565 12/04/2019 15/04/2019

South Holland District Council

South Holland District Council

Overseas Votes

Priory Road

SPALDING

PE11 9YU

PHQ-D/12532/PE AA3566 12/04/2019 18/04/2019



South Kesteven District Council

South Kesteven District Council

Overseas Votes

St. Peters Hill

GRANTHAM

NG31 0ZZ

PHQ-D/12533/NG AA3567 12/04/2019 12/04/2019

South Lakeland District Council

South Lakeland District Council

Overseas Votes

Lowther Street

KENDAL

LA9 9ZZ

PHQ-D/12534/LA AA3568 12/04/2019 18/04/2019

South Lanarkshire Council

South Lanarkshire Council

Overseas Votes

Beckford Street

HAMILTON

ML3 3ZZ PHQ-D/12535/ML AA3569 12/04/2019

South Norfolk Council

South Norfolk Council

Overseas Votes

Cygnet Court

Long Stratton

NORWICH

NR15 2GW PHQ-D/12536/NR AA3570 12/04/2019 18/04/2019

South Northamptonshire Council

South Northamptonshire Council

Overseas Votes

Moat Lane

Towcester

NN12 9ZZ

PHQ-D/12537/NN AA3571 12/04/2019 12/04/2019

South Oxfordshire District Council

South Oxfordshire District Council

Overseas Votes

135 Eastern Avenue

Milton Park

Milton

ABINGDON

OX14 9ZZ PHQ-D/12538/OX AA3572 12/04/2019 23/04/2019

South Ribble Borough Council

South Ribble Borough Council

Overseas Votes

West Paddock

LEYLAND

PR25 9ZZ PHQ-D/12539/PR AA3573 12/04/2019

South Somerset District Council

South Somerset District Council

Overseas Votes

Brympton Way

YEOVIL

BA20 9ZZ PHQ-D/12540/BA AA3574 12/04/2019

South Staffordshire District Council

South Staffordshire District Council

Overseas Votes

Wolverhampton Road

WOLVERHAMPTON

WV1 9EW PHQ-D/12541/WV AA3575 12/04/2019 15/04/2019

South Tyneside Council

South Tyneside Council

Overseas Votes

Westoe Road

SOUTH SHIELDS

NE33 9ZZ PHQ-D/12542/NE AA3576 12/04/2019

Southampton City Council

Southampton City Council

Overseas Votes

SOUTHAMPTON

SO18 9ZZ PHQ-D/12543/SO AA3577 12/04/2019 12/04/2019

Southend-on-Sea Borough Council

Southend-on-Sea Borough Council

Overseas Votes

Victoria Avenue

SOUTHEND-ON-SEA

SS1 9ZY PHQ-D/12544/SS AA3578 12/04/2019 18/04/2019

Southwark Council

Southwark Council

Overseas Votes

Tooley Street

LONDON

SE1P 5YL PHQ-D/12545/SE AA3579 12/04/2019 12/04/2019

Spelthorne Borough Council

Spelthorne Borough Council

Overseas Votes

Knowle Green

STAINES-UPON-THAMES

TW18 9ZZ PHQ-D/12546/TW AA3580 12/04/2019 23/04/2019

St. Albans City & District Council

St. Albans City & District Council

Overseas Votes

St. Peters Street

ST. ALBANS

AL1 9ZZ PHQ-D/12547/AL AA3581 12/04/2019 18/04/2019

West Suffolk Council

West Suffolk Council

Overseas Votes

Western Way

BURY ST. EDMUNDS

IP33 9ZZ PHQ-D/12548/IP AA3582 12/04/2019 12/04/2019 23/04/2019

St. Helens Metropolitan Borough Council

St. Helens MBC

Overseas Votes

Victoria Square

ST. HELENS

WA10 9ZZ PHQ-D/12549/WA AA3583 12/04/2019 23/04/2019



Stafford Borough Council

Stafford Borough Council

Overseas Votes

Riverside

STAFFORD

ST16 9ZP PHQ-D/12550/ST AA3584 12/04/2019 18/04/2019

Staffordshire Moorlands District Council

Staffordshire Moorlands DC

Overseas Votes

Stockwell Street

LEEK

ST13 9ZZ PHQ-D/12551/ST AA3585 12/04/2019 23/04/2019

Stevenage Borough Council

Stevenage Borough Council

Overseas Votes

Danestrete

STEVENAGE

SG1 9ZZ PHQ-D/12552/SG AA3586 12/04/2019 17/04/2019

Stirling Council

Stirling Council

Overseas Votes

Pitt Terrace

STIRLING

FK7 1ZZ PHQ-D/12553/FK AA3587 12/04/2019

Stockport Metropolitan Borough Council

Stockport Metropolitan Borough Council

Overseas Votes

STOCKPORT

SK1 9ZZ PHQ-D/12554/SK AA3588 12/04/2019 23/04/2019

Stockton-on-Tees Borough Council

Stockton-on-Tees Borough Council

Overseas Votes

Church Road

STOCKTON-ON-TEES

TS19 1ZZ PHQ-D/12555/TS AA3589 12/04/2019 10/04/2019

Stoke-on-Trent City Council

City Of Stoke-on-Trent

Overseas Votes

Glebe Street

STOKE-ON-TRENT

ST4 9ZZ PHQ-D/12556/ST AA3590 12/04/2019

Stratford On Avon District Council

Stratford On Avon District Council

Overseas Votes

Church Street

STRATFORD-UPON-AVON

CV37 1ZZ PHQ-D/12557/CV AA3591 12/04/2019 23/04/2019

Stroud District Council

Stroud District Council

Overseas Votes

Ebley Wharf

STROUD

GL6 1ZZ PHQ-D/12558/GL AA3592 12/04/2019 18/04/2019

East Suffolk Council - Woodbridge

East Suffolk Council Woodbridge

Overseas Votes

Riduna Park

Station Road

Melton

WOODBRIDGE

IP12 9ZZ PHQ-D/12559/IP AA3593 12/04/2019 23/04/2019

Sunderland City Council

Sunderland City Council

Overseas Votes

Burdon Road

SUNDERLAND

SR5 9ZZ PHQ-D/12560/SR AA3594 12/04/2019

Surrey Heath Borough Council

Surrey Heath Borough Council

Overseas Votes

Knoll Road

CAMBERLEY

GU15 9ZT PHQ-D/12561/GU AA3595 12/04/2019

Swale Borough Council

Swale Borough Council

Overseas Votes

East Street

SITTINGBOURNE

ME10 9ZZ PHQ-D/12562/ME AA3596 12/04/2019

Swindon Borough Council

Swindon Borough Council

Overseas Votes

Euclid Street

SWINDON

SN2 9ZZ PHQ-D/12563/SN AA3597 12/04/2019 23/04/2019

Tameside Metropolitan Borough Council

Tameside MBC

Overseas Votes

King Street

DUKINFIELD

SK16 4ZW

PHQ-D/12564/SK AA3598 12/04/2019 18/04/2019

Tamworth Borough Council

Tamworth Borough Council

Overseas Votes

Lichfield Street

TAMWORTH

B77 9ZY PHQ-D/12565/B AA3599 12/04/2019 23/04/2019

Tandridge District Council

Tandridge District Council

Overseas Votes

Station Road East

OXTED

RH8 8ZZ PHQ-D/12566/RH AA3600 12/04/2019



Teignbridge District Council

Teignbridge District Council

Overseas Votes

Brunel Road

NEWTON ABBOT

TQ12 9ZZ PHQ-D/12568/TQ AA3602 12/04/2019 23/04/2019

Telford & Wrekin Council

Telford & Wrekin Council

Addenbrooke House

Ironmasters Way

TELFORD

TF7 9ZZ PHQ-D/12569/TF AA3603 12/04/2019

Tendring District Council

Tendring District Council

Overseas Votes

Station Road

CLACTON-ON-SEA

CO15 9ZZ PHQ-D/12570/CO AA3604 12/04/2019 23/04/2019

Test Valley Borough Council

Test Valley Borough Council

Overseas Votes

Weyhill Road

ANDOVER

SP10 9YR PHQ-D/12571/SP AA3605 12/04/2019 12/04/2019

Tewkesbury Borough Council

Tewkesbury Borough Council

Overseas Votes

Gloucester Road

TEWKESBURY

GL20 9ZZ PHQ-D/12572/GL AA3606 12/04/2019 18/04/2019

Thanet District Council

Thanet District Council

Overseas Votes

Cecil Street

MARGATE

CT9 9ZZ PHQ-D/12573/CT AA3607 12/04/2019 18/04/2019

The Moray Council

The Moray Council

Overseas Votes

High Street

ELGIN

IV30 9ZZ PHQ-D/12574/IV AA3608 12/04/2019

Three Rivers District Council

Three Rivers District Council

Overseas Votes

Northway

RICKMANSWORTH

WD3 0YY PHQ-D/12575/WD AA3609 12/04/2019 18/04/2019

Thurrock Borough Council

Thurrock Borough Council

Overseas Votes

New Road

GRAYS

RM17 9ZZ PHQ-D/12576/RM AA3610 12/04/2019

Tonbridge & Malling Borough Council

Tonbridge & Malling BC

Overseas Votes

Gibson Drive

WEST MALLING

ME6 9ZY PHQ-D/12577/ME AA3611 12/04/2019

Torbay Council

Torbay Council

Overseas Votes

Castle Circus

TORQUAY

TQ1 9ZZ PHQ-D/12578/TQ AA3612 12/04/2019

Torfaen County Borough Council

Torfaen County Borough Council

Overseas Votes

PONTYPOOL

NP4 4ZZ PHQ-D/12579/NP AA3613 12/04/2019 15/04/2019

Torridge District Council

Torridge District Council

Overseas Votes

BIDEFORD

EX39 9ZZ PHQ-D/12580/EX AA3614 12/04/2019 12/04/2019

Trafford Council

Trafford Council

Overseas Votes

Talbot Road

Stretford

MANCHESTER

M32 2ZZ PHQ-D/12581/M AA3615 12/04/2019 18/04/2019

Tunbridge Wells Borough Council

Tunbridge Wells Borough Council

Overseas Votes

Mount Pleasant Road

TUNBRIDGE WELLS

TN2 9ZY PHQ-D/12582/TN AA3616 12/04/2019

Uttlesford District Council

Uttlesford District Council

Overseas Votes

London Road

SAFFRON WALDEN

CB10 9ZZ PHQ-D/12583/CB AA3617 12/04/2019

Vale Of Glamorgan Council

Vale Of Glamorgan Council

Overseas Votes

Holton Road

BARRY

CF63 9ZZ PHQ-D/12584/CF AA3618 12/04/2019

Vale Of White Horse District Council

Vale Of White Horse District Council

Overseas Votes

135 Eastern Avenue

Milton Park

Milton

ABINGDON

OX14 9ZW PHQ-D/12585/OX AA3619 12/04/2019 23/04/2019



Walsall Metropolitan Borough Council

Walsall MBC

Overseas Votes

Lichfield Street

WALSALL

WS1 9ZZ PHQ-D/12586/WS AA3620 12/04/2019

Warrington Borough Council

Warrington Borough Council

Overseas Votes

Sankey Street

WARRINGTON

WA1 9ZZ PHQ-D/12587/WA AA3621 12/04/2019

Warwick District Council

Warwick District Council

Overseas Votes

Milverton Hill

LEAMINGTON SPA

CV31 9ZZ PHQ-D/12588/CV AA3622 12/04/2019 23/04/2019

Watford Borough Council

Watford Borough Council

Overseas Votes

WATFORD

WD18 1ZH PHQ-D/12589/WD AA3623 12/04/2019

East Suffolk Council - Lowestoft

East Suffolk Council - Lowestoft

Overseas Votes

Canning Road

LOWESTOFT

NR32 9ZZ PHQ-D/12590/NR AA3624 12/04/2019 12/04/2019

Waverley Borough Council

Waverley Borough Council

Overseas Votes

The Burys

GODALMING

GU7 9ZZ PHQ-D/12591/GU AA3625 12/04/2019 18/04/2019

Wealden District Council

Wealden District Council

Overseas Votes

Vicarage Lane

HAILSHAM

BN27 9ZZ PHQ-D/12592/BN AA3626 12/04/2019 18/04/2019

Wellingborough Borough Council

Wellingborough Borough Council

Overseas Votes

Doddington Road

WELLINGBOROUGH

NN8 9ZZ PHQ-D/12593/NN AA3627 12/04/2019 18/04/2019

Welwyn Hatfield Borough Council

Welwyn Hatfield Borough Council

Overseas Votes

WELWYN GARDEN CITY

AL7 9ZZ PHQ-D/12594/AL AA3628 12/04/2019

West Berkshire Council

West Berkshire District Council

Overseas Votes

Market Street

NEWBURY

RG14 9YJ PHQ-D/12595/RG AA3629 12/04/2019 18/04/2019

West Devon Borough Council

West Devon Borough Council

Overseas Votes

Kilworthy Park

TAVISTOCK

PL19 1ZZ PHQ-D/12596/PL AA3630 12/04/2019 15/04/2019

Dorset Council

Dorset Council

Overseas Votes

South Walks Road

DORCHESTER

DT1 9YG PHQ-D/12597/DT AA3631 12/04/2019 12/04/2019 23/04/2019

West Dunbartonshire Council

West Dunbartonshire Council

Overseas Votes

Garshake Road

DUMBARTON

G82 9YU PHQ-D/12598/G AA3632 12/04/2019

West Lancashire Borough Council

West Lancashire Borough Council

Overseas Votes

Derby Street

ORMSKIRK

L39 2ZX PHQ-D/12599/L AA3633 12/04/2019 18/04/2019

West Lindsey District Council

West Lindsey District Council

Overseas Votes

Marshalls Yard

GAINSBOROUGH

DN21 9ZZ PHQ-D/12600/DN AA3634 12/04/2019 18/04/2019

West Lothian Council

West Lothian Council

Overseas Votes

Howden South Road

LIVINGSTON

EH54 0ZZ PHQ-D/12601/EH AA3635 12/04/2019

West Oxfordshire District Council

West Oxfordshire District Council

Overseas Votes

Woodgreen

WITNEY

OX28 9ZZ PHQ-D/12602/OX AA3636 12/04/2019 18/04/2019

Somerset West & Taunton Council

Somerset West & Taunton Council

Overseas Votes

Killick Way

TAUNTON

TA1 9XR PHQ-D/12603/TA AA3637 12/04/2019 12/04/2019



Western Isles Council

Comhairle nan Eilean Siar 

Overseas Votes

Sandwick Road

STORNOWAY

HS1 9ZZ PHQ-D/12604/HS AA3638 12/04/2019

Wigan Metropolitan Borough Council

Wigan MBC

Overseas Votes

Library Street

WIGAN

WN1 9ZZ PHQ-D/12606/WN AA3640 12/04/2019 18/04/2019

Wiltshire Council

Wiltshire Council

Overseas Votes

Monkton Park

CHIPPENHAM

SN15 9ZZ PHQ-D/12607/SN AA3641 12/04/2019 12/04/2019

Winchester City Council

Winchester City Council

Overseas Votes

Colebrook Street

WINCHESTER

SO23 3ZZ PHQ-D/12608/SO AA3642 12/04/2019

Woking Borough Council

Woking Borough Council

Overseas Votes

Gloucester Square

WOKING

GU22 2ZZ PHQ-D/12609/GU AA3643 12/04/2019

Wokingham Borough Council

Wokingham Borough Council

Overseas Votes

Shute End

WOKINGHAM

RG40 9ZZ PHQ-D/12610/RG AA3644 12/04/2019

Wolverhampton City Council

Wolverhampton City Council

Overseas Votes

St. Peters Square

WOLVERHAMPTON

WV1 9NG PHQ-D/12611/WV AA3645 12/04/2019

Worcester City Council

Worcester City Council

Overseas Votes

Guildhall

WORCESTER

WR4 4ZY PHQ-D/12612/WR AA3646 12/04/2019

Wrexham County Borough Council

Wrexham County Borough Council

Overseas Votes

WREXHAM

LL11 0ZZ

PHQ-D/12613/LL AA3647 12/04/2019

Wychavon District Council

Wychavon District Council

Overseas Votes

Queen Elizabeth Drive

PERSHORE

WR10 9ZZ

PHQ-D/12614/WR AA3648 12/04/2019 23/04/2019

Wycombe District Council

Wycombe District Council

Overseas Votes

Queen Victoria Road

HIGH WYCOMBE

HP11 9ZZ

PHQ-D/12615/HP AA3649 12/04/2019 23/04/2019

Wyre Borough Council

Wyre Borough Council

Overseas Votes

Breck Road

POULTON-LE-FYLDE

FY6 6ZZ PHQ-D/12616/FY AA3650 12/04/2019

Wyre Forest District Council

Wyre Forest District Council

Overseas Votes

Finepoint Way

KIDDERMINSTER

DY11 9ZZ PHQ-D/12617/DY AA3651 12/04/2019



UNCLASSIFIED 

UNCLASSIFIED 
1 

 

 

 

 

 

 

 

REGISTERING CITIZENS OF MEMBER STATES OF THE EUROPEAN UNION 
 

EUROPEAN PARLIAMENTARY ELECTIONS 2019 –  
GUIDANCE TO ELECTORAL ADMINISTRATORS ON EXCHANGE OF 

INFORMATION 
 
1. Introduction 

 
1.1 EU citizens are entitled to vote in European Parliamentary elections either in 

the country where they are resident or in their home state, but not both. One of 
the aims of EU Council Directive (93/109/EC) is preventing double voting in 
European elections. 

 
1.2 Under the Directive, Member States are each required to supply the home 

member state, sufficiently in advance of polling day, with information on the 
home member state’s nationals entered on electoral registers. This is referred 
to as “Information Exchange”. The home member state must then take 
appropriate measures to ensure that its nationals do not vote more than once. 
For example, France would be required to provide the UK with information on 
British citizens residing there that had completed the relevant declaration opting 
to vote in European Parliamentary Elections in France, and vice versa. 

 
1.3 The Cabinet Office will act as contact authority for receipt of incoming data from 

other Member States, and will then forward the data to the relevant Electoral 
Registration Officers (EROs) (dependent on last registered address in UK). 

 
1.4 Under current regulations, EROs are required to directly notify EU States of their 

citizens who apply to vote in the European Parliamentary elections in the UK. 
 
1.5 This guidance advises EROs on how they should operate the exchange of 

information provisions. 
 
2. Legal Position 

 
2.1. The relevant statutory provisions are: 

 
Council Directive 93/109/EC 

 
The European Parliamentary Elections (Franchise of Relevant Citizens of 
the Union) Regulations 2001 (SI 2001/1184) 

 
The European Parliamentary Elections (Franchise of Relevant Citizens of 
the Union) (Amendment) Regulations 2009 (SI 2009/726) 
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2.2. Regulation 8 of the above 2001 Regulations, (as amended by the 2009 
Regulations), provides that as soon as practicable after the registration officer 
has registered the name of a relevant citizen of the Union in the register of 
European Parliamentary electors, he shall send a copy of the application to the 
person shown as the representative of the State in respect of which the applicant 
is a national in a direction containing a list of such representatives issued by 
the Cabinet Office. 

 
2.3. The 2001 Regulations, as amended, state that the Cabinet Office shall issue 

directions identifying the representative for each Member State of the European 
Union to whom the information referred to above is to be sent. 

 
2.4. This note constitutes the directions referred to above, and includes a list of 

representatives for the Member States and their deadlines for receipt of data. 
 
 
3. Procedure that EROs should follow 

 
3.1. Form EC6 (formerly 'UC1') - Citizens of EU States resident in the UK who wish 

to apply to vote in European Parliamentary elections in the UK (i.e. who wish to 
be added to the register of European Parliamentary electors) must do so in 
accordance with regulation 6 of the 2001 Regulations (persons are required to 
make an application and declaration in line with the provisions set out in 
regulation 6). There is no prescribed form for EU citizens to use for this purpose. 
However, there is the form ‘EC6’ for use by EU citizens who wish to apply to vote 
in European elections. The Electoral Commission has produced a version of the 
form for use by electoral administrators (which can be downloaded from the 
Electoral Commission's website). There is discretion for EROs to produce a 
locally produced form, though it is recommended that EROs adopt the form 
produced by the Electoral Commission and supply this form to any EU citizens 
who wish to apply to vote in European elections in the UK. Of course, it is also 
open to any EU citizen to apply to be registered by any other means that 
conveys the same information and fulfils the requirements specified in regulation 
6. 

 
3.2. The EC6 form asks for information about the applicant and also requires the 

applicant to sign a declaration by which s/he agrees to exercise his/her rights to 
vote at European Parliamentary elections only in the UK (and not his/her 
home country) for as long as his/her name appears on the UK register of 
electors for the European Parliament. This form constitutes the 'application and 
declaration' referred to in regulation 8 of the 2001 Regulations as mentioned 
above. 

 
3.3. Information to be collected - The information that EROs should collect (from the 

form EC6 or through any other appropriate means) and provide to the relevant 
representative in respect of an elector is as follows: 

Surname 
Forename(s) 
Nationality 
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  Locality or constituency in the Home Member State where the person was 
last registered 

  Locality where the person is registered in the UK for the elections to the 
European Parliament in 2019. 

 

3.4. EROs should where possible seek to collect the above information in respect of 
EU State electors who apply to vote in the European elections in the UK, to help 
the home Member State to identify the voter in question in order to delete or mark 
the record for him/her on the electoral roll. However, it is recognised that it may 
not be possible to obtain all of the above details in respect of each elector. 

 
3.5. The European Commission has recommended that Member States transmit, in 

addition to the personal data foreseen in Article 9 of Directive 93/109/EC, all 
relevant personal data, which may be necessary for the identification of voters 
by the authorities of their home Member State. 

 
3.6. The Cabinet Office has advised that the UK is not currently in a position to provide 

any additional relevant information outside that listed above as EROs do not 
collect it as part of the registration process. 

 
3.7. Citizens of the Republic of Ireland, Cyprus and Malta who are resident in the 

UK are, as of right, able to vote in all elections in the UK, and are not required 
to apply to vote in European Parliamentary elections in the UK. EROs will not 
therefore receive EC6 application forms in respect of these citizens. 

 
 
4. Format and Transmission of data 

 
4.1. The European Commission has developed a common encryption tool (EP Crypto 

tool) which it has recommended that Member States use to encrypt and decrypt 
data to/from other member states as part of the information exchange process. 

 
4.2. However, the tool has been devised on the basis of incoming and outgoing 

information being channeled through a single contact authority. This is not the 
case in the UK as electoral registration is decentralised. 

 
4.3. Cabinet Office will use the tool to decrypt incoming data from other member 

states prior to forwarding on to the relevant ERO, where the relevant ERO can 
be identified. However, we have advised that it will not be feasible for UK EROs 
to use the EP Crypto tool to encrypt outgoing data to other member states. 

 
4.4. In the circumstances, we recommend that EROs follow the process below – as 

set out ahead of European Parliamentary Elections in 2009 and 2014. 
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5. Process 

 
Outgoing Information 

 
5.1. Data should be sent in file format «text tab delimited». A tab delimited file is a 

special kind of plain text file with a tab between each column in the text. Tab 
delimited files can be used to transfer data that is arranged in rows and columns, 
such as tables and spreadsheets. This format saves data in a way that allows 
the recipient to open and read the data if they do not use the same application 
as the sender. If you have any queries on this matter, we suggest that you contact 
your IT supplier. 

 
5.2. The attached Annex B in the main reflects the guidance previously provided by 

the European Commission in 2009 regarding how the file format may look. 
 
5.3. It should be made clear that the electors whose details are being passed on 

have chosen to vote in the European Parliamentary elections in the UK. 
 
5.4. EROs are advised to send the required information in electronic format by e- 

mail to the relevant contact as set out in Annex A. 
 
5.5. IMPORTANT – given that there have been significant issues with data loss in 

recent years, there is an enhanced need to ensure that this data is correctly 
processed and effectively protected. It is the responsibility of each ERO to 
ensure that the data they provide and the methods in which they provide and 
transfer it comply with relevant data protection legislation. 

 
5.6. For ease, we will be providing a suggested universal password for EROs to 

use to protect data they send to other member states, to avoid contacts having 
to retain/recall various passwords. This will be sent separately via email. It is a 
matter for EROs to decide whether they wish to use the suggested password, 
or if they would prefer to have their own password – which they then 
communicate as appropriate to points of contact in the relevant member state. 
Given timings and ease with which we can tell EU Member States of the common 
password though, we would suggest this is used. 

 
 

Incoming information 
 

5.7. The Cabinet Office will act as the central authority for receipt of notifications 
from other EU Member States ahead of the May 2014 European Parliamentary 
elections about British citizens who have opted to vote there. We cannot fully 
control what medium or media is used to transfer data to us from other Member 
States, but we envisage that data will be received electronically via email as 
recommended via the European Commission’s EP Crypto tool. 

 
5.8. Upon receipt of data/ notifications, Cabinet Office will transfer all usable records 

that we receive to the appropriate ERO, encrypting them (where no secure PSN 
access is available) using the AES 256 encryption option provided by WinZip 
9.0 (or above). (WinZip 9.0 is a free application that is very commonly used 
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and we understand that all usual office systems will have access to this 
application.) This will require us to provide each ERO with a password in order 
to decrypt them and, for security purposes, we will provide this information 
separately to EROs via email in advance of records being sent. The Cabinet 
Office has set a deadline for receipt of data from other Member States of 28 
April, to enable data to be processed and forwarded to EROs before the UK’s 
registration deadline. Member States have indicated various time frames for 
sending through data. We expect to receive the first batch of incoming records 
from late March and will forward on to appropriate EROs as soon as possible 
thereafter. With regard to outgoing data from the UK, Member States have 
indicated their deadlines (Annex A) for receipt of data. 

 
5.9. Once EROs receive the data, if they identify that the individual is also registered 

to vote in European Parliamentary elections in their area, the ERO should take 
whatever steps, if any, s/he thinks are necessary to ensure that the voter is aware 
that it is an offence to vote twice in those elections, even if they are voting in 
different countries. 

 
 
6. Contacts in other EU Member States 

 
6.1. The European Commission has produced an up to date list of contacts in other 

EU States. Annex A provides a revised list of contacts in each Member State 
which replaces any previous lists. NOTE - Please ensure that an elector's 
data is sent to the correct country, as we understand that some data from 
the UK has been sent to the wrong countries in the past. 

 
6.2. Should you receive any queries from administrators in other EU States about 

the exchange of information arrangements, please forward them to 
UKinfo.exchange2019@cabinetoffice.gov.uk. 

 
 
7. Timing 

 
7.1. The 2001 Regulations require EROs to send the information to the relevant 

contact in the applicant's Home State as soon as practicable after the applicant 
has been registered in the register of European Parliamentary electors. The 
interpretation of 'as soon as practicable' is a matter for individual EROs. 
However, EROs are advised to take account of other member states electoral 
arrangements (i.e. closure of electoral registers/deadlines for receipt of data at 
Annex A, to help ensure that they send data to relevant Member State in time 
for the respective home Member State to take the necessary measures. Where 
possible, data to each member state should be sent in no more than two 
batches. 

 
7.2. The requirement to notify EU States is an ongoing one though in practice it is 

likely that significant numbers of applications to vote in European elections in 
the UK will only be received in a year when European Parliamentary elections 
are to take place. 

mailto:xxxxxx.xxxxxxxxxxxx@xxxxxxxxxxxxx.xxx.xx.
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7.3. Should EROs have applications that were received prior to this guidance, it is 

recommended that details of the applicants be sent to the appropriate 
representative as soon as possible. 

 
 
8. Returns 

 
8.1. The UK is committed to discharging its obligations under the Directive. Under 

the Directive national governments remain liable if there is a consistent and 
general failure to follow the law. It is therefore important that EROs take their 
obligations to the Home States seriously. Failure to do so without reasonable 
excuse would be a breach of your official duty. 

 
8.2. To help ensure that EROs are discharging their obligations, the Cabinet Office 

will be seeking returns from all EROs (in late May / early June) after the EPE 
elections regarding the number of records they have sent to each Member 
State. Where applicable, nil returns should be provided, but we will expect a 
response from all ERO’s. This guidance includes a form at Annex C which 
should be helpful in enabling EROs to record this information once it is sent. 

 
 
9. Enquiries 

9.1. If you have any queries about this guidance please contact:   

 

Sommer Bristo and Peter Richardson 
UKinfo.exchange2019@cabinetoffice.gov.uk 

 
 
 
 
 

Elections Division  

Cabinet Office 
April 2019 

mailto:xxxxxx.xxxxxxxxxxxx@xxxxxxxxxxxxx.xxx.xx
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ANNEX A 
 

LIST OF CONTACTS IN EU MEMBER STATES 
 
 

 

 
CODE 

 
MEMBER 
STATE 

 
CONTACT PERSON/DETAILS 

DEADLINE SET 
BY MEMBER 
STATE FOR 
RECEIPT OF 
DATA (2019) 

AT Austria Mr Mag Robert Stein 
zeuwe@a1.net TBC 

BE Belgium 
Mr Régis Trannoy 
regis.trannoy@rrn.fgov.be 

1 March 

BG Bulgaria 
cp@cik.bg 
 TBC 

HR Croatia 
Ms Leda Lepri 
Leda.Lepri@uprava.hr 
 
 

25 April 

CY Cyprus cvrikki@dits.mof.gov.cy 
 

 
2 April 

CZ Czech 
Republic 

silvia.rakociova@mvcr.cz 

14 April but can 
receive 
notification’s 
until 4 May 

DK Denmark Ms Iben Bagge 
ib@cpr.dk 10 May 

EE Estonia arne.koitmae@valimised.ee 
 26 April 

FI Finland 
pauli.pekkanen@vrk.fi 
 7 March 

FR France zoheir.bouaouiche@intereur.gouv.fr 
 

 
31 March 

DE Germany post@bundeswahlleiter.de 
 
 

1 May 

GR Greece Mr Ioannis Paraskevas 
jparaskevas@ypes.gr 20 April 

HU Hungary Mr Peteri Attila Endre 
peteri.attila@nvi.hu 23 May 

IE Ireland 

Dorothy Kellegher 
dorothy.kellegher@housing.gov.ie 
 
 
 

7 May 

mailto:xxxxx@xx.xxx
mailto:xxxxx.xxxxxxx@xxx.xxxx.xx
mailto:xx@xxx.xx
mailto:xxxx.xxxxx@xxxxxx.xx
mailto:xxxxxxx@xxxx.xxx.xxx.xx
mailto:xxxxxx.xxxxxxxxx@xxxx.xx
mailto:xx@xxx.xx
mailto:xxxx.xxxxxxx@xxxxxxxxx.xx
mailto:xxxxx.xxxxxxxx@xxx.xx
mailto:xxxxxx.xxxxxxxxxx@xxxxxxxx.xxxx.xx
mailto:xxxx@xxxxxxxxxxxxxxxx.xx
mailto:xxxxxxxxxxx@xxxx.xx
mailto:xxxxxx.xxxxxx@xxx.xx
mailto:xxxxxxx.xxxxxxxxx@xxxxxxx.xxx.xx
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IT Italy Mr Salvatore Galatioto 
salvatore.galatioto@interno.it 23 April 

LV Latvia kaspars.ozolins@mk.gov.lv 
 TBC 

LT Lithuania 
loreta.rakauskiene@vrk.lt 
 

 
TBC 

ES Spain 

Luis Miguel García 
Blanco 
luismiguel.garcia.blanco@ine.es 
 

15 April 

LU Luxembourg Ep-cryptotool@ctie.etat.lu 
 

28 February 

MT Malta 
James Handyside 
james.handyside@gov.mt 
 

1 April 

NL Netherlands 
Petra Kingma 
Petra.Kingma@kiesraad.nl 
 

11 April 

PL Poland 
Robert Slesinski 
Robert.Slesinski2@mc.gov.pl 
 

TBC 

PT Portugal jmsilva@sg.mai.gov.pt 
 

27 March 

RO Romania Cosmin Pintea 
cosmin.pintea@roaep.ro 

TBC 

SI Slovenia 
matej.loparic@gov.si 
 

10 May 

SK Slovakia TBC TBC 

SE Sweden 
Martin Gajdos 
martin.gajdos5@minv.sk 
 

26 April 

mailto:xxxxxxxxx.xxxxxxxxx@xxxxxxx.xx
mailto:xxxxxxx.xxxxxxx@xx.xxx.xx
mailto:xxxxxx.xxxxxxxxxxx@xxx.xx
mailto:xxxxxxxxxx.xxxxxx.xxxxxx@xxx.xx
mailto:xxxxxxxxxxxxx@xxxx.xxxx.xx
mailto:xxxxx.xxxxxxxxx@xxx.xx
mailto:xxxxx.xxxxxx@xxxxxxxx.xx
mailto:xxxxxx.xxxxxxxxxx@xx.xxx.xx
mailto:xxxxxxx@xx.xxx.xxx.xx
mailto:xxxxxx.xxxxxx@xxxxx.xx
mailto:xxxxx.xxxxxxx@xxx.xx
mailto:xxxxxx.xxxxxxx@xxxx.xx
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ANNEX B 
 
 

FORMAT OF DATA 
 
 

(Based on the European Commission’s Guide for the Implementation 

of the Information Exchange Mechanism ahead of 2009 and 2014 

elections) 

 
 

How should the information be presented? 

Certain fields have to be coded, to avoid any risk of misinterpretation. The 
table below shows the fields to be coded and values to be inserted. 

 
Number Designation Type Codes Remarks 

 

1 

 

Notification of entry into the electoral roll for European Parliament elections of EU 
citizens residing in a Member State of which they are not national 

 
2 Name(s) Text - No coding 

3 Forenames Text - No coding 

4 Maiden name Text - No coding 

5 Sex Code 0 

1 

0 = male 

1 = female 

 6 Nationality Code 

(ISO 3166) 
AT 
BE 
BG  

CY 
CZ 
DE 
DK 
EE 
ES 

FI 

FR 
GB 
GR 

HR 
HU 
IE 
IT 

LT 
LU 
LV 
MT 
NL 
PL 
PT 

RO 
SE 
SI 
SK 

AT= Austria 
BE= Belgium 
BG=Bulgaria 

CY = Cyprus 
CZ= Czech Republic 

DE = Germany 
DK =Denmark 
EE = Estonia 
ES = Spain 
FI =Finland 
FR =France 

GB= United Kingdom 

GR = Greece 
HR = Croatia 

HU =Hungary 
IE = Ireland 
IT = Italy 
LT = Lithuania 

LU =Luxembourg 

LV = Latvia 
MT = Malta 

NL =Netherlands 
PL = Poland 
PT = Portugal 

RO= Romania 
SE = Sweden  
SI = Slovenia 
SK=Slovak Republic 
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 7 
Date of birth Standardized DD/MM/YYYY 

Dates must be written as 
shown: day/month/year 

8 
Place of birth Text 

- 
No coding 

9 Locality or 
constituency 
in the 
Member State 

of origin 
where the 
voter was last 
registered 
with6 digit 
postal code 

(if available) 

Text - No coding 

10 Is registered 
as a voter for 

the elections 
to the EP in 
2014 in: 

Code 

(ISO 3166) 

AT 
BE 

BG  
CY 
CZ 
DE 

DK 
EE 
ES 
FI 
FR 
GB 
GR 

HR 
HU 
IE 

IT 

LT 
LU 
LV 
MT 
NL 
PL 

PT 
RO 
SE 
SI 
SK 

AT= Austria 
BE =Belgium 

BG= Bulgaria 
CY = Cyprus 
CZ = CzechRepublic 

DE = Germany 
DK =Denmark 
EE = Estonia 
ES = Spain 

FI = Finland 
FR = France 

GB = United 
GR = Greece 
HR = Croatia 
HU =Hungary 
IE = Ireland 

IT = Italy 
LT = Lithuania 

LU =Luxembourg 
LV = Latvia 
MT = Malta 

    NL = Netherlands   
    PL = Poland 

PT = Portugal 
RO= Romania 
SE = Sweden 
SI = Slovenia 
SK=Slovak Republic 
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How should a record be presented? 

 

Here are two fictional examples of a record: 
 

Dupont → Jeanne → Durand → 1 → FR → 27/02/1965 →Lyon → Nantua (1152) → BE 
 
Silva → Costa → Manuel → 0 → PT → 04/11/1901 → Porto → Aveiro → LU 
 

Please remember to include also possible empty fields to the record. 
 

What format should be used for sending information? 

Regardless of the application used to capture data, the information must be sent 

to the home Member State in file format «text tab delimited». If the 

application does not allow data to be exported in the «text tab delimited» format, 

a conversion program will be needed. 

 

In case of large files use of a recent version of WinZip is recommended. 

 
What character set should be used? 

The character set to be used is that defined by the ISO 8859-Latin 1 standard. 

Depending on the application used for the data capture and processing in each 

Member State, the following situations may arise: 
 

– before transmission: the character set used by the local system may need to be 

converted to ISO 8859-Latin 1 after or during data extraction and  before processing 

in the "text tab delimited" format; 
 

– after receipt: the character set ISO 8859-Latin 1 may need to be converted to that 

used by the local system after the data have been received from another Member 

State and before or during conversion from the "text tab delimited" format to the 

format used by the local system. 
 

To whom should the information be sent? 

Member States have very little time in which to process data correctly. For this 

reason, the procedure must be as rapid as possible. Thus the preferred method is to 

send data via emails to the contact points in the Home Member State.  
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ANNEX C 
 

RETURN FORM FOR COMPLETION BY EROS 

 
 
 

MEMBER STATE CONTACT PERSON 
/DETAILS 

No of Records 
Sent 

 

Austria Mr Mag Robert Stein 
zeuwe@a1.net 

  

Belgium Mr Régis Trannoy 
regis.trannoy@rrn.fgov.be 

  

Bulgaria cp@cik.bg 
 

  

Croatia 
Ms Leda Lepri 
Leda.Lepri@uprava.hr 
 
 

  

Cyprus 
cvrikki@dits.mof.gov.cy 
 

  

Czech 
Republic 

silvia.rakociova@mvcr.cz 

  

Denmark Ms Iben Bagge 
ib@cpr.dk 

  

Estonia arne.koitmae@valimised.ee 
 

  

Finland pauli.pekkanen@vrk.fi 
 

  

France zoheir.bouaouiche@intereur.gouv.fr 
 

  

Germany post@bundeswahlleiter.de 
 
 

  

Greece 
Mr Ioannis Paraskevas 
jparaskevas@ypes.gr 

  

Hungary 
Mr Peteri Attila Endre 
peteri.attila@nvi.hu 

  

Ireland 

Dorothy Kellegher 
dorothy.kellegher@housing.gov.ie 
 
 
 

  

mailto:xxxxx@xx.xxx
mailto:xxxxx.xxxxxxx@xxx.xxxx.xx
mailto:xx@xxx.xx
mailto:xxxx.xxxxx@xxxxxx.xx
mailto:xxxxxxx@xxxx.xxx.xxx.xx
mailto:xxxxxx.xxxxxxxxx@xxxx.xx
mailto:xx@xxx.xx
mailto:xxxx.xxxxxxx@xxxxxxxxx.xx
mailto:xxxxx.xxxxxxxx@xxx.xx
mailto:xxxxxx.xxxxxxxxxx@xxxxxxxx.xxxx.xx
mailto:xxxx@xxxxxxxxxxxxxxxx.xx
mailto:xxxxxxxxxxx@xxxx.xx
mailto:xxxxxx.xxxxxx@xxx.xx
mailto:xxxxxxx.xxxxxxxxx@xxxxxxx.xxx.xx
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Italy Mr Salvatore Galatioto 
salvatore.galatioto@interno.it 

  

Latvia kaspars.ozolins@mk.gov.lv 
 

  

Lithuania 
loreta.rakauskiene@vrk.lt 
 

  

Spain 

Luis Miguel García 
Blanco 
luismiguel.garcia.blanco@ine.es 
 

  

Luxembourg Ep-cryptotool@ctie.etat.lu 
 

  

Malta 
James Handyside 
james.handyside@gov.mt 
 

  

Netherlands 
Petra Kingma 
Petra.Kingma@kiesraad.nl 
 

  

Poland 
Robert Slesinski 
Robert.Slesinski2@mc.gov.pl 
 

  

Portugal jmsilva@sg.mai.gov.pt 
 

  

Romania Cosmin Pintea 
cosmin.pintea@roaep.ro 

  

Slovenia 
matej.loparic@gov.si 
 

  

Slovakia TBC 
  

Sweden 
Martin Gajdos 
martin.gajdos5@minv.sk 
 

  

 

mailto:xxxxxxxxx.xxxxxxxxx@xxxxxxx.xx
mailto:xxxxxxx.xxxxxxx@xx.xxx.xx
mailto:xxxxxx.xxxxxxxxxxx@xxx.xx
mailto:xxxxxxxxxx.xxxxxx.xxxxxx@xxx.xx
mailto:xxxxxxxxxxxxx@xxxx.xxxx.xx
mailto:xxxxx.xxxxxxxxx@xxx.xx
mailto:xxxxx.xxxxxx@xxxxxxxx.xx
mailto:xxxxxx.xxxxxxxxxx@xx.xxx.xx
mailto:xxxxxxx@xx.xxx.xxx.xx
mailto:xxxxxx.xxxxxx@xxxxx.xx
mailto:xxxxx.xxxxxxx@xxx.xx
mailto:xxxxxx.xxxxxxx@xxxx.xx


29 April 2019 

 

 
FAO: Regional Returning Officers – for transmission to Local Returning Officers and 
Electoral Registration Officers. 

 

 
EUROPEAN PARLIAMENTARY ELECTIONS 23 MAY 2019 - INFORMATION EXCHANGE - 
PASSWORDS 

 
 

Outgoing data from UK Local Authorities 
 

Further to the Cabinet Office guidance on the Information Exchange Directive, this is to provide 
you with a suggested password for protecting data exchange information that is going out from 
local authorities to the central contacts in other Member States. This is to help avoid each 
Member State getting different passwords from EROs across the UK to access data. However, 
there is no obligation on Electoral Registration Officers to use the password. 

 
That password is: 

 
UK-transfer-MM9 

 
I would be grateful if you could pass this letter on to those at local level who are sending out the 
data to the Member States, unless you as Regional Returning Officer have agreed a different 
approach to this with the relevant EROs. If EROs do choose to use the suggested password. It is 
a matter for them to make sure that this goes out securely to the central contacts in other Member 
States and separately from the information being sent.  – i.e. the data and the password must go 
in separate correspondence.  
 
Although you will see in the Guidance document that some Member States deadlines have passed 
we recommend that data is still sent to them in case they decide to process it in any event.  

 
 
Incoming information from other Member States about UK citizens 

 

Incoming information from other Member States is being received centrally by Cabinet Office as 
in previous years. Cabinet Office will send onto the relevant EROs any data where there is 
sufficient information to identify the elector. Where data needs to be encrypted, the password for 
the WinZip files that EROs will need to use to open them will be: 

 
UK-incoming-MM9 

 
Please note that this will need to be replicated exactly with relevant punctuation, and upper 
case and lower case letters otherwise it will not work. 

 
If the password is sent on to LROs and EROs by email (which is clearly the easiest and quickest 
option), it should be noted that cutting and pasting it into the password box in WinZip will not 
work. It has to be freshly typed in. 
 

Again, please pass this information on to the relevant people at the local elections offices in 



your area by e-mail, or any other means you consider appropriate, so that they all have it in time 
for dealing with the data that we send through.  

 
I hope the above is clear, but please contact Sommer Bristo or Peter Richardson on 0207 271 
0888, or email ukinfo.exchange2019@cabinetoffice.gov.uk if you have any queries. 

 
Yours sincerely, 

 

 

 
 

Paul Docker 
Elections Division 

 
T +44 (0)20 7271 6413 
E ukinfo.exchange2019@cabinetoffice.gov.uk 

mailto:xxxxxx.xxxxxxxxxxxx@xxxxxxxxxxxxx.xxx.xx
mailto:xxxxxx.xxxxxxxxxxxx@xxxxxxxxxxxxx.xxx.xx


 

Local elections 2019: guidance for local 
authorities 
This guidance has been produced by the NCSC and the CPNI for local authorities ahead of the 
forthcoming local and mayoral elections on 2 May 2019. It contains reminders around good 
cyber security practices for the systems that support the delivery of UK elections. It does not 
replace tailored advice and guidance specific to local circumstances. 

The risks 
Over recent years, there have been reports of cyber attacks, using a variety of techniques, timed to 
coincide with elections around the world. Most of these attacks were distributed denial of service 
(DDoS) attacks against government and media websites, which overwhelmed the websites with 
traffic. Some attacks seem to have been designed to steal data, or to alter or disrupt the publication 
of election results. 

There are also reports of activity designed to influence voters, or to undermine public confidence in 
election results/the electoral process, sometimes facilitated by cyber activity. Reports from the US 
government of malicious cyber activity during the 2016 presidential election, as well as recent 
claims of fake news stories influencing public opinion, have drawn attention to this. 

It can be difficult to know who is behind a cyber attack, but some of the attacks on other countries 
are likely to have been state-sponsored. Others probably involve hackers (some of whom may be 
working for hire), hacktivists or cyber criminals. 

The UK system does not lend itself to electronic manipulation; voting and counting of ballots English 
local elections are manual processes. However, there are some areas that could be vulnerable to 
cyber operations. These sorts of operations include: 

• DDoS attacks, particularly against electoral, government or media websites making them 
unavailable at key moments during an electoral campaign (for example shortly before the 
deadline for voter registration, or on election day itself). 

• Attempts to obtain user names and passwords and other personal information. Commonly 
used social engineering tactics include phishing (emails that encourage the recipient to click 
on malicious links or attachments) and spear-phishing (content tailored for the recipient, 
making it more likely they will click on the malicious link). Internet-connected databases may 
also be of interest to attackers. 

• Attempts to forge or send fake emails and other communications. It is relatively easy to 
compose convincing fake emails, and compromised email accounts may be used by 
attackers for this purpose. 

• Attempts to alter or remove information published online, or publish falsified information or 
information obtained through hacking. 

• Infection with ransomware or other malicious software. Ransomware can be used to 
encrypt information and a ransom is then demanded from the victim. 

Case studies 
The experiences of other countries over recent years, some of which are summarised below, 
suggest that organisations involved in UK elections should prepare for the possibility of disruption. 

• During the Moldovan parliamentary elections in February 2019, its Central Electoral 
Commission (CEC) website fell victim to several DDoS attacks. According to Moldovan 
authorities, these attacks had been aimed at preventing the website from showing the 
preliminary results of the elections. 
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• In the runup to the March 2019 Ukrainian presidential elections, the Ukrainian Cyber Police 
claimed that attackers were targeting government officials and state employees (including 
those involved in the electoral process) with phishing emails. This included malware-
infected greetings cards, to steal passwords and personal information. It was also claimed 
that cyber actors were buying personal details of election officials on the dark web. 

• In late 2015, coinciding with the start of local elections and a referendum on e-voting, the 
websites of an EU country’s electoral commission, government, and civic registration service 
all experienced denial of service attacks. 

• In one African country, the 2017 presidential election had to be re-run, after being annulled 
by the supreme court. One of the issues was a claim of unauthorised access to a key 
electronic election management system, together with concern over possible manipulation 
of the transmission of results. 

Protecting your systems 
Basic cyber security measures will prevent most attacks from succeeding. When coupled with 
routine analysis and audit of the electoral processes, the ability for a cyber attacker to cause 
widespread harm is reduced. We recommend you do not make sudden changes to your existing 
infrastructure, software, or choice of service providers which will be relied upon to support 
elections (as this could introduce potential operational risk). However, we encourage all 
organisations to ensure the following points are addressed: 

• Electoral systems, in particular electoral management systems (EMS), hold bulk personal 
datasets. We have published guidance on protecting bulk personal data. We recommend 
you take regular back-ups of EMS data stores (in particular the electoral roll itself) and hold 
these offline in a separate secure location. Backup and restore procedures should be well-
tested. In the event of problems, ensure the contact details for key suppliers (such as any 
EMS software and service providers) are readily available. Remember that during an 
incident, the usual mechanisms for finding contact information may not be available.  

• Infrastructure used by local authorities (and other electoral organisations) should be well 
maintained, using modern software and hardware, and be kept patched. End user devices, 
such as those used by staff to manage the electoral roll, should be corporately managed. 
We recommend using the NCSC End User Device security guidance to help protect these 
against attack. 

• Depending on the level of access that your operational staff have to electoral systems (and 
the level of access control within the EMS), they may be able to perform significant 
privileged actions on EMS data. If so, it may be necessary to consider such staff 'system 
administrators'. You should constrain potential routes by which their account could become 
compromised. Regularly review the level of access individuals have, and ensure it is 
appropriate for their roles. 

• Your organisation's web presence may come under heavy load (through legitimate or other 
use) in the run-up to elections. Our guidance on mitigating denial of service attacks can help 
you prepare in advance of such problems. 

• Local authorities should be aware of the 'Ten Steps to Cyber Security'. This contains the 
NCSC's guidance on how organisations can best protect themselves in cyberspace. 

• Local authorities can benefit from NCSC’s free Active Cyber Defence services to protect their 
systems. 

Protecting your people 
In periods of heightened pressure, attackers can exploit your staff's willingness to help citizens 
and those involved in running the elections. Email addresses of key officials are often easily 
discovered, and thus may be targeted by attackers for social engineering and phishing attacks. 
Your processes should help those involved in running the election from falling prey to such 
attacks. 

For example, an urgent email seemingly from an EMS software vendor advising of an urgent 
software update may sound extremely plausible. However, is this confirmed by other sources 
(such as a notification on their support website)? Do they operate a moratorium on changes 
during the election period? Ensure that your staff know how to get support for anything that 
looks suspicious or out of the ordinary. 

https://www.ncsc.gov.uk/guidance/protecting-bulk-personal-data-main
https://www.ncsc.gov.uk/guidance/backing-your-data
https://www.ncsc.gov.uk/collection/end-user-device-security
https://www.ncsc.gov.uk/guidance/introduction-identity-and-access-management#section_6
https://www.ncsc.gov.uk/guidance/denial-service-dos-guidance-collection
https://www.ncsc.gov.uk/guidance/10-steps-executive-summary
https://www.ncsc.gov.uk/section/products-services/active-cyber-defence
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Individuals involved in electoral processes in the UK are required to show integrity and 
discretion, but a small number of people may intend to exploit their access for their own, 
unauthorised purposes (known as insider activity). An insider may seek to manipulate or 
compromise electoral information or processes for financial gain, ideological reasons or due to 
a desire for recognition. 

There is also a risk that individuals may unintentionally give away information useful to those 
who aspire to manipulate or compromise electoral processes in the UK. Those seeking to cause 
such damage might attempt to identify people with pivotal roles in the election process using 
information that’s available online. Therefore, election officials should be cautious about the 
detail they provide to others regarding their election duties. 

All individuals involved (whether local government employees or those in temporary roles at 
polling stations, managing postal votes or at the count) have a vital part to play in ensuring 
confidence in the election process. They should: 

• Avoid sharing details relating to their role in elections online, including on social media sites 
such as Facebook and Twitter. 

• Be vigilant to those around them, reporting any unusual or unexpected behaviours such as 
not following standard procedures or attempting to gain access to parts of the electoral 
process where they do not have an obvious and legitimate requirement to do so. Local 
authorities should ensure that staff, including those employed through an agency, know 
how to report concerns. 

Where to get extra help 
• If you believe your election systems are, or have been, the victim of cyber attack we suggest 

you contact the NCSC. 

• During the election period, if you experience a cyber incident or outage that appears out of 
the normal, causes any degree of service impact, is unexplained, or you feel should be 
reported to the NCSC for information only, then please contact the NCSC’s Incident 
Management team. The team can be emailed 24x7 at webreportedincidents@ncsc.gov.uk. 
Please provide any technical details (for example, relevant logging and as much detail as 
possible) to enable our teams to work effectively. 

• In addition to the resources available from the NCSC website, CISP provides a space to 
exchange cyber threat information in real time. If you're not already a member, you can 
register for CISP online. 

 

https://www.ncsc.gov.uk/section/about-this-website/contact-us
mailto:xxxxxxxxxxxxxxxxxxxx@xxxx.xxx.xx
https://www.ncsc.gov.uk/cisp
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DISCLAIMER

Reference to any specific commercial product, process or service by trade 
name, trademark, manufacturer, or otherwise, does not constitute or 
imply its endorsement, recommendation or favour by CPNI. The views and 
opinions of authors expressed within this document shall not be used for 
advertising or product endorsement purposes.
 
To the fullest extent permitted by law, CPNI accepts no liability for any loss 
or damage (whether direct, indirect or consequential, and including but 
not limited to, loss of profits or anticipated profits, loss of data, business 
or goodwill) incurred by any person and howsoever caused arising from 
or connected with any error or omission in this document or from any 
person acting, omitting to act or refraining from acting upon, or otherwise 
using the information contained in this document or its references. You 
should make your own judgment as regards use of this document and seek 
independent professional advice on your particular circumstances.
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“Every day most of us contribute to an evolving 
public presentation of who we are that anyone 
can see and that we cannot erase. We might 
think we are at home on our laptops, cell phones 
or iPads communicating with just a few people 
on our friends list. But in reality we are in a 
huge auditorium speaking into a public address 
system to a world that can record and distribute 
everything we say.”

* [Online source] Digital Citizenship Adventures (2015), accessed 30 January 2015 
https://sites.google.com/site/digcitizenshipadventures/managing-your-digital-footprint

 © CROWN COPYRIGHT 2016 | MY DIGITAL FOOTPRINT: A GUIDE TO DIGITAL FOOTPRINT DISCOVERY AND MANAGEMENT



3

A digital footprint is the data that’s left behind whenever you use a digital 
service (eg. an Oyster card), or whenever someone posts information about 
you onto a digital forum, such as a social network. 

Having a digital footprint is normal – they’re very difficult to avoid. Given 
that your digital footprint can be publicly accessible, we recommend you 
know exactly what it looks like and how to actively manage it. This is a brief 
guide to help you do that.

This booklet demonstrates what others can easily discover about you via 
a few quick internet searches and suggests some simple ways to obstruct 
anyone attempting to target you or attack your online accounts.

Introduction
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This guide is in four parts:
1. My digital footprint: an overview

2. General principles: promoting a positive digital  
footprint and methods to reduce the likelihood of  
your data being misused.

3. Website checklist: sites to use when researching  
your digital profile.

4. Internet safety: useful sources to help you stay  
safe online.

 If you find this guide useful, please feel free to share it with your 
family and friends – often it’s these groups of people who put 
information about you online when you would rather they didn’t.
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Part 1: 
My digital footprint: 
what is it?
A digital footprint is the data that’s left behind whenever you use a 
digital service. Whether you access the internet using a mobile phone, 
tablet or laptop, each time you go online or use a digital service, you’re 
leaving a trail of information behind you.

Digital footprints are created in two ways: passively and actively. 
A passive footprint is created when your data is collected, usually without 
you being aware of it. Common examples are search engines storing your 
search history whenever you’re logged in, and web servers logging your 
computer’s IP address when you visit a website.

An active digital footprint is created when you voluntarily share information 
online. Every time you send an email, publish a blog, sign up for a 
newsletter or post something on social media, you’re actively contributing 
to your digital footprint.

For example

All these activities add to your digital footprint.

• Emailing
• Social media
• Messenger
• Banking
• Dating
• Photo sharing
• Gaming

• Shopping
• Geolocation services
• Applications
• Professional networking
• Travelling using a travel 

card or paying with a credit/
debit card
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My digital footprint: 
who else contributes to it?

It’s not only you who can influence your digital trail. Your friends, family, 
colleagues, associates, and the clubs and societies you’re a member of can 
also add to it every time they mention you online. 

Even people you don’t know can contribute to your digital footprint. For 
example, corporate and public sector bodies can add to it as well, when 
they list public information about you on the internet.

Do you know what your digital footprint looks like?

It could include information about you, your home and your work that 
others, including those with malicious intent, can easily gain access to. 
Make sure you know what it comprises.
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Once something is shared online, it’s there forever – and what happens to 
this information may not always be under your control.

Social media channels, websites and apps are just some examples of online 
services that regularly change their privacy policies and security settings, 
making it difficult to keep track of what’s available for public consumption 
and what isn’t. 

This means that the personal messages, information and data that we post 
online can end up being viewed by far more people than we ever intended.

For example, be careful of the following:

• Automatic profile settings that mean anyone on the 
internet can view your posts, photos and status updates. 

• Apps that run analytics to monitor, collect and use your 
personal information for advertising purposes. 

• Privacy policies that require access to users’ locations, 
calendars and contact lists.

My digital footprint: 
why care?
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And for those of us who work for organisations where our roles give us 
privileged access to sites, information or assets – be it organisational 
processes, systems, finances, research projects, technology, designs, 
equipment, materials, staff data, public data, intellectual property or 
intelligence – we need to be extra vigilant. 

Our digital footprint may be of more interest to those with malicious intent. 
Criminals, violent protest groups, foreign intelligence services and terrorist 
groups can all benefit from gaining access to information about us, our 
work and who we associate with; and they can exploit that information to 
cause harm to us, our families, our organisation, our communities and the 
wider public.  

Don’t make it easy for just anyone to gain 
access to information about you.

A badly managed digital footprint could mean the ‘digital you’ makes the ‘real 
you’ vulnerable. But, by taking some practical steps you can minimise the 
security risks while still making full use of the many digital services available.
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My digital footprint: 
what should I do?
Each one of us has a digital footprint, and this is normal, but we need to 
know how to manage it. These three simple rules will help you actively 
manage the data trail left behind each time you use the internet.

• Know what your digital footprint looks like.

• What information is out there about you? What can 
someone learn about you, your family, your work and your 
interests?

• And remember, it’s not just you creating your digital 
footprint. Make sure you know who else is posting about 
you online as well.

1. Own it
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• Be proactive and shape your digital footprint into 
something that you and your organisation are happy with.

• Review your passwords and privacy settings on devices, 
apps and social media sites.

• Review what personal and work related data is available 
online about you. Can you delete parts or ask for them to 
be removed?

• Think carefully about what you share – you don’t always 
know who’s looking at it, how it will be protected, or who 
it might be shared with. 

• Looking after your digital footprint is an ongoing job, so 
monitor it regularly.

• Social media privacy settings change, the devices you use 
change, and the information about you online changes as 
you and others add to it.

• Keep an eye on your digital footprint to ensure you, your 
friends, your family and your organisation stay safe.

2. Shape it

3. Monitor it
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Part 2:
General principles

In this section we’ve listed some general principles that will help you to 
manage your digital footprint securely and reduce the likelihood of your 
data being misused.

Everyone should have a view on how information about them and 
their immediate family is shared. Do your friends know your views? 
Do the schools that your children attend know your views?

Once you’ve decided where you stand, if it’s practical, spend some 
time talking to those who may share information about you or your 
family to let them know your views.

While online, if you notice something posted about you by a friend 
or family member, consider asking them to remove it if you don’t 
want it to be there. If that’s not possible it needn’t be a drama; 
understanding what others know about you is a positive step towards 
dealing with any unintended consequences. 

1.      Decide what your stance is on information being
          published about you or your family online
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Find out what information is available online about you, your family, 
your work and your interests. Look for information that is publicly 
available as well as information that is available to restricted groups 
such as designated contacts or friends. 

There are several ways in which you can determine your digital 
footprint. For detailed guidance, refer to Part 3: Website checklist on 
page 20. 

Think about how comfortable you are with this information being 
available online and any potential security risks it may pose to you or 
your organisation.  

Where possible, reduce or remove any information posted on sites 
you no longer use. It’s not enough to make your profile on one social 
media site completely private if another account is still accessible 
and lists all your personal details.

If you see anything posted online that you would prefer was kept 
private, take screenshots as evidence to use when approaching the 
site administrators to have it removed. See Part 4: How to take a 
screenshot on page 27.

As a precautionary measure, consider removing yourself from direct 
marketing databases. You will find more advice on this in Part 4 as well.

2.      Find out what information about you and your
          family is available to the public
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Enter the minimum amount of authentic information into online 
registration forms. Do you really need to enter genuine information 
in every field if there’s no legal reason to do so?

This is especially pertinent for pictures taken with a mobile phone. 
Metadata commonly stored in exchangeable image file format (EXIF) 
can reveal details about the location of the device the photo was taken 
with. 

This information can be used over time to build up a pattern of your 
life that can ultimately make you a target for criminals or stalkers. 
There are various apps and/or services built into operating systems 
(eg Windows) that can remove EXIF data. It is worth researching the 
best method for you.

4.      Remove metadata from pictures before you
          post them online

3.      My favourite pet is “the Eiffel Tower”

Payments can be charged to your mobile phone bill, so treat your 
phone number like a bank card PIN – only disclose it online if you 
really need to.

5.      Protect your phone number
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In some employment sectors, you’re now expected to create and maintain 
a positive digital footprint. Always think before posting something online 
and take time before responding to something negative. 

Even a seemingly innocuous post can be used against you. There have 
been instances in which burglars have used information posted on 
social media sites to establish when properties are left unattended.

Think about the accumulation of information online relating to 
you or your family. Anyone who finds out enough could potentially 
impersonate you or use the information to your detriment.

Think about what you are posting or reposting about others. Put yourself 
in their shoes – would you like the same being said about you? What 
would someone you respect think about what you are posting?

Your information is a revenue source to many social media sites. Privacy 
settings for such software are often changed, exposing your personal 
information during upgrades or when new features are added. 

Visit the privacy settings pages to check what your external profile 
looks like on social networks. Take positive action to find out what 
photos you are tagged in.

Always re-check the configuration settings on your device after every 
operating system upgrade and review what personal information (e.g. 
location, contacts) certain applications have access to when they are 
installed or upgraded.

7.      Check privacy settings regularly and change
           them from their default settings

6.      Think before you click
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8.      Keep passwords safe
Think of them like underwear:
• Keep them out of sight
• Change them regularly
• Don’t let anyone else use them

In addition, make email passwords more complex than the ones you 
use for website logins or social media accounts. The email address 
that you supply to websites for account resets make such email 
accounts the front door to your digital life. 

Making the password to your email address as strong as possible 
contributes to the security of accounts hosted on other websites you 
might use, such as online shopping or banking sites. And don’t use 
the same password for everything. Otherwise if one of your accounts 
is compromised there’s a good chance others could be too.

9.      Compartmentalise your (digital) life – 
           consolidate on your phone

Use different email addresses for different activities. For example, use 
one for online banking and another for online shopping. This allows you 
to ‘burn’ any email address that might be problematic (e.g. constantly 
being sent ‘spam’) without it impacting other parts of your online life. 

The good news is that most smartphones let the user consolidate and 
view multiple email addresses on one device, avoiding the need to 
log into different email accounts.

When compartmentalising your digital life, don’t use email addresses 
that contain your real name. Doing this helps to make identifying your 
email accounts more difficult if one of them is compromised.
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10.    Avoid oversharing data on your device

Keep an eye on the permissions apps want when you install or 
upgrade them and be familiar with the processes to control the 
privacy settings on your device. 

11.    If it sounds too good to be true then
           it probably is

It might sound obvious, but if you’re sent an email or text with an 
unsolicited offer from someone you haven’t heard of, or an invite to 
click on a link, don’t click on that link.

If an offer sounds too good to be true, then it probably is. Look at 
the content of the email or text – does the grammar hang together? 
Are there spelling mistakes? Has it been sent at 3.00am? If the 
text or email is from someone you know but the message was 
unexpected, or looks like spam consider confirming with that person 
via telephone.
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12.    Hand over personal information wisely

13.    Make a plan for what to do if you 
           lose your device

When handing over personal information, make sure it is being 
transmitted securely. When entering personal data onto a website 
always check to see if there is an “https” connection (shown 
alongside the website address) or a padlock symbol on the site you 
are connected to. These indicate that the site has a good level of 
security and that other people cannot easily see your personal data. 

 

Ultimately, any information you supply to a website becomes the 
corporate asset of that site. Check that you are happy with how that 
company will protect and share your information by reading the 
terms and conditions.

Have you backed up everything that’s important to your digital life 
in case the originals are lost or damaged? For example, contact 
information, apps and device  ? 

It is worth considering a range of back-up solutions, from paper-
based to cloud-based services (but consider your digital footprint 
with the latter). It may also be worth configuring your device for 
remote wiping.

HTTPS://WWW.....CO.UK

HTTPS://
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14.   Don’t make your device easy for others to access
Consider using passwords for all your devices and always secure your 
voicemail with a PIN code. Make sure to change passwords and PINs from 
their default settings. This sounds obvious, but it will help defend against 
unauthorised access (including remote access to your voicemail).

Protect your device from malware as much as you can. Malware is 
malicious software that exists in several forms, such as:
• Spyware – designed to gather the personal information you enter 

into websites and then pass it on to criminals.
• Viruses – that shut down your entire system and can spread to 

other machines.
• Ransomware – that will restrict access to your computer system 

and demand you pay a fee to unlock it.

Useful tips to help keep your device safe from malware include:
• Use appropriate antivirus software – this will scan websites, 

incoming emails and files you open for known viruses. But it’s 
important you keep this software regularly updated.

• Ensure your device’s operating system (OS) and apps are 
kept up to date – set your OS to automatically check for software 
updates when connected to the internet. Install updates as soon as 
you get a reminder. 

• Avoid connecting to public WiFi as much as you can – not all 
public WiFi is encrypted, even if you are asked to enter a password. If 
you need to use public WiFi, try to send or receive private information 
from a secure web page and only use well-known, commercial 
hotspot providers.

• Be mindful of those around you when using the internet 
in public places – don’t make it easy for others to see your 
password or personal information. Treat your information like it’s 
the PIN to your bank card.
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Part 3:
Website checklist

In this section we’ve listed websites that help you to understand and monitor 
your digital footprint. We recommend checking your footprint regularly.

Always search the internet from a safe location, such as your home, and 
with a computer you are authorised to use. Not every computer is well 
maintained and entering personal information online with one that isn’t 
completely secure could make your accounts vulnerable.

If you have a more commonly occurring name – John Smith, for example 
– then you might find that the search engines listed below return a lot of 
information. This means you are less likely to be found by your name alone, 
and that’s good!

You can choose not to be listed on the publicly available electoral roll by 
simply ticking the relevant box on the registration form. If you’ve not done 
this, your current address will be identifiable via 192.com. 

Consider requesting your details be removed by completing a CO1 record 
removal form, which can be downloaded online. If you live in shared 
accommodation, you may want to talk to your housemates about this.

Things to bear in mind when searching online
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Website checklist
Website

google.com*

google.com/
images*

google.com/
groups*

google.com/
blogsearch*

pipl.com

What can you  
search for?

General search against 
specified criteria – will 
include information hosted 
on a range of websites e.g. 
LinkedIn

Search specifically  
for images against search 
criteria

Search specifically for returns 
by a social media group 
against search criteria

Search for blog entries about 
a specific individual – either 
posted by them or by others

Search specifically for 
personal information (refine 
searches using geographic 
location, or leave blank to 
see how many people in the 
world share your name)

Search criteria

• Forename and surname  
(e.g. Amy Smith) 

• Forename initial and surname 
(e.g. A Smith) 

• Email address  
(e.g. asmith@gmail.com) 

• Email address and location 
(e.g. asmith@gmail.com Bristol)

• Forename and surname  
(e.g. Amy Smith)

• Forename initial and surname 
(e.g. A Smith)

• Forename and surname  
(e.g. Amy Smith)

• Forename initial and surname 
(e.g. A Smith)

• Group name  
(e.g. Bolton Chess)

• Forename and surname  
(e.g. Amy Smith)

• Forename initial and surname 
(e.g. A Smith)

• Forename and surname  
(e.g. Amy Smith)

• Forename initial and surname 
(e.g. A Smith)

*N.B. Google isn’t the only search engine – Bing and Yahoo offer similar functionality.  
Try www.bingvsgoogle.com to compare search results between Bing and Google.
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Website

192.com

whostalkin.com

whois.com 

alexa.com

tineye.com

What can you  
search for?

Search for personal 
information – specifically who 
else may live in the same 
area/town/city

Search specifically for 
comments made in  
blogs, etc.

Search for information 
regarding websites run by 
individuals

Search for information 
regarding websites – 
particularly useful for  
those people that run/own 
websites

Search for images rather  
than text

Search criteria

As per search fields, try any 
combination of name, home 
address, telephone number, 
and try to include name 
variations/initials

Phrases, text  
(e.g. company names)

Names of websites 

Names of websites

Upload an image or URL of 
an image that you want to 
search for
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Google Alerts
Google Alerts is an automated service that emails you whenever the Google 
search engine indexes information about you or your family, or whenever 
criteria you provide, such as your name or address, is searched for.

If you choose to use this service, set up a dedicated email address as it will 
create a degree of separation from your other online accounts. You should 
only create or access these accounts from home IT systems, otherwise you 
may be in breach of your organisation’s security procedures.

Search “Google Alerts” in Google for details on how to set up your account.
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Part 4:
Websites with information 
about staying safe online

www.cyberstreetwise.com
Guidance and videos on how to behave safely online.

www.getsafeonline.org 
Get Safe Top 10.

www.thinkuknow.co.uk
Guides on understanding and dealing with the different forms of 
cyber bullying. Also, guides to staying safe online for people of all 
ages (five to adult).

www.chatdanger.com
Staying safe online with advice largely targeted at parents, carers 
and children, referencing real-life examples.

www.teachingprivacy.com
Guide to staying safe online with real-world stories and useful  
discussion questions.

www.internetmatters.org
Advice on how to help children use the internet safely.

Online – general
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www.knowthenet.org.uk 
Provides advice for staying safe online. Also covers mobile safety and 
gives top tips for mobile security.

www.us-cert.gov 
Security publications, 10 ways to improve the security of a new computer.

www.knowthenet.org.uk  
Privacy advice for social networks. 

www.actionfraud.police.uk
Provides anti-fraud advice and ways to report fraud incidents online.

Phone

Computer

Social networking

Anti-fraud tips
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www.tpsonline.org.uk 
The Telephone Preference Service provides a free service that helps 
you avoid UK-based telemarketing calls (N.B. isn’t 100%) by removing 
your information from direct marketing databases.

www.mpsonline.org.uk  
The Mail Preference Service provides a free online service that 
maintains a list of all those people that do not wish to receive 
direct marketing. 

www.phonepayplus.org.uk 
The website of the premium phone number regulator. Useful if you 
spot any premium numbers that you haven’t dialled on your bill.

www.192.com/misc/privacy-policy 
This page of 192.com displays information on how the website gets 
the data it publishes. Also includes a link to the CO1 record removal 
form, which will allow you to remove your details from 192.com.

Direct marketing removal
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Screenshots are useful as evidence when seeking to have information 
about you removed from websites. Here we’ve listed the different ways 
you can take a screenshot on some of the UK’s more popular devices.

Apple iPhone/iPad (iOS 7.0 and above)
Hold down the home and power button at the same time until 
you see the screen flash and you hear a camera shutter sound. The 
snapshot can be found in your photo roll. 

Google Android (4.0 and above) 
Hold the power and volume down button at the same time until 
you see the screen flash and you hear a camera shutter sound. If 
successful, you will see the details sent to the notification panel where 
you can tap once on the image to open it. The snapshot can also be 
found in your gallery.

Windows/Linux
Use the PrtScn key and then paste the screenshot into Paint or another 
image or word processing program and save it.

Apple Macintosh
Press the following keyboard combination, holding the keys down 
together: Command, Shift, 3. The screenshot will be added to       
your desktop.

How to take a screenshot
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Hey, I know you’re busy, but I need to warn you about spear-phishing. 

OK, what’s that? 

Well you’ve seen phishing before, right? When attackers try to 
trick users to get around security measures. Like this…

You might be sent a 
message that has a 
tight deadline on it.

The message might appear to 
come from a trusted authority, 
like your boss, colleague or a 
company you often use.

Spear phishers sometimes 
exploit your daily habits by 
sending you messages at about 
the time you’d expect them.

Sometimes the 
attacker will try 
to entice you in.

What do I do? 

Think before you click Verify the communication is 
genuine without replying

Seek advice Don’t panic if you 
do click

Just make sure you report anything suspicious to IT

SPEAR-PHISHING     DON’T TAKE THE BAIT

Pretty easy to spot, right?

Sure, I’ve had a few of those in my inbox. But what’s spear-phishing? 

It’s more sophisticated and harder to spot.

The attacker has done their homework

Right, so what do I need to look out for?

RE: Update your 
IT login NOW!!

From: CEO@almost.my.company.com PLEASE REVIEW YOUR 
CALENDAR ENTRY

BREAKING NEWS 
FROM HR

THEY TAILOR THEIR MESSAGES 
TO YOUR INTERESTS

THEY’VE 
RESEARCHED YOU 
OR YOUR COMPANY 

THEY’VE DISCOVERED 
DETAILS ABOUT YOU
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Foreword
Disinformation is not a new phenomenon: malicious 
rumours have always travelled faster than the 
truth. However a changing media environment 
means that disinformation can now spread faster 
than ever, to more people than ever. The rise of 
disinformation and the multiple threats this poses to 
our society means that we must respond urgently. 
And we must do this while continuing to embrace 
the incredible opportunities open to us to engage 
with the public in an online world.   

We are at the forefront of a growing international 
consensus on the need to take action against 
disinformation, regardless of source or intent. Our 
vision is to strengthen the institutions of democracy 
and uphold our democratic values by ensuring the 
public and our media have the means to distinguish 
true news from disinformation. This starts with 
us, as government communicators. We hold the 
responsibility of delivering the truth, well told.  

The systematic approach outlined in this toolkit 
is a crucial starting point. It is designed to help 
your organisations build resilience to the threat 
of disinformation step by step, while continuing 
to deliver effective communications to the public 
on the issues that matter most. 

Alex Aiken

Executive Director of Government Communications



 

RESIST Disinformation: a toolkit

The purpose of this toolkit is to help you prevent the spread of disinformation. 
It will enable you to develop a response when disinformation affects your 
organisation’s ability to do its job, the people who depend on your services, 
or represents a threat to the general public. 

What is disinformation? 

Disinformation is the deliberate creation and/or sharing of false information with 
the intention to deceive and mislead audiences. The inadvertent sharing of false 
information is referred to as misinformation.

Who is this toolkit for?

Government and public sector communications professionals, as well as  
policy officers, senior managers and special advisers.
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What is disinformation? 

What is 
disinformation?
Disinformation is the deliberate creation and 
dissemination of false and/or manipulated 
information that is intended to deceive and mislead 
audiences, either for the purposes of causing harm, 
or for political, personal or financial gain. 
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What is disinformation? 

When the information environment is deliberately 
confused this can: 

• threaten public safety;
• fracture community cohesion;
• reduce trust in institutions and the media;
• undermine public acceptance of science’s 

role in informing policy development and 
implementation;

• damage our economic prosperity and our global 
influence; and

• undermine the integrity of government, the 
constitution and our democratic processes.

Our aim is to reduce the impact of disinformation 
campaigns on UK society and our national interests, 
in line with democratic values. Our primary objective 
in countering disinformation is to give the public 
confidence in information so they are equipped 
to make their own decisions. 

This toolkit provides a consistent and effective 
approach to identifying and tackling a range of 
different types of disinformation that government 
and public sector communicators may experience. 
The RESIST disinformation model is divided into 
components that can be used independently or 
tailored depending on the kind of organisation and 
the threats it faces. 

Communications departments play a central role in 
recognising and responding to disinformation. You 
will often be the first to see it. This toolkit helps you 
develop routines to make informed assessments 
of risk and to share your insights with other parts 
of your organisation. It helps you to formulate 
recommendations and responses, and to evaluate 
your actions. The approach set out in this toolkit will 
contribute to a robust early warning system for 
recognising and responding to threats and emerging 
trends in the information environment.

RESIST can also be used alongside the FACT 
model, which has been developed for quick 
application in everyday communications activity to 
tackle misinformation and disinformation online. This 
model helps media offices identify and act on threats 
identified on a daily basis. 

The toolkit will help you to:

recognise  
disinformation

use media monitoring  
for early warning

develop situational  
insight

carry out impact analysis  
to better understand the  
goals, impact and reach  
of disinformation

deliver strategic  
communication to  
counter disinformation

track outcomes 
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RESIST model:  
a quick guide

R E S I S T

Recognise 
disinformation

What are the objectives  
of disinformation?

What are the techniques of 
disinformation?

How does disinformation combine 
techniques to achieve an impact?

Situational 
insight

What is insight in the context 
of disinformation and 
how should it be used to 
support a timely response to 
disinformation?

Strategic 
communication

What should a public response 
to disinformation look like?

What is the sign-off process?

What are the available options  
for responding?

Early warning

How do I focus digital monitoring 
on my priorities?

How do I build a digital 
monitoring toolbox?

How can I use digital 
monitoring to assess 
potential threats and 
vulnerabilities?

Impact analysis

What is the likely goal of the 
disinformation?

What is the likely impact of the 
disinformation?

What is the likely reach of  
the disinformation?

How should I prioritise  
the disinformation?

Track outcomes

How should I record and 
share information about the 
disinformation campaign?

How can I evaluate my 
actions and understand the 
lessons learned?
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Recognise disinformation 

Disinformation is about influence. The people who 
spread it do not want members of the public to make 
informed, reasonable choices. They try to achieve a goal 
by deliberately shortcutting normal decision-making 
processes. The basic techniques are simple – we call 
them the FIRST principles of disinformation:

• Fabrication manipulates content: for example, a 
forged document or Photoshopped image;

• Identity disguises or falsely ascribes a source: for 
example, a fake social media account or an imposter;

• Rhetoric makes use of malign or false arguments: for 
example, trolls agitating commenters on a chat forum;

• Symbolism exploits events for their communicative 
value: for example terrorist attacks; and

• Technology exploits a technological advantage: for 
example bots automatically amplifying messages.

These FIRST principles of disinformation are often 
combined to create an impact.

FIRST principles, combined

Look for a social issue that is sensitive or 1
holds symbolic value.

2 Create two or more social media accounts 
under false identities.

3 Manipulate content to provoke a response 
within the sensitive issue.

Release the content through one account, 4
then criticise it through others. 
 

5 Use bots to amplify the manipulated content 
to opposing networks.

6 Use memes and trolling to give the 
impression of a heated public debate.

Potential impact: 
Undermine confidence in government or 
between social groups; contribute to political 
polarisation; earn money through clicks; go 
viral and reach mainstream news.
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Early warning 

You will need to do some preparatory work to better 
understand exactly what you want to monitor. The  
answers to the below questions will help you to focus 
your digital monitoring on the issues that matter most for 
disinformation. This step can be used in different stages 
and kinds of planning.

RESIST model: a quick guide

Priorities Attitudes

Policy objectives What are my priority policy 
areas and objectives? 

What are the prevailing attitudes in 
these areas that could be harnessed 
for disinformation?

Influencers Who are the key influencers 
affecting my policy areas? 

What are their prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation?

Audiences Who are my key audiences? What are their prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation? 

This work can help to guide your digital media 
monitoring so that you are prepared to identify  
any indicators of potential threats at the earliest  
possible stage. 
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Priorities Attitudes

Policy objectives What are my priority policy 
areas and objectives? 

What are the prevailing attitudes in 
these areas that could be harnessed 
for disinformation?

Influencers Who are the key influencers 
affecting my policy areas? 

What are their prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation?

Audiences Who are my key audiences? What are their prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation? 

RESIST model: a quick guide

Situational insight

Monitoring becomes valuable when it is turned 
into insight. Insight is a form of analysis 
that turns interesting data into actionable 
data. It answers the question, ‘so what?’ 
At its core, insight is about understanding 
audiences to support communication planning. 
A disinformation insight product should at a 
minimum include:

• key insights and takeouts: a top line 
summary including a short commentary 
explaining the ‘so what’ and setting out your 
recommendations for action; and

• sections on key themes and issues covering:

• relevant outputs from your department 
on priority issues, for example a 
ministerial announcement;

• examples of disinformation relating to 
these outputs, including where and how 
it is circulating;

• key interactions and engagements;

• trends and changes in attitudes over 
time (this can be combined with any 
polling data you have); and 

• your commentary and recommendations 
for a response.
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Impact analysis 

If you have identified some disinformation that relates to 
your organisation, you should make an assessment of its 
goals, impact and reach. This is achieved by answering 
a number of questions which can guide you in deciding 
whether to respond. For example, you should ask:

Does it affect the ability of your 
organisation to do its job?

Does it affect the people who 
depend upon your services?

Does it pose a significant 
risk to the general public?

Ability to deliver services Key stakeholders National security

Reputation Key audiences Public safety

Policy areas/goals Niche audiences Public health

Individual staff/staff safety Vulnerable audiences Climate of debate

You should make an assessment of how extensively 
you believe the disinformation will be engaged with. Is 
it likely to disappear within a few hours or does it have 
the potential to become tomorrow’s headlines?

Exposure/reach Likelihood

Little interest: very limited circulation and engagement

Filter bubble: some engagement within niche audiences with similar worldview / 
automated circulation

Trending: some discussion online, may include open debate and rebuttals

Minor story: some reporting on mainstream media

Headline story: affecting day-to-day operations

Once the previous steps are completed, you should be 
able to assign a priority level to the disinformation. Is the 
disinformation likely to become part of a major cross-
governmental crisis, like the Skripal poisoning? Or is it 
enough simply to monitor developments? The principle 
is that the goal, impact and reach should inform how 
urgently you prioritise the case.
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Description Actions Audiences Tools

High

The disinformation has 
the potential to affect 
national security and 
has a high likelihood 
of making headlines. 
It requires immediate 
attention and 
escalation.

Make senior staff, 
SpAds / policy advisers 
and other parts of 
government aware of 
the issue and its priority. 
Share insight and 
analysis. Prepare quickly 
for a cross-Whitehall 
response.

 - Senior staff

 - Wider 
government

 - Share insight 

 - Briefings

 - Prioritise short-term 
communications

Medium

The disinformation 
has the potential 
to negatively affect 
a policy area, 
departmental reputation 
or a large stakeholder 
group and is trending 
online. It requires a 
response.

Make senior staff 
and SpAds / policy 
advisers aware of the 
issue. Share insight 
and analysis within 
department. Investigate 
the issue and prepare 
press lines based on 
known facts.

 - Senior staff

 - Policy 
advisers

 - Insight

 - Briefings

 - Press lines

 - Prioritise short 
and medium-term 
communications

Low

The disinformation 
has the potential to 
affect the climate 
of debate and has 
limited circulation.  
The debate should 
be routinely followed 
but intervention 
is unnecessary/
undesirable.

Share insight and 
analysis within media 
department. Investigate 
the issue and prepare 
press lines/narratives 
based on known facts. 
Conduct a baseline 
analysis of debate and 
track any changes.

 - Comms 
officers

 - Insight

 - Press lines

 - Baseline analysis

 - Prioritise medium  
and long-term 
communications
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Strategic communication 

You can now consider a range of communicative 
approaches, such as short-term/reactive options, 
medium-term/proactive options, and long-term/
strategic options. 

You can combine them into a tailored 
communication strategy aligned with the OASIS 
communications planning model. For example, your 
response could include:

Action Target groups Tools

The disinformation requires 
an immediate response. 
Use rapid communications 
to rebut, correct or counter 
disinformation in accordance 
with the established facts.

 - Traditional media 
(journalists/editors)

 - Stakeholders and 
influencers

 - Social media platforms

 - Key audiences

 - Press statement

 - Minister statement

 - Brief journalists

 - Q&A

 - Paid advertisement

 - Search engine 
optimisation (SEO)

 - Expose actors via friendly 
influencers
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Action Target groups Tools

The disinformation requires 
a considered response. 
Use a combination of 
communications to assert 
own values/brands. Tie 
together proactive measures 
with your normal everyday 
communications and work 
with stakeholders/influencers 
to create consensus around 
your position.

 - Traditional media 
(journalists/editors)

 - Stakeholders and 
influencers

 - Social media platforms

 - Wide audiences

 - Campaign, narrative and 
brand development

 - Community outreach,  
dialogue and 
engagement

 - Facilitate network, 
stakeholders and 
influencers 

 - Workshops/trainingM
ed
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Action Target groups Tools

The disinformation requires 
a coherent, sustained 
response to create long-term 
change. Develop and assert 
strategic narratives in relation 
to an issue by shaping 
the information space to 
promote your own position 
and deter others (raising the 
threshold).

 - Traditional media 
(journalists/editors)

 - Young up-and-comers

 - Stakeholders and 
influencers

 - Social media platforms

 - Wide audiences

 - Campaign, narrative and 
brand engagement

 - Programme funding e.g. 
for participatory content

 - Talent spotting and 
influencer support/
creation

 - Facilitate network, 
stakeholders and 
influencers 

 - Workshops/training

 - Contingency planning
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Track outcomes 

You can evaluate your decision-making and actions based on the above steps, using a 
common format that enables you to share lessons learned.

Recognise disinformation: 
provide a bottom-line overview 
of the disinformation techniques used, 
including visual examples.

• What was the goal of the disinformation?

• What disinformation techniques were 
used?

• How were the disinformation techniques 
combined to achieve an impact?

Situational insight: once you 
have identified disinformation, 
consider how well your initial 
analysis and situational briefing supported 
your team’s response.

• Were we able to offer an accurate and 
timely briefing to colleagues?

• Did we make any incorrect assumptions? 
On what basis?

Strategic communication: 
provide an overview of the 
communicative responses you took 
broken down into actions, target groups 
and tools.

Early warning: consider your 
preparatory work and the extent to 
which it supported your efforts to 
handle disinformation.

• Is your digital monitoring sufficiently 
focused on your priorities?

Impact analysis: consider 
your assessment of the likely 
goals, impact and reach of the 
disinformation.

• Was the disinformation prioritised 
correctly, based on goals, impact and 
reach?

Track outcomes: collect this 
information in a dossier together 
with your assessments of the 
actions you took. 

• What was the impact of your efforts to 
handle the disinformation? 

• What lessons can be learned from this 
case? 
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Recognise 
disinformation
This section will help you to answer the 
following questions:
• What are the objectives of disinformation?
• What are the techniques of 

disinformation?
• How does disinformation combine 

techniques to achieve an impact?
These steps should be used to help you 
recognise disinformation if and when it 
appears, as a first step toward tackling it.
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3.1 Objectives of disinformation

Disinformation is about influence. People try to 
influence one another all the time. For example, 
the advertising and public relations industries try 
to influence our behaviour in small ways hundreds 
of times a day. Disinformation tries to influence 
us by using falsehoods to achieve an outcome.

1. Economic: the goal of disinformation is 
monetary gain. For example, in the case 
of clickbait, the goal is to obtain a ‘click’. 
This is achieved by providing a headline, 
multimedia or other signalling that falsely 
entices you to visit a webpage. A fraction 
of a penny in advertising revenue can turn 
into thousands of pounds if a story goes 
viral. In such cases, the objective is purely 
economic. However, such websites can be 
linked to malware or other forms of tracking 
with ultimately criminal objectives, and can 
have secondary political consequences 
related to the content of the articles, where 
existing fault lines in debates are exploited. 

 Example: a group of entrepreneurs 
create controversial stories with clickbait 
headlines during an election. The 
headlines do not lead to genuine stories 
but rather to advertising pages that 
attempt to automatically install malware.

The people who spread it do not want us to make 
informed, reasonable choices. They try to achieve 
a goal by deliberately shortcutting normal decision-
making processes. They lie to make us think or act a 
certain way. The reasons for this are many, and have 
differing degrees of severity. Below are five  
common types.

2. Because I can: the goal of 
disinformation is to achieve something 
difficult or audacious. This is supported 
by a ‘hacker’ or ‘gamer’ mentality, 
assuming the view that systems are 
there to be ‘gamed’ or technologically 
exploited. The objective is primarily 
about the scale of the challenge, 
personal gain, and earning respect for 
ability. Secondary consequences can 
include the hacking of crucial systems, 
the leaking of sensitive materials, the 
abuse of algorithms or other digital 
systems, and unethical use of user 
data to better target disinformation, for 
example ‘dark’ advertisements. 

Example: a programmer is challenged 
by an online contact to manipulate 
the results of a Twitter poll for Premier 
League team of the season. 
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3. To discredit: the goal of disinformation 
is to negatively affect credibility, trust and 
reputations. This is achieved by targeting 
an individual or organisation and using 
falsehoods to undermine them. The explicit 
target of the attack may not necessarily be 
the main objective of the disinformation. 
For example, the objective may be to 
isolate vulnerable audiences dependent on 
the services of a certain organisation by 
discrediting the organisation. Discrediting 
is one of the most prevalent intentions of 
disinformation and fits with other intentions 
such as polarisation and information influence 
operations.

Example: an actor forges documents 
which discredit the BBC’s leadership. 
The digital debate is seeded with 
the narrative that the BBC cannot be 
trusted, pushing audiences toward alt-
left or alt-right news sites.

4. Polarisation: the goal of disinformation 
is to contribute to existing tensions by 
aggravating them. This is achieved by 
exploiting an existing debate by seeding it 
with spurious content designed to provoke 
a response from either side, thereby eroding 
the middle ground. The objective is usually 
political or social. Consequences include: 
damage to reputations or credibility; frequent 
arguments instead of constructive dialogue, 
for example from online trolls; an increased 
polarisation of political debate,  
for example from stoking of sensitive 
questions such as migration; provocations 
with implications for public health, for 
example in the anti-vaccine movement; 
through to incitements  
to violence. 

Example: a group flood the comment 
section of a news story about deaths 
from flu with falsehoods claiming that 
the flu vaccine caused the deaths, while 
simultaneously writing comments that 
attack the parents of children who don’t 
get vaccines. The common ground for 
constructive debate is diminished.
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5. Information influence operations: the 
goal of disinformation is to undermine 
national prosperity and security. It can be 
conducted by hostile state and nonstate 
actors, who may use domestic proxies 
and mixtures of communicative and hybrid 
influence techniques including espionage 
and ‘kompromat’ (compromising material). 
Disinformation is often associated with 
undermining the reputation of governmental 
institutions among vulnerable social groups. 
The objective is to support the foreign policy 
goals of a hostile state actor. Consequences 
can include: influencing the decisions of 
politicians; a breakdown in trust between 
government and citizens; a weakening of 
social cohesion; and the erosion of alliances 
between states. 

Example: a hostile state actor hacks the 
servers of a political party, adds forgeries to 
the documents and then leaks them during an 
election campaign.

These five examples show that there are many 
different intentions behind disinformation. They also 
show that objectives and techniques come together 
in unpredictable, ambiguous ways. The fluid nature 
of disinformation means that it is more important to 
understand the principles behind its creation, i.e. the 
intentions behind it and its communicative building-
blocks, than to expect a coherent and consistent 
toolbox of techniques to be used.
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3.2 Techniques of disinformation 

Disinformation is the combination of a malign 
intention or goal with a number of unethical 
communicative principles into a communication 
technique. The principles are simple. We call them 
the ‘FIRST’ principles of disinformation:

• Fabrication manipulates content: for example, a 
forged document or manipulated image;

• Identity disguises or falsely ascribes a source: 
for example, a fake social media account or an 
imposter; 
 
 

• Rhetoric makes use of malign or false 
arguments: for example, trolls agitating 
commenters on a chat forum;

• Symbolism exploits events for their 
communicative value: for example terror attacks; 
and

• Technology exploits a technological advantage: 
for example bots automatically amplifying 
messages.

These FIRST principles of disinformation are combined to create unethical communication techniques. 
The most common techniques include:

Technique Example

ASTROTURFING (I)  
Falsely attributing a message or an organisation 
to an organic grassroots movement to create 
false credibility. 

A source pays or plants information 
that appears to originate as a ‘people’s’ 
movement.

BANDWAGON EFFECT (S)  
A cognitive effect where beliefs increase in 
strength because they are shared by others.

A person is more willing to share an article 
when seeing it is shared by many people – 
automated and rhetorical techniques can be 
used to give this impression.

BOT (I,T)  
Computer code that performs repetitive tasks 
along a set of algorithms.

Bots can be used to amplify disinformation 
or to skew online discussion by producing 
posts and comments on social media 
forums and other similar tasks.

FILTER BUBBLE (I, T)  
Algorithms which personalise and customise 
a user’s experience on social media platforms 
might entrap the user in a bubble of his or her 
own making.

The social media flow of a user interested 
in Aston Villa FC gradually adapts to 
consumed content to eventually only show 
information in favour of Aston Villa.

FORGERY (F, I)  
Product or content is wholly or partly fabricated 
to falsely ascribe the identity of the source. 

A false document with an official-looking 
Government heading is produced to 
embarrass or discredit the government.



Recognise disinformation

22

Technique Example

LEAKING (S, T)  
Disseminating unlawfully obtained information. 

Stolen emails are leaked to compromise 
individual actors or to undermine public 
confidence.

MALIGN RHETORIC (R)  
Linguistic ruses aimed at undermining 
reasonable and legitimate debate and silencing 
opinions.

A combination of different rhetorical 
techniques are applied in online 
conversation to ridicule and diminish other 
opinions.

MANIPULATION (F)  
Alteration of content to change its meaning.

An image is cropped to only show some of 
the participating parties in an incident.

MISAPPROPRIATION (I)  
Falsely ascribing an argument or a position to 
another’s name.

A public figure is incorrectly cited or falsely 
attributed as a source.

SATIRE AND PARODY (R, S)  
Ridiculing and humouring of individuals, 
narratives or opinions to undermine their 
legitimacy.

A public figure is ridiculed using memes 
where non-factual opinions are ascribed to 
the public figure.

SOCKPUPPETS (I, R, T)  
Use of digital technology to disguise identity,  
to play both sides of a debate.

A user creates two or more social media 
accounts under opposing identities, i.e. one 
pro-fox hunting, one against, with the aim of 
playing the identities against one another.

TROLLING (I, R, S)  
Deliberate commentating on internet forums to 
provoke and engage other users in argument. 

Social media users deliberately post 
provocative comments to create emotional 
outrage in other users.

The techniques develop over time, particularly as new technologies emerge. The FIRST principles will help 
you see through the clutter and identify the underlying techniques. A more detailed list is in annex A.
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3.3. Achieving an impact

Being aware of the goals of disinformation and 
its main techniques is an important step, but it is 
only part of the problem. These objectives and 
communication techniques are usually combined  
to achieve maximum communicative impact. 

Disinformation techniques can be used to 
complement one another to create intricate ‘ruses’ 
or ‘plays’ that support specific objectives. Actors 
can utilise a variety of different disinformation 
techniques to construct complex operations.

Aggravated sockpuppet

1. Identify a social issue that is sensitive or holds 
symbolic value (symbols).

2. Create two or more social media accounts 
under false identities (sockpuppet).

3. Fabricate provocative content related to the 
issue (fabrication).

4. Release the content through one account, then 
criticise it through others (rhetoric).

5. Use bots to amplify the fabricated content to 
opposing networks (bots).

Potential Impact: Polarise debate, create 
confusion, undermine legitimate positions,  
sow discord.

Alternative narrative

1. Formulate a narrative which supports your 
objective. 

2. Prepare disinformation to support your 
narrative e.g. false news stories, blogposts, ads 
(fabrication).

3. Publicise disinformation through own channels 
or alternative websites (filter bubble).

4. Engage controversial bloggers/opinionists 
to ‘verify’ and distribute the narrative 
(misappropriation).

5. Use trolling to attack users who argue against 
the narrative (rhetoric).

Potential Impact: Divert from real issues, 
undermine legitimate positions, crowd out 
legitimate narratives.

Tainted leak

1. Gain access to internal documents and emails 
from a target organisation through cyber-attacks 
(such as spear-phishing).

2. Prepare forged documents containing 
discrediting information resembling the obtained 
documents in style and form (fabrication).

3. Dilute the leak with forgeries.

4. Disseminate the ‘tainted leak’ over established 
channels (such as Wikileaks) to get the attention 
of legacy media.

5. Amplify negative reporting using bots and trolls 
(bots and rhetoric).

Potential Impact: Discredit and/or falsely 
incriminate individuals or institutions, undermine 
trust, create confusion.
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Big data targeting

1. Conduct target audience analysis of highly 
engaged groups on social media to identify 
psychographic triggers related to key issues 
(symbolic).

2. Set up closed groups on social media designed 
to appeal specifically to the designated target 
audience (filter bubble).

3. Recruit members of the target audiences to the 
groups by mimicking a legitimate organisation or 
movement (astroturfing). 

4. Distribute disinformation in the form of false 
news articles and memes to these groups 
(rhetoric and symbolism).

5. Encourage members of the target audience 
to action, such as contributing to the spread 
of disinformation or engaging in public 
demonstrations (agitation).

 
Potential Impact: Polarise debate, change of 
behaviour, undermine trust.

Manipulated quote

1. Take a quote from a public figure you wish to 
target.

2. Publish an article where the quote is taken out 
of its context to frame an issue so that it fits your 
preferred narrative (misappropriation).

3. Reference sources that mention the citation, 
across multiple news platforms and languages.

4. Use different actors and platforms to share your 
misappropriated article with minor changes to 
the text each time.

5. Refer to these intermediaries as sources for the 
falsified statement, which in the end has been 
‘laundered’ to seem legitimate. 

Potential Impact: Obscure truth, legitimise  
false claims, undermine trust.

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Cheerleading

1. Identify dissenting opinions on a subject 
affecting your interests (rhetoric, symbolism).

2. Flood the information space with positive 
content (cheerleading) by using bots and trolls.

3. Ensure dissenting opinions are crowded out by 
positive comments and posts.

4. Create online groups which support your 
standpoint (filter bubble).

5. Maintain a large army of posters (bots and trolls) 
ready to get involved in any debate (rhetoric). 

Potential Impact: Silence dissenting opinions, 
overload information space, shift narrative.
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Summary

You should look for three factors when attempting 
to recognise disinformation. The influence goal 
is the first. What is the actor trying to achieve and 
why? Typical goals include monetary gain, personal 
respect, discrediting others, polarisation, and the 
influence operations of a hostile state actor. Second 
is the communicative techniques which are used 
to support the influence goal. Look for the FIRST 
principles of disinformation: fabrication, identity, 

rhetoric, symbolism and technology. There are 
dozens of advanced techniques based on these 
FIRST principles. Third, look for how the intention 
and the techniques are combined to achieve an 
impact. Together, it should be possible to recognise 
disinformation when it appears, as a first step 
toward tackling it.
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Early warning
This section will help you to answer the following questions:

• How do I focus digital monitoring on my priorities?
• How do I build a digital monitoring toolbox?
• How can I use digital monitoring to assess potential threats  

and vulnerabilities?

These three questions should be used for long-term monitoring of 
the information environment, for risk and contingency planning, and 
for short-term monitoring of trends. You should combine the steps 
outlined in this section with those in the following section to create 
actionable insight into disinformation trends.
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4.1 Focus your monitoring  
on priorities

You will already conduct some kind of media 
monitoring, both of traditional and digital media. That 
means that you have a baseline knowledge of your 
key audiences, influencers and an understanding of 
the online debates that relate to your priority policy 
areas. However, you probably haven’t focused this 
work specifically on disinformation. This section  
offers advice as to minimum and recommended 
standards for digital media monitoring and audience 
analysis for handling disinformation, based on 
examples of current best practice.

You will need to do some preparatory work to better 
understand exactly what you want to monitor. Ask 
yourself the following questions and place them into 
a grid:

Priorities Attitudes

Policy objectives What are my priority policy 
areas and objectives? 

What are the prevailing attitudes in 
these areas that could be harnessed 
for disinformation?

Influencers Who are the key influencers 
affecting my policy areas? 

What are the prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation?

Audiences Who are my key audiences? What are the prevailing attitudes 
toward my organisation or our 
objectives that could be harnessed for 
disinformation? 

The answers to these questions will help you to focus your digital monitoring on the issues that matter 
most for disinformation. This step can be used in different stages and kinds of planning. For example, you 
could use it to assess your biggest issues for the year and/or for weekly or campaign-based planning.
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4.2 Build a monitoring toolbox that 
suits your needs 

Resource levels have a major effect on how much 
effort can be placed in digital monitoring. Thankfully, 
there is a great deal of support available. You should 
select from a variety of tools to form a toolbox or 
dashboard based on your needs. Tools include 
products created by specialist Government units, 
free tools and paid tools.

A number of useful monitoring, analysis and insight 
products already exist. You should identify which 
existing HM Government monitoring resources are 
available to you, and how helpful they can be for 
monitoring your priorities, influencers and audiences. 
You can find a list of contacts in the further 
resources section of this toolkit.

Media Monitoring Unit (MMU): produces daily 
social media briefings relating to specific topics 
and monitoring reports on traditional media (radio, 
TV, print) – based in No.10/Cabinet Office. 

Rapid Response Unit (RRU): produces 3x daily 
email alerts on the top government stories and 
themes gaining traction online and monitors digital 
media in real time to respond at speed using the 
FACT model when mis/disinformation relating to 
HMG has been identified. Based in No10/Cabinet 
Office.

Research, Information and Communications 
Unit (RICU): produces analysis and insight 
on terrorist, extremist and organised criminal 
communications. Also home to the Disinformation 
Analysis Team (DAT), a cross-Whitehall unit 
responsible for building understanding of the 
domestic implications of disinformation (who is 

vulnerable to it, why and how it is impacting on UK 
society) through provision of specialist advice and 
insight – based in the Home Office.

Open Source Unit (OSU): provides open source 
monitoring and assessment of international social 
media and other open source material – based in 
the Foreign and Commonwealth Office.

Insight and Evaluation Basecamp: shares 
insight and evaluation tools and techniques and 
best practice from government and beyond – your 
organisation’s insight team may also run regular 
polling.
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There are also a number of free, easy-to-
use analytics tools available for basic digital 
monitoring. Examples of futher tools are available 
in Annex B.

Platform analytics: Each social media platform 
has an analytics function that provides data on 
accounts or pages that you own. Platforms that 
you own pages on are an important source of 
insight for understanding how people engage 
with your content.

Google Trends: Shows how frequently 
terms are searched for on Google. The results 
can be broken down by time, country, and 
related queries to focus attention on a specific 
timeframe, location, and/or topic.

This is useful for revealing spikes in interest and 
can help guide your attention to specific days, 

locations or topics where interest in a debate 
has changed.

TweetDeck: Create a Twitter dashboard to 
follow multiple timelines, accounts and search 
terms in real time. Available at tweetdeck.twitter.
com.

Browser extensions: There are a number 
of apps that can be added to your browser 
to speed up or even automate functions such 
as translation, image searches and taking 
screenshots. This is especially useful for 
speeding up simple tasks that you need to  
do often.

A number of paid-for social media insight tools are 
currently used by Government such as Newswhip, 
Crimson Hexagon and Brandwatch. These tools 
allow for the monitoring of complex keywords and 
phrases and automated outputs for factors such as 
most viewed/engaged posts, influencers, network 
maps and share of voice.

It should be underscored that none of these services 
provide a one-size-fits-all solution and teams should 
focus first on the skills needed to use these tools 
effectively and invest in the correct training when 
procuring them. Nor can components such as 
sentiment analysis be wholly relied upon. Users of 
any insights tool should also be aware of what data 
is available to be analysed and the limitations of that 
data.

Digital media monitoring allows you to form a 
baseline understanding of how your priority policy 
areas are represented on digital media, how debates 
are engaged with by key influencers, and how 

different audience groups are formed. They can help 
you to better understand where to look, and what to 
look for. The outcome of this kind of analysis should 
be a more focused understanding of:

• digital debates that are taking place in relation to 
your organisation and its work;

• the main attitudes held by key influencers and 
audiences;

• how influencers and segmented audiences 
engage on digital platforms with your 
organisation and its work; and

• changes in trends over time. 

The value of this knowledge is that it enables 
you to improve your preparedness for handling 
disinformation. It can offer early warnings of potential 
threats and risks, and give a sense of what is normal 
and what might involve deliberate manipulation of 
debates according to FIRST principles. The next 
step is to develop contingency planning around the 
risks of disinformation.
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Early warning

4.3 Work through the threats and 
vulnerabilities

The first two steps will help you produce a toolbox 
with focused information about your policy areas, 
influencers and audiences. While this is a useful 
exercise in its own right, the main emphasis for 
this work is on disinformation. You will recall from 
section 3.1 that disinformation can have a number 
of goals, such as economic, gaming of the system, 
discrediting, polarisation and influence operations. 
The results of the previous steps will help you 
establish a grid that captures the main public 
attitudes toward your priority policy areas. The next 
step is to examine the data more closely to look for 
indicators of:

• networks that appear to have an interest in 
sharing disinformation; and

• vulnerabilities in debates/issues/narratives that 
could potentially be exploited by disinformation.

 
 

Look for examples of communication that draw 
upon the FIRST principles of disinformation: 
fabrication, identity, rhetoric, symbolism and 
technology. Is there any indication that there are 
networks of influencers interested in using such 
techniques? Is there a market for disinformation 
among your audiences? Even if you don’t see any 
warning signs, it is worth considering the potential 
risks disinformation could seek to exploit, and 
worst-case scenarios for what disinformation could 
accomplish. This can be used both for long-term 
planning, and for weekly planning or campaign 
planning.

Priorities Attitudes Source networks Narrative risks Worst case 

Policy 
objectives

From 4.1 From 4.1 Which networks 
are threatening 
your policy 
goals with 
disinformation?

What aspects of 
your narrative(s) 
are vulnerable to 
disinformation?

What are some 
of the worst case 
scenarios / risks 
if disinformation 
spreads?

Influencers From 4.1 From 4.1 Which influencer 
networks are 
spreading / 
engaging with 
disinformation?

What aspects of 
your narrative(s) 
are vulnerable to 
disinformation?

What are some 
of the worst case 
scenarios / risks 
if disinformation 
spreads?

Audiences From 4.1 From 4.1 Which audiences 
are spreading / 
engaging with 
disinformation?

What aspects of 
your narrative(s) 
are vulnerable to 
disinformation?

What are some 
of the worst case 
scenarios / risks 
if disinformation 
spreads?
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Summary

Digital monitoring should be focused on your key priorities, 
influencers and audiences. There are a number of 
government units that provide analysis and insight products 
that may be relevant to you. There are also many free and 
paid tools that can be used to support analysis. You should 
use combinations of these tools to create a monitoring 
toolkit that suits your needs. 

The purpose of digital monitoring in relation to 
disinformation is ultimately to help you to reduce 
vulnerabilities and plan for risk. This kind of 
focused planning can help give you an early warning if 
disinformation appears within your priority policy areas or 
among key influencers and audiences.  
The knowledge that you develop in these steps should be 
operationalised in the next step:  
creation of insight.
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Situational insight
This section will help you answer the following question:

• What is insight in the context of disinformation and how  
should it be used to support a timely response to disinformation?

By the end of this section, you will be familiar with the basic steps 
required to produce an insight briefing on disinformation for relevant 
people in your organisation.
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5.1 Turning monitoring into insight

Monitoring becomes valuable when it is turned 
into insight. Insight is a form of analysis that turns 
interesting data into actionable data. It answers 
the question, ‘So what?’ At its core, insight is about 
understanding audiences to support communication 
planning. Insight should be used to: 

• baseline/benchmark over time to show change;

• identify emerging trends and provide early  
warning of threats;

• understand how disinformation is distributed to 
key audiences;

• generate hypotheses and recommendations; and

• provide support for developing and targeting 
messages and campaigns, including pre-
clearance of lines. 

 
Insight usually takes the form of reports that are 
circulated daily, weekly or ad hoc depending on 
need. Much of the data can be drawn automatically 
from the monitoring toolbox or dashboard that you 
developed in the previous section. A good insight 
report can be as short as one or two pages: put the 
most important information at the top and get 
to the ‘so what’ quickly. Bear in mind that your 
insight product might be the first time that people in 
your organisation are exposed to digital monitoring 
data as a basis for analysing disinformation. It 
should be usable as a briefing for special advisers, 
policy advisers, senior staff and ministers, so explain 
things clearly by avoiding jargon and using images 
where helpful.

A disinformation insight product should at a 
minimum include: 

• key insights and takeouts: a top line summary 
including a short commentary explaining the  
‘so what’ and setting out your recommendations 
for action; and 

• sections on key themes and issues covering:

 - relevant outputs from your department on 
priority issues, for example a ministerial 
announcement;

 - examples of disinformation relating to these 
outputs, including where and how it is circulating;

 - key interactions and engagements, for example 
is the disinformation being dealt with organically, 
is it being picked up by journalists and 
influencers and if so which ones?;

 - trends and changes in attitudes (and influencers 
and audiences) over time (this can be combined 
with any polling data you have); and

 - your commentary and recommendations  
for a response.
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Your analysis and recommendations should provide as much clarity as possible on the following 
questions. Note that answers in previous steps will help you to fill in these fields.

From Attitudes and Narrative risks (section 4.3)

What are the main disinformation narratives and 
arguments?

Outline narrative(s), show examples

What is objectively false about them? Clarify disinformation dimension

From Source networks (section 4.3)

Who is circulating the disinformation? Visible sources

What networks/communities are they part of? Friends, followers, influencers – use  
network analysis if necessary

Is the disinformation singular or part of a pattern? Assess prevalence and scope

Who are the apparent targets of the narratives?

(primary and secondary audiences)

Analyse hashtags, mentions and shares; 
consider audience types

What is the level of engagement with the 
disinformation?

Engagement

What are your initial recommendations? Suggest actions

The goal of a disinformation insight product is to 
share the early warning signals you have gleaned 
from digital media monitoring with the people who 
need a situational briefing. As with all monitoring, 
it can be used in long-term planning, for example 
in an annual report or as part of a campaign 
evaluation, for ad hoc issues, or produced on a 
weekly or even daily basis. 

Producing a disinformation insight product 
will support a proactive, accurate and speedy 
response. It will also help you to gain the internal 
approval you need to make a public response. 

Summary

Situational insight is a means of gathering the 
data you have collected through digital media 
monitoring, providing a briefing to those who need 
to be involved in the issue. They should be short, 
clear and to the point. A basic example of an 
insight product is given in annex C.
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Impact analysis
This section will help you answer the following questions:

• What is the likely goal of the disinformation?
• What is the likely impact of the disinformation?
• What is the likely reach of the disinformation? 
• How should I prioritise the disinformation? 

The following section provides a number of structured analysis techniques 
which cover a series of questions that can help to guide your assessment 
of the goals, impact and reach of potential disinformation you have 
identified through monitoring and insight. This can be used to help you 
decide whether to act and, if so, how.
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Structured analysis techniques are a well-established 
means of standardising assessments and decision-
making. They are mainly used in assessments 
where analysts look at different parts of a puzzle and 
need to share the same process and language. We 
draw upon simplified versions of these techniques 
here because handling disinformation should not 
be based on a gut feeling. You need to follow a 
structured, coherent process using a common 
language that leads to consistent decisions.  
 

 
 
 
 
 
The structured analysis techniques are backed 
up by the ‘uncertainty yardstick’, which is used to 
provide a standard means of expressing risk. Further 
structured analysis techniques for more complex 
cases are given in annex D.

Qualitative term Shortened version Probability range

Highly unlikely HU Less than 10%

Unlikely U 15-20%

Realistic probability RP 25-50%

Likely L 55-70%

Highly likely HL 75-85%

Almost certain AC More than 90%

6.1 What is the likely goal of the disinformation?

Drawing upon the previous monitoring and insight, consider the following questions. Use the uncertainty 
yardstick to grade the likelihood of your hypotheses if necessary.

What is the intention of the disinformation? From section 3.1

What disinformation techniques are being used? From section 3.2

What is the observable effect? Describe

Who benefits? Actors, audiences

Who is disadvantaged? Actors, audiences

Is action required, and if so what kinds of response? From section 5.1
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6.2 What is the likely impact of the 
disinformation?

Based on the above analysis, you should be able 
to make a reasoned assessment of the likely 
impact of the disinformation. 

Does it affect the ability of 
your organisation to do its 
job?

Does it affect the people who 
depend upon your services?

Does it pose a significant 
 risk to the general public?

Ability to deliver services Key stakeholders National security

Reputation Key audiences Public safety

Policy areas/goals Niche audiences Public health

Individual staff/staff safety Vulnerable audiences Climate of debate

6.3 What is the likely reach of the disinformation?

You should make an assessment of how extensively you believe the disinformation will be engaged with.  
Is it likely to disappear within a few hours or does it have the potential to become tomorrow’s headlines?

Exposure/reach Likelihood

Little interest: very limited circulation and engagement.

Filter bubble: some engagement within niche audiences with similar worldview / 
automated circulation.

Trending: some discussion online, may include open debate and rebuttals.

Minor story: some reporting on mainstream media.

Headline story: affecting day-to-day operations.
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6.4 How should I prioritise the disinformation?

Once the previous steps are completed, you 
should be able to assign a priority level to the 
disinformation. Is the disinformation likely to become 
part of a major cross-governmental crisis, like the 
Skripal poisoning, or is it enough simply to monitor 
developments?

Below are three example priorities: high, medium 
and low. You may need to develop your own criteria 
for prioritising disinformation based on your specific 
needs and experiences. The principle is that the goal, 
impact and reach should inform how urgently you 
prioritise the case.

Description Actions Audiences Tools

High

The disinformation has 
the potential to affect 
national security and 
has a high likelihood 
of making headlines. 
It requires immediate 
attention and escalation.

Make senior staff, 
SpAds/policy advisers 
and other parts of 
government aware of 
issue and its priority. 
Share insight and 
analysis. Prepare 
quickly for a cross-
Whitehall response.

 - Senior staff

 - Wider 
government

 - Share insight

 - Briefings

 - Prioritise 
short-term 
communications

Example: Following the poisoning of two UK residents in Salisbury, a disinformation campaign began 
around the incident, spread by Russian news sources. Early warnings from digital media enabled the 
production of briefings for senior staff across government to understand the scale and impact of the 
disinformation. 

Description Actions Audiences Tools

Medium

The disinformation 
has the potential to 
negatively affect a policy 
area, departmental 
reputation or a large 
stakeholder group and 
is trending online. It 
requires a response.

Make senior staff 
and SpAds/policy 
advisers aware of the 
issue. Share insight 
and analysis within 
department. Investigate 
the issue and prepare 
press lines based on 
known facts.

 - Senior staff

 - Policy advisers

 - Insight

 - Briefings

 - Press lines

 - Prioritise 
short and 
medium-term 
communications

Example: A trade press with limited circulation misleadingly claims that a recent parliamentary vote 
determined that animals have no feelings. Early warning assessment highlights a risk that the narrative 
may be picked up by mainstream press. Insight, briefings and press lines are prepared either to 
proactively correct the story or to prepare for possible mainstream interest in policy area.
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Description Actions Audiences Tools

Low

The disinformation 
has the potential to 
affect the climate of 
debate and has limited 
circulation.  The debate 
should be routinely 
followed but intervention 
is unnecessary/
undesirable.

Share insight and 
analysis within media 
department. Investigate 
the issue and prepare 
press lines/narratives 
based on known facts. 
Conduct a baseline 
analysis of debate and 
track any changes.

 - Communications 
officers

 - Insight

 - Press lines

 - Baseline 
analysis

 - Prioritise 
medium and 
long-term 
communications

Example: A conspiracy theory has emerged holding the government responsible for a major public safety 
incident. The theory is only being circulated by fringe groups known for anti-government sentiment, and 
runs counter to current mainstream debates. Insight and press lines are prepared, but no response is 
made for the time being. The area is monitored and baseline analysis is used to spot any sudden changes 
in the climate of debate.

Summary

The assessment of risk and impact in 
communication work is often the result of 
experience and a qualified ‘gut feeling’. 
However, if disinformation is to be tackled 
in a coherent and consistent way across 
government, we need to use common tools 
and make similar assessments. This section 
gives you suggestions for approaches that 
can standardise the assessment of risk and 
impact, leading to a priorities-based approach 
to developing a response.
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Strategic 
communication
This section will help you answer the following questions:

• What should a public response to disinformation look like? 
• What is the sign-off process?
• What are the available options for responding, whether short-term/

reactive, medium-term/proactive options or long-term/strategic? 

The development of a response needs to follow certain key principles of GCS 
communications. These include the style of response, the sign-off process, 
and the response strategy, including content creation over different timeframes.
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7.1 What should a public response  
to disinformation look like?

Not all disinformation has to be responded to. 
In many circumstances, public opinion will self-
correct. Any public response to disinformation that 
you do decide to make should represent the truth, 
well told. In order to have an immediate and lasting 
impact your response should be: 

Counter-brand, not counter narrative
Countering individual narratives can be ineffective 
and in many cases has the impact of amplifying 
or entrenching the falsehood. Generally first 
impressions are the most resilient, and audiences 
do not always later remember that a particular piece 
of disinformation was false. Information overload 
leads people to take shortcuts in determining the 
trustworthiness of messages, and familiar themes 
or messages can be appealing even if they are 
false. This means a more nuanced and strategic 
approach than rebuttal is required. This can 
focus on framing the tactic of disinformation, 
contextualising and outwardly communicating the 
motives or errors of the actor/adversary and not 
replying directly to their message. It can also focus 
on providing an alternative vision to any that the 
disinformation narrative has provided. You should 
develop and stick to a strong, shared narrative so 
that all communications are coherent, in contrast to 
a potential multiplicity of disinformation narratives. 

Accurate and values-driven 
Government and public sector communications 
must exemplify the values we seek to uphold: 
truthfulness, openness, fairness and accuracy. 
Communicating in this way will enable us to build 
and maintain trust with our audiences. 

Timely 
The speed and agility of your response is crucial in 
countering disinformation. This can mean working 
to faster deadlines than is usual and developing 
protocols for responding that balance speed with 
formal approval from senior officials and ministers. 

It can also mean knowing when to wait, for example 
for more information to come to light. Rather than 
simply producing a fast response, think in terms of 
a timely response. 

Edgy 
Disinformation narratives often have an impact 
because they are sensational and attention-
grabbing. Your communications will need to be edgy 
and interesting enough to compete. While remaining 
true to the principles above, you should consider 
stepping outside the usual ‘tick box’ government 
responses and creating an approach or a narrative 
that will carry in a crowded information space.  

Work with friendly influencers 
Who is the most credible deliverer of your 
messages? Third party actors can be a valuable 
means of building bridges to sceptical audiences, 
particularly if they are seen as an objective source of 
credible information. 

Case study: Counter-Daesh Global Coalition 
communications 

Counter-Daesh communications originally focused 
on countering Daesh’s propaganda by rebutting 
and refuting their claims, but quickly realised it was 
more effective to expose Daesh’s false narratives of 
life under Daesh. Moving into a proactive posture, 
the cell launched whole-of-coalition campaigns 
like ‘Take Daesh Down’ and increased the positive 
messaging focused on life after Daesh illuminating 
important international and grassroots stabilisation 
efforts in Iraq and Syria. 



Strategic communication

42

7.2 The sign-off process

You will need to develop a sign-off process suited 
to your organisational setup. Ask the following 
questions:

Who will sign off content? 
This needs to include the minimum number of 
people who absolutely need to review and sign off 
on your content, for example your Head of News 
and/or Head of Communications, followed by 
the relevant Special Adviser. You should secure 
delegates for each of these who will be able to 
respond on their behalf if they are absent. If you 
have been creating and sharing situational insight 
in the form of monitoring reports – as set out in the 
situational insight section – this will help people to 
understand the context in advance. They will already 
have an understanding of disinformation affecting 
your organisation or its policy areas, which will help 
when you need to build a case to respond and when 
you want to clear content quickly. 

How quickly should content be signed off?
You should explain to those people signing off your 
content that they need to do so quickly in order 
for it to have the required impact. This could well 
mean providing much quicker deadlines than they 
are used to in the normal course of business, for 
example compared to signing off a press release, 
so again it will help you to establish likely timescales 
in advance. In a crisis situation the response time 
required to sign of content could be within an hour. 
To provide an appropriate deadline in individual 
instances you will need to judge the severity of the 
incident accurately – this toolkit gives you the tools 
to do this. 

Can lines be pre-cleared? 
If insight is already available into an emerging 
disinformation trend, it may be possible to pre-
clear some press lines before they are needed. For 
example, some government departments have 
weekly routines to pre-clear lines via their subject 
experts several days before an event is likely to 
make the news, in case of negative reporting.

Case study: Counter-Daesh Global 
Coalition communications

Terrorist networks like Daesh are agile, swift and 
proactive in their messaging. The cell and its 
partners had to become agile and swift to get the 
advantage in the information environment.  

Because the cell spent time and resources on 
developing a cross-government and international 
stakeholder network early, they built trust and 
credibility to message on behalf of partners early in 
the formation of the coalition. This approach helped 
them to remove roadblocks and layers of the 
process that might exist for other communications 
efforts. 
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7.3 Response strategies

When you have conducted your risk assessment, 
you will have reached a conclusion about the 
priority of the disinformation. This will enable you to 
consider a range of communicative tools which you 
can then tailor to relevant target groups. Generally, 

the higher the priority, the more focus should 
be placed on short-term reactive responses, 
at least initially. Note that a combination of 
short, medium and long-term approaches may be 
necessary, depending on the priority of the issue. 
You should use the OASIS model to plan your 
communication activities (see annex E).

Action Target groups Tools

The disinformation requires 
an immediate response. 
Use the FACT model 
to help identify a rapid 
communications response 
to correct or counter 
disinformation in accordance 
with the established facts (see 
Annex E)

 - Traditional media 
(journalists/editors)

 - Stakeholders and 
influencers

 - Social media platforms

 - Key audiences

 - Holding statement

 - Press statement

 - Minister statement

 - Brief journalists

 - Q&A

 - Paid advertisement

 - Search engine optimisation (SEO)

 - Expose actors via friendly 
influencersS
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Example: Disinformation has reached the mainstream press. The response is to brief journalists 
and request an amendment to published stories, place a Q&A on GOV.UK and use SEO to ensure 
government information is the highest ranked article on Google.

Action Target groups Tools

The disinformation requires 
a considered response. 
Use a combination of 
communications to assert own 
values/brands. Tie proactive 
measures with your normal 
everyday communications 
and work with stakeholders/
influencers to create 
consensus around your 
position.

 - Traditional media 
(journalists/editors)

 - Stakeholders and 
influencers

 - Social media platforms

 - Wide audiences

 - Campaign, narrative and brand 
development

 - Community outreach, dialogue and 
engagement

 - Facilitate network, stakeholders 
and influencers 

 - Workshops/training
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Example: Disinformation is engaged with on social media and closed chat rooms. The response is to 
develop the profile of the issue through brand and narrative development, and engage with a variety of 
intermediaries with these materials.
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Action Target groups Tools

The disinformation requires 
a coherent, sustained 
response to create long-
term change. Develop and 
assert strategic narratives 
in relation to an issue by 
shaping the information 
space to promote your own 
position and deter others 
(raising the threshold).

 - Traditional media (journalists/
editors)

 - Young up-and-comers

 - Stakeholders and influencers

 - Social media platforms

 - Wide audiences

 - Campaign, narrative and brand 
engagement

 - Programme funding e.g. for 
participatory content

 - Talent spotting and influencer 
support/creation

 - Facilitate network, stakeholders 
and influencers 

 - Workshops/training

 - Contingency planningLo
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Example: Disinformation is engaged with by fringe groups as a form of conspiracy theory. The response is 
to look to emerging voices within these fringe groups and to provide them with training and opportunities. 
Another response is a public information campaign combined with public participation in content creation, 
such as in the form of a youth competition.

Action Target groups Tools

The disinformation is unlikely 
to have a major impact 
or receive widespread 
attention. It does not require 
intervention but can be 
monitored if necessary. 

 - Monitor those concerned if 
necessary

 - Record data on the case and 
document your assessment 
for future reference

 - Use monitoring and insight 
templates to record events
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Example: Disinformation is occurring but engagement levels are low. No response is necessary but the 
case is logged and a small number of accounts are added to general monitoring routines.

Summary

When developing a response to disinformation, you should consider the style of communication, the 
routines by which you approve messaging, and the timeframes of your communication activities. 
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Action Target groups Tools

The disinformation requires 
a coherent, sustained 
response to create long-
term change. Develop and 
assert strategic narratives 
in relation to an issue by 
shaping the information 
space to promote your own 
position and deter others 
(raising the threshold).

 - Traditional media (journalists/
editors)

 - Young up-and-comers

 - Stakeholders and influencers

 - Social media platforms

 - Wide audiences

 - Campaign, narrative and brand 
engagement

 - Programme funding e.g. for 
participatory content

 - Talent spotting and influencer 
support/creation

 - Facilitate network, stakeholders 
and influencers 

 - Workshops/training

 - Contingency planning

Action Target groups Tools

The disinformation is unlikely 
to have a major impact 
or receive widespread 
attention. It does not require 
intervention but can be 
monitored if necessary. 

 - Monitor those concerned if 
necessary

 - Record data on the case and 
document your assessment 
for future reference

 - Use monitoring and insight 
templates to record events

Track outcomes
This section will help you answer the following questions:

• How should I record and share information about the 
disinformation campaign?

• How can I evaluate my actions and understand the lessons 
learned? 

Many of the basic questions that you need to answer are listed below. 
An example scoresheet is included in annex F.
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8.1 Recording and sharing 
information

Tracking outcomes in relation to disinformation  
refers to two tasks: 

• documenting and sharing data on cases of 
disinformation; and 

• assessing the effect of your decision-making  
and actions.

Keep in mind that you will not be attempting to track 
the outcomes of the disinformation, but rather the 
effectiveness and relevance of your efforts. 

This is crucial for ensuring that countermeasures are 
on point and congruent with analysis and long-term 
objectives. 

In the course of identifying and responding to 
disinformation, much data is already recorded 
on a case. This data needs to be paired with the 
conclusions of the evaluation to provide a record of 
the full process of response. 

Recognise disinformation: Provide a bottom-line 
overview of the disinformation techniques used in 
the disinformation, including visual examples.

• What was the goal of the disinformation?

• What disinformation techniques were used?

• How were the disinformation techniques 
combined to achieve an impact?

 
Early warning: Consider your preparatory work 
and the extent to which it supported your efforts to 
handle disinformation.

• Is your digital monitoring sufficiently focused on 
your priorities?

Situational insight: Once you have identified 
disinformation, consider how well your initial analysis 
and situational briefing supported your team’s 
response.

• Were we able to offer an accurate and timely 
briefing to colleagues? 

• Did we make any incorrect assumptions? On 
what basis?

Impact analysis: Consider your assessment of the 
likely goals, impact and reach of the disinformation.

• Was the disinformation prioritised correctly, based 
on goals, impact and reach?

 
Strategic communication: Provide an overview 
of the communicative responses you took, broken 
down into actions, target groups and tools.

 
Track outcomes: Collect this information in a 
dossier together with your assessments of the 
actions you took.

• What was the impact of your efforts to handle  
the disinformation? 

• What lessons can be learned from this case? 
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Annex A: RECOGNISE DISINFORMATION

Glossary of disinformation techniques

Technique Example

ASTROTURFING (I)  
Falsely attributing a message or an organisation to 
an organic grassroots movement to create false 
credibility. 

A source pays or plants information that appears 
to originate organically or as a grassroots 
movement.

BANDWAGON EFFECT (S)  
A cognitive effect where beliefs increase in strength 
because they are shared by others.

A person is more willing to share an article when 
seeing it is shared by many people.

BOT (I, T)  
Automated computer software that performs 
repetitive tasks along a set of algorithms.

- IMPERSONATOR BOTS (I, T) 
Bots which mimic natural user characteristics to  
give the impression of a real person.

- SPAMMER BOTS (I, R, T) 
Bots which post repeat content with high 
frequency to overload the information environment.

Bots can be used to amplify disinformation or 
to skew online discussion by producing posts 
and comments on social media forums and 
other similar tasks – sometimes they focus on 
quantity and speed (spammer bots); other times 
they attempt to mimic organic user behaviour 
(impersonator bots) – bots can also be used for 
hacking and to spread malware.

BOTNET (I, T)  
A network of hijacked computers used to execute 
commands.

Infests personal computers with malware, 
contribute to DDoS attacks, and distributing 
phishing attacks.

CHEERLEADING (R)  
The overwhelming promotion of positive messages.

A dissenting opinion is crowded out by positive 
messages perpetuated by an abundance of 
commentators cheerleading the ‘right’ opinion.

DARK ADS (F, T) 
Targeted advertisement based on an individual  
user’s psychographic profile, ‘dark’ insofar as they 
are only visible to targeted users.

An advertisement containing false information is 
targeted to social media users with personality 
traits deemed susceptible to this messaging, with 
the goal of shaping their opinions in a specific 
direction.

DDoS ATTACKS (T) 
Distributed Denial of Service (DDoS) is a cyber-attack 
where multiple IP addresses are used to disrupt 
services of a host connected to the internet.

A DDoS attack is conducted to bring down a 
government website during a crisis, to deny 
citizens access to reliable information.
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DEEPFAKES (F, I, T) 
Use of digital technology to fabricate facial  
movements and voice, sometimes in real time.

A fabricated video of a politician shows them 
saying something outrageous or incriminating, 
with the goal of undermining confidence in 
government.

ECHO CHAMBER (S) 
A situation where certain ideas are reinforced by 
repetition within a social space online.

Creation of internet sub-groups, often along 
ideological lines, where people engage with  
like-minded people, which reinforces pre-existing 
beliefs.

FAKE NEWS (F)
Deliberate disinformation disguised as news. 

A non-journalist fabricates a news story to 
influence public opinion and to undermine 
the credibility of mainstream media, which is 
published on a private platform.

FAKE PLATFORM (I) 
Identity of a web platform is disguised to promote 
fabricated content. 

A web platform is designed to appear like 
an official site, with the goal of creating the 
appearance of a credible source of information.

FILTER BUBBLE (I, T) 
Algorithms which personalise and customise a user’s 
experience on social media platforms might entrap 
the user in a bubble of his or her own making.

The social media flow of a user interested in  
Brexit gradually adapts to consumed content 
to eventually only show information in favour of 
Brexit.

FLOODING (T) 
The overflowing of a target media system with 
high-volume, multi-channel disinformation.

Multiple commentators, both in the form of bots 
and real users, make an overwhelming amount of 
posts with nonsense content to crows out  
legitimate information.

FORGERY (F, I) 
Product or content is wholly or partly fabricated to 
falsely ascribe the identity of the source. 

A false document with an official-looking 
government heading is produced to discredit  
the government.

HACKING 
Use of illegitimate means to unlawfully gain access 
to, or otherwise disturb the function of, a platform. 

An actor illegitimately claims access to a network 
from which private information, such as emails, is 
extracted.

HIJACKING (S, T) 
Unlawful seizure of a computer or an account.

A website, hashtag, meme, event or social 
movement is taken over by an adversary or 
someone else for a different purpose.

LAUNDERING (F, I) 
The process of passing of disinformation as 
legitimate information by gradually distorting it and 
obscuring its true origin.

A false quote is referenced through multiple 
fake media channels until the original source is 
obscured and the quote is accepted as real by 
legitimate actors.
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LEAKING (S, T) 
Disseminating unlawfully obtained information. 

Unlawfully obtained emails are leaked to 
compromise individual actors or to undermine 
public confidence.

MALIGN RHETORIC (R) 
Lingual ruses aimed at undermining reasonable and 
legitimate debate and silencing opinions. 

 - NAME CALLING (R) A classic propaganda 
technique based on abusive or insulting language 
directed against a person or a group.

 - AD HOMINEM (R) Argumentative strategy 
focused on attacking the person making the 
argument rather than the content of the argument 
itself.

 - WHATABOUTERY (R) A rhetorical maneouvre 
which discredits an opponent’s position by 
accusing them about unrelated issues.

 - GISH GALLOP (R) A debate tactic focused 
on drowning the opponent in an overwhelming 
amount of weak arguments which require great 
effort to rebut as a whole.

 - TRANSFER (R) A classic propaganda technique 
based on transferring blame or responsibility to 
associate arguments with admired or despised 
categories of thought.

 - STRAWMAN (R) A form or argument which 
targets and refutes an argument that has not been 
present in the discussion.

A combination of different rhetorical moves is 
applied in online conversation to ridicule and 
diminish other opinions.

MANIPULATION (F) 
Alteration of content to change its meaning.

An image is cropped to only show some of the 
participating parties in an incident.

MISAPPROPRIATION (I) 
Falsely ascribing an argument or a position to 
another’s name.

A public figure is incorrectly cited or falsely 
attributed as a source.

PHISHING (I, T) 
A method to unlawfully obtain information online via 
malware distributed over emails or web platforms.

Malicious links are distributed via email which  
lead to phishing sites.

POINT AND SHRIEK (S) 
Exploitation of sensitivity to perceived injustices in 
society to create outrage.

A commentator diverts from a real issue at 
hand by pointing out the audacity of a make-
belief incident which play on pre-existing social 
grievances.
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POTEMKIN VILLAGE (I, R) 
A smoke-screen of institutions and/or platforms 
established to deceive audiences. 

A complex network of fake think tanks is 
established to disseminate disinformation which 
seems legitimate due to the perceived legitimacy 
of the network.

RAIDING (S, T) 
Temporarily disrupting a platform, event, or 
conversation by a sudden show of force.

Several automated accounts are coordinated to 
disrupt a conversation by temporarily spamming 
nonsense messages.

SATIRE AND PARODY (R, S) 
Ridiculing and humouring of individuals, narratives or 
opinions to undermine their legitimacy.

A public figure is ridiculed using memes where 
non-factual opinions are ascribed to the public 
figure.

SHILLING (I) 
To give credibility to a person or a message without 
disclosing intentions or relationships.

An actor endorses certain content while appear-
ing to be neutral but is in fact a dedicated propa-
gandist.

SOCKPUPPETS (I, R, T) 
Use of digital technology to disguise identity, to play 
both sides of a debate.

A user creates two or more social media ac-
counts under opposing identities i.e. one pro-fox 
hunting, one against, with the aim of playing the 
identities against one another.

SPIRAL OF SILENCE (S) 
The decrease in audibility of deviant opinions due to 
non-conforming beliefs.

A person with non-conforming minority beliefs is 
less willing to share his or her opinions.

SYMBOLIC ACTION (S) 
Refer to acts that carry symbolic value in the sense 
that they signal something to an audience to create 
a response.

A user plays on universally shared symbolic cues 
e.g. terrorist attacks to create a climate of fear.

TAINTING (F, S, T) 
Leaked contents are tainted with forgeries.

Leaked documents are distributed together with 
carefully placed fakes.

TERRORISM (R, S) 
Imagery from real-world events is used to make 
political claims.

Images of violence are used to support false nar-
ratives, with the aim of creating a climate of fear 
or justifying a political argument.

TROLLING (I, R, S) 
Deliberate commenting on internet forums to 
provoke and engage other users in argument. 

Social media users deliberately post provocative 
comments to create emotional outrage in other 
users.

WOOZLE EFFECT (R) 
Self-perpetuating evidence by citation.

A false source is cited repeatedly to the point 
where it is believed to be true because of its  
repeated citation.
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Annex B: EARLY WARNING  

Browser extensions

CHROME browser extensions  
(https://chrome.google.com/webstore) 

Awesome Screenshot: capture and annotate: 
captures all or part of webpage or record screen as 
video – includes useful tools such as blur sensitive 
info, add comments.

Evernote Web Clipper: documents your research 
processes by saving webpages and screenshots, 
highlight key info, add graphics and text on saved 
items.

Google Translate: translates words, phrases or 
websites to more than 100 different languages.

OSINT resources 

Inteltechniques (www.inteltechniques.com): 
locates personal info about any target using different 
search tools and automated analysis.

Metacrawler (www.metacrawler.com/): metasearch 
engine which accepts a single search request from 
the user – extends the search coverage of the topic 
and allows more information to be found by sending 
multiple queries to several other search engines.

OSoMe tools (https://osome.iuni.iu.edu/tools/): 
tools developed by Indiana University that let you 
analyse trends, maps and networks. 

SimilarWeb (www.similarweb.com): a competitive 
intelligence tool that collects data from various 
sources and categorises events, keywords etc; 
generates and exports graphs, tables, and other 
visuals based on collected data.

The Search Engine List  
(www.thesearchenginelist.com): provides search 
engines in different categories, such as all-purpose 
search engines, blogs, meta search, multi media, 
news, open source, and visual search engines.

Toddington (www.toddington.com/resources): 
provides search tools and resources within different 
categories, such as news and journalism, username 
search, webpage analysis, and social media.

Image and video search

Amnesty International´s Youtube DataViewer 
(https://citizenevidence.amnestyusa.org/): identifies 
where an image or video appears online.

Berify (www.berify.com): upload an image or video 
and find out if the image or video is distributed at 
other websites – notifies you when someone uses 
your images.

Google Image (www.images.google.com): find 
similar images, webpages where an image has been 
published.  

Jeffrey’s Image Metadata Viewer  
(http://exif.regex.info/exif.cgi): gives you image data, 
such as when and where a picture was taken (also 
called Exif reader).

Labnol Reverse Image Search  
(www.labnol.org): upload an image and search on 
Google to verify the source.

TinEye (https://tineye.com/): find out where an 
image appears online; discovers modified or edited 
versions of an image.
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Social media monitoring

Agora Pulse (www.agorapulse.com): synchronises 
your social media accounts around the clock, offers 
unlimited reports and graphics of performance 
analytics, retains all your account data, compares 
your page with others on key metrics.

Botometer (https://botometer.iuni.iu.edu/#!/): 
decides whether the account is a bot by analysing 
its tweets, its followers and when and where tweets 
are published.

Facebook for developers  
(https://developers.facebook.com/docs/graph-api/
overview/): use the graph API which is the primary 
way to get data into and out of the Facebook 
platform.

Foller.me (https://foller.me/): gathers information 
about a specific Twitter user; conducts automatized 
analyses based on tweet’s contents on topics, 
hashtags, mentions, attitudes, activity time.

Followerwonk (https://followerwonk.com/): helps 
you explore your social graph – find out who is 
following you, their location and when they tweet; 
connect with influencers; compare your graph with 
others.  

Hootsuite (https://hootsuite.com/): social media 
listening tool with specific search terms in real-
time – this can be useful for tracking mentions of 
your brand, products, or relevant keywords you are 
interested in.

Iconossquare (https://pro.iconosquare.com/) : 
effectively manage conversations and your social 
media accounts; make communication plans. 

Jollor (www.jollor.com): monitors and analyses 
social media data – identifies key influencers and 
offers unlimited reports and downloadable charts for 
measuring performance (integrates with Instagram 
and YouTube).

Social Searcher  
(https://www.social-searcher.com/): monitors public 
social mentions on social networks and web – 
quickly find what people are saying about an issue.

Sprout Social (www.sproutsocial.com): a popular 
and user friendly social media management software 
– contains tools such as social performance 
reporting, advanced social analytics, social 
monitoring and listening tools, and advanced social 
listening (at the moment does not include visual 
networks such as YouTube).

Twitterfall (https://twitterfall.com/): collects tweets 
based on real-time tweet searches.

Twitter for developers  
(https://developer.twitter.com): stream Twitter  
data to enable analysis in real-time or back in time; 
use different API filters to find out more about key 
topics, breaking news etc. 
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Network analysis 

Alexa Internet (https://www.alexa.com/): provides 
various tools based on commercial web traffic 
data, such as keyword research tools, competitive 
analysis tools, audience analysis tools and much 
more.

Analyst´s Notebook (www.ibm.com): provides 
visual analysis tools with focus on identifying and 
disrupting criminal, cyber and fraudulent threats – 
connected network visualisations, social network 
analysis, and geospatial or temporal views to 
uncover hidden connections and patterns in data.

Crimson Hexagon  
(https://www.crimsonhexagon.com/): social media 
monitoring and analysis platform that gives you 
access to over one trillion consumer conversations 
from social media – also provides many other tools 
such as advanced image analytics.

Hoaxy (https://hoaxy.iuni.iu.edu/): visualizes the 
spread of articles online  (Twitter is currently the only 
social network tracked by Hoaxy, and only publicly 
posted tweets appear in the visualizations).

Maltego  
(https://www.paterva.com/web7/index.php): focuses 
on providing a library of transforms for discovery 
of data from open sources – this information is 
then displayed on a node-based graph suited for 
performing link analysis.

Mediacloud (https://mediacloud.org/): open source 
platform for studying media ecosystems – it chooses 
a set of media sources and uncovers the feeds; 
each feed is trawled to determine if any stories have 
been added; all content is then extracted of each 
relevant story.

Other

Automating OSINT  
(https://register.automatingosint.com/): open source 
intelligence training course – learn how to code 
and automatically extract and analyse data from 
webpages and social media.

PropOrNot  
(http://www.propornot.com/p/the-list.html): gathers 
and exposes Russian efforts to influence US opinion 
using propaganda.

Quetext (https://www.quetext.com/): plagiarism 
checker tool that looks for duplicate content online.

Junk News Aggregator  
(https://newsaggregator.oii.ox.ac.uk/about.php): 
evaluates the spread of junk news on Facebook to 
identify junk news sources that publish misleading, 
deceptive or incorrect information purporting to be 
real news – the aggregator shows junk posts along 
with how many reactions they received.
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Annex C: SITUATIONAL INSIGHT

Disinformation insight report template

Key insights Summary of the top 3 points your stakeholders should know 
including any recommendations for action.

Event summary Concise explanation of the issue. 

Disinformation narratives Identification of each false narrative,  
plus reference by source and date.

Disinformation examples Any visual material, e.g images of key Twitter posts, or other 
supporting material e.g. quotes from press statements.

Other points of note Anything else of relevance to the issue.

Trends over time Whether/how the disinformation has changed and a brief  
analysis of how.

Recommendations Recommendations for response and outline of suggested strategy.



Annex D: Impact analysis  

55

Annex D: IMPACT ANALYSIS 

This annex presents three advanced structured analytic techniques useful for analysing disinformation on 
a more advanced level. These techniques will expand your analytical toolset in cases where you need to 
test hypotheses in a more rigorous way. During a major crisis such as the Salisbury poisoning, for example, 
these techniques would have been used to weigh up evidence of Kremlin involvement against alternative 
explanations.

Key Assumptions Check (KAC)

A key assumption is a piece of information that 
analysts accept as true and forms the basis of 
their assessment. With reference to disinformation 
this could range from a political position of an 
influencer, the attributed source of a message, 
the composition of a specific target audience or 
the reach of a social media platform. Unstated 
assumptions often underpin analysis. A KAC 
articulates and reviews these assumptions to 
ensure that analysis is not based on a faulty 
premise. A KAC can also help you to develop 
indicators that would cause you to abandon an 
assumption, which can be useful for re-directing 
resources. 

KAC step-by-step:

1. Define and document your current 
reasoning (analytic line).

2. Identify and articulate all premises which 
are accepted as true for your reasoning to 
be valid.

3. Challenge each assumption by asking why 
it ‘must’ be true – How confident are you 
that the assumption is correct, and what 
explains your degree of confidence? 

4. Refine your key assumptions to those that 
must be true for your line of reasoning to 
work and consider under what conditions 
these assumptions may not hold up – How 
would disproving a key assumption alter 
your line of reasoning?
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Example: Using KAC to assess the likely reach of disinformation
about a major public safety incident

Analytic line

There is little risk of disinformation related to the incident. Authorities are using their own 
communications in a timely and appropriate manner, and legacy media is reporting live on 
developments. The information space is saturated by credible sources, and it seems unlikely that 
disinformation will perpetuate the debate.

Key assumptions 

• Legacy media is primary source of information 
for target audiences;

• Relevant target audiences are known to us; and

• In case of disinformation, it will likely critique the 
management of the incident.

Assessment

• Possible but not likely given rapid developments 
of social media – highly likely social media 
coverage will be prominent;

• Niche audiences exist, and it is possible for 
them to circulate information unbeknownst to 
us; and

• Likely, but disinformation could equally well 
distract from management of the incident or 
relate to the incident in any other way.

Key Assumption Check

We should not dismiss the possibility of disinformation related to the incident, and we should closely 
monitor social media channels where fringe groups may start rumours, spread falsehoods and establish 
hostile narratives that can worsen the situation on the ground and diminish trust in the authorities.
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Quality of Information Check (QIC)

Key assumptions are only part of your assessment 
of any given situation. Evidence constitutes another 
element which should be properly examined and 
reviewed in complex cases. A QIC will help you 
to evaluate the completeness and soundness of 
the evidence you base your assessment on. This 
involves both weighing the validity and reliability of 
a source, as well as reflecting on your interpretation 
of certain pieces of information. This is an ongoing 
process that should be revisited periodically during 
an analytical process. 

A QIC helps you to avoid anchoring judgement on 
weak information as well as differentiating between 
what we know and what we do not know. This is 
important for identifying information gaps and for 
detecting possible deception and denial strategies 
by adversaries dealing with disinformation. It will also 
help you understand how much confidence you can 
place in your analytical judgment. 

QIC step-by-step:

1. Map and plot key pieces of available 
information and systematically review 
sources for accuracy.

2. Identify pieces of information that appear 
most relevant to you and check for sufficient 
corroboration; flag pieces of information 
which are not deemed reliable and valid 
and provide motivation for your judgement; 
indicate a level of confidence for each 
source. 

3. Consider multiple interpretations of 
ambiguous information and provide caveats 
where appropriate.

4. Document your findings as they may be 
useful for both other analysts and as input 
to an analysis of competing hypotheses  
(see next page).
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Example: Using QIC to map disinformation

Disinformation about public safety incident

Source Information Link Date Comment Reliability 
rating

UK national 
news site

Live news 
reporting on 
incident

www.example.com 14 June 
2017

Congruent 
with official 
statements

B1

International 
news site 

Current events 
report with panel 
discussion

www.example.com 14 June 
2017

Fairly congruent 
with official 
statement but 
with elements 
of opinion 
journalism 

C3

International 
news site

Article on 
incident

www.example.com 14 June 
2017

Contradicts 
official 
statements – 
claim higher 
death toll and 
slower response

D5

Twitter Multiple accounts 
engaging under 
#publicsafety 

www.example.com 14 June 
2017

Narrative centred 
on injured people 
and how official 
sources have 
not commented 
– mix of users, 
some exhibit 
automated 
behaviour

E6

Source reliability: A (reliable), B (usually reliable), C (fairly reliable), D (not usually reliable), E (unreliable), 
F (reliability unknown)

Information reliability: 1 (confirmed by independent sources), 2 (probably true), 3 (possibly true), 4 
(doubtful), 5 (improbable), 6 (cannot be determined)
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Analysis of Competing Hypotheses 
(ACH)

The ACH method identifies all reasonable alternative 
explanations for an observed phenomenon and then 
assesses the relevance of evidence against possible 
explanations. This prevents premature conclusions 
and ensures that different possibilities are explored 
and evaluated equally before further actions are 
developed. 

ACH helps analysts avoid heuristic shortcuts 
such as confirmation bias (tendency to interpret 
information in a way that confirms already held 

beliefs), selective perception (letting expectations 
affect perception), ambiguity effect (avoiding options 
where information is missing), anchoring (relying on 
past references and experiences), and world-view 
backfire-effect (discounting information that does not 
fit within your understanding of the world).  

ACH can be used by a single analyst to generate a 
range of possible explanations but is most effective 
when multiple analysts challenge each other’s 
hypotheses.

ACH step-by-step:

1. Generate different possible hypotheses 
to explain the case under analysis (either 
individually or through brainstorming with 
a group) – do not dismiss any hypothesis 
at this stage, explore every hypothesis you 
generate.

2. Identify and document significant evidence 
relevant to the case and to the different 
hypotheses – build on evidence examined in 
your QIC (see above).

3. Prepare a matrix of competing hypotheses 
where hypotheses and evidence are plotted 
on the different axes; assess each piece of 
evidence in relation to each hypothesis to 
determine if they are consistent, inconsistent 
or not applicable; focus should be on 
disproving rather than proving hypotheses.

4. Analyse the results and revisit your 
original hypotheses, evidence and other 
assumptions (the matrix can be refined and 
revisited for better results if time permits) – 
make sure to consider if there are pieces of 
evidence not being seen which would be 
expected for a certain hypothesis to be true 
and contemplate on why it has not been 
included (maybe you have been biased in 
your selection?). 
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Example: Using ACH to assess the goals of disinformation

Disinformation about public safety incident

H1 H2 H3
Extremist group 
disseminating 
disinformation to 
rally support 

Foreign actor 
disseminating 
disinformation 
to undermine 
government 

Private 
individuals 
disseminating 
disinformation 
for the sake of 
attention

Inconsistency score  -> -2 -1 -1

Evidence Weight

E1 Disinformation on 
casualties

Medium I I C

E2 Disinformation 
on government 
response

High C C N

E3 Disinformation on 
missing people

Low N N C

E4 Bots used High I C I

Explanation: ACH matrix on disinformation 
about the public safety incident. After noticing 
disinformation being spread about the incident on 
social media, a group of communicators use ACH to 
examine possible explanations of the disinformation 
to determine the risk of the disinformation reaching 
a wider audience and in extension have an impact 
on the function of a specific department. Three 
hypotheses are generated through a brainstorming 
session and evaluated against four pieces of 
evidence obtained through media monitoring. 

The process allows the communicators to see 
that the available evidence is more consistent 
with a foreign actor or private individuals as the 
disseminators of disinformation in this case, perhaps 
a combination of both. Since H2 is consistent with 
both pieces of evidence weighed as ‘high’ (E2 and 
E4), the unit will proceed with the hypothesis that 
there is a foreign actor involved. This information will 
be useful for designing a response. The matrix can 
be updated when more evidence is available or if 
other hypotheses are generated later in the process.

Additional resources: This annex draws heavily on the US Government document 
‘A Tradecraft Primer: Structured Analytic Techniques for Improving Intelligence Analysis’ and 
Heuer and Phearson ‘Structured Analytic Techniques for Intelligence Analysts’.
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Annex E: STRATEGIC COMMUNICATION  

The FACT model

Misinformation and disinformation: a rapid response guide for government media professionals.
The FACT model has been developed by HMG’s Rapid Response Unit (RRU) for straightforward application in 
everyday communications activity. It consists of 4 key steps, which can be tailored to suit departmental capability.

Essential

For teams with no online 

media monitoring capability

Intermediate

For teams with some online 

media monitoring capability 

Advanced

For teams with established 

online media monitoring 

capabilities

FIND

misinformation or 

disinformation, 

through continuous 

media monitoring

Subscribe to MMU Updates.

Sign-up to Google Alerts.

Use free tools to monitor 

Twitter.

Actively search for misleading 

social media posts and 

online articles.

Identify longer-term narratives 

and trends (through in-depth 

analysis and social listening 

tools), following best practice 

set out in the GCS RESIST 

counter disinformation 

toolkit. 

ASSESS

the risk of the 

inaccurate or 

misleading narrative

Use MMU Updates to:

 − judge if stories are 

misleading/inaccurate 

 − identify key influencers

 − measure scale of 

interaction

Use tools to analyse 

engagement (retweets, 

shares, views, comments, 

reactions).

Use the GCS RESIST 

disinformation toolkit to 

calculate the long term level 

of risk.

CREATE

HMG content to 

counter this risk

Simple content, including:

 − departmental blog

 − GOV.UK post

 − reactive social media 

posts

Share existing content.

More engaging content:

 − videos

 − images/graphics 

Multi-channel content that 

resonates with the affected 

audience:

 − videos and images

 − op-eds

 − long-term campaigns

 − influencer 

collaboration

TARGET

this content at 

relevant audiences

Organic social media 

targeting

Direct response to posts/

articles.

Contact publisher/author 

directly.

Social media advertising 

activity targeted at relevant 

audiences.

Search advertising targeted 

at people seeking information 

relating to specific topics.

Different content and 

messaging targeted to 

segmented audiences across 

social media and relevant 

digital media channels. 
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The OASIS model

All planned government communication activities and campaigns use the OASIS model to ensure effective 
and efficient communications. The OASIS model has the benefit of not only providing a coherent framework 
for government communications, but also of contextualizing individual communication activities to wider 
campaigns and strategic narratives.

OASIS RESIST

Objectives Set out what the communications 
activity is intending to achieve 
based on policy aims. Develop 
communication objectives which 
are achievable, measurable and 
focused on outcomes rather than 
outputs.

Contextualize your objectives to your 
knowledge of the disinformation issue 
at hand (early warning, situation insight, 
impact analysis) to formulate clear objectives 
related to desired changes in attitudes and 
behaviours. Align disinformation objectives to 
wider policy objectives.

Audience 
insight

Who are the audiences of the 
campaign and how do you need 
to influence them to achieve your 
objectives? What opportunities/
barriers exits?

Through your early warning and situational 
insights analyses you will have a clear 
understanding of the target audiences of 
disinformation. You will target your activities 
accordingly but not necessarily to the same 
audiences. Consider how the audiences have 
been affected by disinformation and what 
challenges this poses for your response. 

Strategy/ideas Set your approach in relation to 
position/messaging; channels; 
partners/influencers. Design 
communication plan with audience 
journey and test approach to 
assess effectiveness.

The response level derived at using the 
impact analysis method should guide your 
strategy by providing insight into the kind of 
response needed. It will give insight into how 
communications should be structured to 
prevent negative impact. 

Implementation Set out how your communications 
should be delivered and develop a 
clear plan that allocates resources 
and provides a timescale for 
delivery.

The tools of your designated response 
level should guide the implementation 
considerations of your communications plan 
when deciding how to allocate resources and 
deliver using the suggested tools. 

Scoring/
evaluation

Monitor outputs, outtakes and 
outcomes through the campaign 
and evaluate upon completion to 
discern the effectiveness of your 
communication activities. 

Scoring/evaluation of your planned 
communications serves a different purpose 
from tracking outcomes of the RESIST model, 
as it focused on the communication activities 
specifically rather than your response to 
disinformation as a whole.
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Annex F: TRACK OUTCOMES

RESIST – Track outcomes template

Name: 

Date: 

Department:

Unit:

Case: 

Date of discovery: 

Responsible: 

Short description of the case:

Recognise

Perceived goal/objective RESIST 3.1

Disinformation technique(s) RESIST 3.2

Combination of techniques RESIST 3.3

Early Warning

Means of discovery RESIST 4.2

Digital monitoring used (yes/no) Describe reason

Relevance of threats and 
vulnerability assessment

RESIST 4.1

Need for assessment update?  
(yes/no)

Describe new needs
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Situational insight

Assessment of disinformation:
 - narratives/arguments

 - falsehoods

 - circulation

 - networks/communities

 - targets

 - initial recommendations

RESIST 5.1

Did initial analysis support response 
(yes/no)

Describe reason

Incorrect assumptions made Describe

Briefing relevance

Impact analysis

Objectives:
 - observable effect

 - beneficiary

 - disadvantaged

 - required action

RESIST 6.1 

Affected parties RESIST 6.2 (list)

Exposure /reach RESIST 6.3 (list)

Priority level RESIST 6.4

Priority level accuracy RESIST 6.4
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Strategic communication

Response(s) taken RESIST 7.3

Target groups selected RESIST 7.3

Tools used RESIST 7.3

Sign-off experience RESIST 7.2

Timings Timing from decision to 
release of product

Track outcomes

Impact What was the impact of 
your efforts on TAs?

Lessons learned

Will an in-depth evaluation using 
OASIS be conducted? (yes/no)
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Further resources

Contact details

Sign up for the Research, Information and Communications Unit RDAT disinformation reports and request 
advice: at DisinformationAnalysisTeam@homeoffice.x.gsi.gov.uk

Find out more about MMU social media research agency:  
mmu@cabinetoffice.gov.uk 
 
Contact the Rapid Response Unit:  
rru@cabinetoffice.gov.uk 
 
The FCO’s Open Source Unit analyse and report on international open source material: xxx@xxx.xxx.uk  
 
The National Security Communications Team deliver the Government’s UK counter-disinformation 
communications strategy and run the GCS training programme: Nat-sec-comms@cabinetoffice.gov.uk 
 
GCS International offer disinformation training internationally: 
GCSI@cabinetoffice.gov.uk  
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Further reading

Althuis, J., Haiden, L. (eds) (2018) Fake New: A Roadmap NATO Strategic Communications 
Centre of Excellence and King’s Centre for Strategic Communications 
https://www.stratcomcoe.org/fake-news-roadmap  

Atlantic Council (2018) Disinfo Portal https://disinfoportal.org/

Bjola, C., Pamment, J. (eds) (2018) Countering Online Propaganda and Extremism: The Dark Side of  
Digital Diplomacy 

Bodine-Baron, E., Helmus, T., Radin, A., Treyger, E. (2018) Countering Russian Social Media Influence, RAND 
https://www.rand.org/content/dam/rand/pubs/research_reports/RR2700/RR2740/RAND_RR2740.pdf 

Cook, J., Lewandowsky, S. (2012) The Debunking handbook 
http://www.skepticalscience.com/docs/Debunking_Handbook.pdf 

European Commission (2018) A draft code of practice on online disinformation (1st draft)  
https://ec.europa.eu/digital-single-market/en/news/draft-code-practice-online-disinformation 
 
European Values Centre (2018) 2018 Ranking of countermeasures by the EU28 to the Kremlin’s subversion 
operations, Kremlin Watch Report  
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Online security information (European Parliamentary Elections) for Returning Officers 
 
Most social media companies provide advice about online security. This includes how to 
recognise deliberately misleading news and content (disinformation) and how to report 
online abuse, intimidation and threats. Some social media companies are taking steps to 
secure their platforms and users against misuse during the European Parliamentary 
elections and to increase transparency on the funding of political advertising.  
 
We recommend that you familiarise yourself with the guidance below.  
 
Twitter has general guidance on online safety and quick links to guidance on security of 
your account and tweets and how to report offensive content and abuse.  
 
Facebook (which owns Instagram and Whatsapp) provides general guidance on online 
safety and support for those running for elected office, as well as specific guidance on 
reporting abusive content or behaviour.  
 
Google (which owns Youtube) provides guidance on actions to take to protect candidates. 
 
Snapchat provides general guidance on online safety and political advertising. 

https://about.twitter.com/en_gb/safety.html
https://help.twitter.com/en/safety-and-security
https://help.twitter.com/en/safety-and-security
https://www.facebook.com/safety
https://www.facebook.com/safety
https://politics.fb.com/en-gb/support/
https://www.facebook.com/help/212722115425932?helpref=faq_content
https://protectyourelection.withgoogle.com/intl/en/
https://www.snap.com/en-GB/safety/safety-reporting/
https://www.snap.com/en-GB/ad-policies/political/
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Preface 
The advice contained in this document is intended to assist Returning Officers to develop a security 

plan to avoid major disruption to the election process. The recommendations will not be applicable 

in all cases and should be regarded as a menu of options that could be implemented taking into 

account the nature of the terrorist threat together with the type and location of building being used. 

It is essential, in order to adapt to local needs, that Returning Officers discuss security arrangements 

with police at the earliest opportunity. 

Returning Officers are responsible for the safety of election staff, the voting process and the 

verification and the count. This guide has been formulated to assist them with the security of 

buildings used in the electoral process. 

The document contains generic advice intended to encompass the security provisions for all 

elections. As such it will need to be tailored to suit the type of venue being used. 
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1. Introduction 
The following guidelines are intended to reduce the opportunity for disruption of the Election 
process through the use or threat of terrorism.  This document contains guidance in a series of 
checklists for Returning Officers to enable their staff to conduct their roles and responsibilities, 
providing safe and secure counting venues and polling stations as far as reasonably practicable. 
 
The guidelines are not intended to be exhaustive as the premises used will vary greatly and 

recommendations therefore must be adapted to meet local needs. Further supporting guidance 

publications including ‘Recognising the Terrorist Threat’ are available at: www.cpni.gov.uk and 

www.nactso.gov.uk  

 

The College of Policing Authorised Professional Practice (APP) have produced guidance on 

Maintaining order and preventing undue influence outside polling stations. The APP outlines the 

necessity for Returning Officers and their respective Police Force to initiate early contact in planning 

for the Election. The Electoral Commission provide a variety of guidance products, including a 

handbook for Polling Station staff at www.electoralcommission.org.uk. 

Whilst the safety of staff must be part of security planning considerations, there is a high level of 

individual responsibility. Staff should be made aware of personal safety and security when working 

at and travelling to and from sites. In addition to NaCTSO and CPNI websites, a good source of 

personal security advice is available at www.suzylamplugh.org  

 

1.1 The Threat  
An attack in the UK could occur anywhere and potentially with little or no warning. Terrorists are 
likely to favour ‘soft’ targets such as ‘crowded places,’ particularly those in easily accessible locations 
with little or no protective security measures. Understanding the threat facing us all is essential in 
order that proportionate, effective and responsive activity can take place.  It is important staff ACT 
upon their instincts to help tackle terrorism. The message is clear ‘don’t worry, don’t delay, just act’. 

 
In the event of an emergency or other incident requiring urgent police attention all staff should be 

reminded to dial '999' immediately. They should also notify the Returning Officer as soon as 

possible. 

 

2.  Managing security 
To assist in deciding what security arrangements are necessary and commensurate, consideration 

may be given to the following factors: 

 The current threat assessment 

 The venue 

 Profile of candidates and 

 Any other local issues that could influence security 

 

The majority of venues used for local elections are unlikely to require any greater security 

arrangements than those afforded by good housekeeping e.g. physical check of building and 

unobtrusive access control. 

 

In a minority of cases, locations such as counting venues or high profile polling stations may require 

additional security provisions. Returning Officers are encouraged to liaise with their Police single 

point of contact (SPOC) at the earliest opportunity to discuss policing arrangements. 

http://www.cpni.gov.uk/
http://www.nactso.gov.uk/
https://www.app.college.police.uk/app-content/policing-elections/?s=
http://library.college.police.uk/docs/APPREF/Maintaining-order-outside-polling-stations.pdf
file://///embankment.sgn/SharedData/CPNI/CPNI_World/NaCTSO/Publications%20and%20Communications/Products/2017%20PRODUCTS/09%20Election%20Guidance/www.electoralcommission.org.uk
http://www.suzylamplugh.org/
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PROTECTIVE SECURITY ADVICE 

3. Polling Stations 
3.1 Security and Search (Polling Stations) 
 Prior to the premises opening to the public, you should conduct a search of the venue to  look 

for suspicious items and familiarise yourself with the location; secure the premises prior to 

conducting the search 

 Arrange for a responsible person with local knowledge of the premises to assist you to conduct a 

search to identify anything unusual 

 Following the search ensure the building is secure and supervised until officially opened for 

polling. During that period no unauthorised person should be permitted entry 

 Check the perimeter of the premises, particular attention being given to nearby shrubbery, 

outbuildings and other areas to which the public have access 

 If a vehicle is parked in the proximity of a polling station and arouses any suspicions, the incident 

must be reported to the police. Note the location and vehicle registration mark   

 Draw up a schedule for further searches to be carried out at frequent but irregular intervals 

throughout the day 

 

3.2 Access (Polling Stations) 
Access and egress should be restricted to the minimum number of doorways as possible. As far as 
fire regulations permit, all other entrances including windows of unoccupied rooms should be 
secured to prevent any unauthorised entry. 

 Check vulnerable spaces, for example cupboards, and unoccupied rooms, on the access / egress 
route. Have they been searched? Can they be secured? 

 The law specifically provides for certain persons to be present in the Polling Stations (in addition 
to staff and voters) Ensure you are aware of who is present, and for what reason.  Be prepared 
to challenge suspicious behaviour 

 Wherever possible, obtain the details of those persons, other than staff and voters present 
within the Polling Stations.  

 Check that delivery of goods, the carrying out of maintenance work and other ancillary functions 
at the premises have been suspended. If this is unavoidable the Returning Officers should be 
given prior notification 

 Compile a list of contact numbers for those normally responsible for the premises to cater for 
incidents which may occur on the premises 

 It is recommended that staff and election officials wear identification passes    

 Adopt a challenge culture to unauthorised people in restricted areas 
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4. Counting Venues 
Please note that premises used for counting ballot papers may well be used for other purposes until 
shortly before counting commences. It is imperative therefore, that a thorough search be made as 
near as possible to the arrival of the first ballot box. Particular attention must be paid to the storage 
and delivery areas for ballot boxes, exits and other parts of the building which may be in use for 
purposes unconnected with the election. 

 
4.1 Security and Search (Counting Venues) 
 Prior to the venue  receiving ballot boxes, you should conduct a search of the venue to  look for 

suspicious items and familiarise yourself with the location; secure the premises  prior to 

conducting the search 

 Arrange for a responsible persons with local knowledge of the premises to assist you conduct a 

search to identify anything unusual 

 Ensure the building is secure and supervised until officially opened for counting. During that 

period no unauthorised person should be permitted entry 

 Check the perimeter of the premises, particular attention being given to nearby shrubbery, 

outbuildings and other areas to which the public have access 

 If a vehicle is parked in the proximity of a counting station and arouses any suspicions, the 

incident  must be reported to the police. Note the location and vehicle registration mark   

 Draw up a schedule for further searches to be carried out at frequent but irregular intervals 

throughout the day 

 

4.2 Access (Counting Venues) 
Certain people are prescribe by law as being entitled to attend the count but the RO has more 

discretion than at a polling station to extend access to others - such as the media and to allow each 

candidate to invite one or two guests. The RO will control access to the count. Access and egress 

should be closely controlled and monitored by reception/security staff. Often access to different 

areas within the count venue will be controlled by colour-coded badges or wristbands. (e.g. for 

count staff, media, candidates, their guests). Electoral Commission accredited Observers have access 

to all areas but must display photo-ID issued by the Commission)  

 As far as possible access / egress should be limited and controlled. As far as fire regulations 
permit, all other entrances, including windows of unoccupied rooms should be secured to 
prevent any unauthorised entry 

 Check vulnerable spaces, for example cupboards, and unoccupied rooms, on the access / egress 
route. Have they been searched? Can they be secured? 

 Only certain people are entitled to attend the count.  Arrange a strict ticketing system for all 
persons entitled to attend and ensure that staff controlling access have their names and only 
allow access to those with tickets 

 Check that delivery of goods, the carrying out of maintenance work and other ancillary functions 
at the premises have been suspended. If this is unavoidable the Returning Officers should be 
given prior notification 

 Compile a list of contact numbers for those normally responsible for the premises to cater for 
incidents which may occur on the premises 

 It is recommended that staff and election officials wear identification passes    

 Adopt a challenge culture to unauthorised people in restricted areas 
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5. Good Housekeeping 
Good housekeeping is an important part of your security regime by helping to reduce the 
opportunity for placing suspicious items or bags and helps to deal with false alarms and hoaxes. 
 
Litter Bins/Receptacles 

 Review use & location 

 Keep litter bins to a minimum and consider use of clear bags for waste disposal as it provides an 
easier opportunity for staff to conduct an initial examination for suspicious items 

Public & Communal Areas 

 Keep public and communal areas e.g. exits, entrances, lavatories, service corridors and yards 
clean, tidy and well lit 

 Keep the fixtures, fittings and furniture in such areas to a minimum - ensuring that there is little 
opportunity to hide devices 

 Lock unoccupied offices, rooms, function areas and store cupboards 
External Areas 

 Keep external areas, entrances, exits, reception areas and toilets clean, tidy and well lit 

 As far as possible reduce areas where items can be concealed 

 Remove items that could be used as weapon such as such poles, canisters of chemicals etc. 
Mail Handling / Screening 

 Ensure relevant staff are trained in mail/post-handling procedures, i.e. identifying & responding 
to a suspect letter/package? 

Security Awareness 

 Do staff understand their role and responsibilities? 

 Do staff know how to report suspicious behaviour and are they aware of incident procedures? 
Equipment 

 Regularly check the content and condition of first aid kits, crisis management packs and fire 
extinguishers if available  

Incident Response 

 Ensure staff are aware of any contingency plans in the event the premises becomes unusable 
Miscellaneous 

 Ensure external activity does not impact upon evacuation routes, assembly areas, exits or 
entrances 
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6. Incident Procedures 
6.1 Bomb Threats 
The vast majority of bomb threats are hoaxes designed to cause alarm and disruption. As well as the 
rare instances of valid bomb threats, terrorists may also make hoax bomb threat calls to intimidate. 
While many bomb threats involve a person-to-person phone call, an increasing number are sent 
electronically using email or social media applications. No matter how ridiculous or implausible the 
threat may seem, all such communications are a crime and should be reported to the police by 
dialling 999. Ensure you have plans that include how the threat information is recorded, acted upon 
and passed to police. 
 
Evaluating the credibility of a threat is a critical task, particularly if the attack being threatened is 

imminent. This is a tactic used to place additional pressure on decision makers. Police will assess the 

threat at the earliest opportunity. 

 

Responsibility for the initial decision making remains with the person responsible for the polling 

station or counting office (i.e. the location being threatened). Do not delay your decision making 

process waiting for the arrival of police. Your options are to evacuate, lockdown the premises or 

where the threat is assessed as not credible limit your actions to informing the police and searching 

the venue for suspicious items. 

 

Telephone Bomb Threat   

 Stay calm and listen - alert a colleague to call 999 

 Allow the caller to speak uninterrupted  

 Obtain as much information as possible about the caller, including the caller’s number if possible  

 Try to get the caller to be precise about location and timing of the alleged bomb and who they 

represent  

 Write down what is said, what location is being targeted and how. Record the message if 

possible 

 After the call dial 1471 to obtain the caller number where possible 

 
Email Bomb Threats  

 Do not reply, forward or delete a bomb threat made via email 

 Note the address and print off a hard copy  

 Preserve all web log files - as a guide 7 days prior and 48 hours after the receipt of the threat 
message 

 
Social Media Bomb Threats  

 Do not reply, forward or delete a bomb threat made via social media 

 Note which application has been used and any username/ID 
 
In all cases 

 Complete 'Actions to be Taken on Receipt of a Bomb Threat' pro-forma/checklist available via 
www.nactso.gov.uk  

 Avoid revealing details about specific incidents to the media or through social media without 
prior consultation with police 

 

 

http://www.nactso.gov.uk/
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6.2 Suspicious Items 
What to do 

 Do not touch it   

 Make immediate enquiries to trace the owner 

 Did anyone see who left it? 

 Can CCTV be checked? 

 Does it have a label identifying the owner? 
 
If you still think it’s suspicious, use the HOT protocol to inform your judgement:-  
Is it HIDDEN?  

 Has the item been deliberately concealed or is it obviously hidden from view?  
Is it OBVIOUSLY suspicious?  

 Does it have wires, circuit boards, batteries, tape, liquids or putty-like substances visible?  

 Do you think the item poses an immediate threat to life?  
Is it TYPICAL? 

 Is the item typical of what you would expect to find in this location?  
 
Remember - If you think it’s suspicious, REPORT IT - to Security, Management or the Police  
Now apply the 4 C’s protocol: - (consider contingency arrangements for ballot box security under 
evacuation protocols) 
 
CONFIRM the item is suspicious   

 If the item is assessed to be unattended rather than suspicious, examine further before applying 
lost property procedures.  

 However, if H O T leads you to believe the item is suspicious, apply the 4Cs.  
 
CLEAR the immediate area  

 Do not touch it  

 Take charge and move people away to a safe distance. Even for a small item such as a briefcase 
move at least 100m away from the item  

 Keep yourself and other people out of line of sight of the item. It is a broad rule, but generally if 
you cannot see the item then you are better protected from it  

 Think about what you can hide behind. Pick something substantial and keep away from glass 
such as windows and skylights  

 Cordon off the area   
 
COMMUNICATE – Call 999  

 Do not use mobile phones or radios within 15 metres of the item 
 
CONTROL access to the cordoned area  

 Staff and members of the public should not be able to approach the area until it is deemed safe  

 Try and keep eyewitnesses on hand so they can tell police what they saw  
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6.3 Suspicious Behaviour 
What to do  

 If someone’s behaviour appears suspicious, if it is not what you would normally expect - then 
you must act without delay.   

 If you come across suspicious behaviour, you must not ignore it 

 What you do will depend on many factors, but you must TELL someone 

 If safe to do so, you can approach a person that has been seen acting in a suspicious manner and 
ask them to account for their actions - Begin with a friendly ‘Can I help you’? 

 Be confident, be polite but challenge them if you can – use your communication skills  
If you are not satisfied by their answers inform the police 
 
Tell them the following:  
WHO did you see, what did they look like, what were they wearing? 
WHAT have you seen, what has happened?  
WHERE did the situation happen and where were you?  
WHEN did it happen – what time?  
WHY did you think it was suspicious? 
 

 ‘Don’t worry, don’t delay, just act’. Have the confidence to act. Your actions could help 
avert an attack and save lives  

 Look for suspicious behaviour  

 Learn what is normal for your environment and what is not  

 Learn to recognise suspicious behaviour  

 Understand it, challenge it, report it  

 Whatever you do, do not ignore it 
 

You cannot spot a terrorist from their appearance, age, ethnicity, gender or clothing.  You can 

identify and report suspicious behaviour.  

Always remember - Stopping a terrorist before they can carry out their plans will save lives. 
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6.4 Stay Safe – Weapons and Firearms Attack 
If you are alerted to a firearms or weapons attack, stay calm, RUN or HIDE, only when it is safe 
TELL the police   
 
RUN 

 Consider your safest options 

 Escape if you can 

 Is there a safe route? RUN, if not HIDE  

 Can you get there without exposing yourself to greater danger? 

 Insist other leave with you 

 Leave belongings behind 
 
HIDE 

 If you cannot RUN, then HIDE 

 Find cover from gunfire  

 If you can see the attacker, they may be able to see you 

 Cover from view does not mean you are safe, bullets go through glass, brick, wood and metal 

 Find cover from gunfire e.g. substantial brickwork / heavy reinforced walls 

 Be aware of your exits 

 Try not to get trapped 

 Be quiet, silence your phone 

 Lock / barricade yourself in 

 Move away from the door 
 
TELL 

 Call 999 - What do the police need to know? If you cannot speak or make a noise listen to the  
instructions given to you by the call taker 

 Location - Where are the suspects? 

 Direction - Where did you last see the suspects? 

 Descriptions – Describe the attacker, numbers, features, clothing, weapons etc. 

 Further information – Casualties, type of injury, building information, entrances, exits, hostages 
etc. 

 Stop other people entering the building if it is safe to do so 
 
ARMED POLICE RESPONSE  

 Follow officers’ instructions 

 Remain calm 

 Can you move to a safer area? 

 Keep your hands in view 
 
OFFICERS MAY 

 Point guns at you 

 Treat you firmly 

 Question you 

 Not be unable to distinguish you from the attacker  

 Officers will evacuate you when it is safe to do so 
 
When it is safe give first aid www.citizenaid.org  

http://www.citizenaid.org/
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6.5 Evacuation and Lockdown Procedures 
When considering evacuation and the security of ballot boxes it must be noted that the safety of all 
present is of paramount importance.  
 

 Designate specified personnel who will in the event of an evacuation be tasked with removing 

ballot boxes and ballot papers, marked electoral register for the polling station and the 

corresponding numbers list etc.  Remember personal safety comes first 

 Prepare a contingency plan for arrangements for receiving and protecting ballot boxes in case of 
evacuation  

 Prepare a contingency plan to identify alternate means of access and egress to the counting 
stations in cases of emergency 

 Identify a designated evacuation rendezvous point? Has a secondary venue for a polling station 
been identified should an evacuation of the primary location be required? 

 
If you are required to evacuate or lockdown the venue - use your judgement  

 Stay calm  

 Assess the situation , the type of incident, its location, attackers and hazards  

 Is the incident or device inside the venue or outside the venue? 

 Establish where is the safest place  

 If you evacuate take the safest route, do so in an orderly manner, insisting others go with you 

 If you lockdown, go to  a safer area, secure all entrances and exits to the premises where 
possible 

 Communicate to all present what is happening and advise as to the most appropriate action   
 
Follow the RUN HIDE TELL principles – Inform the police and call 999 
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6.6 Mail Handling 
If you receive suspicious item call 999 and ask for the police. Clear the area immediately. Do not 
attempt to open the letter or package. Avoid unnecessary handling. Keep it separate so it is easily 
identifiable. 
 
How to identify a suspicious package, indicators to suspicious deliveries/mail 
General indicators that a delivered item may be of concern include: 

 Unexpected item, especially if hand delivered 

 A padded envelope (Jiffy Bag) or other bulky package 

 Additional inner envelope or other contents that may be difficult to remove  

 Labelling or excessive sealing that encourages opening at a particular end or in a particular way 

 Oddly shaped or lopsided  

 Envelope flap stuck down completely (normally gummed envelope flaps leave slight gaps at 
edges)  

 Marked 'to be opened only by...’or 'Personal' or 'Confidential'  

 Unexpected or unusual origin (postmark and/or return address)  

 No return address or return address that cannot be verified  

 Poorly or inaccurately addressed, address printed unevenly or unusually  

 Unfamiliar writing or unusual style  

 Unusual postmark or no postmark  

 More stamps than needed for size or weight of package  

 Greasy or oily stains emanating from the package 

 Odours emanating from the package 
 
Explosive or Incendiary Indicators 
Rough handling through the postal system means an item received is unlikely to detonate if moved. 

 Any attempt at opening it may set it off or release the contents 

 Unusually heavy or uneven weight distribution  

 Small hole(s) in the envelope or wrapping 
 
Chemical Biological or Radiological (CBR) Indicators (see section 6.7)  
Additional indicators include: 

 Powders or liquids emanating from the package  

 Wrapping stained by liquid leakage  

 Unexpected items or materials found in the package on opening (loose or in a container) such as 
powdered, crystalline or granular solids; liquids; sticky substances or residues  

 Unexpected odours observed on opening 

 Sudden onset of illness or irritation of skin, eyes and nose 
 
Actions upon discovery of any suspicious delivered item: 

 Avoid unnecessary handling  

 If you are holding the item, put it down on a cleared flat surface 

 Keep it separate so it is easily identifiable  

 Do not move it  
 
Move away immediately – (Secure the room to prevent unauthorised access) 

 Clear immediate area and each adjacent room, including rooms above and below  

 If there is any suggestion of chemical, biological or radiological materials, move those directly  
affected to a safe location close to the incident - keep these individuals separate from those not 
involved  
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 Prevent others approaching or accessing the cleared areas 

 Do not use mobile phones or two-way radios in the cleared area or within 15 metres of the 
suspect package 

 Communicate regularly with staff, visitors and the public 
 
Notify police 

 If the item has been opened, or partially opened prior to being deemed suspicious, it is vital that 
this is communicated to the police  

 Ensure informants and witnesses remain available to brief the police, and that the accuracy of 
their observations is preserved 

 Encourage witnesses immediately to record their observations in writing, and discourage them 
from discussing the incident or their observations with others prior to the arrival of the police 
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6.7 Chemical Biological Radiological Incidents (CBR) 
CBR Response  
CBR attacks have the potential to cause significant harm and disruption, but they are difficult for 
terrorists to carry out often requiring specialist knowledge and expertise.  
 
CBR Recognition - First indicators include: 

 Individuals showing unexplained signs of skin, eye or airway irritation, nausea, vomiting, 
twitching, sweating, disorientation, breathing difficulties 

 The presence of hazardous or unusual materials / equipment 

 Unexplained vapour, mist clouds, powder, liquids or oily drops 

 Withered plant life or vegetation 

 Distressed birds or animals 

 Odd smells or tastes 
 
STEP 1, 2, 3 is a useful process to assist in recognising a CBR incident and actions to take: 
STEP 1 – One casualty / person incapacitated - no obvious reason = Proceed as normal 
STEP 2 - Two casualties / persons incapacitated - no obvious reason = Approach with caution 
STEP 3 - Three or more casualties / persons incapacitated in close proximity - no obvious reason  
Seek further guidance from police 
 

 Do not let contaminated and uncontaminated people come into contact. Evacuate to a place of 
safety - away from source, ideally uphill / upwind 

 Decontaminate initially by self-decontamination, using absorbent material, e.g. paper towel. Blot 
and rub contaminated skin. Leave used material and move away 

 Only wash with water if signs of exposure to caustic substances such as  itching, soreness or pain 

 Do not go to hospital or leave the scene. Emergency services will come to you 
 
Immediate Actions - include: 

 Call the Emergency services and follow their advice 
 
Inside a Building 

 If an item or package, leave it alone, do not cover, immerse or move it 

 Evacuate the affected area, do so as quickly as possible, closing doors and windows as you go, 
turn of any fans or air circulation systems 

 Move those directly affected by an incident to a safe location, ideally outside, but as close as 
possible to the scene of the incident 

 Separate those directly affected by an incident from those not involved so as to minimise the 
risk of inadvertent cross-contamination 

 Disrobe, remove affected outer clothing, taking into account environmental conditions and the 
privacy of the affected person 

 Instruct people not to wander off - though you cannot contain them against their will 
 
In Open Air 

 Move away from the source - uphill / upwind (walk into the wind) 

 Assist others who are less able / injured, if you can 

 Use absorbent tissue or paper towel to blot and rub exposed skin 

 Only wash with water if signs of exposure to caustic substances, e.g. itching, soreness, pain 

 Do not eat, drink touch your face / eyes, or smoke 

 Do not go to hospital or leave the scene, emergency services will come to you 
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 You do not need to make any special arrangements beyond normal first aid provision. The 
emergency services will take responsibility for treatment of casualties 

 When the emergency services arrive act upon their instruction as you may need further 
decontamination and medical help 

 

7. Ballot Box Security 
 Ensure systems are in place to search vehicles used for the movement of ballot boxes to or from 

polling stations and counting venues before the boxes are loaded or the vehicle is moved  

 After searching, during the collection of the ballot boxes, at no time should the vehicle be left 

unattended 

 Ensure full boxes are stored in a secure area under close supervision. This is of even greater 

importance where boxes are not likely to be opened for counting until the following morning 

 

8. Cyber Security  
Cyber security advice ‘Guidance for local authorities during the general election’ has been produced 

by the National Cyber Security Centre (NCSC). This is available from Local Authorities.   

 

For further advice, contact NaCTSO. This publication should be treated as confidential advice to 

the officials concerned. It should not be left on display for public viewing. 

 

 

For further information go to www.cpni.gov.uk and www.nactso.gov.uk  

 

 

 

http://www.cpni.gov.uk/
http://www.nactso.gov.uk/
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OFFICIAL 

 
 
 

 
 
Adrian Usher  

 Commander Protection 
 1 – 8 Richmond Terrace 

4th Floor 
 New Scotland Yard 
 London 
 SW1A 2JL 
 1st May 2019 

Our ref 2/2019/CP/AK 
 
 
Dear returning officer, 
 
I thought that it would be helpful to write to you to outline a range of security advice and good 
practice which might be of value to your organisation and staff during an election campaign. 
 
The UK national threat level remains at SEVERE, meaning an attack is highly likely, and reflects 
the threat from Islamist, Right and Left Wing Terrorism.  Both Islamist and Right-Wing terrorists 
continue to seek to plan to mount attacks against symbols of the state, both at its iconic 
locations and against its representatives.  UK politicians are one of a number of groups that are 
considered representative of the British state and therefore could be considered legitimate 
targets by terrorists, as has been demonstrated by the murder of Jo Cox MP in 2016 and the 
plot to target Rosie Cooper MP in 2017.  That said, I wish to confirm that I am not aware of any 
specific information regarding any threat to the election process.  The Police and partners in 
the security services will, of course, closely monitor and continually review this position. 
 
As a general precaution, it is important that individuals and organisations consider their 
protective security provisions. An important principle of security is that the individual must 
carry the main responsibility for their personal security.  
 
Whilst it is impossible to provide advice for every eventuality, there is valuable advice from 
various sources.  I would like to draw your attention to new guidance produced by The National 
Police Chief Council (NPCC) with Crown Prosecution Service (CPS), College of Policing and the 
Electoral Commission for candidates in elections. The first guide ‘When it goes too far’ provides 
advice to candidates for when Political debate goes too far.  The ‘Joint Guidance for Candidates 
in Elections’ provides details of what might constitute a breach of a number of criminal laws in 
order to inform and assist candidates with any contact they may have with Police and the wider 
criminal justice system.  It is intended that both the guides are read in conjunction with each 
other. Both guidance are available on the Electoral Commission, and the Crown Prosecution 
websites.   
 
 
 



 

………………………………………………………... 
Counter Terrorism Policing is an alliance of UK police forces working with  

security & intelligence agencies to protect the public from terrorism 

https://www.electoralcommission.org.uk/i-am-a/candidate-or-agent 
 
https://www.cps.gov.uk/verbal-abuse-and-harassment-public 
 
We would like to direct organisations to the UK National Counter terrorism Security Office 
(NaCTSO) website where a range of protective security guidance is available – 
www.gov.uk/nactso 
 
Further security guidance is available on the website for Centre for the Protection on National 
Infrastructure (CPNI) www.cpni.gov.uk including guidance on personal security within a staff 
vigilance campaign.   
 
Protective security updates will be published on www.gov.uk/nactso as and when new 
developments arise or advice is issued. We urge candidates to follow our official Twitter 
channel: @TerrorismPolice for regular updates throughout the election campaign. 
 
Additional guidance on personal safety matters can be found at www.suzylamplugh.org.  For 
specific campaigning advice see https://www.suzylamplugh.org/staying-safe-on-the-doorstep. 
 
Other guidance on IT security can be obtained at www.getsafeonline.org  
 
If you have any concerns relating to protective security matters please contact your local police 
force single point of contact.  
 
Any incident that you feel requires an immediate police response Dial 999. Any suspicious 
activity which does not require an immediate response, please contact the Anti-Terrorist 
Hotline - 0800 789 321. 

 
All police forces are aware of the plans and are available to assist you locally with any advice or 
concerns. If your candidates have any concerns, they should contact their returning officer in 
the first instance unless it is an emergency.  
 
 
Yours sincerely, 
 

 
 
 
Commander Adrian Usher 
Commander Protection 
Counter Terrorism Policing Headquarters 
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LIST OF CONTACTS IN EU MEMBER STATES 
 
 

 

 
CODE 

 
MEMBER 
STATE 

 
CONTACT PERSON/DETAILS 

DEADLINE SET 
BY MEMBER 
STATE FOR 
RECEIPT OF 
DATA (2019) 

AT Austria Mr Mag Robert Stein 
zeuwe@A1.net TBC 

BE Belgium 
Mr Régis Trannoy 
regis.trannoy@rrn.fgov.be 

1 March 

BG Bulgaria 
cp@cik.bg 
 TBC 

HR Croatia 
Ms Leda Lepri 
Leda.Lepri@uprava.hr 
 
 

25 April 

CY Cyprus cvrikki@dits.mof.gov.cy 
 

 
2 April 

CZ Czech 
Republic 

silvia.rakociova@mvcr.cz 

14 April but 
can receive 
notification’s 
until 4 May 

DK Denmark 
Ms Iben Bagge 
ib@cpr.dk 10 May 

EE Estonia mairis.kungla@siseministeerium.ee 
 26 April 

FI Finland 
pauli.pekkanen@vrk.fi 
 7 March 

FR France cyril.hervy@insee.fr 
 

 
31 March 

DE Germany post@bundeswahlleiter.de 
 
 

1 May 

GR Greece Mr Ioannis Paraskevas 
jparaskevas@ypes.gr 20 April 

HU Hungary Mr Peteri Attila Endre 
peteri.attila@nvi.hu 23 May 

IE Ireland 

Dorothy Kellegher 
dorothy.kellegher@housing.gov.ie 
 
 
 

7 May 

mailto:xxxxx@xx.xxx
mailto:xxxxx.xxxxxxx@xxx.xxxx.xx
mailto:xx@xxx.xx
mailto:xxxx.xxxxx@xxxxxx.xx
mailto:xxxxxxx@xxxx.xxx.xxx.xx
mailto:xxxxxx.xxxxxxxxx@xxxx.xx
mailto:xx@xxx.xx
mailto:xxxxx.xxxxxxxx@xxx.xx
mailto:xxxx@xxxxxxxxxxxxxxxx.xx
mailto:xxxxxxxxxxx@xxxx.xx
mailto:xxxxxx.xxxxxx@xxx.xx
mailto:xxxxxxx.xxxxxxxxx@xxxxxxx.xxx.xx


IT Italy Mr Salvatore Galatioto 
salvatore.galatioto@interno.it 23 April 

LV Latvia kaspars.ozolins@mk.gov.lv 
 TBC 

LT Lithuania 
loreta.rakauskiene@vrk.lt 
 

 
TBC 

ES Spain 
Luis Miguel García 
Blanco 
epe2019@ine.es 

15 April 

LU Luxembourg Ep-cryptotool@ctie.etat.lu 
 

28 February 

MT Malta 
James Handyside 
james.handyside@gov.mt 
 

1 April 

NL Netherlands 
marieke.broodman@minbzk.nl 
 

11 April 

PL Poland 
Robert Slesinski 
Robert.Slesinski2@mc.gov.pl 
 

TBC 

PT Portugal jmsilva@sg.mai.gov.pt 
 

27 March 

RO Romania Cosmin Pintea 
cosmin.pintea@roaep.ro 

TBC 

SI Slovenia 
matej.loparic@gov.si 
 

10 May 

SK Slovakia martin.gajdos5@minv.sk TBC 

SE Sweden oscar.hammar@val.se 26 April 

mailto:xxxxxxxxx.xxxxxxxxx@xxxxxxx.xx
mailto:xxxxxxx.xxxxxxx@xx.xxx.xx
mailto:xxxxxx.xxxxxxxxxxx@xxx.xx
mailto:xxxxxxxxxxxxx@xxxx.xxxx.xx
mailto:xxxxx.xxxxxxxxx@xxx.xx
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Party or Individual Candidate Agent Type Area Name

Change UK - The Independent Group National Agent Great Britain Harry Burns
National Agent Great Britain Victoria Carslake
Sub Agent SW Region Richard Stephen

English Democrats National Agent Great Britain Robin Tilbrook
National Agent Great Britain Chris Rose
Sub Agent SW Region Sally Pickering
National Agent Great Britain Jennie Formby
Sub Agent SW Region Phil Gaskin
National Agent Great Britain Sir Nick Harvey
Sub Agent SW Region Richard Pinnock
Sub Agent Wiltshire Council Gavin Grant
National Agent Great Britain Noel Matthews
Sub Agent SW Region Helen Hims
National Agent Great Britain Lawrence Webb
Sub Agent SW Region Lester Taylor

Larch Maxey - Independent Election Agent SW Region James Moulding
Mothiur Rahman - Independent Election Agent SW Region James Moulding
Neville Seed - Independent Own Agent SW Region Neville Seed

UK Independence Party (UKIP)

Conservative and Unionist Party

Green Party

Labour Party

Liberal Democrats

The Brexit Party
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Lynsey Wilson

From:
Sent: 29 April 2019 13:32
To: info@thebrexitparty.org
Subject: BREXIT canditure

Importance: High

CAUTION: This email originated from outside North Somerset Council. Only click on links or open attachments if you 
recognise the sender and if you are certain that the content is safe. 

  

  

Dear Sirs, 
  
Having recently joined the Brexit Party, mainly due to my anger and frustration at the country’s inability to 
fulfil the wish of the electorate and escape the EU, please could you advise whether you are in need of a 
candidate in my area? 
  
Yours sincerely 
  
Mr James Findlay 
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