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KIRKLEES COUNCIL 
 
REFUSAL NOTICE 
 
SECTION 17 FREEDOM OF INFORMATION ACT 2000 
 
REQUEST BY DAVE NOBLETT FOR INFORMATION ABOUT SOCIAL WORKERS 
 
 
1. Request 
 

The request was made in an email to the Council on 26 February 2015 and is for the 
following information:  
 
1. The names and job titles of the social workers working for Kirklees Council. 
2. The phone number of each social worker (preferably a personal extension 

number but a department number if that's not possible) 
3. An organisational chart demonstrating which team everyone is in and how the 

teams and workers fit together to form a service. 
4. The current number of locum and permanent members of staff in each team. 

 
The Council holds the information requested and has provided the information requested 
in questions 2-4 inclusive but, for the reasons set out in this notice, considers that some 
of the information requested in question 1 is exempt for the purposes of the Freedom of 
Information Act because it is personal information relating to a third party.   
 
The Council has had regard to the following guidance from the Information 
Commissioner’s Office:   
 
• Guide to Freedom of Information (October 2014) 
• Personal information (section 40 and regulation 13) Freedom of Information Act, 

Environmental Information Regulations (August 2013) 
 
 
2. Reasons 
 

Section 40 of the Act provides that: 
 
(1)Any information to which a request for information relates is exempt information if it 
constitutes personal data of which the applicant is the data subject. 
(2)Any information to which a request for information relates is also exempt information 
if— 
(a)it constitutes personal data which do not fall within subsection (1), and 
(b)either the first or the second condition below is satisfied. 
(3)The first condition is— 
(a)in a case where the information falls within any of paragraphs (a) to (d) of the definition 
of “data” in section 1(1) of the Data Protection Act 1998, that the disclosure of the 
information to a member of the public otherwise than under this Act would contravene— 
(i)any of the data protection principles, or 
(ii)section 10 of that Act (right to prevent processing likely to cause damage or distress), 
and 
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(b)in any other case, that the disclosure of the information to a member of the public 
otherwise than under this Act would contravene any of the data protection principles if the 
exemptions in section 33A(1) of the Data Protection Act 1998 (which relate to manual 
data held by public authorities) were disregarded. 
(4)The second condition is that by virtue of any provision of Part IV of the Data Protection 
Act 1998 the information is exempt from section 7(1)(c) of that Act (data subject’s right of 
access to personal data). 
(5)The duty to confirm or deny— 
(a)does not arise in relation to information which is (or if it were held by the public 
authority would be) exempt information by virtue of subsection (1), and 
(b)does not arise in relation to other information if or to the extent that either— 
(i)the giving to a member of the public of the confirmation or denial that would have to be 
given to comply with section 1(1)(a) would (apart from this Act) contravene any of the 
data protection principles or section 10 of the Data Protection Act 1998 or would do so if 
the exemptions in section 33A(1) of that Act were disregarded, or 
(ii)by virtue of any provision of Part IV of the Data Protection Act 1998 the information is 
exempt from section 7(1)(a) of that Act (data subject’s right to be informed whether 
personal data being processed). 
(6)In determining for the purposes of this section whether anything done before 24th 
October 2007 would contravene any of the data protection principles, the exemptions in 
Part III of Schedule 8 to the Data Protection Act 1998 shall be disregarded. 
(7)In this section— 

• “the data protection principles” means the principles set out in Part I of Schedule 1 
to the Data Protection Act 1998, as read subject to Part II of that Schedule and 
section 27(1) of that Act; 

• “data subject” has the same meaning as in section 1(1) of that Act; 
• “personal data” has the same meaning as in section 1(1) of that Act. 

 
The information requested in question one is for the names and job titles of all the social 
workers working for Kirklees Council.  The Council can confirm that the job titles are 
“Social Worker”.  In respect of the names of the Social Workers, the Council believes that 
these constitute third party personal data under the Data Protection Act 1998.   Personal 
data of a third party is exempt from disclosure under Section 40(2) of the Freedom of 
Information Act 2000 if its disclosure to a member of the public would contravene any of 
the Data Protection Principles.  In this case the Council considers that it breaches the first 
Data Protection Principle which requires personal data to be “fairly and lawfully 
processed”. 
 
The first data protection principle states: 
 
Personal data shall be processed fairly and lawfully and, in particular, shall not be 
processed unless— 
(a)at least one of the conditions in Schedule 2 is met, and 
(b)in the case of sensitive personal data, at least one of the conditions in Schedule 3 is 
also met. 
 
The Schedule 2 conditions relevant to the first data protection principle are: 
 
1The data subject has given his consent to the processing. 
2The processing is necessary— 

Page 2 of 3 



ID: 10449 
(a)for the performance of a contract to which the data subject is a party, or 
(b)for the taking of steps at the request of the data subject with a view to entering into a 
contract. 
3The processing is necessary for compliance with any legal obligation to which the data 
controller is subject, other than an obligation imposed by contract. 
4The processing is necessary in order to protect the vital interests of the data subject. 
5The processing is necessary— 
(a)for the administration of justice, 
 (aa)for the exercise of any functions of either House of Parliament, 
(b)for the exercise of any functions conferred on any person by or under any enactment, 
(c)for the exercise of any functions of the Crown, a Minister of the Crown or a 
government department, or 
(d)for the exercise of any other functions of a public nature exercised in the public interest 
by any person. 
6(1)The processing is necessary for the purposes of legitimate interests pursued by the 
data controller or by the third party or parties to whom the data are disclosed, except 
where the processing is unwarranted in any particular case by reason of prejudice to the 
rights and freedoms or legitimate interests of the data subject. 
(2)The Secretary of State may by order specify particular circumstances in which this 
condition is, or is not, to be taken to be satisfied 
 
These conditions are based on either consent or the “necessity” to process personal 
information and the Council does not consider the disclosure of requested information to 
be necessary from the information provided. 
 
The request for disclosure is therefore refused. 
 

3. Review 
 

If you are not content with the handling of your request, you have the right to ask for an 
internal review.  Requests for internal reviews should be submitted within 2 months of the 
date of receipt of the response to your original request and should be addressed to the 
Monitoring Officer, Civic Centre I, PO Box 1274, Huddersfield HD1 2WZ.  Alternatively, 
you can send an email to: monitoring.officer@kirklees.gov.uk.   
 
It would assist if any such request for a review were clearly marked as such and 
specifically referred to this refusal notice. 
 
If you are not content with the outcome of any review you have the right under section 50 
of the 2000 Act to apply to the Information Commissioner for a decision as to whether 
your request for information has been dealt with in accordance with the requirements of 
the Act.  The Information Commissioner’s website is at www.ico.gov.uk and gives more 
information about the role and duties of the Commissioner.  The Information 
Commissioner can be contacted at: Information Commissioner’s Office, Wycliffe House, 
Water Lane, Wilmslow, Cheshire, SK9 5AF. 

 
 
Signed 
Information Access & Security Officer 
27 March 2015 
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