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MANAGING THREATS TO LIFE   
 
 
1.  Introduction 
 
1.1 ‘Threats to life’ or ‘OSMAN’ issues are an increasingly common feature of policing. This 

type of issue can be found emerging at all levels of policing activity, from domestic or 
neighbourhood disputes to rivalry between organised crime groups.  

 
1.2 The physical, legal and organisational risks of these issues are significant and their 

effective management is vital. 
 
1.3 This policy aims to standardise the way in which these issues are managed by West 

Midlands Police and to assist officers in systematically assessing the risk presented by 
such incidents. 

 
1.4 This policy should be considered in conjunction with Part 1 Order 23/2009 Critical 

Incidents’.  
 
2. Background  
  
2.1. The Human Rights Act 1998 enshrines the right to life in British law. Other British and 

European Legislation places an obligation on the police service to take all reasonable 
steps to protect a person whose life is in ‘real and immediate’ danger from the criminal 
acts of another.  

 
3. Definitions of ‘Threat to life’ and ‘Risk’  
 
3.1.1 This policy is intended to deal only with ‘real and immediate’ threats to life. However, 

some threats may arise from an apparent intent to cause serious injury that could 
possibly prove fatal. It may be appropriate and reasonable to follow this procedure in 
such cases. 

 
3.1.2 ‘Real’ and ‘immediate’ are not defined by case law. A broad notion of ‘immediacy’ must 

therefore be applied. 
 
3.1.3 ‘Risk’ refers to the probability of the threat of death or serious harm occurring. 
 
3.2 Allegations of ‘threats to kill’ which are more properly classified as lesser offences or ‘no 

crime’ are not to be dealt with as ‘threats to life’. 



 4

4. Responsibilities 
 
4.1.1 As a general principle, responsibility for the management of an emerging threat to life 

issue will rest with the LPU on which the person(s) at risk is residing and where the 
perceived threat is likely to be carried out. This is in recognition of the fact that the local 
LPU will be responsible for responding to and dealing with any such attack should it 
occur on their area. The LPU will most likely have knowledge of other intelligence and 
community impact considerations. This primacy will be retained unless and until a 
formal hand-over of primacy is agreed and recorded.  

 
4.1.2 If the matter arises from a pre-existing investigation, responsibility for resolution will rest 

with the Senior Investigating Officer (SIO) who should follow this procedure and inform 
the Operations Superintendent on the relevant LPU/s as deemed appropriate to the 
circumstances. 

 
4.2 A member of West Midlands Police receiving first notification of a threat to life is 

responsible for obtaining all available information, securing and preserving evidence 
where possible and for notifying an Inspector immediately.  

 
4.3 The Inspector is responsible for ensuring that any immediate action necessary to 

preserve life is taken, and for making an initial assessment of the threat and risk. 
 
4.4 Risk assessments are the responsibility of an officer not below the rank of 

Inspector.  
 
4.5.1 Where the threat is assessed as presenting a Medium or High Risk, the incident will 

immediately be brought to the attention of, and overseen by, the relevant LPU Operations 
Superintendent (Monday to Friday 0700hrs to 1800hrs).  

•  A superintendent will be available on each LPU between the hours of 0700hrs and 
1800hrs Monday to Friday.  

• Between 1800hrs and 2200hrs Monday to Friday a Superintendent will be on duty for 
three clusters across the Force. (Cluster FIM) 

• Between 2200hrs and 0700hrs each day and 0700hrs - 2200hrs Saturday and Sunday 
the Force Incident Manager will be on duty. 

 
4.5.2 Where the threat is assessed as presenting a Medium or High Risk the LPU Operations 

Superintendent or the FIM managing the incident will decide whether to inform the Duty 
Crime Superintendent.  

 
4.6.1 The duty ACPO officer will be informed of an emerging threat to life issue where 

the assessment indicates that there is the potential for it to develop into a Force 
level ‘Critical Incident’ (for example, a threat that is assessed as Medium or High 
Risk and for which there are no effective control measures). 

 
4.6.2 Part 1 Order 23/2009 defines a ‘Critical Incident’ as ‘Any incident where the 

effectiveness of the police response is likely to have a significant impact on the 
confidence of the victim, the family and/or the community’. When a critical incident 
requires the provision of force resources and/or requires Silver and Gold command 
structures to be in place, the Duty ACC must be informed (Part 1 Order 23/2009 para. 
4.4.1) 
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5.  
 
 
5.1 The key stages of this process are: 
 

• Receipt    of the threat by police 
• Assessment  of the threat and the risk of the harm occurring 
• Response  devising and implementing a strategy to manage the threat                                    
• Recording the existence of the threat and the action taken to manage it 
• Review   of the intelligence to re-assess the risk 
 

5.2 Appendix A describes the key features of this process 
 
6. Receipt of information/intelligence 
 
6.1.1 It is most likely that a threat to life will become known to the police via one of two 

avenues: 
  

• An evidential process, such as a specific allegation of a crime or 
• Intelligence 

 
6.1.2 A member of staff obtaining knowledge of a threat to life will ensure that it is notified to an 

Inspector as soon as possible.  
 

 
6.2   
 

 
6.2.1. In the event of an allegation of threats to kill or other crime presenting a threat to life 

being made, in person or by telephone, by the person(s) at risk or someone acting on his 
or her behalf, the LPU member of staff receiving will cause an OASIS / CRIMES entry to 
be created as soon as possible. The initial investigation should be extensive enough to 
enable a provisional classification of the allegation to be made. The allegation must be 
brought to the attention of a supervisory officer as soon as possible so that the 
provisional classification can be confirmed, or an alternative classification applied. 
 

6.2.2 Where a ‘Threat to kill’ is confirmed as the correct crime classification or where any other 
reported crime presenting a potential threat to life is identified, an Inspector will be 
informed immediately. 
 

6.2.3 The Inspector will be responsible for assessing the threat and risk and ensuring the 
appropriate response to the allegation is made, including that it is investigated 
accordingly with due regard to any protective measures for the victim which may be 
appropriate.  

 
6.2.4 Appendix B describes the process for assessing and managing allegations of 

threats to kill 
 
 
 
 
 

Management of threats to life 

Via a direct allegation 
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6.3.   
 
  
6.3.1 The principles for effective management of intelligence are set out in the ACPO 

Codes of Practice and Guidance on the Management of Police Information. Further 
advice on the recording, evaluation and dissemination of intelligence can be 
obtained from the Force Intelligence Dept. 
 

6.3.2 A member of staff receiving intelligence presenting a threat to life will ensure that it is 
notified to an Inspector as soon as possible.  
 

6.3.3 Intelligence Recording 
 

6.3.3.1 Intelligence received will be recorded in a 5x5x5 Intelligence Report (IMS log).  
 

6.3.4 Intelligence Evaluation 
 

6.3.4.1 As a general rule, intelligence graded 1 or 2 originating from a source graded A or B can 
be considered to be reliable for assessment / analytical purposes. However, intelligence 
from untested sources (e.g. anonymous calls) that cannot be judged (e.g. grading E4) 
should be regarded as accurate until there is information to suggest otherwise.  
 

6.3.4.2 It may be necessary to challenge and further explore the apparent grading of intelligence 
in order to ensure the accurate evaluation of a threat. 

 
6.3.4.3 Intelligence 5x5x5 evaluation 
 

Source 
Evaluation 

A  
Always Reliable 

B  
Mostly Reliable 

C  
Sometimes Reliable

D  
Unreliable 

E  
Untested Source 

Intelligence 
Evaluation 

1  
Known to be true 

without 
reservation 

2  
Known personally 
to the source but 
not to the officer 

3  
Not known 

personally to the 
source but 

corroborated by 
other information 

4  
Cannot be judged 

5  
Suspected to be false

Handling Code 1  
Default: May be 

disseminated 
within the UK 

police service and 
to other law 
enforcement 
agencies as 

specified 

2  
May be 

disseminated to 
UK non- 

prosecuting 
parties 

3  
May be 

disseminated to 
(non EU) foreign 
law enforcement 

agencies 

4  
May only be 
disseminated 

within originating 
force / agency 

 
Specify reasons 

and internal 
recipient(s) 

5  
May be disseminated 
but receiving agency 

to observe 
conditions as 

specified 

 
 
 
 
 
 
 
 
 
 
 
 

Via Intelligence 



 7

 
 
6.3.5 Intelligence Dissemination  
 
6.3.5.1 Consideration must be given to the relevant dissemination/handling code and adequate 

steps must be taken to protect the intelligence source.  
 
6.3.5.2 A handling code of ‘4’ or ‘5’ indicates that there may be exceptional risks to the 

source or subject of the intelligence if any further dissemination is made. 
 
6.3.5.3 Consideration should be given to having the full IMS log placed in a ‘secure folder’ if 

general dissemination is not appropriate due to the sensitive nature of the intelligence 
(but see paragraph 12.4 regarding the need to nevertheless record such intelligence on 
open systems in sanitised form). 

 
7. Threat Assessment 
 
7.1 An officer not below the rank of Inspector will be responsible for making the initial 

assessment of the threat to establish whether it can be considered ‘real and 
immediate’.  
 

7.2 Appendix C is an aide-memoire to assist threat assessment 
 
7.3 Appendix F is a threat/risk assessment/decision log document  
 
7.4 Upon completion of the threat assessment, the Inspector will review the information 

supplied to determine the level of risk presented (i.e. the probability of the harm 
occurring). The assessed level of risk will determine the appropriate response. 

 
8. Response 
 
8.1 LOW / MINIMAL RISK  
 
8.1.1 A ‘Low’ risk is one where the assessment is that the threat cannot be considered 

real and the threat to life can be regarded as minimal. 
 
8.1.2 The Inspector conducting the risk assessment should document it and make reference to 

the location of this assessment on the OASIS log if one has been created.  
 

8.1.3 An entry will be made on IMS to create a searchable record of the issue should there be 
future incidents involving the same person(s).  

 
8.1.4 Repeated incidents of low-level threats posed to the same person(s) should be brought to 

the attention of the LPU Detective Inspector for further assessment/investigation. 
 

8.2 MEDIUM RISK 
 

8.2.1 A ‘Medium’ risk is presented by a credible threat to a person(s) that is conditional 
upon an enabling factor e.g. where the suspect does not have the current ability or 
opportunity to carry it out, or where the intelligence indicates a timescale beyond 
the immediate or near future.  A MEDIUM RISK CAN QUICKLY ESCALATE TO A 
HIGH RISK. 

 
8.2.2  Where the risk assessment is ‘Medium’, the assessment will be reviewed by an officer not 

below the rank of Superintendent who will be responsible for the response to it and who 
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will decide whether to notify the Duty Crime Superintendent via the Force Contact 
Management Centre. 

 
 
8.2.3 The Duty  Crime Superintendent will:  

 
• Ensure that the threat / risk assessment is documented (use Appendix F) 
 
• Ensure there is a policy file commenced to record decisions (use Appendix F). 

 
• Initiate a strategy for intelligence, prevention and enforcement (see below)  

 
• Consider the tactical options available to manage the threat (Appendix D is a 

Menu of Tactical Options) 
 

• Where the issue is identified as a potential Force Critical Incident (see para. 
4.6 above), the Duty ACPO officer will be informed.  

 
 

8.3 HIGH RISK 
 

8.3.1 A ‘High’ Risk is presented by a credible threat to a person(s) where there is no 
perceived obstacle to the threat being carried out immediately or in the near future.   

 
8.3.2 Where the risk assessment is ‘High’ the assessment will be reviewed by an officer not 

below the rank of Superintendent who will be responsible for overseeing the response to 
it.  

 
8.3.3 Where the risk assessment is ‘High’ the Duty Crime Superintendent will also be 

contacted via the Force Contact Management Centre. 
 

 
8.3.4 The Superintendent will: 
 

• Ensure that the threat / risk assessment is documented (use Appendix F) 
 

• Ensure there is a policy file commenced to record decisions (use Appendix F) 
 

• Initiate a strategy for intelligence, prevention and enforcement (see below) 
 

• Consider the tactical options available to manage the threat to the individual 
(Appendix D is a Menu of Tactical Options) 
 

• Where the issue is identified as a potential Force Critical Incident (see para. 
4.6 above), the Duty ACPO officer will be informed.  
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9. Strategies to manage Threats to Life 
 
9.1 Among the strategies available to manage a threat to life are a reactive investigation to 

an allegation, a disruptive response, or a proactive investigation.  Any or all of these 
options may be appropriate according to the circumstances. 

 
9.2.1 A disruptive response will be designed to prevent the intended attack occurring by 

removing conditions favourable to a proposed attack taking place. A disruptive response 
may be overt or covert as demanded by circumstances. e.g. 

 
• Warning the person at risk (see paragraph 10. below) 
 
• Removing the intended victim to a place of safety 

 
• Closing a venue where an attacker proposes to locate the intended victim for 

attack 
 

• Following a risk assessment, placing a visible police presence in an area to 
disrupt criminal activity 

 
9.3.1 A proactive investigative response may entail investigation to identify and arrest the 

potential assailant or to develop further intelligence to identify opportunities for 
intervention. e.g. 
 

• Deployment of covert techniques to obtain evidence or intelligence on the 
potential assailant. 

 
• Mounting a criminal investigation against the intended victim, if an active criminal, 

to remove the potential for them to be harmed.   
 
 
10. ‘Osman’ warnings to person(s) at risk 
 
10.1.1 As a general rule, where a person(s) is considered to be in real danger (following threat 

and risk assessment) from the criminal actions of another and it is believed that person(s) 
may not be aware of the threat to their safety, the police should warn the person(s) of the 
threat.  A warning should be given unless there are reasonable grounds not to do 
so. These grounds must be recorded by the SIO. 

 
10.1.2 The warning process is sometimes known as an ‘Osman Warning’.  The purpose of a 

warning is to allow a person at risk to take precautionary steps or to allow them an 
opportunity to consider any protective measures proposed by the police. 

 
10.1.3 Whether to administer a warning is a decision for the SIO. 
 
10.1.4 The decision to administer a warning should be guided by whether or not giving 

the warning will assist in managing the threat posed to the person(s) at risk.  
 

10.2 It is essential to conduct a risk assessment of the proposal to issue a warning; a warning 
is not intended to allow the person at risk to initiate a pre-emptive strike against their 
attacker, nor to allow them the opportunity to identify intelligence sources 
 

10.3 When considering whether to inform the person at risk or his/her family, the following 
questions should be considered: 
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• Is it likely that the warning will result in pre-emptive violence against 
another person? (Consider the background to the incident. Does the subject of 
the warning have a history of violence? Do they have the capability to respond 
violently?) 

 
• Is it likely that the warning will exacerbate existing violence between 

conflicting groups? (Is the subject a member of a violent criminal group or 
gang?) 

 
• Is it likely that the warning will reveal the existence or nature of an 

intelligence source and if so, is it likely that the harm caused by the 
revelation will be serious?  

 
10.4 The safety and integrity of intelligence sources is of major importance. The ‘owner’ of the 

intelligence source must be consulted in all ‘High’ and ‘Medium’ risk cases where a 
warning is to be given to the person(s) at risk, or where any overt disruptive action is 
intended.   
 

10.5 If a warning is not issued, the SIO must detail any alternative strategy to minimise the 
threat.  The decision not to warn a person at risk must be recorded, together with the 
reasons for that decision. 
 

10.6 If the SIO decides to issue a warning, an experienced officer, who has been fully 
briefed on all the circumstances of the case, including any sensitivity surrounding 
intelligence sources, will be tasked to deliver the warning.  The warning should contain 
sufficient information to allow the person at risk to make a decision on what steps he/ she 
wishes to take for his/her own protection.  The warning should not include any 
unnecessary detail that could compromise sources or techniques, or jeopardise other 
law-enforcement operations.  It is important that any warning given is fully understood by 
the person at risk and due consideration should be given to the use of interpreters or 
other suitable intermediaries as appropriate. 
 

10.7 The officer giving the warning should also use the opportunity to obtain from the person 
at risk as much information as possible regarding: 
 

• The reasons for the threat/background information 
 

• Persons involved/suspected 
 

• Any information that may assist in managing and investigating the threat 
 
 
10.8 Best practice indicates that a personal interview between the officer delivering the 

warning and the person at risk should be recorded in the form of a witness statement, 
signed by the person at risk, stating that a warning has been given and recounting the 
words used. The officer should also record any measures the person at risk proposes to 
take on his or her own behalf. 
 

10.9 If the person at risk cannot or will not sign a statement recording the warning, the officer 
giving the warning will make a record in their pocket notebook of the warning and the fact 
that the person at risk did not wish to, or could not, sign a statement.  The officer giving 
the warning should make the person at risk aware of any protective measures proposed 
by police, and should record any measures that the person at risk proposes to take on his 
or her own behalf. 
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10.10 Appendix E is a specimen warning notice. The exact wording should vary according to 
the circumstances and is a decision for the SIO. 
 

10.11 The warning will be administered in person and the notice will be retained by the 
officer. 
  

10.12 A copy of the notice will not be given to the person to whom the warning was 
administered.  

 
 
11. Recording 
 
11.1 It is essential that the existence of a threat to life, however it is managed, is recorded in 

such a way that it can be recognised by other officers who may receive further 
intelligence or allegations about that threat, or a new threat to or from the same 
person(s). 
 

11.2 If the incident arises from a direct evidential allegation, the incident will be recorded on an 
OASIS log, recorded as a crime in accordance with force policy and result in the 
submission of an IMS log as indicated above. If a decision is taken by the SIO not to 
record the allegation this way, the reasons must be recorded in the policy file. 
 

11.3 Where the issue arises from intelligence, consideration must be given to sanitising 
information/intelligence on force systems in order to record the fact that the threat exists 
without necessarily revealing the nature and source of the intelligence. 
 

11.4 Consideration should be given to the submission of an IMS log highlighting the existence 
of the threat, without giving further detail. This will allow another officer to make contact 
with the SIO if further information is required. It will also avoid the risks attached to a 
duplication of effort acting on the same intelligence or a failure to know the intelligence 
exists. Placing the detailed IMS log in a secure folder without ‘signposting’ the matter in 
this way will only act to exclude other officers from that intelligence. 

 
11.5 In cases where sensitive intelligence is involved, making full revelation inappropriate, a 

suggested specimen wording is: 
 
“Intelligence indicates/d a threat to the life of…………………… Operation …….. 
refers. Contact  ………….. for further information.” 
 
The operational name on IMS should give no further detail. The IMS log should be linked 
to the nominal in question. 
 

11.6 The IMS heading ‘Violence/Disorder’ and sub-heading ‘Osman Warning Given’     
should be  used.  

 
11.7 The IMS log will also record the fact that a threat / risk assessment has been made, by 

whom and where it can be located. 
 
11.8 Threat / Risk assessments and policy decisions will be recorded and filed on LPU  

with a unique reference number in the Contact Management Centre to allow access 
at any hour.  
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12. REVIEW 
 
12.1 Intelligence must be constantly reviewed to re-assess the level of risk and to ensure that 

the tactical response remains appropriate to the circumstances. 
 
12.2 Instructions for the review of the intelligence and risk assessment are a decision 

for the SIO and should be recorded in the policy file. 
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Process -  Managing Threats to Life        Appendix A 
 

 
 
        
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
  
 
 
  
 
 
  

 
 
 
 
 
 
 

 
 
 

RECEIPT of allegation / intelligence  

 ASSESSMENT of threat / risk 

LOW RISK – Threat/risk regarded as 
minimal. Document assessment. 
Update on OASIS log if created.  
 
Make IMS submission.   
 
Reassess if further information 
becomes available.  

• Obtain all available information 
• Secure and preserve evidence 
• Notify INSPECTOR 

MEDIUM/ HIGH RISK – ‘Real and 
Immediate’ threat. Requires strategy 
for response. Inform Ops Supt or 
Duty FIM outside office hours.

 RECORD the incident 

• INSPECTOR to assess whether threat 
can be considered ‘real and immediate’ 

• Use threat assessment aide-memoire 
as guide  

• Assessment to be documented

Supt  - responsibility for response

Commence policy file 

 REVIEW the intelligence / risk • Is the tactical response still 
appropriate? 

 
• Has the risk assessment changed? 

• IMS log to be created using ‘VIOLENCE/ 
DISORDER’ subject heading and 
‘OSMAN WARNING GIVEN’ sub- 
heading 

• Assessment / Policy file to be stored 

 RESPONSE to threat 

Strategy for management of risk

Consider Menu of Tactical Options incl. 
OSMAN warning 

Consider Duty Force Crime Supt

Force Critical Incident? – Inform ACPO
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Process – Allegations of Threats to kill   Appendix B  
                                           
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
  

ALLEGATION of 
‘Threat to kill’ 

Refer to supervisor for 
confirmation of correct 

CRIME 
CLASSIFICATION 

Classified as ‘No Crime’ 

Classified as other offence, 
e.g. Threatening Behaviour 

‘Threats to Life’ 
guidance does not 

apply 

Classified as 
 ‘Threat to Kill’  
 s.16 Offences 

Against the Person 
Act 1861 

Risk assessed as 
‘LOW’ 

‘Threats to Life’ 
guidance applies 

Supervisor to direct 
appropriate 

investigation of 
allegation 

Inspector to carry out 
risk assessment 

Inform LPU Ops Supt or 
Duty FIM for formulation 

of response as per 
guidance 

Risk assessed as 
‘Medium’ or ‘High’ 

Repeated low-level 
threats to be assessed 
by Detective Inspector 
for further investigation 
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  Appendix C 
  

THREAT ASSESSMENT AIDE-MEMOIRE 
 
 
The following questions should be considered when completing the threat assessment, but 
other factors may also be relevant depending on circumstances. 
 

 
• The specific threat – (the details) 
 
• Is the victim identifiable?  - (may be by description or circumstantially)  

 
• Is the suspect identifiable?  - (may be by description or circumstantially) 

 
• Is the location for an attack identifiable? (who lives there? Opening hours etc) 

 
• What is the timescale for the threat? (is the threat an immediate one or on a 

longer timescale?) 
 

• Is the victim vulnerable to attack? 
 
 

 
 
• What is the motive for the threat/attack? (does the suspect have any 

motivation to carry out the attack?)  
 

• Is the suspect capable of carrying out the attack?  (does he/she have a 
history of violence, access to weapons, access to the victim, physical ability etc?) 

 
• Has the suspect demonstrated an intent to carry out the threat? (e.g. have 

preparatory acts taken place, have previous threats been made?)  
 

• Is there an escalating series of incidents?  
 
 

 
 

• Are other persons potentially at risk? (e.g. family /public. Are there children at 
risk ? Are the staff of other agencies potentially at risk ?)  

 
 

• Are there any conditional factors?  (i.e. is the attack possible now or must the 
suspect or the victim do or fail to do something first in order for the attack to take 
place? e.g. obtain a weapon, arrange a contract) 
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Appendix C 

 
 
• What is the grading of the intelligence? (how reliable and accurate is the 

intelligence ?)  
 

• Is the intelligence corroborated by other intelligence or information? 
 

• What are the risks to the source of the intelligence if any overt action is 
taken? 

 
 

 
 

• What are the community impact implications?  (Is this threat linked to other 
incidents? What is the standing in the community of the person under threat? Is 
there a cultural issue involved that may have a wider community impact?) 

 
• Is it an evidential allegation that can be investigated overtly? 
 
• Is the matter a potential Force Critical Incident? 

 
 

• Osman warning considerations – 
 
 

i)   Is it likely that a warning will result in violence against another 
person (i.e. a pre-emptive strike by the person being warned?) 
 
ii) Is it likely that a warning will exacerbate existing violence 
between conflicting groups? 
 
iii) Will the issuing of a warning compromise the source of the 
intelligence? 

 
 
 Key Judgements/Recommendations? 
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Appendix D 

 
MENU OF TACTICAL OPTIONS 

 
 
This menu is not exhaustive. It is designed to assist and provide guidance to officers 
formulating a response to threat to life incidents.  
 
GENERAL 
 
Authority levels  - Early consideration should be given to requesting authorities for: 
 

• Pre-planned firearms operations  
 

• Directed surveillance 
 
 
 
‘VICTIM’ 
 
‘OSMAN’ warning to intended victim (see Appendix ‘E’ for specimen notice) 
 
Intelligence collection by interview of intended victim 
 
Provision of personal attack / panic alarm 
 
Re-housing (local authority protocols for persons at risk may apply) 
 
Police Protection procedures for Children at Risk 
 
Criminal Justice Protection Team (‘Witness protection’ – refer to Intelligence website for terms of 
reference)  - COVERT OPERATIONS 
 
Flagging of subject on IMS to ensure ongoing intelligence collection 
 
Proactive criminal investigation of intended victim if criminally active  - FORCE CID 
 
 
‘LOCATION’ 
 
Protective measures at vulnerable location/premises  (e.g. Police ‘bleep alarm’ / additional 
lighting / covert or overt CCTV)  
 
LPU to appoint experienced local officer to be link with person at risk / venue 
 
OASIS – ‘SIG’ marker placed on location at risk – link to restricted log (access by LPU/FCMC) 
 
Restricted log to outline the issue and potential risks to victim and officers attending. Log to direct 
control room staff to sealed operational order detailing LPU response plan and ARV response 
plan if appropriate. Copy of operational order held at LPU operations centre and FCMC. 
 
ARV patrol –OPERATIONS DEPT 
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Closure of premises s.161 Licensing Act 2003 
 
Section 4 PACE Road Checks 
 
Mobile ANPR – OPERATIONS DEPT 
 
Armed ANPR   / -‘Operation Pulse’ / OPERATIONS DEPT 
 
Mobile CCTV  / Overt filming 
 
Section 60 PACE 
 
Dispersal Orders 
 
Metal detectors, scanners – consider with s.60, publicity e.g. at entertainment venue 
 
Police high visibility at location (following risk assessment) 
 
Police signs at venue to highlight appeals 
 
Local media/adverts 
 
Mobile police station 
 
 
‘OFFENDER’ 
 
Overt investigation of allegation / arrest  - prioritise existing avenues of investigation / disruption –
SEEK EARLY INTERVENTION 
 
XXXXXXXXXXXXXXXXXXXXXXXXXXXXXSECTION 31XXXXXXXXXXXXXXXXXXXXXXXXXXX 
 
Proactive investigation or disruption if appropriate  - Proactive Crime Team, Force Surveillance 
Team –  INTELLIGENCE and FCID 
 
Community Interventions / Mediators – INTELLIGENCE 
 
Overt confrontation of suspect with intelligence (known as a ‘REVERSE OSMAN’).  – This is a 
high risk strategy and will not be implemented without a specific risk assessment and 
consultation with the owners of any relevant intelligence and the Duty Crime 
Superintendent. 
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Appendix E 
NOTICE 

 
Information to: 
 
Name ………………………………………………………………………………….. 
 
Address ……………………………………………………………………………….. 
 
…………………………………………………………………………………………. 
 
I am              of West Midlands Police. 
 
You are not under arrest or under caution. You are free to leave if you wish. 
 
I am here to inform you that West Midlands Police has received information that your life may be 
at risk 
 
I must advise you that you should take appropriate measures to ensure your safety but warn you 
that this does not entitle you to break the law.  
 
Do you understand what I have told you? 
 
Reply………………………………………………………………………………… 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
 
If you feel you need further police assistance I am able to put you in touch with experienced 
officers who can advise you and, depending upon your full co-operation, may be in a position to 
offer you protection measures which are proportionate to the situation. 
 
Do you require any further assistance? 
 
Reply………………………………………………………………………………… 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
……………………………………………………………………………………….. 
 

In an emergency, contact the police via the ‘999’ system. 
 

 
Signature of person informed ………………………………………………………. 
 
Date …………………………………………………………………………………… 
 
Time …………………………………………………………………………………… 
 
Signature of witness ………………………………………………………………… 
 

NOTICE TO BE RETAINED BY POLICE   
MAKE ENTRY ON IMS 
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Appendix F 
 

Threat to Life – Threat /Risk Assessment / Decision Log 
 
 
Person(s) at risk:……………………………………………………………… 
 
Assessment by: ……………………………………………………………… 
 
Threat assessed as:  - LOW   /  MEDIUM  / HIGH   (Delete as applicable) 
 
 
IMS reference: …………………. 
               
 
DATE ACTION OFFICER 
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Threat to Life – Threat /Risk Assessment / Decision Log 
(Continuation) 

               
 
DATE ACTION OFFICER 
   

   

   

   

   
   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

 


