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Dear Mr Quinn, 
 
Request for Information under Freedom of Information (Scotland) Act 2002 

 
Thank you for your email which was received by the University on 22 October 2018 requesting the 
following information: 
 

1. Your Prevent action plan or any document that outlines your institution’s Prevent policy in 
line with your obligations under the Counter Terrorism and Security Act 2015 
 
2. Confirm if students, researchers and members of staff are obliged to register research 
which is deemed to be security sensitive 
 
3. If such a register exists, the number of entries for each of the years 2018 (up to the date of 
this request), 2017, 2016 and 2015. By entries, I mean occasions on which individuals have 
registered research which falls into the category set out in bullet point 2. If possible, please 
identify the nature of the research (eg PhD, internally funded, externally funded) and topic 
 
4. If such a register exists, confirm whether or not it is stored onsite or on an external server. 
 
5. If such a register exists, confirm whether the register is subject to any information sharing 
agreements with external partners or agencies including local and regional Prevent 
coordinators, the Home Office, the local Counter Terrorism Intelligence Unit, the local police 
or any other law enforcement agencies 
 
6. A list of any agreements, arrangements or Memorandums of Understanding between your 
institution and bodies such as the Internet Watch Foundation (IWF), the Counter Terrorism 
Internet Referral Unit (CTIRU) of the Metropolitan Police Service (MPS), or Police Intellectual 
Property Crime Unit (PIPCU) of the City of London Police, to receive lists of illegal or illicit 
content, for instance for the purposes of blocking. 
 
7.  Confirm if any filtering or blocking service that your institution uses incorporate lists from 
the IWF, CTIRU or PIPCU, and which lists are incorporated; 

mailto:xxx@xxxxxx.xx.xx
mailto:xxxxxxxxxxxxxxxxxxxxxxx@xxxxxxxxxxxxxx.xxx


 

University’s response 
 

1. Your Prevent action plan or any document that outlines your institution’s Prevent policy 
in line with your obligations under the Counter Terrorism and Security Act 2015 
 
In meeting compliance requirements under the Counter Terrorism and Security Act 2015 the 
University implements the guidance in the “Counter Terrorism and Security Act 2015 Good 
Practice Guide” prepared by the Higher Education Prevent Working Group in June 2015. The 
Group was established by the Scottish University Secretaries in February 2015 with a remit to 
develop guidance to assist the Scottish universities in meeting their statutory duty and be a 
forum for sharing good practice.  

 
2. Confirm if students, researchers and members of staff are obliged to register research 

which is deemed to be security sensitive 
 
In complying with the Counter Terrorism Act the University has a responsibility to consider this 
aspect. A policy is currently under development within the Scottish Higher Education Prevent 
Working Group that will provide guidance on security sensitive research material. The 
University does not hold a register. 
 

 
3. If such a register exists, the number of entries for each of the years 2018 (up to the date 

of this request), 2017, 2016 and 2015. By entries, I mean occasions on which individuals 
have registered research which falls into the category set out in bullet point 2. If 
possible, please identify the nature of the research (eg PhD, internally funded, externally 
funded) and topic 
 

  The University does not have a central register. 
 

 
4. If such a register exists, confirm whether or not it is stored onsite or on an external 

server. 
 
Not applicable. 

 
5. If such a register exists, confirm whether the register is subject to any information 

sharing agreements with external partners or agencies including local and regional 
Prevent coordinators, the Home Office, the local Counter Terrorism Intelligence Unit, the 
local police or any other law enforcement agencies 
 
Not applicable. 

 
6. A list of any agreements, arrangements or Memorandums of Understanding between 

your institution and bodies such as the Internet Watch Foundation (IWF), the Counter 
Terrorism Internet Referral Unit (CTIRU) of the Metropolitan Police Service (MPS), or 
Police Intellectual Property Crime Unit (PIPCU) of the City of London Police, to receive 
lists of illegal or illicit content, for instance for the purposes of blocking. 
 
There are no agreements currently in place in the University. 

 
7. Confirm if any filtering or blocking service that your institution uses incorporate lists 

from the IWF, CTIRU or PIPCU, and which lists are incorporated; 
 
Not applicable. 

 
 
 



 

Copyright: 
This information is supplied under the Freedom of Information (Scotland) Act 2002 and copyright in it 
belongs to the University of Strathclyde or to another party. Releasing this information to you under the 
Freedom of Information (Scotland) Act 2002 does not convey a right to reuse that information in a way 
that would infringe copyright.  Copyright material must not be copied, stored, distributed, modified, 
reproduced, transmitted, published (including published on the internet or intranet) in any form or by 
any means or otherwise made available in whole or in part without the prior written consent of the 
copyright holder. 
 
Freedom of Information Review Procedure: 
 
If you are unhappy with the University’s response, please contact the Information Governance Unit by 
post or email to request a review of our actions. 
 
Information Governance Unit 
University of Strathclyde 
Room 2.74 
McCance Building 
16 Richmond Street 
Glasgow  G1 1XQ 
 
E-mail: foi@strath.ac.uk 
 
The University will then undertake an internal review and inform you of the result of that review. 
 
All such requests for review should be made in writing, setting out in full the nature of the enquiry to 
which it pertains, and stating why you are dissatisfied with the response.  A request for review should 
be submitted within 40 working days of either the date on which you received a response from the 
University or the date by which you should have received a response under the terms of the Freedom 
of Information (Scotland) Act 2002, whichever is the later. 
 
Please note that links provided to information available elsewhere are intended to assist Freedom of 
Information access.  Requests for information held by other public authorities and any complaints 
regarding access to such information should be addressed to that authority. These review procedures 
relate only to information which is directly under the control of the University of Strathclyde. 
 
If the University is unable to resolve any complaint, you can contact the Scottish Information 
Commissioner, the independent body which oversees the Freedom of Information (Scotland) Act 2002.  
A complaint to the Commissioner must be made within 6 months from the date of the University’s 
response.  
 
The Commissioner has an online appeal service which can be accessed via 

www.itspublicknowledge.info/Appeal.  
 
Alternatively, you can contact the Scottish Information Commissioner via the following methods: 
 
Scottish Information Commissioner 
Kinburn Castle 
Doubledykes Road 
St Andrews 
Fife 
KY16 9DS 
 
Tel: 01334 464610 
Website: www.itspublicknowledge.info 
E-mail: enquiries@itspublicknowledge.info 
 

http://www.itspublicknowledge.info/Appeal
mailto:xxxxxxxxx@xxxxxxxxxxxxxxxxxx.xxxx


 

 
 
Yours sincerely,  
 
 
Information Governance Unit 
University of Strathclyde 

 


